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Contacting Veeam Software

At Veeam Software we value feedback from our customers. It is important not only to help you quickly with your
technical issues, but it is our mission to listen to your input and build products that incorporate your
suggestions.

Customer Support

Should you have a technical concern, suggestion or question, visit the Veeam Customer Support Portal to open a
case, search our knowledge base, reference documentation, manage your license or obtain the latest product
release.

Company Contacts

For the most up-to-date information about company contacts and office locations, visit the Veeam Contacts
Webpage.

Online Support

If you have any questions about Veeam products, you can use the following resources:

e Full documentation set: veeam.com/documentation-guides-datasheets.html

e Veeam R&D Forums: forums.veeam.com
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About This Document

This guide describes how to deploy and configure the Veeam Cloud Connect infrastructure and use cloud
repositories and cloud hosts to store datain the cloud. The document applies to version 13 of Veeam Backup &
Replication and all subsequent versions until it is replaced by a new document.

Intended Audience

This document is intended for Service Providers who want to use the Veeam Cloud Connect functionality to
provide Backup as a Service and/or Disaster Recovery as a Service to their customers, and Service Provider
customers who want to store their data in the cloud.

The document provides a general overview of the Veeam Cloud Connect functionality and should be regarded as
a supplement to existing technical documentation. The complete set of documentation for Veeam Backup &
Replication can be found at https://www.veeam.com/documentation-guides-datasheets.html.
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About Veeam Cloud Connect

Service providers (SP) can use Veeam Backup & Replication to offer cloud repository as a service and disaster
recovery as a service to their customers (tenants). Veeam Backup & Replication lets SPs set up the cloud
infrastructure so that tenants cansend their data to the cloud and store it there in an easy and secure way.

SPs use their own computing, storage and network resources to configure Veeam Cloud Connect Backup and
Veeam Cloud Connect Replication infrastructure components:

e Cloud repositories — storage locations in the cloud that store backups of tenant machines. Cloud
repositories can be used as primary storage locations and secondary storage locations to meet the 3-2-1
backup best practice.

e Replication resources — dedicated computing, storage and network resources in the SP virtualization
environment. To set up replication resources, the SP configures hardware plans and subscribes tenants to
one or several hardware plans. For tenants, hardware plans appear as cloud hosts. Tenants can create VM
replicas on cloud hosts and fail over to VM replicas in the cloud in case of a disaster on the production site.

Tenants who want to store their data in the cloud can connect to the SP and write their backups to cloud
repositories and replicate their VMs to cloud hosts.
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Veeam Cloud Connect Infrastructure

To expose cloud resources to tenants, the SP must configure the Veeam Cloud Connect infrastructure.

NOTE
Consider the following:

e The SP must not share Veeam Backup & Replication components (backup server, backup proxies,

backup infrastructure used to protect the SP virtualization environment.

e If the SP has multiple backup servers deployed in the Veeam Cloud Connect infrastructure, they
must not share Veeam Backup & Replication components between these backup servers.

e The SP can deploy multiple backup proxies in the Veeam Cloud Connect infrastructure. For more
information, see Backup Proxies.

Veeam Cloud Connect Backup

To expose cloud repository resources to tenants, the SP must configure the Veeam Cloud Connect Backup
infrastructure. The Veeam Cloud Connect Backup infrastructure comprises the following components:

Components on the SP side

e SP Veeam backup server

e One or several cloud gateways

e One or several cloud repositories

e [Optional] One or several target WAN accelerators
Components on the tenant side

e Tenant Veeam backup server

e [Optional] Source WAN accelerator

Tenant Side 5P Side

~ Cloud gateways —
S o] R P gl
1ON LR
— > [ —
Tenant 1 5P backup server
Veeam .
backup server |_)
ﬁ] — —
.,
I‘
Tenant 2 Source Target Cloud
Veeam WAN accelerator WAMN accelerator repository

backup server
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Veeam Cloud Connect Replication

To expose cloud host resources to tenants, the SP must configure the Veeam Cloud Connect Replication
infrastructure. The Veeam Cloud Connect Replication infrastructure comprises the following components:

Components on the SP side
e SP Veeam backup server
e One or several cloud gateways
e One or several hardware plans
e [Optional] One or several network extension appliances
e [Optional] One or several target WAN accelerators
Components on the tenant side
e Tenant Veeam backup server
e One or several network extension appliances
e [Optional] Source WAN accelerator
NOTE

Depending on the replication scenario, the Veeam Cloud Connect Replication infrastructure may require
additional components. For example, the SP can use VMware Cloud Director resources instead of hardware
plans to provide replication resources to tenants, or offer the CDP functionality to tenants. To learn more,
see Continuous Data Protection (CDP) with Veeam Cloud Connect and VMware Cloud Director Support.
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SP Veeam Backup Server

The Veeam Cloud Connect infrastructure is organized around the Veeam backup server running on the SP side.
The SP Veeam backup server is a configuration and control center of the Veeam Cloud Connect infrastructure.
The SP uses the Veeam backup server to set up the Veeam Cloud Connect infrastructure and deliver Backup as a
Service and Disaster Recovery as a Service to tenants.

The SP Veeam backup server runs the Veeam Cloud Connect Service — a Microsoft Windows service that is
responsible for the following operations:

e Providing tenants with access to cloud repositories and cloud hosts
e Controlling transport services that work with tenant cloud repositories and cloud hosts
e Communicating with the Veeam Backup & Replication database

The Veeam Cloud Connect Service is deployed on every Veeam backup server. However, Veeam Backup &
Replication uses this service only for work with Veeam Cloud Connect infrastructure components.

IMPORTANT

The SP must not stop or disable other Veeam Backup & Replication services running on the SP backup
server. For example, in case the SP does not use the Continuous Data Protection (CDP) functionality, the
Veeam CDP Coordinator Service must still run on the backup server.

NOTE

If the SP uses Veeam Service Provider Console and wants to use multi-factor authentication (MFA) on the
SP backup server, they must set up a service account in Veeam Backup & Replication. For details, see this
Veeam KB article.

To learn more about MFA supportin Veeam Backup & Replication, see the Multi-Factor Authentication
section in the Veeam Backup & Replication User Guide.

Limitations for SP Veeam Backup Server

The SP Veeam backup server is intended to be used exclusively for configuring Veeam Cloud Connect
infrastructure and providing cloud resources to tenants. The SP cannot perform the following operations on the
SP Veeam backup server:

e Perform restore tasks with tenant backups other than Instant Recovery, restore to Microsoft Azure and
Amazon EC2. For example, the SP cannot import tenant backups in the SP Veeam backup console to
restore data from these backups.

To perform such data restore tasks, the SP must deploy a separate backup server in their backup
infrastructure and do either of the following:

o Rescan the repository with tenant backups. To learn how to rescan a repository, see the Rescanning
Backup Repositories section in the Veeam Backup & Replication User Guide. In this scenario, the SP
can use its existing Veeam Cloud Connect license on the backup server.

o Import tenant backups. In this scenario, the SP must install a separate license key on this backup
server. The trial license key works for this scenario.
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e Add itself as an SP in the Veeam Backup & Replication console, for example, to address specific scenarios
that were supported in previous versions of Veeam Backup & Replication. For such scenarios, the SP must
deploy a separate backup server in its backup infrastructure. The SP can use their existing Veeam Cloud
Connect license on this backup server.

e Run backup, backup copy or replication jobs, for example, to back up VMs in the SP virtual environment, or
to copy tenant VM backupsto a secondary location. To create and run jobs, the SP must deploy a separate
backup server (and other Veeam Backup & Replication components) and also obtain a separate license key
and install it on this backup server.

Note that the SP can configure backup copy jobs for backups created by public cloud appliances. To learn
more, see Support for Veeam Backup for Public Clouds.

NOTE

The use of the same Veeam backup server to provide Veeam Cloud Connect services and to run backup,
backup copy and replication jobs is supported only for Veeam Cloud Connect for the Enterprise. For more
information, see this Veeam webpage.

Note that in this scenario, a configuration where two SPs are added on each other's backup servers is not
supported. For example, you have two Veeam Cloud Connect for the Enterprise servers: Server 1 and Server
2. If you add Server 2as an SP on Server 7, you must not add Server 7as anSP on Server 2.
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Maintenance Mode

In some cases, the SP may need to perform service actions with the SP backup infrastructure, for example,
upgrade a server whose resources are consumed by tenant VM backups and replicas. Such operations may
require that the SP cloud resources become temporarily unavailable to tenants and tenant activities are
temporarily put on hold. To make the SP environment ready for maintenance, the SP can put its backup server
to the Maintenance mode.

The Maintenance mode functionality is supported in the following Veeam products:
e Veeam Backup & Replication

e Veeam Agent for Microsoft Windows
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e Veeam Agent for Linux
e Veeam Agent for Mac
The Maintenance mode functionality allows the SP to do the following:

1. Gracefully stop currently running tenant jobs targeted at cloud resources of the SP. The following types of
jobs are supported:

o Veeam Backup & Replication jobs:
= VMware vSphere, VMware Cloud Director and Microsoft Hyper-V backup jobs
= Veeam Agent backup jobs configured in Veeam Backup & Replication

= VMware vSphere, VMware Cloud Director and Microsoft Hyper-V backup copy jobs, and backup
copy jobs for Veeam Agent backupscreated in the Veeam backup repository

= VMware vSphere, VMware Cloud Director and Microsoft Hyper-V replication jobs
= CDP policies
o Veeam Agent backup jobs (configured on a Veeam Agent computer)

After the SP puts the SP backup server to the Maintenance mode, Veeam Backup & Replication checks the
status of tenant jobs targeted at the SP cloud infrastructure and does the following:

o If aVeeam Backup & Replication job is performing, Veeam Backup & Replication allows the currently
running task of the job to complete. All subsequent tasks in the job will fail. This helps make sure that
backed-up data pertaining to a certain VM or VM disk is successfully transferred to the cloud
repository before the SP starts service actions in the Veeam Cloud Connect infrastructure.

o If aVeeam Agent backup job is performing, Veeam Backup & Replication allows the job to complete.
This helps make sure that backed-up data of the Veeam Agent computer is successfully transferred to
the cloud repository.

o If there is an active CDP policy at the time when the SP backup server is switched into the
Maintenance mode, the CDP policy stops processing of all VMs. The CDP policy itself remains enabled,
and Veeam Backup & Replication displays Syrncing status in the console. This status changes if the CDP
policy is manually disabled or deleted.

2. Prevent tenant jobs from starting.

If a tenant starts a new job session at the time when the SP backup server is operating in the Maintenance
mode, the job will fail.

If a tenant creates a new CDP policy at the time when the SP backup server is in the Maintenance mode,
the CDP policy does not start processing of any VMs. The CDP policy itself is enabled, and Veeam Backup
& Replication displays /nitial sync status in the console. This status changes when the Maintenance mode
is turned off and the initial synchronization is completed, or when the CDP policy is manually disabled or
deleted.

3. Notify tenants about maintenance in the cloud infrastructure.

In the statistics window of a tenant job that completes with the Failed status at the time when the SP
backup server is operating in the Maintenance mode, an error message will be displayed informing that
the SP backup server is under maintenance. By default, an error message contains the following
Maintenance mode notification: Service provider is currently undergoing scheduled maintenance. The SP
can choose to use the default notification or create a custom message. To learn more, see Creating
Custom Maintenance Mode Notification.
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NOTE

sider the following:

When the SP backup server is operating in the Maintenance mode, the tenant can access backups
created in the cloud repository, for example, restore data from such backups. Thus, the SP should
not use the Maintenance mode functionality to cease tenant activities before moving tenant backups
to another cloud repository. The SP should disable a tenant prior to performing operations with
tenant backups.

To inform tenants about maintenance on the SP backup server, Veeam Backup & Replication uses
the Veeam Cloud Connect Service. As a result, Veeam Backup & Replication does not display the
Maintenance mode notification at the time when the Veeam Cloud Connect Service is not running on
the SP backup server or when the SP backup server is shut down.

The Maintenance mode does not affect other data protection and recovery tasks availablein Veeam Backup &
Replication and Veeam Agents.

In Veeam Backup & Replication, a tenant can successfully perform the following tasks targeted at the SP
cloud resources at the time when the SP backup server is operating in the Maintenance mode:

o Perform a data restore task with a backup already created in a cloud repository provided by the SP
(for example, restore entire VM, VM files, VM disks, or perform file-level restore, and so on).

o Perform tasks with VM replicas that were in the failover state at the time when the SP backup server
was switched to the Maintenance mode (for example, perform failback, commit failback, perform
permanent failover, undo failover, and so on).

In Veeam Agent for Microsoft Windows and Veeam Agent for Linux, a tenant can successfully restore data
from backups in the SP cloud repository at the time when the SP backup server is operating in the
Maintenance mode.

The tenant cannot perform the following tasks targeted at the SP cloud resources at the time when the SP

backu

p server is operating in the Maintenance mode:
Start new replication jobs targeted at a cloud host provided by the SP.
Perform file level restore from a CDP replica.

Perform the Delete from disk operation for snapshot-based replicas and CDP replicas. (This operation is
availableon the SP side.)

Perform full site failover and other operations with cloud failover plans (for example, test a cloud failover
plan). (This operation is availableon the SP side.)

Perform partial site failover and planned failover.
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Tenant Veeam Backup Server

To work with Veeam Cloud Connect backup and replication resources, the tenant must deploy the Veeam
backup server on the tenant side.

The Veeam backup server on the tenant side is a client machine. The tenant who plans to store VM data in the
cloud must connect to the SP using Veeam Backup & Replication. When the tenant connects to the SP, cloud
repository and cloud replication resources configured on the SP side become visible in the tenant backup
infrastructure. The tenant can create necessary jobs, target them at the cloud repository and cloud host and run
these jobs to protect tenant VMs.

All data protection and disaster recovery tasks targeted at the cloud repository are performed by tenants
themselves. The SP only sets up the Veeam Cloud Connect infrastructure and exposes storage resources on the
cloud repository to tenants.

Some disaster recovery tasks with cloud host can be performed not only by tenants but also by the SP. To learn
more, see SP and Tenant Roles.
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Cloud Gateway

The Veeam Cloud Connect infrastructure configured at the SP side is hidden from tenants. Tenants know only
about cloud repositories and cloud hosts and can work with them as with locally deployed backup repositories
and target hosts. Veeam backup servers on the tenant side do not communicate with cloud repositories and
cloud hosts directly. Data communication and transfer in the cloud is carried out through cloud gateways.

The cloud gateway is a network appliance that resides on the SP side. The cloud gateway acts as a
communication point in the cloud: it routes commands and traffic between the tenant Veeam backup server, SP
Veeam backup server and other Veeam Cloud Connect infrastructure components.

The cloud gateway is a Microsoft Windows server or a Linux server running the Cloud Gateway Service — a
Microsoft Windows service responsible for establishing a connection between parties in the Veeam Cloud
Connect infrastructure.

To deploy a cloud gateway, the SP must assign the cloud gateway role to a necessary server in the SP backup
infrastructure. The SP can configure a dedicated cloud gateway or install this role on the SP Veeam backup
server. If traffic between the SP and tenants is significant, it is recommended that the SP deploys a dedicated
cloud gateway to reduce the workload on the SP Veeam backup server.

The server performing the role of a cloud gateway must meet the following requirements:
e The cloud gateway can be a physical or virtual machine.
e The cloud gateway must run Microsoft Windows OS or a Linux OS.

Tenant Side SP Side
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Cloud Gateway Deployment Scenarios

Depending on the size of the Veeam Cloud Connect infrastructure, the SP can deploy one or several cloud
gateways. Veeam Backup & Replication supports many-to-one, one-to-many and many-to-many deployment
scenarios:

e In the many-to-one deployment scenario, the SP deploys one cloud gateway that works with several
tenants. Data flows for different tenants are securely fenced off on the cloud gateway, which eliminates
the risk of data interference and interception.
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e In the one-to-many and many-to-many scenarios, the SP deploys several cloud gateways that work with
one or several tenants. Several cloud gateways can be used for scalability purposes if the amount of traffic
going between the SP side and tenants' side is significant.

Veeam Backup & Replication supports automatic failover between cloud gateways configured in the
Veeam Cloud Connect infrastructure. When a tenant connects to the SP using a DNS name or IP address of
a cloud gateway, the Veeam backup server on the tenant side obtains a list of all configured cloud
gateways. If the primary cloud gateway is unavailable, the Veeam backup server on the tenant side fails
over to another cloud gateway from the list.

The SP can use regular cloud gateways or organize cloud gateways into cloud gateway pools to provide
dedicated cloud gateways to the tenant. To learn more, see Cloud Gateway Pool.

o Regular cloud gatewaysdeployed in the Veeam Cloud Connect infrastructure are intended for use by
an unlimited number of tenants. Such cloud gateways are available to tenants to whom the SP does
not assign a cloud gateway pool. For a tenant with no cloud gateway pool assigned, communication
between the tenant Veeam backup server and the SP Veeam Cloud Connect infrastructure is carried
out through cloud gateways that are not added to any cloud gateway pool.

o Cloud gateways operating as a part of a cloud gateway pool are intended for use by specific tenants.
Such cloud gateways are available to tenants to whom the SP assigns the cloud gateway pool. For the
tenant with the cloud gateway pool assigned, communication between the tenant Veeam backup
server and the SP Veeam Cloud Connect infrastructure is carried out through cloud gatewaysadded to
this cloud gateway pool.
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Cloud Gateway Pool

In large-scale Veeam Cloud Connect infrastructures with multiple cloud gateways, the SP may want to restrict
access to some of the cloud gateways or allocate a dedicated cloud gateway to a specific tenant. For example,
this may be required in the following situations:

e To comply with regulations requiring that traffic between the tenant backup server and the SP Veeam
Cloud Connect infrastructure components goes only through cloud gateways located in a specific region.

e To provide a tenant with a quicker communication channel to the SP Veeam Cloud Connect infrastructure
components.

For such scenarios, Veeam Backup & Replication offers the concept of a cloud gateway pool. The cloud gateway
pool is a logical entity that groups cloud gateways intended for use by a specific tenant. The SP can organize
cloud gateways deployed in the Veeam Cloud Connect infrastructure into cloud gateway pools and provide
separate cloud gateway pools to different tenants.

The SP can configure the desired number of cloud gateway pools in the Veeam Cloud Connect infrastructure.
Each cloud gateway pool can comprise one or more cloud gateways.

To let the tenant use the cloud gateway pool, the SP must assign the cloud gateway pool to the tenant in the
properties of the tenant account. The SP can assign a separate cloud gateway pool to each tenant, assign
multiple cloud gateway pools to a single tenant or assign the same cloud gateway pool to multiple tenants.

Tenants to whom the SP does not assign a cloud gateway pool can use only those cloud gateways that are not a
part of any cloud gateway pool.

Cloud gateways in a cloud gateway pool operate in the similar way as regular cloud gateways. As well asregular
cloud gateways, cloud gateways operating as a part of the pool support automatic failover. If the primary cloud
gateway is unavailable, Veeam Backup & Replication fails over to another cloud gateway in the same pool.
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By default, in case all cloud gatewaysin the cloud gateway pool are unavailable for some reason, the tenant
Veeam backup server cannot communicate with the Veeam Cloud Connect infrastructure components on the SP
side. However, the SP can allow a specific tenant to fail over to cloud gateways that are not a part of a cloud

gateway pool.
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Cloud Repository

The cloud repository is a storage location in the cloud where tenants can store their VM data. Tenants can utilize
the cloud repository as a target for backup and backup copy jobs and restore data from the cloud rep ository.

The cloud repository is a regular backup repository configured in the SP backup infrastructure. The SP can use
the following types of backup repository asa cloud repository:

e Microsoft Windows-based server
e Linux-based server, including hardened backup repository
To learn more, see Support for Hardened (Immutable) Backup Repository.
e Shared folder
e Deduplicating storage appliance: Dell Data Domain, ExaGrid and Quantum DXi
e Scale-out backup repository
To learn more, see Support for Scale-Out Backup Repository.

e Object storage, including S3 compatible, Amazon S3, IBM Cloud, Microsoft Azure, Wasabiand Veeam Data
Cloud Vault

To learn more, see Backup to Object Storage.

The SP can expose cloud repository resources to one or several tenants. For each tenant, the SP allocates some
storage space on the cloud repository. This storage space is consumed when the tenant runs data protection
tasks targeted at the cloud repository.

The amount of space allocated to the tenant on the cloud repository is limited by a storage quota. If tenants
must be able to use storage resources on the cloud repository for a limited period of time, the SP can also define
a lease period for every tenant.

Being a multi-tenant storage resource, the cloud repository still appears as a logically separate backup
repository to every tenant. Data in the cloud repository is segregated and isolated. Every tenant has its own
folder on the cloud repository where tenant VM datais stored. Tenants do not know about other tenants who
work with the cloud repository, and have no access to their data.
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The tenant can have quotas on one or several cloud repositories configured by the SP. Several cloud repositories
for one SP do not make up a pool of storage resources; they are used as separate backup infrastructure
components. For example, if the tenant configures a backup job, the tenant can target it at only one cloud
repository. All restore points created by this backup job will be stored on this cloud repository and will not be
spread across several cloud repositories, even if the tenant has storage quotas on several cloud repositories.
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Support for Hardened (Immutable) Backup Repository

To protect tenant backup files from loss due to malware activity or unplanned actions, the SP canadd a
hardened repository based on a Linux server to the backup infrastructure. The hardened repository has an
immutability feature that specifies a period of time during which backup files must be immutable. The behavior
of the hardened (immutable) backup repository in the Veeam Cloud Connect infrastructure does not differ from
the behavior of this component in the regular Veeam backup infrastructure. To learn more, see the Hardened
Repository section in the Veeam Backup & Replication User Guide.

Keep in mind that the immutable time is a per-repository setting and different tenants cannot have different
immutable times.

NOTE

Hardened (immutable) backup repository is not supported for tenants that run Veeam Backup &
Replication versions earlier than version 11.

e If storage quotas are allocated for such tenants on the cloud repository, the SP cannot enable
immutability in the backup repository settings.

e Backup repositories with enabled immutability are not displayed in the Edit Tenant wizard for such
tenants.
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Support for Scale-Out Backup Repository

Along with a simple backup repository, the SP can use a scale-out backup repository as a cloud repository. A
scale-out backup repository is a repository system that supports multi-tier data storage and can comprise
following tiers of storage:

Performance Tier. This functionality allows the SP and the tenant to quickly access the backup data. The
SP uses this functionality for tenant backups in a similar way to a simple backup repository. Performance
tier extents can be simple backup repositories or object storage repositories. To learn more, see the
Performance Tier section in the Veeam Backup & Replication User Guide.

The SP can migrate tenant data between performance extents within the same scale-out backup
repository to balance storage resources. To perform this operation, the SP must use Veeam PowerShell
cmdlets. To learn more, see Migrating Tenant Data Between Performance Tier Extents.

Capacity Tier. The SP uses this functionality to offload tenant backups for long-term storage. Capacity tier
is a cloud-based object storage repository. To learn more, see Support for Capacity Tier.

Archive Tier. The SP uses this functionality to keep backups of rarely accessed tenant data. Archive tier is a
cloud-based object storage repository. To learn more, see Support for Archive Tier.

For more information, see the Scale-Out Backup Repositories section in the Veeam Backup & Replication User
Guide.

NOTE

The SP may need to rebalance a scale-out backup repository used as a cloud repository for maintenance
purposes. This operation is time consuming and requires careful consideration of its limitations before
proceeding. To learn more, see the Rebalancing Extents of Scale-Out Backup Repositories section in the
Veeam Backup & Replication User Guide.
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Backup Proxies

A backup proxy is an architecture component that operates as a data mover and transfers data between source
and target. Backup proxies in the Veeam Cloud Connect infrastructure run the same services and perform the
same roles as backup proxies in the regular backup infrastructure.

In the Veeam Cloud Connect infrastructure, the SP and the tenant can use the following types of backup
proxies:

e VMware Backup Proxy is used for backup, recovery and snapshot-based replication of VMware vSphere
virtual machines. To learn more, see the VMware Backup Proxies section in the Veeam Backup &
Replication User Guide.

e CDP Proxy is used for continuous data protection of VMware vSphere virtual machines. To learn more
about source and target CDP proxies, see CDP Infrastructure in Veeam Cloud Connect.

e Hyper-V Proxy is used for backup, recovery and replication of Hyper-V virtual machines. To learn more
about Hyper-V proxies, see the Backup Infrastructure Components section in the Veeam Backup &
Replication User Guide.

By default, the proxy role is assigned to the following components:
e The backup server itself for VMware Backup Proxy.
e The Hyper-V host for Hyper-V Proxy.

For large installations, it is recommended to deploy dedicated VMware proxies and off -host Hyper-V proxies to
distribute the backup workload. The SPs and tenants configure backup proxies in the following way:

e The source proxy is configured on the tenant side.

e The target proxy is configured on the SP side.

The number of target backup proxies required in the SP infrastructure varies. At least one proxy must be
deployed per hypervisor cluster, so that this proxy can access all available underlying storage and then
write the received data to it.

Itis recommended to deploy the VMware backup proxy as a virtual machine on the same ESXi host as the

VMs to be backed up. In contrast to physical proxies, virtual proxies can use virtual appliance mode (also

known as HotAdd mode), which is the most effective transport mode for a target-side proxy, especially in
replication scenarios. To learn more, see the Transport Modes section in the Veeam Backup & Replication

User Guide.

Veeam Backup & Replication does not apply the maximum concurrent task limit to backup proxies used in
the Veeam Cloud Connect infrastructure. The maximum number of allowed concurrent tasks is defined per
tenant in the properties of the tenant account. For optimal performance and to avoid overload, the
maximum number of concurrent tasks specified in the tenant settings should not exceed the limits for
backup proxies and backup repositories in the SP Veeam Cloud Connect infrastructure.

To ensure that the tenant has sufficient resources, the SP must consider the sizing and capacity of the
backup proxies. The recommended ratio of available CPUs on a backup proxy server to the maximum
number of concurrent tasks is one-to-one.
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Hardware Plan

The hardware planis a set of resources that the SP allocates in their Veeam Cloud Connect infrastructure to set
up a target for tenant VM replicas. For a tenant, a hardware plan appearsasa cloud host. A tenant can utilize a
cloud host as a regular target host to perform VM replication and failover tasks.

A hardware plan comprises the following resources in the SP virtualization infrastructure:

e CPU —limit of CPU that can be used by all replicated VMs of a tenant subscribed to a hardware plan
(amount of CPU on the tenant cloud host).

e Memory — limit of RAM that can be used by all replicated VMs of a tenant subscribed to a hardware plan
(by all tenant VMs on the cloud host).

e Storage —aquota on a datastore (for VMware hardware plans) or a volume (for Hyper-V hardware plans)
that a tenant can utilize for storing replicated VMs data.

e Network — specified number of networks to which tenant VM replicas can connect. When the SP
subscribes a tenant to a hardware plan, Veeam Backup & Replication creates the same number of network
adapters (vNICs) on the network extension appliance that is deployed on the SP side. To learn more, see
Network Extension Appliance.

The SP can configure hardware plans for VMware vSphere and Microsoft Hyper-V platforms. Replication
resources that will be provided to tenants through hardware plans can be allocated on standalone hosts and
clusters.

If the SP configures a hardware plan using resources allocated on a cluster, Veeam Backup & Replication
automatically distributes the workload between the components of the cluster:

e Selects a host on which to register a VM replica.
e Selects a datastore or volume on which to store VM replica files.

The SP can configure one or several hardware plans. For example, the SP may configure in advance multiple
hardware plans for different categories of customers or create custom hardware plans that match production
environment of particular tenants.

To let a tenant work with a cloud host based on the hardware plan, the SP must subscribe the tenant to this
hardware plan. The SP can subscribe one or several tenants to the same hardware plan. Each tenant subscribed
to the hardware plan can use the whole set of resources specified in the hardware plan. Tenants do not know
about other tenants who work with cloud hosts, and have no access to their data. As a result, the SP can expose
virtualization resources to several tenants and store tenants' data in the cloud in anisolated and segregated
way.
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The SP can subscribe a tenant to one or several hardware plans that utilize resources on the same SP host or
cluster or different hosts or clusters. When the SP subscribes a tenant to a hardware plan, the hardware plan
appearsin the tenant Veeam Backup & Replication infrastructure as a cloud host.

Platforms: » \Mware vSphere

Microsoft Hyper-V
Hardware
Resources + CPU a plan
RAM
Storage
Metwork [VLANS)

Cloud Hosts in SP Virtualization Environment

Replication resources allocated for tenant VM replicas appearin the SP virtualization environment differently
depending on the virtualization platform: VMware vSphere or Microsoft Hyper-V.

When the SP configures the first VMware hardware plan, Veeam Backup & Replication creates on the host
allocated for replication target a parent resource pool for Cloud Connect Replication resources. When the SP
subscribes a tenant to a hardware plan, Veeam Backup & Replication creates in this parent resource pool a
resource pool that represents a tenant cloud host. On the datastore that the SP exposes as a storage for tenant
VM replicas, Veeam Backup & Replication creates for every tenant a folder in which VM replica files are stored.

For example, when the SP subscribes the tenant ABC Company to the hardware plan VMware Silver, the
resource pool VMware Silver ABC will be created in the parent Cloud Connect Replication resource pool on the
SP virtualization host where cloud replication resources are allocated. Tenant VM replicas will be created in the
ABC Company folder on the selected datastore.

For Microsoft Hyper-V hardware plans, a tenant cloud host appearsin the SP virtualization environment as a
dedicated folder on the storage where tenant VM replicas are created.
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Network Extension Appliance

To enable communication between production VMs on the tenant side, VM replicas on the cloud host, Veeam
Cloud Connect infrastructure components and external network nodes, Veeam Backup & Replication uses
network extension appliances. The network extension appliance is a Linux-based auxiliary VM created on
virtualization hosts where tenant VMs and their replicas reside.

For every tenant who plans to replicate VMs to the cloud host and use all built-in cloud networking and failover
capabilities (perform both full site failover and partial site failover), at least two network extension appliances
should be deployed — one on the SP side and the other on the tenant side.

e The network extension appliance on the SP side is deployed on the virtualization host in the SP
environment that acts as a replication target. The network extension appliance VM is assigned an IP
address from the SP production network and placed to the Cloud Connect Replication folder and resource
pool created on the ESXi host or a dedicated folder on the Hyper-V host.

e The network extension appliance on the tenant side is deployed on the source virtualization host where
production VMs reside. The network extension appliance VM is assigned an IP address from the tenant
production network and placed to the selected folder and resource pool created on the ESXi host or a
selected folder on the Hyper-V host.

The SP specifies network settings for the provider-side network extension appliance when subscribing a tenant
to a hardware plan. To learn more, see Specify Network Extension Settings.

The tenant specifies network settings for the tenant-side network extension appliance when adding the SP or
rescanning resources available from the SP in the tenant Veeam backup console. To learn more, see Configure
Network Extension Appliances.

Veeam Backup & Replication automatically deploys and configures the network extension appliance VM using
the specified settings.

NOTE

The network extension appliance is an obligatory component if you want to use built-in cloud networking
and failover capabilities of Veeam Cloud Connect Replication. If the SP or tenant does not specify network
extension appliance settings, or if the network extension appliance fails during the failover process, the
tenant will not be able to fail over to a VM replica. To learn more about cloud failover, see Cloud Replica
Failover and Failback.
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Tenant Network Extension Appliance

Veeam Backup & Replication uses the network extension appliance on the tenant side to route requests between
production VMs on the source host and VM replicas on the cloud host after partialsite failover.

The network extension appliance connects to a production network using a network adapter.On the tenant side,
a separate network extension appliance must be deployed for every production IP network. For example, if
there are 2 networks on the tenant production site, the tenant should configure 2 network extension appliances.
The network adapter of each network extension appliance on the tenant side gets an IP address from the
production network for which this appliance is configured.

The tenant-side network extension appliance is deployed on the tenant virtualization host when the tenant adds
the SP in the tenant Veeam backup console. At the Network Extension step of the Service Provider wizard,
Veeam Backup & Replication offers the tenant to deploy one network extension appliance with default settings.
To deploy the default appliance, Veeam Backup & Replication detects the production network, connects the
appliance to this network and tries to assignan IP address to the appliance using DHCP.

When adding the SP, the tenant can check and, if necessary, specify custom settings for the network extension
appliance instead of the default ones. For example, the tenant can assign a specific IP address to the appliance.
If there are multiple production IP networks on the tenant side, the tenant can instruct Veeam Backup &
Replication to deploy the required number of network extension appliances with required settings.
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If the tenant does not plan to perform partial site failover, they may omit the network extension appliance
deployment when adding the SP.
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SP Network Extension Appliance

For every tenant subscribed to a hardware plan, Veeam Backup & Replication deploys a dedicated network
extension appliance on the SP virtualization host that acts as a replication target. With the network extension
appliance, the SP does not need to reconfigure production network in their Veeam Cloud Connect infrastructure.
The SP network extension appliance acts as a gateway between the production network and tenant VM replica
networks.

Veeam Backup & Replication uses the network extension appliance on the SP side for the following purposes:

e Routing requests between VM replicas on the cloud host and production VMs on the source host after
partial site failover.

All traffic that comes from tenant VM networks to cloud hosts on the SP side is encapsulated in individual
VPN tunnels opened between a pairof network extension appliances.

e Separating traffic of the SP production networks and tenant VM networks (by connecting to different
VLANSs in the SP network infrastructure).

e Providing VM replicas with public IP addresses after full site failover.

e Routing requests between VM replicas on the cloud host and network hosts in the internet after full site
failover.

The network extension appliance connects to the SP production network and to virtual networks (VLANSs)
provided to a tenant through a hardware plan using vNIC adapters. Veeam Backup & Replication does not deploy
a separate network extension appliance on the SP side for every IP network in a hardware plan. Instead, it adds
to the appliance one vNIC adapter per each VLAN in all hardware plans to which the SP subscribes the tenant.

For example, the SP can configure on the same host one hardware plan with 2 networks and another hardware
plan with 3 networks. When the SP assigns both hardware plans to the same tenant, Veeam Backup &
Replication will add 6 vNIC adapters to the network extension appliance — 1 vNIC adapter for the SP production
network and 5 vNIC adapters for all networks (VLANs) provided to a tenant through hardware plans configured
on the SP host.
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If the SP assigns to a tenant several hardware plans that utilize resources on different hosts, Veeam Backup &
Replication will deploy network extension appliances for this tenant on every host that acts as a replication

target.
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The SP and tenant network extension appliances use a set of networking technologies to automatically establish
and maintain a secure connection between a VM network on the tenant side and VM replica network on the SP
side. A pair of network extension appliances acts as gateways between the two networks, routing requests from
the tenant production site to VM replicas on the cloud host and in the opposite direction.

When a tenant performs the partial site failover operation, a production VM and a failed-over VM replica on the
cloud host begin to communicate to each other using network extension appliances in the following way:

1. Veeam Backup & Replication powers on a VM replica on the cloud host.

2.

Veeam Backup & Replication powers on a network extension appliance VM on the SP host where the
replication target is configured and starts a VPN server on the appliance.

On the tenant side, Veeam Backup & Replication powers on a network extension appliance VM, starts a
VPN client on the appliance and connects to the VPN server on the SP network extension appliance to
establish a secure VPN tunnel between two appliances through the cloud gateway.

The network extension appliance on the tenant side receives requests from a production VM that are
addressed to a failed-over VM and transmits them to the appliance on the SP side through the VPN tunnel.

The network extension appliance on the SP side accepts requests from the tenant appliance and transmits
them to the VM replica.

VM replica receives a request from the SP network extension appliance.

VM replica sends a request to the production VM in the similar order.
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8. Production VM and VM replica continue communication through a secure VPN tunnel.

Limitations for Network Extension Appliance

The network extension appliance deployed on the SP side has the following limitations:

e The network extension appliance supports one failover operation type at a time. A tenant cannot perform
partial site failover and full site failover simultaneously.

e The network extension appliance does not support usage of port 22 as a port for a public IP addressin
public IP addressing rules. Veeam Backup & Replication uses this port for communication with the network

extension appliance. To learn more about public IP addressing settings, see Specify Public IP Addressing
Rules.

e You cannot deploy a network extension appliance on the following types of storage:

o VMware Virtual Volumes (VVol)

o Datastore Cluster
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WAN Accelerators

WAN accelerators are optional components in the Veeam Cloud Connect infrastructure. Tenants may use WAN
accelerators:

e For backup copy jobs targeted at the cloud repository
e For replication jobs targeted at cloud hosts

WAN accelerators in the Veeam Cloud Connect infrastructure run the same services and perform the same role
as WAN accelerators in a regular backup infrastructure. When configuring backup copy or replication jobs,
tenants can choose to exchange dataover a direct channel or communicate with the cloud repository or cloud
host through WAN accelerators. To pass VM data through WAN accelerators, the SP and tenants must configure
WAN accelerators in the following way:

e The source WAN accelerator is configured on the tenant side.
e The target WAN accelerator is configured on the SP side.

The SP can configure several target WAN accelerators and assign them to different tenants. Each target WAN
accelerator is strictly associated with the tenant quota on the cloud repository and the hardware plan to which
the tenant is subscribed (cloud host). This way, tenant data always go through the assigned target WAN
accelerator and Veeam Backup & Replication can use the global cache on the target WAN accelerator more
efficiently.

Tenants do not know about target WAN accelerators on the SP side: they can only see whether Veeam Cloud
Connect resources can use WAN acceleration or not. When tenants create backup copy or replication jobs that
transfer data through WAN accelerators, they define only the source WAN accelerator in the job properties. The
target WAN accelerator is not selected. During the backup copy or replication job, the Veeam Cloud Connect
Service on the SP Veeam backup server automatically assigns the necessary target WAN accelerator on the SP
side for the job.

Services: Veesam WAN Services: Vesam WAN
Accelerator Senvice Accelerator Service
Source Target
WAM accelerator WAM accelerator
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Limitations for WAN Accelerators in Veeam Cloud Connect
Infrastructure

Veeam Backup & Replication does not use tenant backups to populate global cache on the service provider side.
For more information about global cache population, see the Manual Population of Global Cache section in the

Veeam Backup & Replication User Guide.
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SP and Tenant Roles

Communication in the cloud is carried out between two parties: SP on one side and tenants on the other side.

e The SPis an organization that provides cloud services to tenants:

o Backup asa Service (Veeam Cloud Connect Backup)
o Disaster Recovery as a Service (Veeam Cloud Connect Replication)

e The tenant is an SP customer who wants to copy data offsite, store backups in a cloud repository or create
VM replicas on a cloud host on the SP side.

SP Tasks

In the cloud, the SP is responsible for performing the following tasks:

Veeam Cloud Connect Backup Tasks

e Configuring the Veeam Cloud Connect Backup infrastructure — environment needed to expose cloud
repository resources to tenants. As part of this process, the SP takes the following steps:

o Decides what backup repositories must be used as cloud repositories.

o Sets up TLS certificates to enable secure communication in the Veeam Cloud Connect infrastructure.
o Configures cloud gateways.

o Registers tenant accounts.

e Managing tenant accounts and tenant datato ensure flawless work of the Veeam Cloud Connect
infrastructure.

e Performing selected data recovery operations from tenant backups.

Veeam Cloud Connect Replication Tasks

e Configuring the Veeam Cloud Connect Replication infrastructure — environment needed to expose SP
virtualization resources as cloud hosts to tenants. As part of this process, the SP takes the following steps:

o Sets up TLS certificates to enable secure communication in the Veeam Cloud Connect infrastructure.
o Configures cloud gateways.

o Allocates VLANSs for cloud networking.

o Allocates public IP addresses for tenant VM replicas.

o Configures hardware plans or VMware Cloud Director resources to provide tenants with computing,
storage and network resources to create VM replicas in the cloud and perform failover tasks with VM
replicas on the cloud host.

o Registers tenant accounts.

e Managing tenant accounts and tenant datato ensure flawless work of the Veeam Cloud Connect
infrastructure.
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e Running tenant cloud failover plans to perform full site failover and managing tenant VM replicas upon
tenant requests.

Tenant Tasks

Tenants, on their hand, are responsible for performing the following tasks:
e Connecting to the SP to be able to use Veeam Cloud Connect resources (cloud repository and cloud host).
e Configuring and running backup and backup copy jobs targeted at cloud repositories.
e Configuring and running replication jobs and CDP policies targeted at cloud hosts.
e Performing restore tasks with VM backups created by backup jobs.
e Configuring cloud failover plans to perform full site failover for VM replicas.
e Performing failover tasks with VM replicas created by replication jobs and CDP policies.

e Configuring subtenant accounts to allow tenant-side users to create Veeam Agent backups in a cloud
repository. To learn more, see Subtenants.

e Performing restore tasks with Veeam Agent backups created by subtenants in a cloud repository.

NOTE
Consider the following:

e A setof tasks available to the tenant depends on the type of the tenant account. To learn more, see
Tenant Account Types.

e |tis recommended that the tenant enables the encryption option for backup jobs targeted at the
cloud repository. Data encryption helps tenants protect sensitive VM data from unauthorized access
while this data is stored in the cloud repository.

On the SP side, the SP should ensure integrity of tenant backups. It is not recommended that the SP
uses tenant backups to perform operations that go beyond the scope of regular Veeam Cloud
Connect tasks. For example, importing a tenant backup in the Veeam Backup & Replication console
on the SP backup server and performing recovery verification of this backup with a SureBackup job
may result in failure of the tenant backup job and corruption of the configuration databaseon the SP
backup server.

SP and Tenant Roles in Managed Service Scenario

In addition to Backup as a Service (Veeam Cloud Connect Backup) and Disaster Recovery as a Service (Veeam
Cloud Connect Replication), the SP can use Veeam Backup & Replication to offer the Managed Service (MSP
Backup and Disaster Recovery asa Service) to tenants. In this scenario, the tenant may not take partin
deploying and managing backup infrastructure. The SP takes responsibility for configuring backup infrastructure
on the tenant side and performing all data protection and disaster recovery tasks. To learn more, see Managed
Service (MSP Backup).
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Tenant Account Types

To work with the cloud resources provided by the SP, the tenant uses a tenant account. Veeam Backup &
Replication offers the following types of tenant accounts:

e Standalone tenant account — a regular tenant account for Veeam Cloud Connect Backup and Veeam Cloud
Connect Replication scenarios. When the SP creates an account of this type, the SP specifies a name and
password for the account, assigns a quota on the cloud repository to the tenant and subscribes the tenant
to a hardware plan. To learn more, see Veeam Cloud Connect Backup and Veeam Cloud Connect
Replication.

o VMware Cloud Director tenant account — a tenant account used to provide Veeam Cloud Connect backup
and replication resources to VMware Cloud Director organizations. When the SP creates an account of this
type, the SP specifies an organization, assigns a quota on the cloud repository to the tenant and specifies
an organization VDC that will be used as a cloud host for tenant VM replicas. To learn more, see VMware
Cloud Director Tenant Account.

NOTE

Starting from Veeam Backup & Replication version 13, SP can no longer create new Active Directory tenant
accounts in Veeam Cloud Connect. However, if the SP has previously configured Active Directory tenant
accounts, tenants using supported versions of Veeam Agent or Veeam Backup & Replication (version 12 or
earlier) may continue to access the cloud repository with these accounts. The SP can still manage existing
Active Directory tenant accounts, but creation of new ones is no longer possible.
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Tenant Account Credentials

To connect to the SP, the tenant uses credentials of the tenant account provided by the SP. Credentials of the
tenant account depend on the account type. The following table contains information about credentials for
different tenant account types.

Standalone tenant  Name specified by the SP in the Password specified by the SP in the
account properties of the tenant account. properties of the tenant account.
VMware Cloud Name of the organization to which the Password of the VMware Cloud Director
Director tenant tenant is granted access in VMware Cloud  organization administrator account.
account Director.

To connect to the SP, the tenant specifies
the user name of the VMware Cloud
Director organization administrator
account. To learn more, see Connecting to
Service Providers.

' Primary password for the tenant account. Veeam Backup & Replication can also use secondary passwords generated
automatically by the product. To learn more, see Secondary Password for Tenant Account.

Secondary Password for Tenant Account

In addition to a primary password of the tenant account used to connect the tenant to the SP, Veeam Backup &
Replication can use secondary passwords for backup operations. A secondary password is an additional
password automatically generated by Veeam Backup & Replication for the tenant account. Veeam Backup &
Replication uses secondary passwords for Veeam Agent backup.

Veeam Backup & Replication uses secondary passwordsin the following scenarios:

e Scenario 1. The SP backup server is managed by Veeam Service Provider Console version 5.0 or later. The
SP creates Veeam Agent backup jobs and backup policies in Veeam Service Provider Console. To learn
more, see How Secondary Password Works.

e Scenario 2. The tenant uses Veeam Backup & Replication version 12 or earlier, and the SP provided users of
this tenant with access to a cloud repository through Active Directory tenant accounts. A user can
continue to connect to the SP in Veeam Agent using an Active Directory tenant account.

The secondary password functionality helps to provide anindividual unique password for each Veeam Agent
connected to the SP. It also helps to avoid passing the primary password outside of Veeam Backup & Replication
and saving tenant password to the Veeam Service Provider Console or Veeam Agent configuration database.

Secondary passwords are used by the product in the background and are not displayed to users.
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How Secondary Password Works

In the scenario where the SP backup server is managed by Veeam Service Provider Console, Veeam products
work with secondary passwords in the following way:

1.

A backup administrator on the SP side configures a backup job or backup policy in Veeam Service Provider
Console. Once a backup job or backup policy is added, Veeam Service Provider Console requests a
secondary password in Veeam Backup & Replication.

Veeam Backup & Replication generates a secondary password for Veeam Agent added to the backup job.
For a backup policy, Veeam Backup & Replication generates anindividual secondary password for each
Veeam Agent added to the backup policy.

Veeam Backup & Replication passes secondary passwords to Veeam Service Provider Console.

Veeam Service Provider Console applies backup job or backup policy settings to Veeam Agent. These
settings include credentials to connect to the SP.

When the backup job starts in Veeam Agent, Veeam Agent connects to the SP backup server using the
secondary password.
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Veeam Cloud Connect Backup

SP can use Veeam Backup & Replication to offer cloud repository asa service to their customers.

Cloud repositories have a multi-tenant architecture. Veeam Backup & Replication creates a storage abstraction
layer and virtually partitions storage resources of a cloud repository. As a result, the SP can expose cloud
repository resources to several tenants and store tenants' data in the cloud in anisolated and segregated way.
Veeam Backup & Replication establishes a secure channel to transfer tenant data to and from the cloud
repository and offers data encryption capabilities to protect tenant data at rest.
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All data protection and disaster recovery tasks targeted at the cloud repository are performed by tenants on
their own. Tenants can set up necessary jobs themselves and perform taskson Veeam backup servers deployed
on their side. Tenants can perform the following operations:

e Back up virtual and physical machines to the cloud repository

e Copy backup files to the cloud repository

e Restore data from the cloud repository

Perform file copy operations between the tenant side and the cloud repository (Manual operations only.
Scheduled file copy jobs are not supported.)
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Getting Started with Veeam Cloud Connect
Backup

To provide Backup as a Service to tenants, the SP must set up the Veeam Cloud Connect Backup infrastructure.
As part of the configuration process, the SP must perform the following tasks:
1. Deploy the SP Veeam backup server.

2. Set up TLS certificates.

3. Createcloud gateways.
4. Configure cloud repositories.
5. [Optional] Configure target WAN accelerators.

6. Create tenant accounts.

7. Communicate information about the tenant account and gateway to all tenants who plan to connect to
the SP.

Once the SP has configured necessary components, tenants can add the SP to their Veeam Backup & Replication
consoles and use cloud repositories allocated to them in the SP Veeam Cloud Connect infrastructure.
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How Veeam Cloud Connect Backup Works

Tenants who plan to store their datain the cloud must configure backup or backup copy jobs on their Veeam
backup servers and target them at the cloud repository. When a job starts, Veeam Backup & Replication
performs the following actions:

1. The tenant starts a backup or backup copy job. The Veeam backup server on the tenant side sends a
request to the cloud gateway to access the cloud repository.

2. The cloud gateway passes this request to the SP Veeam backup server.

3. The SP Veeam backup server provides a TLS certificate and establishes a secure connection between the
SP Veeam backup server and tenant Veeam backup server.

4. VM data from the tenant side is transported through the cloud gateway to the cloud repository. If the SP
has several cloud gateways, VM data is transported through the least loaded cloud gateway being online.

The restore process from the cloud repository is performed in a similar manner. The tenant Veeam backup server
creates a communication channel with the cloud repository through the cloud gatewayand retrieves VM data
over this channel.
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Tasks with Cloud Repository

Tasks on Tenant Side

Tenants can perform the following data backup and recovery tasks in Veeam Backup & Replication against the
cloud repository:

Data Backup

e VM backup
e VMware Cloud Director backup (for VMware vSphere platform)
e Veeam Agent backup

e Backup copy

Backup copy is supported to a cloud repository only. Backup copy from a cloud repository is not
supported.

For information about types of backups for which backup copy to the cloud repository is supported, see
Backup Copy to Cloud Repository.

Data Recovery

Tenants can perform the following operations:

e Data restore
o Entire VM restore
o VMware Cloud Director restore (for VMware vSphere platform)
o VM files restore
o VM disks restore (for VMware vSphere platform)
o VM guest OS files restore (Microsoft Windows only. Multi-OS restore is not supported.)
o Application items restore
o Volume restore (for backups created with Veeam Agent for Microsoft Windows)
o Disk export (for backups created with Veeam Agent for Microsoft Windows)
o Guest OS files restore (for backups created with Veeam Agent for Microsoft Windows)
o Disk publishing
o Instant Recovery to Nutanix AHV (requires an additional plug-in)

e Backup export

e File copy (manual operations)
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Tasks on SP Side

In addition to data restore operations performed by the tenant, the SP can perform the following operations:
e Instant Recovery
e Backup restore to Microsoft Azure
e Backup restore to Amazon EC2
e Disk restore (using Veeam PowerShell cmdlets only)

e Disk publishing (using Veeam PowerShell cmdlets only)

44 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180



Insider Protection

In some situations, keeping primary or additional backupsin a cloud repository may be not enough to ensure
data security for a tenant. The backed-up data may become unavailable because of an insider attack. For
example, a hacker can gain access to the tenant Veeam Backup & Replication console and delete all tenant
backups, including off-site backups stored in the cloud repository. Or a backup administrator on the tenant side
can accidentally or intentionally delete backups from a cloud repository. Veeam Backup & Replication allows the
SP to protect tenant data against attacks of this kind.

Veeam Backup & Replication offers the insider protection functionality for the following types of tenant
backups:

e VM backups and Veeam Agent backups created by backup jobs configured in Veeam Backup & Replication

e Backups of physical or virtual machines created by Veeam Agent backup jobs configured in Veeam Agent
for Microsoft Windows or Veeam Agent for Linux

e Backup copies of VM backups or Veeam Agent backups created by backup copy jobs configured in Veeam
Backup & Replication

The SP can enable the insider protection option individually for a specific tenant. To enable the option, the SP
must select the Keep deleted backup files for <N> days check box in the properties of the tenant account. With
this option enabled, when a backup or a specific restore point in the backup chain is deleted from the cloud
repository, Veeam Backup & Replication does not immediately delete the actual backup files. Instead, Veeam
Backup & Replication moves backup files to the "recycle bin".

Technically, a "recycle bin" is a folder on the backup repository in the SP backup infrastructure whose storage
resources are exposed to tenants as cloud repositories. Veeam Backup & Replication automatically creates this
folder at the time when a tenant backup file is moved to the "recycle bin" for the first time.

Backup files in the "recycle bin" do not consume the tenant quota. However, these backup files consume disk
space on the SP storage where the cloud repository is configured. Thus, if the SP plans to offer insider
protection to tenants, they should consider allocating sufficient storage resources in the Veeam Cloud Connect
infrastructure.

For the tenant, backup files moved to the "recycle bin" appear as actually deleted. The tenant cannot access
backup files in the "recycle bin" and perform operations with them. If a tenant needs to restore datafrom a
deleted backup whose backup files still reside in a "recycle bin", the tenant must contact the SP to obtain the
necessary backup files. To learn more, see Data Restore from Deleted Backups.

NOTE
Consider the following:

e Ifatenant renames a job targeted at the cloud repository, and then deletes a backup, Veeam Backup
& Replication will move the backup files to a folder with the initial name of the job. As a result, it
may become difficult for the SP to find the necessary backup files in case the tenant needs to
restore data from backup files in the "recycle bin". To overcome such situations, the SP should
recommend tenants who use the insider protection functionality to avoid renaming jobs targeted at
the cloud repository of the SP.

e After the SP enables insider protection for the tenant account, the tenant can use the Filesviewin
the Veeam Backup & Replication console only to delete backup files from the cloud repository.
Other operations with backup files in the Files node are unavailable.

e The insider protection functionality is not supported for tenant backups if an object storage
repository is assigned to the tenant as a cloud repository. After the SP assigns such a cloud
repository to the tenant, backups in other repositories are no longer covered by insider protection.
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Veeam Backup & Replication keeps tenant backup files in the "recycle bin" for a specific number of days defined
by the SP. After this period expires, Veeam Backup & Replication completely deletes tenant backup files from
the "recycle bin".

How Insider Protection Works

Veeam Backup & Replication performs protection of tenant backup files against accidental or intentional
deletion in the following way:

1. The SPenables the Keep deleted backup files for <N> days option in the properties of the tenant account.
2. The tenant creates a backup in the cloud repository in one of the following ways:

o In Veeam Backup & Replication, runs a VM backup job, Veeam Agent backup job or backup copy job
targeted at the cloud repository.

o In Veeam Agent for Microsoft Windows or Veeam Agent for Linux, runs a Veeam Agent backup job
targeted at the cloud repository.

3. When a backup or restore point is deleted from the cloud repository, Veeam Backup & Replication moves
the backup files to the _RecycleBin folder on the SP backup repository whose storage resources are
exposed to tenants as cloud repositories. Veeam Backup & Replication performs this operation in the
following cases:

o When the tenant performs the Delete from disk operation with a backup on a cloud repository.

In this case, Veeam Backup & Replication performs the following operations:

i. On the tenant side, Veeam Backup & Replication removes the backup from the tenant Veeam
Backup & Replication console and database.

ii. On the SP side, Veeam Backup & Replication moves backup files pertaining to the deleted
backup to the "recycle bin".

o When the tenant performs the Delete operation with a backup file on a cloud repository in the Files
node of the Veeam Backup & Replication console.

o When one or more backup files are automatically deleted from the backup chain in a cloud repository
according to the retention policy defined in the job settings. This includes deletion of obsolete backup
files within a backup or backup copy job session, or by a background retention job. This does not
include incremental backup files of forever forward incremental backup chains that are merged to a
full backup file during backup chain transform.

Veeam Backup & Replication moves to the "recycle bin" only backup files of the VBK, VIB and VRB types.
VBM backup files are deleted from disk immediately.

For backups created by backup copy jobs, Veeam Backup & Replication does not move transaction log
backup files to the "recycle bin".
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NOTE
Consider the following:

e If the tenant plans to create off-site backups with a backup copy job, they should enable GFS
retention settings in the job properties. This way, Veeam Backup & Replication will be able to
protect backups created with the job against an attack when a hacker reduces the job
retention policy and creates a few incremental backupsto remove backed-up data from the
backup chain.

With GFS retention settings enabled, the backup chain will contain a sequence of full backups

that will not merge according to a retention policy. After such a backup is moved to the
"recycle bin", the tenant will be able to use it for data restore.

If the tenant does not enable GFS retention settings for the backup copy job, the job will
complete with a warning. Inthe job statistics window, Veeam Backup & Replication will
display a notification advising to use the GFS retention scheme for the job.

e If the SP uses the capacity tier or archive tier functionality, insider protection processes
backup files differently depending on the way the backup files were offloaded to object

storage. For more information, see Insider Protection and Capacity Tier.

4. Veeam Cloud Connect Service running on the SP backup server checks the configuration databaseto get

the date when the backup file was moved to the "recycle bin" and compares it to the current date. This
operation is performed regularly with aninterval of 20 minutes.

When the time interval between the date when the backup file was moved to the "recycle bin" and the
current date exceeds the number of days specified in the Keep deleted backup files for <N> days setting,
Veeam Backup & Replication deletes the backup file from the _RecycleBin folder.

Insider Protection and Capacity Tier

The SP can use insider protection along with the capacity tier functionality. In this scenario, when a tenant
backup whose datawas offloaded to capacity tier is deleted from the cloud repository, Veeam Backup &
Replication processes backup files in one of the following ways:

If the tenant data was copied to capacity tier, Veeam Backup & Replication moves backup files that reside
in performance tier to the "recycle bin". After that, Veeam Backup & Replication deletes backup files that
reside in capacity tier from the object storage.

Backup files are kept in the "recycle bin" for the number of days specified in the properties of the tenant
account. After that, Veeam Backup & Replication removes backup files from the "recycle bin".

If the tenant data was moved to capacity tier, Veeam Backup & Replication does not move the actual
backup files to the "recycle bin". Instead, Veeam Backup & Replication marks the backup files as moved to
the "recycle bin". This information is saved in the configuration databaseon the SP backup server.

Information about backups in insider protection is kept in the database for the number of days specified in
the properties of the tenant account. After that, Veeam Backup & Replication removes backup files from
capacity tier.

In case the tenant needs to restore data from deleted backups whose files reside in capacity tier (that is,
backups whose data was moved to capacity tier), the SP must download the necessary backup files from
capacity tier. This operation is performed using Windows PowerShell scripts. For details, contact Veeam
Customer Support.

When the SP downloads deleted backups from capacity tier, Veeam Backup & Replication performs the
following operations:

1. Downloads backup files from capacity tier and saves them to the "recycle bin" in performance tier.
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2. Removes backup files from capacity tier.

The same mechanism applies to tenant backups that were offloaded to archive tier in the scenario where the SP
uses insider protection along with the archive tier functionality.

NOTE

If the tenant uses data deduplication, backup files in object storage that are marked as moved to the
"recycle bin" share data blocks with other backup files in object storage.

Data Restore from Deleted Backups

In contrast to backups that reside on the cloud repository, backup files in the "recycle bin" are not intended for
regular data restore. However, in a situation where an attacker manages to delete tenant backups from a cloud
repository, or if the tenant deletes a backup from a cloud repository by mistake, the tenant may need to restore
data from a backup file that was moved to the "recycle bin". Data restore directly from a backup file in the
"recycle bin" is not supported in Veeam Backup & Replication. To restore data from such a backup, the tenant
needs to obtain backup files from the "recycle bin" first.

Veeam Backup & Replication moves to the "recycle bin" only backup files of the VBK and VIB type. VBM files are
deleted from disk immediately when a tenant deletes a backup or a backup file is automatically deleted from the
backup chain according to the retention policy. As a result, the SP cannot simply move a backup file back to the
folder with tenant backups on the cloud repository. Instead, the SP and tenant need to complete the following
steps:

1. The tenant contacts the SP informing that they want to restore data from a deleted backup.

IMPORTANT

Before restoring data from a deleted backup, the tenant must make sure that a VBM file with
metadata of this backup does not remain on the cloud repository. If a tenant needs to restore data
from a deleted backup file pertaining to a backup that still exists on the cloud repository, the tenant
must delete this backup prior to importing a VBK file in the tenant backup console.

For assistance with datarestore from a deleted backup, consider submitting a support case to the
Veeam Customer Support.

2. The SP finds one or more backup files required for data restore in the "recycle bin" and passes them to the
tenant, for example, over the network or on a portable drive.

Alternatively, if the SP uses a simple backup repository as a cloud repository, the SP can copy backup files
from the "recycle bin" to the folder with tenant backups in the cloud repository. The tenant can then copy
the backup files from the cloud repository using the Filesviewin the tenant Veeam Backup & Replication
console.

NOTE

If the SP uses the capacity tier functionality, and deleted backups reside in capacity tier, the SP must
locate the necessary backup files and download them from capacity tier using Windows PowerShell
scripts. For details, contact Veeam Customer Support.

3. The tenant imports the VBK files in the Veeam Backup & Replication console on the tenant backup server.

4. After successful import of a backup, the tenant canrestore data from the backup in a regular way.
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5. [Optional] The tenant may want to continue the backup chain started with the obtained backup files. This
operation can be available depending on multiple conditions. For details, consider submitting a support
case to the Veeam Customer Support.
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Support for Capacity Tier

SPs who use a scale-out backup repository as a cloud repository can use the Capacity Tier functionality. This
functionality allows the SP to offload backup chains created by tenant jobs from an on-premises extent of a
scale-out backup repository to a cloud-based object storage. For more information, see the Capacity Tier section
in the Veeam Backup & Replication User Guide.

Veeam Backup & Replication supports offload to capacity tier for backups created by tenant VM backup jobs,
Veeam Agent backup jobs and backup copy jobs.

For the tenant, backups in capacity tier are displayed in the Veeam backup console in the same way as regular
cloud backups. The tenant is unaware of where their actual backup files reside — in performance tier or capacity
tier — and cannot copy backup data between the capacity tier and performance tier. The tenant can perform the
same data restore operations with backups in capacity tier as with backups in performance tier.

The SP can download tenant data that was offloaded to the capacity tier back to the performance tier. To learn
more, see Downloading Tenant Data from Capacity Tier.
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Support for Archive Tier

Archive tier is a functionality to extend a scale-out backup repository with an additional tier of storage. In the
Veeam Cloud Connect infrastructure, the SP can use the archive tier for backup of rarely accessed tenant data.

Compared to the capacity tier, it is cheaper to store archived data in the archive tier, but more expensive to
restore it from the archive tier. For more information on the archive tier functionality, see the Archive Tier
section in the Veeam Backup & Replication User Guide.

Archived datamust be prepared for the restore from the archive tier. The tenant cannot restore data from the

archive tier without support of the SP. The SP must retrieve the archived data to enable a successful restore

from the archive tier. In contrast to the regular backup scenario where SP can retrieve archived data using the

Veeam Backup & Replication console, in the Veeam Cloud Connect scenario, this operation is available with a
Microsoft PowerShell cmdlet only. For more information, see Retrieving Tenant Data from Archive Tier.

How Restore from Archive Tier Works

In the scenario where the tenant datais stored in the archive tier, the SP and tenant perform restore in the
following way:

1.

2.

The tenant attempts to perform a restore operation.

During the restore process, Veeam Backup & Replication displays the following message: Unable to
restore from the Archive Tier because backup was not retrieved. Ask your service provider to publish
restore point with ID ‘<restore point I1D>".

The tenant collects the message with the restore point ID and sends it to the SP.

The SP retrieves the data, publishes the restore point and notifies the tenant that the restore point is
ready for a restore.

The tenant reattempts to perform the restore operation from the published restore point.
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Backup to Object Storage

The SP can allocate object storage resources as cloud repository resources to tenants. To do this, the SP must
add an object storage repository in the Veeam Backup & Replication infrastructure and assign this backup
repository as a cloud repository in the properties of a tenant account. Once the tenant connects to the SP, they
can create backup jobs targeted at the cloud repository that uses object storage as a back end.

This functionality allows the SP to use object storage as a target location for tenant backups without the need
to configure scale-out backup repositories extended with capacity tier object storage. It may be helpful, for
example, if the SP wants to keep the entire tenant data in object storage instead of offloading backup chains
from on-premises extents of a scale-out backup repository to a cloud-based object storage.

The SP can use the following types of object storage as a cloud repository:
e S3 compatible
e Amazon S3, Amazon S3 Glacier and AWS Snowball Edge
e Google Cloud
e |BM Cloud
e  Microsoft Azure Blob, Azure Archive Storage and Azure Data Box
e Wasabi Cloud Storage
e Veeam Data Cloud Vault

The SP can add use object storage as a simple backup repository or as an extent of a scale-out backup repository
— both as a performance tier extent or capacity tier extent.

Veeam products on the tenant side communicate with the object storage using one of the following connection
modes:

e Connection through a gateway server. In this mode, the tenant accesses object storage through a proxy
component — a gateway server assigned in the SP Veeam Backup & Replication console. Backup data is
sent from Veeam Backup & Replication or Veeam Agent on the tenant side to the gateway server on the SP
side, and then it is sent from the gateway server to the object storage used as a cloud re pository.

e Direct connection. In this mode, the tenant accesses object storage directly. Backup data is sent from
Veeam Backup & Replication or Veeam Agent on the tenant side to the object storage on the SP side.

To access object storage repository in the direct connection mode, Veeam products on the tenant side use
temporary credentials issued by Veeam Backup & Replication running on the SP side.

To learn more about connection modes, see How Backup to Object Storage Works.

Getting Started with Backup to Object Storage

To assign a quota in object storage to the tenant, the SP must complete the following steps:

1. Add an object storage repository in the SP Veeam backup infrastructure. For details, see the Adding Object
Storage Repositories section in the Veeam Backup & Replication User Guide.

2. [For S3 compatible object storage] Set up access permissions for the added S3 compatible object storage
repository. For details, see the Managing Permissions for S3 Compatible Object Storage section in the
Veeam Backup & Replication User Guide.

3. Assign the added object storage repository as a cloud repository to the tenant account. For details, see
Creating Tenant Accounts.
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Once the tenant connects to the SP, they can create VM backup jobs and Veeam Agent backup jobs targeted at
the cloud repository that uses object storage as a back end.

Considerations and Limitations

Backup to object storage in the Veeam Cloud Connect Backup scenario has the following requirements and
limitations.

e To beableto back up data to object storage, the tenant must run one of the following Veeam products:
o Veeam Backup & Replication 13 (or later)

For Veeam Data Cloud Vault, both the SP and tenant must run Veeam Backup & Replication 12.1.2 (or
later).

o Veeam Agent for Microsoft Windows 6.0 (or later)
o Veeam Agent for Linux 6.0 (or later)

o Veeam Agent for Mac 2.0 (or later)

In earlier product versions, object storage repositories used as cloud repositories are not displayed on the
tenant side.

e The Insider Protection functionality is not available to tenant accounts that have at least one object
storage repository assigned as a cloud repository.

e Although in the direct connection mode tenant backup data is sent from the tenant side to the object
storage on the SP side directly, connection from the tenant Veeam backup server to a cloud gateway is
required.

e Object storage repositories used as a cloud repository are not supported by transaction log backup copy
jobs.

e The tenant can enable configuration backup in Veeam Backup & Replication and target it at object storage
repository used as a cloud repository. In this case, the configuration backup data will be transferred to the
object storage through a gateway server regardless of the connection mode specified by the SP in the
object storage repository settings.

e Helper appliance used to perform health check for backups that reside in object storage is not supported
in Veeam Cloud Connect. If the tenant enables health check in the properties of a backup job targeted at
an object storage repository used as a cloud repository, Veeam Backup & Replication will displaya
message notifying that this operation may require additional costs.

e Data transfer through WAN accelerators is supported only for S3 Compatible object storage repositories in
the Connection through a gateway server mode.

e Azure Immutability is not supported for object storage repositories in the Direct connection mode used as
cloud repositories.

e For the Google Cloud storage used as a cloud repository, consider the following:
o The Connection through a gateway server mode is supported without prerequisites and limitations.

o To use Google Cloud storage as a cloud repository in the Direct connection mode, you must configure

the helper appliance when adding the object storage repository in Veeam Backup & Replication.
Although the helper appliance is not supported for health check with object storage repositories, it is
required for issuing temporary credentials to enable direct to access the object storage.

e Veeam Data Cloud Vault can only be used as a cloud repository in the Connection through a gateway
servermode.
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e You cannot use S3 compatible repositories with multiple buckets as a cloud repository.

How Backup to Object Storage Works

To back up data directly to object storage repository deployed on the SP side, Veeam products on the tenant
side communicate with the object storage in one of the following connection modes:

e Connection through a gateway server

e Direct connection

Connection Through Gateway Server

In this mode, data traffic passes through a gateway server deployed in the Veeam Backup & Replication
infrastructure on the SP side. This gateway server is specified in the object storage repository settings in the SP
backup Veeam Backup & Replication console. Backup to the object storage works in the following way:

1. Veeam Backup & Replication on the tenant backup server starts the source Veeam Data Mover on the
source backup proxy to access the object storage.

In case of Veeam Agent backup, the source Veeam Data Mover is started on the Veeam Agent machine.

2. Veeam Backup & Replication on the SP backup server starts the target Veeam Data Mover on the gateway
server.

3. The source Veeam Data Mover sends backup data from Veeam Backup & Replication or Veeam Agent to
the target Veeam Data Mover located on the gateway server on the SP side. The data passes through the
cloud gateway.

4. The target Veeam Data Mover transfers backup data from the gateway server to the object storage used
as a cloud repository.

Tenant Side SP Side

~— Backup proxy — ~ (Goteway server —

~ Cloud gateways — e
ER —© >g ©- -© >g:: ©- Eﬂ

Source data mover Target data mover
Tenant hﬂﬂ. o SP
backup server é backup server

Ohbject storage
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Direct Connection

In this mode, the tenant backs up data to the object storage directly. Backup to the object storage works in the
following way:

1. Veeam Backup & Replication on the tenant backup server starts the source Veeam Data Mover and the
target Veeam Data Mover, both on the source backup proxy.

In case of Veeam Agent backup, the source and the target Veeam Data Movers are started on the Veeam
Agent machine.

2. The target Veeam Data Mover starts communication with the SP backup server through the cloud
gateway.

3. Veeam Backup & Replication on the SP backup server obtains temporary credentials for the tenant from
the object storage system.

To learn more about temporary credentials, see Credentials for Direct Connection Mode.

4. Veeam Cloud Connect sends credentials to the target Veeam Data Mover along with information about
available storage quota. The target Veeam Data Mover uses these credentials to access object storage.
The target Veeam Data Mover communicates constantly with the SP backup server to check and update
information about available backup storage space.

5. The target Veeam Data Mover transfers backup data directly to the object storage.

During this process, the SP backup server and the tenant backup server keep persistent connection to each
other through the cloud gateway to communicate credentials and backup storage space information.

NOTE

Keep in mind that direct backup to the S3 compatible object storage requires an additional action on
the SP side. After selecting the Direct connection mode in the object storage repository settings, the
SP must configure access permissions to access the object storage. Until the SP specifies access
permissions, backup datato the S3 compatible object storage is transferred through the cloud
gateway regardless of the Direct connection mode in the repository settings.

Tenant Side SP Side
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Bockup proxy — ~ Cloud goteways — lEN Object starage
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Credentials for Direct Connection Mode

To access the object storage in the Direct connection mode, Veeam products on the tenant side use temporary
credentials. The SP obtains credentials from the object storage system and provides them to the tenant.
Credentials are used in the following way:

For backup to Google Cloud and AWS object storage, the tenant uses credentials with a limited access.

An expiration date for temporary credentials is 14 days. When connecting to the cloud gateway, the tenant
Veeam Backup & Replication checks how much time is left before the expiration date. If there is less than
24 hours until the expiration date or if credentials have already expired, Veeam Backup & Replication
renews them.

The temporary credentials are obtained through object storage APIs and saved in the configuration
databaseon the SP side. On the tenant side, the credentials are kept encrypted in the target Veeam Data
Mover runtime process and are not saved in the configuration database.

For backup to Azure object storage, the tenant uses SAS (shared access signature) links.

By default, the links are valid for 30 days. When the tenant requests credentials, Veeam Backup &
Replication checks how much time is left before expiration. If there is less than 15 days or if SAS links have
already expired, Veeam Backup & Replication reissues them. The SP can instruct Veeam Backup &
Replication to override default time limits with a registry key. For more information, contact Veeam
Customer Support.

For backup to S3 compatible object storage, Veeam Backup & Replication offers three access permission
options. Note that these take priority over Connection through a gateway serverand Direct connection
connection modes. The options are following:

o Agents share credentials to object storage repository. If the SP selects this option, the cloud gateway
passes the full set of credentials that are used in the repository settings to the tenant.

o Provided by the backup server. If the SP selects this option, Veeam Backup & Replication does not
pass credentials to the tenant side, and backup to the object storage is performed in a similar way to
the Connection through a gateway server mode. With this option selected, backup to the object
storage works in the following way:

= The target Veeam Data Mover starts on the mount server selected in object storage settings.

= The target Veeam Data Mover on the mount server processes datain the same way as the target
Veeam Data Mover on a gateway server in the Connection through a gateway server mode.

= Backup datais transferred between the source Veeam Data Mover and the target Veeam Data
Mover through the cloud gateway.

This option is selected by default. For the data traffic to go directly from the tenant side to the object
storage, the SP must select another access permission option.

o Provided by IAM/STS object storage capabilities. If the SP selects this option, Veeam Cloud Connect
creates and provides credentials with limited access for the tenant.

In addition to configuring object storage settings, the SP must specify access permissions for each S3
compatible object storage repository added in the Veeam Cloud Connect infrastructure . For configuration
details, see the Managing Permissions for S3 Compatible Object Storage section in the Veeam Backup &
Replication User Guide.

Veeam Backup & Replication on the SP backup server passes temporary credentials to the tenant side only for
backup, restore and other necessary operations. Temporary credentials provide tenants and subtenants with the
following permissions:

Read access to the backup repository configuration.
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e  fullaccess to the folder in the object storage where cloud repository quota for the tenant or subtenant is
allocated.

For details on object storage permissions in the Direct connection mode, see Access Permissions for Direct
Connection to Object Storage.

Access Permissions for Direct Connection to Object Storage

To back up data to object storage, you must set up access permissions. General permissions are listed in the
Using Object Storage Repositories section in the Veeam Backup & Replication User Guide.

Additional permissions are required for object storage in the Veeam Cloud Connect infrastructure. The list of
required permissions differs depending on the selected object storage and the way the SP sets the backup
infrastructure. To learn more, see the following subsections:

e Amazon S3
e S3 compatible storage (including IBM Cloud and Wasabi Cloud)

e Google Cloud

Amazon S3

Consider the following:
e Make sure the user account you are using has access to Amazon buckets and folders.

o The ListAllMyBuckets permission is not required if you specify the bucket name explicitly at the Bucket
step of the New Object Repository wizard.

e If you plan to use Amazon S3 storage with immutability enabled, see permissions required for immutability
in the Using Object Storage Repositories section in the Veeam Backup & Replication User Guide. To learn

more about immutability, see the Backup Immutability section in the Veeam Backup & Replication User
Guide.

The list of permissions below is required for the following configuration:
e You plan to back up data to the Amazon S3 storage.

e You selected direct connection in the object storage settings. To learn more, see the Adding Amazon S3
Object Storage, Amazon S3 Glacier Storage and AWS Snowball Edge section in the Veeam Backup &
Replication User Guide.
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If you plan to back up data using the configuration above, make sure the user account that you use to connect to
the object storage has the following permissions:

"iam:AttachUserPolicy",
"iam:CreateAccessKey",
"iam:CreatePolicy",
"iam:CreatePolicyVersion",
"iam:CreateUser",
"iam:DeleteAccessKey",
"iam:DeletePolicy",
iam:DeletePolicyVersion",
"iam:DeleteUser",
"iam:DeleteUserPolicy",
"iam:DetachUserPolicy",
"iam:GetPolicy",
"iam:GetPolicyVersion",
"iam:GetUser",
"iam:GetUserPolicy",
"iam:ListAccessKeys",
"iam:ListAttachedUserPolicies",
"iam:ListPolicyVersions",
"iam:ListUserPolicies",
"iam:PutUserPolicy",
iam:SetDefaultPolicyVersion",
iam:SimulatePrincipalPolicy",
iam:TagUser"

A\

A\
A\

A\

S3 Compatible Storage (Including IBM Cloud, Wasabi Cloud)

Consider the following:
e Make sure the user account you are using has access to Amazon buckets and folders.

e The ListAllMyBuckets permission is not required if you specify the bucket name explicitly at the Bucket
step of the New Object Repository wizard.

e If you plan to use S3 Compatible storage with immutability enabled, see permissions required for
immutability in the Using Object Storage Repositories section in the Veeam Backup & Replication User
Guide. To learn more about immutability, see the Backup Immutability section in the Veeam Backup &
Replication User Guide.

The list of permissions below is required for the following configuration:
e You plan to back up data to the S3 compatible storage.

e Direct connection is selected in the object storage settings. To learn more, see the Specify Object Storage
Account section in the Veeam Backup & Replication User Guide.

e The Provided by IAM/STS object storage capabilities option is selected for the object storage. To learn
more, see the Managing Permissions for S3 Compatible Object Storage section in the Veeam Backup &
Replication User Guide.
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If you plan to back up data using the configuration above, make sure the user account that you use to connect to
the object storage has the following permissions:

"iam:AttachUserPolicy",
"iam:CreateAccessKey",
"iam:CreatePolicy",
"iam:CreatePolicyVersion",
"iam:CreateUser",
"iam:DeleteAccessKey",
"iam:DeletePolicy",
"iam:DeletePolicyVersion",
"iam:DeleteUser",
"iam:DeleteUserPolicy",
"iam:DetachUserPolicy",
"iam:GetPolicy",
"iam:GetPolicyVersion",
"iam:GetUser",
"iam:GetUserPolicy",
"iam:ListAccessKeys",
"iam:ListAttachedUserPolicies",
"iam:ListPolicyVersions",
"iam:ListUserPolicies",
"iam:PutUserPolicy",
"iam:SetDefaultPolicyVersion",
"sts:GetCallerIdentity"

Google Cloud

The list of permissions below is required for the following configuration:

e You plan to back up data to the Google Cloud storage.

e You configured Helper Appliance in the object storage settings. To learn more, see the Configuring Helper
Appliance section in the Veeam Backup & Replication User Guide.

e You selected direct connection in the object storage settings. To learn more, see the Specify Object
Storage Account section in the Veeam Backup & Replication User Guide.
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If you plan to back up data using the configuration above, make sure the user account that you specify in the
Helper Appliance settings has the following permissions:

{
"iam.serviceAccounts.create",
"iam.serviceAccounts.delete",
"iam.serviceAccounts.get",
"iam.serviceAccounts.list",
"storage.buckets.get",
"storage.buckets.getIamPolicy",
"storage.buckets.list",
"storage.buckets.setIamPolicy",
"storage.buckets.update",
"storage.hmacKeys.create",
"storage.hmacKeys.delete",
"storage.hmacKeys.get",
"storage.hmacKeys.list",
"storage.objects.create",
"storage.objects.delete",
"storage.objects.get",
"storage.objects.list"
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Backup Copy to Cloud Repository

To follow the 3-2-1 backup best practice, you can configure a backup copy job and target it at the cloud
repository. Backup copy jobs allow you to create several instances of the same backup file in different locations,
onsite or offsite. For example, you can configure a backup job to create a VM backup on the local backup
repository, and use the backup copy job to copy the created VM backup from the local backup repository to the
cloud repository. Copied backup files have the same format as those created by backup jobs, and you can use
any data recovery option for them.

During the backup copying process, Veeam Backup & Replication does not simply copy a backup file from one
backup repository to another. Instead, Veeam Backup & Replication retrieves data blocks necessary to create a
restore point as of the latest point in time and copies this data to the cloud repository. The backup chain
produced on the target backup repository is forever-incremental: the first file in the chain is a full backup while
all subsequent restore points are incremental.

The backup copy process is job-driven. When you create a backup copy job, you define what backup file you
want to copy, the target repository for storing the copy, retention policy and other settings for the copying
process. The backup copy job supports the GFS retention scheme, allowing you to design a long -term archiving
plan.

The backup copy process differs depending on the backup copy mode: immediate copy or periodic copy.

e In the immediate copy mode, once a new restore point has been added to the primary backup chain, the
backup copy job immediately copies it to the target backup repository. After that, the backup copy job
stops until a new restore point appears on the source backup repository. You can specify the backup copy
window to allow the job to copy restore points during specific time periods only.

e In the periodic copy mode, the backup copy job runs according to the schedule that you specify in the
backup copy job settings. You can set up the job to run daily, monthly or periodically at the specified time,
specify automatic job retry settings and specify the backup copy window to allow the job to copy restore
points during specific time periods only. When the backup copy job starts, Veeam Backup & Replication
checks the source backup repository: if a new restore point has been added to the primary backup chain,
Veeam Backup & Replication automatically copies it to the target backup repository.

Supported Backup Types

Veeam Backup & Replication supports backup copy to the cloud repository for the following types of backups:
e Backups of VMware vSphere VMs created by Veeam Backup & Replication
e Backups of VMware Cloud Director VMs created by Veeam Backup & Replication
e Backups of Microsoft Hyper-V VMs created by Veeam Backup & Replication
e Backups of Microsoft Windows machines created by Veeam Agent for Microsoft Windows
e Backups of Linux machines created by Veeam Agent for Linux
e Backups of Mac machines created by Veeam Agent for Mac
e Backups of IBM AIX machines created by Veeam Agent for IBM AIX

e Backups of Oracle Solaris machines (based on the x86 or SPARC architecture) created by Veeam Agent for
Oracle Solaris

e Backups of Proxmox VE VMs created by Veeam Backup for Proxmox VE

e Backups of Nutanix AHV virtual machines created by Veeam Backup for Nutanix AHV
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e Backups of Amazon EC2 instances created by Veeam Backup for AWS
e Backups of Microsoft Azure virtual machines created by Veeam Backup for Microsoft Azure
e Backups of Google Compute Engine VM instances created by Veeam Backup for Google Cloud

e Backups of oVirt KVM virtual machines created by Veeam Backup for Oracle Linux Virtualization Manager
and Red Hat Virtualization

e Backups created by backup copy jobs configured in Veeam Backup & Replication (For details, see Support
for Backup Copy from Backup Copy.)

Support for Backup Copy from Backup Copy

Veeam Backup & Replication allows you to create a backup copy from another backup copy. For this operation,
consider the following specifics and limitations:

e Veeam Cloud Connect supports this operation for copies of the following types of backups:
o Backups of VMware vSphere VMs created by Veeam Backup & Replication
o Backups of VMware Cloud Director VMs created by Veeam Backup & Replication
o Backups of Microsoft Hyper-V VMs created by Veeam Backup & Replication
e Veeam Cloud Connect does not support this operation for copies of the following types of backups:
o External repository platforms, such as Amazon EC2, Microsoft Azure or Google Cloud
o Backups created by Veeam Agents
o Backups of Proxmox VE VMs created by Veeam Backup for Proxmox VE
o Backups of Nutanix AHV virtual machines created by Veeam Backup for Nutanix AHV

o Backups of oVirt KVM virtual machines created by Veeam Backup for Oracle Linux Virtualization
Manager and Red Hat Virtualization
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Background Retention for Tenant Backups

In addition to applying a retention policy within a job session, Veeam Backup & Replication performs background
retention for backups.

In the Veeam Cloud Connect infrastructure, background retention is applied to tenant backups on the SP side.
The background retention job runs automatically in Veeam Backup & Replication on the SP backup server
according to the same rules as in the regular Veeam backup infrastructure. The SP can also launch background
retention manually. For details, see the Background Retention section in the Veeam Backup & Replication User
Guide.

NOTE

The SP can also disable background retention.

For background retention of tenant backups in the cloud repository, in addition to considerations for the regular
background retention, consider the following:

e To all types of tenant accounts, the same background retention rules are applied.
e Background retention is applied to backups created by tenants and their subtenants.

e The background retention job removes tenant backups regardless of whether the tenant is in the £nabled
or Disabled state.

e Insider protection is supported. If the insider protection functionality is enabled for the tenant account,
backups removed by the background retention job are moved to the "recycle bin".

e If the SP removes the tenant account and does not delete tenant backup files from the cloud repository,
the background retention job will remove the backup files in the same way as a regular orphaned backup
chain.
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Instant Recovery from Tenant Backups

The SP can perform Instant Recovery for tenant workloads, that is, recover workloads from tenant backups in
the cloud repository and register them as VMs on a VMware vSphere host on the SP side. This may be helpful in
case a machine on the tenant side becomes unavailable, and the tenant cannot fail over to a VM replica on the
cloud host. Instead, the tenant can request the SP to recover the necessary VM from the backup.

To use this functionality, the SP and tenant must make sure that the following conditions are met:

e To allow the SP to view tenant backups in the SP backup console, the tenant must select the Allow this
Veeam Backup & Replication installation to be managed by the service provider check box when
connecting to the SP. For details, see Connecting to Service Providers.

NOTE

For Veeam Agent users, consider that to display on the SP side backups created by Veeam Agent in
the standalone mode, a backup server connected to the SP with the Allow this Veeam Backup &
Replication installation to be managed by the service provider option enabled is required.

e The target VMware vSphere host where the SP plans to register the recovered VMs must be added to the
Veeam Backup & Replication infrastructure on the SP backup server.

e Veeam Cloud Connect supports Instant Recovery from unencrypted backups only.

Instant Recovery from tenant backups works in the similar way as the regular one. For more information, see the
Instant Recovery to VMware vSphere section in the Veeam Backup & Replication User Guide.

Considerations and Limitations

For Instant Recovery from tenant backups, consider the following:

e Veeam Cloud Connect supports Instant Recovery from any type of tenant backups for which recovery to
VMware vSphere is supported. This includes VM backups, Veeam Agent backups and backupscreated by
backup copy jobs in the cloud repository.

Note that Veeam Cloud Connect supports Instant Recovery to VMware vSphere only. Other platforms are
not supported as an Instant Recovery target.

e Veeam Cloud Connect supports Instant Recovery from backups that reside in the performance tier,
capacity tier or archive tier.

e During Instant Recovery, the tenant account will be in the disabled state.

[For backups in the archive tier] The Instant Recovery operation will be pending until the backed -up data
is retrieved from the archive tier. Data retrieval time may take from several minutes to severalhours
depending on the object storage system and data retrieval method. During this time, the tenant account
will be in the disabled state. For more information on data retrieval cost and speed, see the Data Retrieval
section in the Veeam Backup & Replication User Guide.

Note that after Instant Recovery, the tenant account remains in the disabled state. The SP needs to
manually enable the tenant account. For details, see Disabling and Enabling Tenant Accounts.

e Migration of a recovered VM back to the tenant production site is unavailable. The SP can finalize the
Instant Recovery process by migrating the VM to the SP virtual environment.
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e Separate prerequisites and limitations apply to Instant Recovery from VM backups and Instant Recovery
from Veeam Agent backups. For details, see the following sections in the Veeam Backup & Replication
documentation:

o For Instant Recovery from VM backups, see the Considerations and Limitations section in the Veeam
Backup & Replication User Guide.

o For Instant Recovery from Veeam Agent backups, see the Restoring Veeam Agent Backup to vSphere
VM section in the Veeam Backup & Replication User Guide.

Tenant Backups in SP Backup Console

In the SP Veeam backup console, tenant backups are displayed under the Backups node of the Home view. To
identify tenant backups available for Instant Recovery, as well as the owner of the backup, the SP can use the
Tenant Name column in the working area:

e For VM backups and Veeam Agent backups created under the tenant account, Veeam Backup & Replication
displaysthe tenant account name in the Tenant Name column.

e For Veeam Agent backups created under the subtenant account, Veeam Backup & Replication displays the
subtenant account name in the Tenant Name column.
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Veeam Cloud Connect Replication

With Veeam Backup & Replication, SPs can offer Disaster Recovery as a Service (DRaaS) to their customers.

Veeam Backup & Replication provides disaster recovery through image-based VM replication. The SP can expose
resources of their virtualization environment to tenants as cloud hosts.

Tenants can utilize cloud hosts provided by the SP to create VM replicas offsite. In case of a disaster on the
production site, tenants can quickly and easily switch to VM replicas in the cloud and use the SP infrastructure as
a remote disaster recovery site.

The SP can provide Veeam Cloud Connect Replication resources for the following virtualization platforms:
e VMware vSphere

e Microsoft Hyper-V

As well as the Veeam Cloud Connect Backup infrastructure, the Veeam Cloud Connect Replication infrastructure
has a multi-tenant architecture. The SP allocates computing, storage and network resources for a replication
target and provides them to tenants through hardware plans. For the SP, a hardware plan is an abstraction layer
that lets the SP virtually partition a virtualization host or cluster into multiple replication targets. As a result,
the SP can expose replication resources to several tenants and store tenants' datain the cloud in an isolated and
segregated way.

For a tenant, a hardware planappearsas a cloud host that can be used as a regular target host for off -site
replication.

To make VM replicas on the cloud host accessible over the network after failover, Veeam Backup & Replication
provides each tenant with network resources — network extension appliances and dedicated VLANs. The tenant
can fail over a group of production VMs (full site failover) or individual VMs (partial site failover) to VM replicas
on the cloud host. Veeam Backup & Replication establishes a secure channel between VM replicas in the cloud
and VMs on the production site and offers traffic encryption capabilities.

NOTE
Consider the following:

e The SP can also use VMware Cloud Director to allocate replication resources for tenant VMware
vSphere VMs. To learn more, see VMware Cloud Director Support.

e Apart from snapshot-based replication, the SP can provide the Continuous Data Protection (CDP)
functionality to tenants. To learn more, see Continuous Data Protection (CDP) with Veeam Cloud
Connect.
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Data protection and disaster recovery tasks targeted at the cloud host are performed by tenants. Tenants can
set up necessary replication jobs and perform failover operations on Veeam backup servers deployed on their

side. Tenants can perform the following operations:
e Replicate VMs to the cloud host.

e Perform failover tasks with VM replicas on the cloud host:

o Full site failover, when all critical production VMs fail over to their replicas on the cloud host in case
the whole production site becomes unavailable.

o Partial site failover, when one or several VMs become corrupted and fail over to their replicas on the
cloud host.

e Perform failback tasks with VM replicas on the cloud host.
Tasks associated with full site failover can be performed either by a tenant or by the SP. This lets the SP test the

full site failover process and switch the tenant production site to the cloud host upon a request from the tenant
if the tenant has no access to the backup infrastructure after a disaster.
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Getting Started with Veeam Cloud Connect
Replication

To provide Disaster Recovery as a Service through image-based VM replication to tenants, the SP must set up
the Veeam Cloud Connect Replication infrastructure.

Before the SP starts configuring the Veeam Cloud Connect Replication infrastructure, they must consider
limitations for hardware plans. Limitations apply to virtualization hosts whose resources the SP plans to expose
as a replication target to tenants. To learn more, see Adding Hardware Plans: Before You Begin.

As part of the configuration process, the SP must perform the following tasks:

1. Deploy the SP Veeam backup server.

2. Set up TLS certificates.

3. Createcloud gateways.

4. Allocate VLANS for cloud networking.

5. Allocate a pool of public IP addresses for full site failover.

6. Configure hardware plans.

7. Specify credentials for network extension appliances.

8. [Optional] Configure target WAN accelerators.

9. Create tenant accounts.

10. Communicate information about the tenant account and gateway to all tenants who planto connect to
the SP.

NOTE

The SP can also allocate VMware Cloud Director resources as replication resources to the tenant. To learn
more, see VMware Cloud Director Support.

Once the SP has configured necessary components, tenants can add the SP to their Veeam Backup & Replication
consoles and use cloud hosts allocated to them in the SP Veeam Cloud Connect infrastructure.
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How Veeam Cloud Connect Replication Works

Tenants who plan to replicate their VMs to the cloud must configure replication jobs on their Veeam backup
servers and target them at the cloud host. When a job starts, Veeam Backup & Replication performs the
following actions:

1. The tenant starts a replication job. The Veeam backup server on the tenant side sends a request to the
cloud gateway to access the cloud host.

2. The cloud gateway passes this request to the SP Veeam backup server.

3. The SP Veeam backup server provides a TLS certificate and establishes a secure connection between the
SP Veeam backup server and tenant Veeam backup server.

4. VM data from the tenant side is transported through the cloud gateway to the cloud host. If the SP has
several cloud gateways, VM data is transported through the least loaded cloud gateway being online.

In case of a disaster on the tenant production site, when one or several VMs become corrupted, a tenant can fail
over to VM replicas on the cloud host. To learn more, see Cloud Replica Failover And Failback.
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Tasks with Cloud Host

Tenants can perform the following VM replication and data recovery tasks against the cloud host:

e Replication

e Failover:
o Full site failover (failover by cloud failover plan)
o Partial site failover

e Failback

e Restore from replica
o VM guest OS files restore (Microsoft Windows FS only. Multi-OS restore is not supported.)
o Application items restore

As well assnapshot-based replicas, the tenant can create CDP replicas on the cloud host. To learn more, see
Continuous Data Protection (CDP) with Veeam Cloud Connect.
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Cloud Replica Failover and Failback

In case of software or hardware malfunction on the production site, a tenant can quickly recover a corrupted VM
by failing over to its replica in the cloud. When you perform cloud failover, a replicated VM on the cloud host
takes over the role of the original VM. A tenant can fail over to the latest state of a replica or to any of its good
known restore points.

Veeam Cloud Connect Replication supports failover and failback operations for one VM and for several VMs. In
case one or several hosts fail, you can use batch processing to restore operations with minimum downtime.

Depending on the scale of the disaster that affects the production site, a tenant can choose one of the following
cloud failover scenarios:

e full site failover — the whole production site becomes unavailable and all critical VMs that run
interdependent applications fail over to their replicas on the cloud host.

e Partial site failover — one or several VMs become corrupted and fail over to their replicas on the cloud
host.

In Veeam Backup & Replication, the actual failover is considered a temporary stage that should be further
finalized. While the replica is in the Failover state, you can undo failover, perform failback or perform permanent
failover.

NOTE

This and subsequent sections describe failover and failback aspects that are specific for Veeam Cloud
Connect Replication. To get a detailed description of all failover and failback options supported in Veeam
Backup & Replication, see the following sections in the Veeam Backup & Replication User Guide:

e Failover and Failback for Replication
e Failover and Failback for CDP

Full Site Failover

If the whole tenant production site becomes unavailable because of a software or hardware malfunction, the
tenant can perform full site failover. In the full site failover scenario, all critical VMs fail over to their replicas on
the cloud host one by one, as a group.

Full site failover is in many regards similar to regular failover by a failover plan. To perform full site failover,
Veeam Backup & Replication uses a cloud failover plan that lets Veeam Backup & Replication automatically start
VM replicas on the cloud host in the specified order with the specified time delay. To learn more, see Cloud
Failover Plan.

Full site failover is performed in the similar way as regular failover with a failover plan. The main difference is
that the full site failover process contains additional steps regarding the use of the provider-side network
extension appliance.

Full site failover is performed in the following way:
1. The tenant asks the SP to start full site failover using the SP Veeam Backup & Replication console.

2. For each VM in the cloud failover plan, Veeam Backup & Replication detects its replica. If some VMs in the
cloud failover plan have replicas that are alreadyin the Failover or Failback state, Veeam Backup &
Replication suggests that they are processed with the cloud failover plan.

3. The replica VMs are started in the order they appearin the cloud failover plan within the set time
intervals.
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4. Veeam Backup & Replication starts the network extension appliance on the SP side.

5. Veeam Backup & Replication configures the network extension appliance so that it acts as a gateway
between the VM replica network and external networks allowing VM replicas to communicate to the

internet.

NOTE

The full site failover process differs for the scenario where tenant VM replicas are created in VMware Cloud
Director. To learn more, see Full Site Failover for VMware Cloud Director Replicas.
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Cloud Failover Plan

If a tenant production site goes offline after a disaster, a tenant can perform full site failover by running a cloud
failover plan.

The cloud failover planis in many ways similar to the regular failover plan. In the cloud failover plan, you specify
VMs that have replicas on the cloud host, set the order in which VMs must be processed and time delays for
VMs. The time delayis aninterval of time for which Veeam Backup & Replication must wait before starting the
failover operation for the next VM in the list. It helps to ensure that some VMs, such as a DNS server, are already
running at the time the dependent VMs start. The time delay is set for every VM in the failover plan except the
last VM in the list.

The cloud failover plan must be created in advance by a tenant. The created cloud failover planis stored in the
Veeam Backup & Replication databaseon the SP Veeam backup server. This way, the SP can run a tenant cloud
failover planin case the tenant Veeam backup server is unavailable along with the production site (for example,
a tenant Veeam backup server is deployed on a VM that resides on the same host as production VMs).

A tenant can configure one or several cloud failover plans for VMs that have replicas on the same or different
cloud hosts. All VMs in the cloud failover plan must have replicas of the same type: either snapshot-based
replicas or CDP replicas. Cloud failover plans that contain both VMs with snapshot-based replicas and VMs with
CDP replicas are not supported.

In case a group of production VMs goes offline, a tenant can run the cloud failover plan in one of the following
ways:

e Contact the SP so that the SP starts a tenant cloud failover plan using the Veeam Backup & Replication
console on the SP Veeam backup server.
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e Start a cloud failover planusing the Veeam Backup & Replication console (in case the tenant Veeam
backup server is not affected by a disaster).

When the tenant or the SP starts the failover operation, they can choose to fail over to the latest state of a VM
replica or to any of its good known restore points.

Limitations for Cloud Failover Plans

e Veeam Backup & Replication supports one failover operation type at a time due to limitations for the
network extension appliance:

o If the tenant or the SP runs a cloud failover plan during partial site failover, Veeam Backup &
Replication will prompt to stop the ongoing partial failover operation or wait for the operation to
complete before the full site failover operation start.

o If the tenant or the SP starts partialsite failover during full site failover, the partial site failover
operation will fail.

e The maximum number of VMs that can be started simultaneously when you run a failover planis 10. If you
have added more VMs to the failover plan and scheduled them to start simultaneously, Veeam Backup &
Replication will wait for the first VMs in the list to fail over and then start the failover operation for
subsequent VMs. This limitation helps reduce the workload on the production infrastructure and Veeam
backup server.

For example, if you have added 14 VMs to the failover plan and scheduled them to start at the same time,
Veeam Backup & Replication will start the failover operation for the first 10 VMs in the list. After the 1st
VM is processed, Veeam Backup & Replication will start the failover operation for the 11th VM in the list,
then for the 12th VM and so on.

Finalizing Cloud Failover Plans

Failover is a temporary intermediate step that needs to be finalized. The finalizing options for a cloud failover
are similar to a reqular failover: undoing failover, permanent failover or failback.

NOTE

The failback operation is available on the tenant side only. The SP cannot perform failback for tenant VM
replicas in the SP Veeam backup console.

If you decide to perform permanent failover or failback to production, you need to process every VM in the
cloud failover planindividually. However, you can undo failover for the whole group of VMs using the undo
cloud failover plan option.

Undoing full site failover switches the replica back to the production VM discarding all changes that were made
to the replica while it was running. When you undo full site failover, Veeam Backup & Replication detects VMs
for which the failover operation was performed during the last cloud failover plan session and switches them
back to production VMs. If you perform the failback operation for some of the VMs before undoing the group
failover, failed-over VMs are skipped from processing.

Veeam Backup & Replication starts the undo failover operation for a group of 5 VMs at the same time. The time
interval between the operation starts is 10 seconds. For example, if you have added 10 VMs to the failover plan,
Veeam Backup & Replication will undo failover for the first 5 VMs in the list, then will wait for 10 seconds and
undo failover for the remaining 5 VMs in the list. Time intervals between the operation starts help Veeam
Backup & Replication reduce the workload on the production environment and Veeam backup server.
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Partial Site Failover

If one or several production VMs become corrupted, but the rest of the production site, including the most
critical VMs and Veeam Backup & Replication infrastructure, remain operative, the tenant can perform partial

site failover. With partial site failover, the tenant can quickly recover a corrupted VM by failing over to its replica
on the cloud host.

To establish a secure connection and enable communication between production VMs and VM replicas on the
cloud host after partial site failover, Veeam Backup & Replication uses paired network extension appliances
deployed on the tenant side and SP side. To learn more, see Network Extension Appliance.

Partial site failover is performed in the similar way as regular failover. However, the partial site failover process
contains several additional steps regarding the use of network extension appliances on the tenant side and SP
side:

1. The tenant starts the partial site failover process for a VM in the tenant Veeam Backup & Replication
console.

2. Veeam Backup & Replication rolls back the VM replica on the cloud host to the required restore point. To
do this, it reverts the VM replica to the necessary snapshot in the replica chain.

3. Veeam Backup & Replication powers on the VM replica. The state of the VM replica is changed from
Normal to Failover. If the original VM still exists and is running, the original VM remains powered on.

4. Veeam Backup & Replication powers on the network extension appliance VM on the cloud host and
configures network settings on the appliance:

o Starts a VPN server on the network extension appliance to establish a secure VPN tunnel through the
cloud gateway to the appliance on the tenant side.

o Configures Proxy ARP daemon on the appliance so that the appliance can receive from the VM replica
ARP requests addressed to production VMs on the source host and send them to the tenant network
extension appliance through the VPN tunnel.

5. Veeam Backup & Replication temporarily puts replication activities for the original VM on hold (until the
VM replica returns to the Normal state).

6. Veeam Backup & Replication powers on the network extension appliance on the tenant side and
configures network settings on the appliance:

o Startsa VPN client on the network extension appliance and connects to the VPN server on the
network extension appliance on the SP side to establish a secure VPN tunnel through the cloud
gateway.

o Configures Proxy ARP daemon on the network extension appliance so that it can receive ARP requests
from production VMs addressed to the VM replica and send them to the network extension appliance
on the SP side through the VPN tunnel.

7. All changes made to the VM replica while it is running in the Failover state are written to the delta file of
the snapshot, or restore point, to which you have selected to roll back.
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8. VMs on the tenant side communicate to the VM replica on the cloud host through the secure VPN tunnel
that is set between network extension appliances.
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Limitations for Partial Site Failover

Partial site failover has the following limitations:

e Veeam Backup & Replication supports one failover operation type at a time. If a tenant or the SP runs a
cloud failover plan during partial site failover, Veeam Backup & Replication will suggest that the VM
involved in the partial site failover process is processed with the cloud failover plan.

e The tenant can perform partial site failover only for those VMs that have a static IP address.

Network Mapping for Cloud Replicas

To establish a connection between a production VM and a VM replica on the cloud host after partial site failover,
Veeam Backup & Replication maps the production network and the virtual network provided to tenant replicas
through the hardware plan. As a part of this process, Veeam Backup & Replication applies network settings of
the replicated VM to the dedicated SP network extension appliance.

NOTE

This mechanism applies to both snapshot-based replicas and CDP replicas. Keep in mind that for CDP
replicas, automatic network mapping is available only if application-aware processing is enabled for the VM

in the CDP policy settings.
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For Windows-based VMs, Veeam Backup & Replication detects network settings of replicated VMs automatically
during every run of a replication job targeted at the cloud host. Veeam Backup & Replication can detect network
settings of replicated VMs in the following ways:

e [For snapshot-based replication and CDP] If application-aware processing is enabled for a replication job
targeted at the cloud host, Veeam Backup & Replication collects network settings of a replicated VM with
the runtime process deployed on this VM for performing guest processing tasks. The runtime process
collects network settings of a VM along with information required for VSS-aware restore. To learn more,
see the Application-Aware Processing section in the Veeam Backup & Replication User Guide.

e [For snapshot-based replication only] If application-aware processing is not enabled for a replication job
targeted at the cloud host, Veeam Backup & Replication collects network settings of a replicated VM
within the additional step in the replication process. To do this, Veeam Backup & Replication mounts the
system disk of the replicated VM to the tenant Veeam backup server, collects network settings from the
registry of the VM and passes the collected settings to the SP backup server. After that, Veeam Backup &
Replication transfers VM data from the source host to the cloud host.

Keep in mind that application-aware processing is a more consistent and reliable method to collect
network settings of replicated VMs.

e [For snapshot-based replication only] For VM replicas created from backup files (remote replica from
backup scenario), Veeam Backup & Replication applies to the replica network settings that were collected
from a VM during the backup process.

If the tenant creates replicas of Windows-based VMs and the number of production networks equals the number
of virtual networks on the cloud host, the tenant does not need to specify network mapping settings. Veeam
Backup & Replication maps production and virtual networks automatically. After failover, a VM replica in a cloud
virtual network will act as if it is connected to the original production network.

For more advanced scenarios, the tenant can create a network mapping table for the replication job targeted at
the cloud host. The tenant can perform this operation when creating a replication job, at the Network step of
the New Replication Job wizard.

NOTE
For CDP replicas, the tenant can specify network mapping rules at the Network step of the New CDP Policy
wizard.
For example, specifying network mapping settings may be required in the following cases:
e If the cloud host has fewer networks than the number of networks in the production infrastructure.

e If non-Windows VMs are included in the replication job. Automatic network mapping for non-Windows
VMs is not currently supported in Veeam Cloud Connect Replication.

e If IPv6 communication is enabled in the Veeam Cloud Connect infrastructure.

Permanent Failover

To finalize the failover process, a tenant can permanently fail over to the VM replica on the cloud host. A tenant
can perform the permanent failover operation if they want to permanently switch from the original VM to a VM
replica on the cloud host and use this replica asthe original VM. As a result of permanent failover, the VM
replica takes on the role of the original VM.

In the cloud replication scenario, you can perform permanent failover after full site failover. The permanent
failover operation can be started by a tenant from the tenant Veeam backup console or by the SP from the SP
Veeam backup console. To perform permanent failover for all VMs in the cloud failover plan, a tenant or the SP
needs to process every VM in the cloud failover planindividually.
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Permanent failover in the Veeam Cloud Connect Replication scenario practically does not differ from the regular
permanent failover operation.

Permanent Failover for Snapshot-Based Replicas

The permanent failover operation for snapshot-based replicas is performed in the following way:

1. Veeam Backup & Replication removes snapshots (restore points) of the VM replica from the snapshot
chain and deletes associated files from the storage (datastore or volume depending on the virtualization
platform). Changes that were written to the snapshot delta file or differencing disk are committed to the
VM replica disk files to bring the VM replica to the most recent state.

2. Veeam Backup & Replication removes the VM replica from the Veeam Backup & Replication console and
databaseon the tenant side and SP side.

3. To protect the VM replica from corruption after permanent failover is complete, Veeam Backup &
Replication reconfigures the replication job by adding the source VM to the list of exclusions. When the
replication job starts, the original VM is skipped from processing. As a result, no datais written to the
working VM replica. Note that other jobs are not modified automatically. When the replication job starts,
the source VM is skipped from processing. As a result, no data is written to the working VM replica.

Permanent Failover for CDP Replicas

The permanent failover operation for CDP replicas is performed in the following way:
1. Veeam Backup & Replication powers off the replica.

2. Veeam Backup & Replication removes short-term and long-term restore points of the replica from the
replication chain and deletes associated files from the datastore. Changes that were written to the
protective virtual disks ( <disk_name>-interim.vmdk) are committed to the replica to bring the replica to
the most recent state.

3. Veeam Backup & Replication removes the replica from the Veeam Backup & Replication console and
database on the tenant side and SP side.

4. To protect the replica from corruption after permanent failover is complete, Veeam Backup & Replication
reconfigures the current CDP policy by adding the source VM to the list of exclusions. Note that other
policies and jobs are not modified automatically. When the CDP policy starts, the source VM is skipped
from processing. As a result, no data is written to the working VM replica.

Failback

If a tenant wants to resume operation of a production VM, they can fail back to it from a VM replica on the cloud
host. When you perform failback, you get back from the VM replica to the original VM, shift your 1/0 and
processes from the cloud host to the source production host and return to the normal operation mode.

A tenant can perform failback to a production VM after partial site failover or full site failover. If a tenant
performs the failback operation after full site failover, they need to process every VM in the cloud failover plan
individually.

If a tenant managed to restore operation of the source host at the production site, a tenant can switch from the
VM replica to the original VM on the source host. If the source host is not available, a tenant can restore the
original VM to a new location and switch back to it.

e To learn more about failback for snapshot-based replicas, see the Failover and Failback for Replication:
Failback section in the Veeam Backup & Replication User Guide.
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e To learn more about failback for CDP replicas, see the Failover and Failback for CDP: Failback section in
the Veeam Backup & Replication User Guide.

Failback to production is a temporary stage that should be further finalized. After a tenant tests the recovered
original VM and make sure it is working without problems, they should commit failback. A tenant also has an
option to undo failback and return the VM replica back to the Failover state.

The failback operation is available on the tenant side only. The SP cannot perform failback for tenant VM
replicas in the SP Veeam backup console.
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Continuous Data Protection (CDP) with
Veeam Cloud Connect

SPs can use the continuous data protection (CDP) functionality to offer Disaster Recovery as a Service to
tenants. CDP extends Veeam Cloud Connect Replication scenarios with an option to create replicas without
creating snapshots. This allows the SP to protect mission-critical tenant machines for which data loss is
unacceptable: compared to snapshot-based replication, CDP provides near-zero recovery time objective (RTO)
because CDP replicas are in a ready-to-start state.

Veeam Cloud Connect supports the following types of the CDP technology offered by Veeam Backup &
Replication:

e CDP for VMware vSphere

e Universal CDP to VMware vSphere

CDP with Veeam Cloud Connect is in many ways similar to both CDP in the regular Veeam Backup & Replication
infrastructure and snapshot-based Veeam Cloud Connect Replication.

e CDPin the Veeam Cloud Connect environment uses vSphere APIs for I/O filtering (VAIO) in the same way
as regular CDP. The general concept of CDP is similar as well: Veeam Backup & Replication maintains the
CDP infrastructure and performs continuous data replication of tenant machines. To learn more about CDP
mechanisms in Veeam Backup & Replication, see the Continuous Data Protection (CDP) for VMware
vSphere and Universal CDP to VMware vSphere sections in the Veeam Backup & Replication User Guide.

e CDPin the Veeam Cloud Connect environment supports data protection and disaster recovery scenarios
similar to snapshot-based Veeam Cloud Connect Replication, and offers similar workflow. The SP allocates
computing, storage and network resources and provides them to tenants through hardware plans or
organization VDCs in VMware Cloud Director. CDP has a multi-tenant architecture; CDP infrastructure
components are distributed between the tenant side and SP side, and communicate through the cloud
gateway.

To use CDP with Veeam Cloud Connect, the SP and tenants must configure the CDP infrastructure on their sides.
After that, tenants can create CDP policies targeted at a cloud host. In case a disaster strikes, the tenant can fail
over a group of production machines or individual machines to CDP replicas on the cloud host.
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Veeam Cloud Connect CDP Scenarios

Veeam Cloud Connect offers the following CDP scenarios.

Scenario 1. CDP to VMware vSphere

In this scenario, the SP allocates computing, storage and network resources for tenant CDP replicas on a
VMware vSphere cluster and provides them to the tenant through a hardware plan.

The tenant connects to the SP using credentials of the standalone tenant account obtained from the SP. After
that, the tenant can create CDP policies targeted at the cloud host. Tenant data will be replicated from the
source VMware vSphere host or source workload to the cloud host that has VMware vSphere resources as a back
end.

This scenario is similar to the regular snapshot-based replication in Veeam Cloud Connect.
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Scenario 2. CDP to VMware Cloud Director

In this scenario, the SP provides replication resources for tenant CDP replicas through organization VDCs
configured in VMware Cloud Director.

The tenant connects to the SP using credentials of the VMware Cloud Director tenant account obtained from the
SP. After that, the tenant can create CDP policies targeted at the cloud host. Tenant data will be replicated from
the source VMware vSphere host or source workload to the cloud host that has VMware Cloud Director
resources as a back end.
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This scenario is similar to VMware Cloud Director Support.
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CDP Infrastructure in Veeam Cloud Connect

The following CDP infrastructure components are required in the Veeam Cloud Connect environment.
Components on the SP side
e SP Veeam backup server

e One or more hardware plans whose resources will be available to tenants as cloud hosts

Alternatively, if the SP uses VMware Cloud Director in their virtualization environment, they can provide
cloud hosts to tenants through organization VDCs.

e One or more target CDP proxies
Components on the tenant side
e Tenant Veeam backup server
e One or more source virtualization hosts (in case of CDP for VMware vSphere)
e One or more source workloads (in case of universal CDP)
e One or more source CDP proxies
NOTE

This section contains overview of CDP infrastructure components in the Veeam Cloud Connect
environment. To get a detailed description of each component, see the Backup Infrastructure for CDP
section in the Veeam Backup & Replication User Guide.

SP and Tenant Backup Servers

The backup server is the configuration, administration and management core of the backup infrastructure. The
SP and tenant backup servers run the Veeam CDP Coordinator Service:

e The SP backup server runs the source Veeam CDP Coordinator Service.
e The tenant backup server runs the target Veeam CDP Coordinator Service.

The source and target Veeam CDP Coordinator Service communicate with each other through a persistent
connection to coordinate replication and data transfer tasks, and control resource allocation.

Source Host

The source host is a part of the CDP for VMware vSphere infrastructure. The source host is located on the tenant
side and contains production VMs for which the tenant wants to create CDP replicas offsite. The source host
must be a part of a VMware vSphere cluster managed by vCenter Server. vCenter Server must be connected to
the tenant backup server.

To be ableto use the source host for CDP, the tenant must install the I/O filter on the VMware vSphere cluster.
To learn more, see |1/0 Filters.

Tenant VM data from the source host is moved to the cloud host located in the SP Veeam Cloud Connect
infrastructure.
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Source Workloads

Source workloads are a part of the universal CDP infrastructure. Source workloads can be of various types, such
as physical machines, virtual machines, or cloud instances. However, Veeam Backup & Replication supports
specific operation systems. For more information, see the Supported Platforms, Applications and Workloads
section in the Veeam Backup & Replication User Guide.

Veeam CDP Agent Service and Veeam CDP Volume Filter Drive

To protect workloads, the tenant must install the Veeam CDP Agent Service and Veeam CDP Volume Filter
Driver on those workloads.

The driver intercepts 1/O transactions generated by the operating system and sends them to the CDP agent
service. The CDP agent service deploys the drivers, receives the captured data, aggregatesit and sends to the
CDP proxies. For information on how to install the service and the drivers, see the Installing CDP Agent Service
and Filter Driver section in the Veeam Backup & Replication User Guide.

Cloud Host

The target host in the Veeam Cloud Connect environment is represented by the cloud host. The cloud host is
located on the SP side and contains CDP replicas of tenant VMs. The SP can provide tenants with cloud hosts of
the following types:

e Cloud host that uses resources of a VMware vSphere cluster. To provide the tenant with a cloud host of
this type, the SP must create a hardware plan. The process of allocating resources for CDP replicas does
not differ from the same process for snapshot-based replicas. To learn more, see Hardware Plan.

e Cloud host that uses VMware Cloud Director resources. To provide the tenant with a cloud host of this
type, the SP must configure an organization VDC in VMware Cloud Director and grant the tenant access to
the VDC through a VMware Cloud Director tenant account. This process does not differ from the same
process for snapshot-based replicas. To learn more, see Getting Started with Replication to VMware Cloud
Director.

To be ableto use the target host for CDP, the SP must install the 1/0O filter on the VMware vSphere cluster or
VMware Cloud Director organization VDC. To learn more, see |/O Filters.

|/O Filters

To be ableto use hosts for CDP, the SP and tenant must install I/O filters on the source and target hosts.

e On the SP side, the I/O filter must be installed on the VMware vSphere cluster or VMware Cloud Director
organization VDC where replication resources for the tenant are allocated. The installation procedure does
not differ from the one in the regular CDP infrastructure. To learn more, see the Installing 1/0 Filter and
Installing 1/O Filter on VDCs sections in the Veeam Backup & Replication User Guide.

After the SP installs the I/O filter on the cluster, Veeam Backup & Replication automatically installs the
filter on all hosts added to the cluster. Likewise, after the SP installs the 1/O filter on the organization
VDC, Veeam Backup & Replication automatically installs the filter on all clusters and hosts that provide
resources to this VDC.
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NOTE

If you add a new organization VDC to the Cloud Director server after the I/O filter is installed on the
existing VDCs, you must do the following:

1. Install the 1/0 filter on the newly added organization VDC. To do this, at the Organization VDC
step of the 1/0 Filter Management wizard, select check boxes next to the VDC where the 1/0
filter must be present and finish the wizard. For details, see the Select VDC Organizations
section in the Veeam Backup & Replication User Guide.

2. Update properties of the cloud gateway through which the tenant who will use the newly
added VDC connects to the SP. To do this, launch the Edit Cloud Gateway wizard for this cloud
gateway, click Next ateach step of the wizard and then click Finish atthe Summary step of
the wizard.

Once the SP completes these steps, the tenant can rescan the SP in the tenant Veeam backup
console and start using the newly added VDC asa cloud host.

[For CDP for VMware vSphere] On the tenant side, the I/O filter must be installed on the VMware vSphere
cluster where VMs they plan to replicate reside. For details on how to install the filter, see the Installing
I/O Filter section in the Veeam Backup & Replication User Guide.

After the tenant installs the I/O filter on the cluster, Veeam Backup & Replication automatically installs
the filter on all hosts added to the cluster.

NOTE

For universal CDP, Veeam CDP Agent Service and Veeam CDP Volume Filter Driver are used on the
tenant side. To learn more, see Source Workloads.

I/O filters are built on the basis of vSphere API for I/O filtering (VAIO) and perform the following operations:

Read and process 1/O operations in transit between the protected VMs and VM replicas, and their
underlying datastores.

Send and receive data to and from CDP proxies.

Communicate with the Veeam CDP Coordinator Service on the backup server and notify the service that
the backup infrastructure must be reconfigured if any proxy becomes unavailable.

Source and Target CDP Proxies

A CDP proxy is a component that operates as a data mover and transfers data between the source and target
hosts. We recommend you to configure at least two CDP proxies: one (source proxy)in the production
environment on the tenant side and one (target proxy) in the disaster recovery site on the SP side.

The source and target CDP proxies perform the following tasks:

The source proxy preparesdata for short-term restore points from data received from the source host,
compresses and encrypts the data (if encryption is enabled in the network traffic rules). Then sends it to
the target proxy.

The target proxy receives the data, decompresses and decrypts it, and then sends it to the target host.

For more information on CDP proxies, their requirements, limitations and deployment, see the CDP Proxies
section in the Veeam Backup & Replication User Guide.
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Getting Started with CDP

To start using the CDP functionality in the Veeam Cloud Connect environment, the SP and tenant must perform
the following tasks.

NOTE

Before you start using the CDP functionality in the Veeam Cloud Connect environment, consider
requirements and limitations.

Tasks on SP Side

To let the tenant create CDP replicas on the cloud host, the SP must complete the following steps:
1. Set up the Veeam Cloud Connect infrastructure:
a. Deploy the SP Veeam backup server.
b. Set up a TLS certificate.
c. Deploy one or more cloud gateways or configure a cloud gateway pool.
d. [For the CDP to VMware vSphere scenario] Allocate VLANs for cloud networking.
e. [For the CDP to VMware vSphere scenario] Allocate a pool of public IP addresses for full site failover.

This step is not required if the SP already uses Veeam Backup & Replication to provide cloud services to
tenants, and the Veeam Cloud Connect infrastructure is set up on the SP side.

2. Configure replication resources for tenant CDP replicas. This operation differs depending on what
resources you want to provide to the tenant as a replication target:

o [For the CDP to VMware vSphere scenario] If you want to use resources of a VMware vSphere cluster,
create one or more VMware vSphere hardware plans. The process of creating a hardware plan for CDP
replicas does not differ from the same process for snapshot-based replicas. For details, see
Configuring Hardware Plans.

o [For the CDP to VMware Cloud Director scenario] If you want to use resources of VMware Cloud
Director, create the necessary number of organization VDCs in VMware Cloud Director and add the
VMware Cloud Director server to the backup infrastructure on the SP backup server. For details, see
Getting Started with Replication to VMware Cloud Director.

3. Deploy the CDP infrastructure components:

a. Deploy the target CDP proxy. For details, see the Adding CDP Proxies section in the Veeam Backup &
Replication User Guide.

b. Install the 1/0 filter on the VMware vSphere cluster or VMware Cloud Director organization VDC where
replication resources are allocated. For details, see the Installing I/O Filter and Installing I/O Filter on
VDCs sections in the Veeam Backup & Replication User Guide.

4. Assign replication resources that you configured at the step 2 to a new or existing tenant account.

o [For the CDP to VMware vSphere scenario] Subscribe as the tenant with a standalone tenant account
to a hardware plan. For details, see Configuring Standalone Tenant Account.
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o [For the CDP to VMware Cloud Director scenario] In the properties of a VMware Cloud Director tenant
account, select an organization VDC that will be used as a cloud host. For details, see Configuring
VMware Cloud Director Tenant Account.

Once the tenant account is created, the SP must pass the account credentials aswell as a DNS name or IP
address of the cloud gateway to the tenant.

Tasks on Tenant Side

To work with CDP replicas on the cloud host, the tenant must complete the following steps:

1.

Set up the Veeam Cloud Connect infrastructure. To learn more, see Deploying Tenant Veeam Backup
Server and Connecting Source Virtualization Hosts.

This step is not required if the Veeam Cloud Connect infrastructure is already configured on the tenant
side.

Deploy the CDP infrastructure components:

a. Deploy the source CDP proxy. For details, see the Adding CDP Proxies section in the Veeam Backup &
Replication User Guide.

b. [For CDP for VMware vSphere] Install the I/O filter on the VMware vSphere cluster where source hosts
with production VMs reside. For details, see the Installing I/O Filter section in the Veeam Backup &
Replication User Guide.

c. [For universal CDP] Install Veeam CDP Agent Service and Veeam CDP Volume Filter Driver on the
source workloads, that is, machines for which the tenant wants to create CDP replicas. For details, see
the Installing CDP Agent Service and Filter Driver section in the Veeam Backup & Replication User
Guide.

Add the SP in the tenant Veeam backup console using credentials of the tenant account obtained from the
SP. For details, see Connecting to Service Providers.

Alternatively, the tenant can rescan the SP. Cloud host provided to the tenant will become availableas a
cloud host.

o Cloud hosts that use resources provided to the tenant through a hardware plan are displayed under
the VMware vSphere > VMware Cloud Hosts node of the tenant Veeam backup console.

o Cloud hosts that use resources provided to the tenant in VMware Cloud Director are displayed under

the VMware Cloud Director > VMware Cloud Director Cloud Hosts node of the tenant Veeam backup
console.

Create a CDP policy targeted at a cloud host. For details, see Creating CDP Policies for VMware vSphere
and Creating Universal CDP Policies.

In case one or more VMs in the production site become unavailable, the tenant can perform failover tasks
with VM replicas on the cloud host. For details, see Performing Full Site Failover and Performing Partial
Site Failover.
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Failover and Failback for CDP

In case of software or hardware malfunction on the production site, a tenant can quickly recover a corrupted VM
by failing over to its CDP replica in the cloud. When you perform cloud failover, a replicated VM on the cloud
host takes over the role of the original VM. A tenant can fail over to the latest state of a replica or to any of its
good known restore points.

For CDP replicas, Veeam Cloud Connect offers the same failover scenarios as for regular, snapshot-based
replicas:

e  Full site failover — the whole production site becomes unavailable and all critical VMs that run
interdependent applications fail over to their replicas on the cloud host.

e Partial site failover — one or several VMs become corrupted and fail over to their replicas on the cloud
host.

To learn more, see Cloud Replica Failover and Failback.
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VMware Cloud Director Support

SPs who have VMware Cloud Director deployed in their infrastructure can expose VMware Cloud Director
resources as cloud hosts for tenant VM replicas. This allows such SPs to offer Disaster Recovery as a Service
(Veeam Cloud Connect Replication) to tenants without the need to deploy additional VMware vSphere hosts in
their virtual infrastructure. Whereas SPs who already provide cloud services based on the VMware Cloud
Director technology can now offer new data protection and recovery scenario to their tenants.

To support replication of tenant VMs to VMware Cloud Director, Veeam Backup & Replication does not introduce
additional Veeam Cloud Connect infrastructure components. The SP does not need to configure cloud
replication resources, such as hardware plans, in Veeam Backup & Replication. Instead, the SP configures
replication target resources directly in VMware Cloud Director and provides the tenant with access permissions
to these resources.

e The SP allocates one or more organization VDCs to an organization in VMware Cloud Director. Each
organization VDC provides CPU, RAM, storage and network resources for tenant VM replicas. To grant
access to VMware Cloud Director resources to the tenant, the SP creates for this tenant a VMware Cloud
Director tenant account. Inthe properties of this account, the SP selects an organization whose VDC will
act asa cloud host for tenant VM replicas. To learn more, see VMware Cloud Director Tenant Account.

e The tenant adds the SP in the Veeam backup console using credentials of the organization administrator
account. After the tenant connects to the SP, organization VDCs allocated to the organization appearin
the tenant Veeam backup console as cloud hosts. The tenant can configure replication jobs targeted at
these cloud hosts and create VM replicas in VMware Cloud Director.

The tenant can perform the same tasks with VM replicas in VMware Cloud Director as with VM replicas on
a regular cloud host provided to the tenant through a hardware plan. To learn more, see Tasks with Cloud
Host.

The SP can also use VMware Cloud Director resources as a target location for tenant CDP replicas. To learn
more, see Continuous Data Protection (CDP) with Veeam Cloud Connect.
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Getting Started with Replication to VMware
Cloud Director

The SP and tenant can use VMware Cloud Director resources as a target for snapshot-based replication and CDP.
Within the Veeam Cloud Connect Replication to VMware Cloud Director scenario, the SP and tenant perform the
following tasks.

Tasks on SP Side

To let the tenant create snapshot-based replicas or CDP replicas on a cloud host that uses VMware Cloud
Director resources as a back end, the SP must complete the following steps:

1. Configure replication target resources in VMware Cloud Director:
a. Create a VMware Cloud Director organization.

b. Create a user account with administrative rights in the organization. The tenant will use the
credentials of this account to connect to the SP. To learn more, see VMware Cloud Director Tenant
Account.

c. Create one or more organization VDCs that will be used as cloud hosts for tenant VM replicas.

d. Configure an NSX Edge gateway and IPsec VPN connection to enable network access to tenant VM
replicas.

An NSX Edge gateway provides network access to VM replicas in VMware Cloud Director after partial
site failover and full site failover.

An IPsec VPN connection may be used to provide network access to tenant VM replicas after partial
site failover. Alternatively, the SP can choose to use the network extension appliance for partial site
failover.

To learn more, see Network Resources for VMware Cloud Director Replicas.

For information about how to perform these tasks, refer to the VMware Cloud Director documentation.

NOTE

The SP must disable VM discovery in VMware Cloud Director that is used to allocate replication
resources for tenants.

2. Configure Veeam Cloud Connect infrastructure in Veeam Backup & Replication:
a. Deploy the SP backup server. For details, see Deploying SP Veeam Backup Server.
b. Set up a TLS certificate. For details, see Managing TLS Certificates.

c. Deploy one or more cloud gateways or cloud gateway pools. For details, see Adding Cloud Gateways
and Configuring Cloud Gateway Pools.

d. Add the VMware Cloud Director server to the backup infrastructure on the SP backup server. For
details, see the Adding VMware Cloud Director Servers section in the Veeam Backup & Replication
User Guide.

e. Deploy the necessary number of target backup proxies: VMware backup proxies (for snapshot-based
replication) or CDP proxies (for CDP). For details, see the Adding VMware Backup Proxies and Adding
CDP Proxies sections in the Veeam Backup & Replication User Guide.
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f. [For CDP] Install the 1/0O filter on organization VDCs that will be used as cloud hosts for tenant VM
replicas. This operation does not differ from the VMware Cloud Director CDP scenario in the regular
Veeam Backup & Replication infrastructure. For details, see the Installing I/0 Filter on VDCs section in
the Veeam Backup & Replication User Guide.

NOTE

If you add a new organization VDC to the Cloud Director server after the 1/0 filter is installed on
the existing VDCs, you must do the following:

1. Install the I/O filter on the newly added organization VDC. To do this, at the Organization
VDC step of the 1/0 Filter Management wizard, select check boxes next to the VDC where
the 1/0O filter must be present and finish the wizard. For details, see the Select VDC
Organizations section in the Veeam Backup & Replication User Guide.

2. Update properties of the cloud gateway through which the tenant who will use the
newly added VDC connects to the SP. To do this, launch the Edit Cloud Gateway wizard
for this cloud gateway, click Next ateach step of the wizard and then click Finishatthe
Summary step of the wizard.

Once the SP completes these steps, the tenant can rescan the SP in the tenant Veeam backup
console and start using the newly added VDC asa cloud host.

g. Create VMware Cloud Director tenant account and assign to this tenant account replication resources
that use anorganization VDC as a back end. For details, see Configuring VMware Cloud Director
Tenant Account.

NOTE

Steps a-c are not required if the SP already uses Veeam Backup & Replication to provide cloud
services to tenants, and the Veeam Cloud Connect infrastructure is set up on the SP side.

Tasks on Tenant Side

To create snapshot-based replicas or CDP replicas on a cloud host that uses VMware Cloud Director resources as
a back end, the tenant must complete the following steps:

1.

Set up the Veeam Cloud Connect infrastructure. For details, see Deploying Tenant Veeam Backup Server
and Connecting Source Virtualization Hosts.

This step is not required if the Veeam Cloud Connect infrastructure is already configured on the tenant
side.

Deploy the necessary number of source backup proxies: VMware backup proxies (for snapshot-based
replication) or CDP proxies (for CDP). For details, see the Adding VMware Backup Proxies and Adding CDP
Proxies sections in the Veeam Backup & Replication User Guide.

[For CDP] Install the 1/0O filter on the VMware vSphere cluster where tenant VMs reside. This operation
does not differ from the CDP scenario in the regular Veeam Backup & Replication infrastructure. For
details, see the Installing /O Filter section in the Veeam Backup & Replication User Guide.

Add the SP in the tenant Veeam backup console using credentials of the VMware Cloud Director
organization administrator account. For details, see Connecting to Service Providers.

Depending on the required RPO, create a replication job or CDP policy targeted at a cloud host that uses
an organization VDC as a back end. For details, see Creating Replication Jobs and Creating CDP Policies.
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6. In case one or more VMs in the production site become unavailable, the tenant can perform failover tasks
with VM replicas on the cloud host. To learn more, see Performing Full Site Failover and Performing Partial
Site Failover.
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VMware Cloud Director Tenant Account

To let the tenant create VM replicas in VMware Cloud Director, the SP must register for this tenant a tenant
account of a specific type — a VMware Cloud Director tenant account. When the SP registers a VMware Cloud
Director tenant account, the SP permits the tenant to access Cloud Director organization resources from Veeam
Backup & Replication. To provide replication resources to an account of this type, in the properties of the
account, the SP selects an organization and its organization VDCs that will be available to the tenant as cloud
hosts. This contrasts to the similar scenario for a standalone tenant account where replication resources are
provided to tenants through hardware plans.

The tenant with a registered VMware Cloud Director tenant account has access to organization VDCs allocated
to the organization in Cloud Director. The tenant can use these organization VDCs as cloud hosts for VM
replicas. Tenants without VMware Cloud Director accounts cannot create VM replicas on cloud hosts that utilize
Cloud Director resources of the SP.

One VMware Cloud Director tenant account can use resources of one VMware Cloud Director organization only.
The SP can allocate to the tenant one or more organization VDCs of the same organization.

The tenant with a registered VMware Cloud Director tenant account connects to the SP in the Veeam backup
console using credentials of the organization user account that has administrative rights in the organization. The
SP must create this user account in advance in the properties of the organization in VMware Cloud Director. The
account must have the following permissions:

e General: Administrator Control
e General: Administrator View
e Group / User: View
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Cloud Repository for VMware Cloud Director Tenant Accounts

As well asreplication resources, the SP can allocate backup resources to a VMware Cloud Director tenant
account. For accounts of this type, the Veeam Cloud Connect Backup scenario is the same as for standalone
tenant accounts. To learn more, see Veeam Cloud Connect Backup.
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Tenants with VMware Cloud Director tenant accounts can create the following types of backups in a cloud
repository:

e VM backups.

e Machine backups created by Veeam Agent operating in the standalone mode. To learn more, see
Subtenant Accounts for VMware Cloud Director Tenant Accounts.

Subtenant Accounts for VMware Cloud Director Tenant
Accounts

The SP can allow users on the tenant side to connect to the SP in Veeam Agent for Microsoft Windows or Veeam
Agent for Linux and create Veeam Agent backups in a cloud repository. To do this, the SP must create one or
more subtenant accounts for the VMware Cloud Director tenant account.

The process of creating a subtenant account for a VMware Cloud Director tenant account is similar to the same
process for a standalone tenant account. The only difference is that the SP selects from organization user
accounts configured in VMware Cloud Director instead of creating a new account. To create a subtenant
account, the SP can use any organization user account that is not granted administrative rights in the
organization.

NOTE

Veeam Backup & Replication does not support creating managed subtenant accounts for a VMware Cloud
Director tenant account. Thus, a Cloud Director tenant cannot add Veeam Agent machines to backup
policies targeted at the cloud repository.
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Network Resources for VMware Cloud Director
Replicas

To allow tenant VM replicas created in VMware Cloud Director to communicate to each other after partial site
failover or full site failover, the SP must configure the necessary number of networks in the properties of the
organization VDC that will be used as a target for tenant VM replicas. The tenant will be able to map source and
target networks in the properties of the replication job that creates VM replicas in VMware Cloud Director.

In addition, the SP must provide tenant VM replicas in VMware Cloud Director with network resources that
enable access to VM replicas over the network:

e From the production environment on the tenant side after partial site failover. To learn more, see Network
Resources for Partial Site Failover.

e From the internet after full site failover. To learn more, see Network Resources for Full Site Failover.

NOTE

Consider the following:

e The process of allocating network resources for VM replicas in VMware Cloud Director differs from
the same process for VM replicas created on a cloud host provided to a tenant through a hardware
plan. In the regular Veeam Cloud Connect Replication scenario, network resources for tenant VM
replicas are provided through VLANs and public IP addresses reserved in the Veeam Cloud Connect
infrastructure. For more information, see Veeam Cloud Connect Replication.

e Veeam Backup & Replication does not map source networks to which production VMs are connected
to isolated vApp networks in VMware Cloud Director.

Network Resources for Partial Site Failover

There are three scenarios for enabling communication between production VMs on the tenant source host and
VM replicas in VMware Cloud Director after partial site failover:

o Using the NSX Edge gateway. In this scenario, the SP deploys the NSX Edge gateway on the SP side and
tenant side and configures the NSX edge gateway in VMware Cloud Director. This scenario does not

require additional actions in Veeam Backup & Replication.

e Using an IPsec VPN connection. |n this scenario, the SP configures an IPsec VPN connection between the
tenant side and SP side. This operation is performed in VMware Cloud Director. This scenario does not

require additional actions in Veeam Backup & Replication.

o Using network extension appliances. In this scenario, the SP does not use VMware Cloud Director
resources to enable network access to tenant VM replicas. Instead, the SP and tenant deploy network
extension appliances on their sides in the similar way as in the regular Veeam Cloud Connect Replication
scenario:

o The SP deploys the SP-side network extension appliance at the process of creating a VMware Cloud
Director tenant account. To learn more, see Configuring VMware Cloud Director Tenant Account.
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o The tenant deploys the tenant-side network extension appliance at the process of adding the SP in
the Veeam backup console. To learn more, see Connecting to Service Providers.

For the scenario where production VMs and VM replicas in VMware Cloud Director communicate through
network extension appliances after partial site failover, consider the following:

o To provide network resources to tenant VM replicas, the SP should use isolated organization VDC
networks.

o The Enable DHCP option must be disabled for organization VDC networks that will be used by tenant
VM replicas. This operation can be performed by the SP or tenant in VMware Cloud Director.

o In case Veeam Backup & Replication fails to detect a static IP address of a tenant VM during the
replication process, the SP or tenant must manually specify the IP address for the replica of this VM in
VMware Cloud Director. In particular, Veeam Backup & Replication cannot detect an IP addressof a
Linux VM.

o During partial-site failover, the SP network extension appliance imports in its vApp all organization

VDC networks and connects to these networks. This allows the appliance to provide network
connection to VM replicas that reside in other vApps of the organization VDC used as a cloud host,
including those replicas for which the failover operation can be started later.

Keep in mind that if the number of organization VDC networks is greater than 9, the failover operation
will fail because the number of virtual network adaptersfor a VMware vSphere VM cannot exceed 10
(one network adapteris used to connect to the management network).

Network Resources for Full Site Failover

To allow tenant VM replicas in VMware Cloud Director to be accessed over the internet, the SP must configure
an NSX Edge gateway in VMware Cloud Director.

To assign public IP addresses to tenant VM replicas after full site failover, the SP can create SNAT and DNAT
rules on the NSX Edge gateway. Alternatively, the SP can assign public IP addresses to tenant VM replicas using
pre-failover and post-failover scripts. To do this, the SP must create the scripts in advance and specify these
scripts in the cloud failover plan settings.

NOTE

In contrast to the regular Veeam Cloud Connect Replication scenario, the SP cannot use network extension
appliances to enable access to VM replicas in VMware Cloud Director after full site failover.
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Partial Site Failover for VMware Cloud Director
Replicas

If one or more tenant VMs become corrupted, but the rest of the production site, including the most critical VMs
and Veeam Backup & Replication infrastructure, remain operative, the tenant can perform partial site failover.
With partial site failover, the tenant can quickly recover a corrupted VM by failing over to its replica on the cloud
host.

To establish a secure connection and enable communication between production VMs and VM replicas in
VMware Cloud Director after partial site failover, the SP can use capabilities of VMware Cloud Director or Veeam
Backup & Replication. To learn more, see Network Resources for VMware Cloud Director Replicas.

Partial site failover for VM replicas created in an organization VDC is performed in the similar way as partialsite
failover for VM replicas created on a cloud host provided through a hardware plan. The difference is that Veeam
Backup & Replication does not start network extension appliances on the SP and tenant sides if network
connectivity for tenant VM replicas is provided using an NSX Edge gateway or IPsec VPN connection.

Veeam Backup & Replication performs partial site failover for a VM replica created in VMware Cloud Director in
the following way:

1. The tenant starts the partial site failover process for a VM in the tenant Veeam Backup & Replication
console.

2. Veeam Backup & Replication rolls back the VM replica on the cloud host to the required restore point. To
do this, it reverts the VM replica to the necessary snapshot in the replica chain.

3. Veeam Backup & Replication powers on the VM replica. The state of the VM replica is changed from
Normal to Failover. If the original VM still exists and is running, the original VM remains powered on.

4. [Optional] If the SP network extension appliance was deployed in the organization VDC that acts as a
cloud host, Veeam Backup & Replication powers on the network extension appliance VM in the
organization VDC and configures network settings on the appliance:

o Starts a VPN server on the network extension appliance to establish a secure VPN tunnel through the
cloud gateway to the appliance on the tenant side.

o Configures Proxy ARP daemon on the appliance so that the appliance can receive from the VM replica
ARP requests addressed to production VMs on the source host and send them to the tenant network
extension appliance through the VPN tunnel.

In addition, the SP network extension appliance imports in its vApp all organization VDC networks and
connects to these networks. Keep in mind that if the number of organization VDC networks is greater than
9, the failover operation will fail because the number of virtual network adapters for a VMware vSphere
VM cannot exceed 10 (one network adapteris used to connect to the management network).

5. Veeam Backup & Replication temporarily puts replication activities for the original VM on hold (until the
VM replica returns to the Normal state).

6. [Optional] If the tenant network extension appliance was deployed on the source host, Veeam Backup &
Replication powers on the network extension appliance on the tenant side and configures network
settings on the appliance:

o Starts a VPN client on the network extension appliance and connects to the VPN server on the
network extension appliance on the SP side to establish a secure VPN tunnel through the cloud
gateway.
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o Configures Proxy ARP daemon on the network extension appliance so that it can receive ARP requests

from production VMs addressed to the VM replica and send them to the network extension appliance
on the SP side through the VPN tunnel.

7. All changes made to the VM replica while it is running in the Fa/lover state are written to the delta file of
the snapshot, or restore point, to which you have selected to roll back.

After the partial site failover operation completes, VMs on the tenant side communicate to the VM replica on
the cloud host.
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Full Site Failover for VMware Cloud Director
Replicas

When the whole tenant production site becomes unavailable because of a software or hardware malfunction,
the tenant can perform full site failover. In the full site failover scenario, all critical VMs fail over to their replicas
on the cloud host one by one, as a group.

Full site failover for tenant VM replicas in VMware Cloud Director is in many regards similar to full site failover
for VM replicas created on a cloud host provided through a hardware plan. To perform full site failover to VM
replicas in VMware Cloud Director, the tenant must create a cloud failover plan of a specific type — a VMware

Cloud Director failover plan. To learn more, see Creating Cloud Failover Plans for Replicas in VMware Cloud
Director.

In contrast to the regular full site failover process, full site failover to VM replicas in VMware Cloud Director
does not involve usage of the SP network extension appliance. To allow tenant VM replicas to be accessed over
the internet, the SP must configure an NSX Edge gateway in VMware Cloud Director. This operation must be
performed in advance, before the tenant or SP starts the full site failover operation.

Full site failover is performed in the following way:
1. The tenant asks the SP to start full site failover using the SP Veeam Backup & Replication console.

2. For each VM in the cloud failover plan, Veeam Backup & Replication detects its replica. If some VMs in the
cloud failover plan have replicas that are alreadyin the Failover or Failback state, Veeam Backup &
Replication suggests that they are processed with the cloud failover plan.
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3. The replica VMs are started in the order they appearin the cloud failover plan within the set time

intervals.
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TLS Certificates

Communication between components in the Veeam Cloud Connect infrastructure is carried out over a TLS
connection secured with a TLS certificate. The TLS certificate is used for verification of trust. It helps the SP and
tenants identify themselves and make sure that parties taking partin data transfer are really the ones that they
claim to be.

Veeam Backup & Replication does not use TLS certificates to encrypt data traffic in the Veeam Cloud Connect
infrastructure. For data encryption, Veeam Backup & Replication uses the same encryption methods and
algorithms as in a regular backup infrastructure.
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Types of TLS Certificates

Veeam Backup & Replication can work with the following types of TLS certificates:

e TLS certificate verified by a Certificate Authority (CA). If the SP already has a TLS certificate verified by a
CA, the SP can import this TLS certificate and use it to establish a secure connection between Veeam
Cloud Connect infrastructure components.

e Self-signed certificates. If the SP does not have a TLS certificate verified by a CA, the SP can generate a
self-signed TLS certificate with Veeam Backup & Replication. For TLS certificate generation, Veeam
Backup & Replication employs the RSA Full cryptographic service provider by Microsoft Windows installed
on the Veeam backup server.

The SP can also generate a self-signed certificate with any third-party solution and import it to Veeam
Backup & Replication.

NOTE
Consider the following:

e For communication between the SP and tenants, Veeam Backup & Replication uses a separate TLS
certificate from a certificate used for connection between the Veeam backup server and backup
infrastructure components. Requirements for the Veeam backup server certificate do not apply to
certificates in the Veeam Cloud Connect infrastructure. The SP can use a certificate issued by a third -
party CA and intended for usage on a web server.

e For more information on how to sign a certificate that the SP plans to use in the Veeam Cloud
Connect infrastructure, see this web page.
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TLS Certificates Handshake

TLS certificates are installed on the following components in the Veeam Cloud Connect infrastructure:

The TLS certificate with a public key and private key is installed on the SP Veeam backup server. The

tenant account under which the Veeam Cloud Connect Service runs must have permissions to access this

TLS certificate.

signed certificates).

The TLS certificate with a public key is installed on all tenants' Veeam backup servers (in case of self -

When the tenant starts a job or task targeted at the cloud repository or the cloud host, the parties perform a TLS

handshake to authenticate themselves:

1. To connect to Veeam Cloud Connect resources (cloud repository and cloud host), the Veeam backup

server on the tenant side sends a request to the cloud gateway.

2. The cloud gateway passes this request to the SP Veeam backup server.

3. The SP Veeam backup server exposes a TLS certificate installed on it to tenant Veeam backup server
through the cloud gateway.

4. Tenant Veeam backup server checks if the exposed TLS certificate is trusted or matches the TLS certificate
saved in the Veeam Backup & Replication database.

5. The SP Veeam backup server establishes a secure communication channel in the Veeam Cloud Connect

infrastructure, and VM data from the tenant side is transported to the cloud repository or cloud host.
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Veeam Backup & Replication supports both wildcard certificates and certificates that have multiple FQDNs listed

in the Subject or Subject Alternative Name field.
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If you use a wildcard certificate (like *.domain.com), cloud gateways having DNS names that do not include
.domain.com will not be trusted, and Veeam Backup & Replication will not use these cloud gateways for
communication with the cloud repository.
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TLS Certificate Thumbprint Verification

When the tenant adds a SP to the Veeam Backup & Replication console, Veeam Backup & Replication retrieves
the TLS certificate with a public key from the SP Veeam backup server and saves it to the database with which
tenant Veeam backup server communicates.

To make sure that the obtained TLS certificate is really the TLS certificate used by the SP, tenants can verify the
TLS certificate with a thumbprint. Verification with the thumbprint helps tenants protect against the “man-in-
the middle" attack when the eavesdropper provides a false TLS certificate to tenants and makes tenants believe
that they communicate directly with the SP.

To enable thumbprint verification, the SP must pass the TLS certificate thumbprint to the tenant over a secure
channel, for example, by email. When the tenant adds the SP, Veeam Backup & Replication offers the tenant to
enter the TLS certificate thumbprint to verify if this TLS certificate is the original SP certificate.
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Rights and Permissions to Access TLS
Certificates

The Windows account under which the Veeam Cloud Connect Service on the SP Veeam backup server runs must
have the following permissions:

1.

The Windows account must have access to the private key in the non-interactive mode (without having to
enter a password).

The Windows account must have access to the TLS certificate store folder where the private key is kept
and must have read rights for this folder. To learn more about key directories and files, see Microsoft
documentation.

A self-signed TLS certificate generated with Veeam Backup & Replication is placed to the Shared
certificate store. The following Windows accounts have access to this certificate:

o User who created the TLS certificate
o LocalSystem Windows account
o Local Administrators group

The Windows account must have access to the TLS certificate itself (stored in the registry) and permissions
to the registry folders that contain that certificate.

A self-signed TLS certificate generated with Veeam Backup & Replication is placed to Local
Machine|Trusted Root and Local Machine |My registry folders. These folders do not contain any private
information and all users have access to these folders by default.
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Tenant Lease and Quota

To let the tenant work with the cloud repository and cloud host, the SP must create a tenant account. When the
SP configures a tenant account, the SP assigns quota and, optionally, lease settings for the tenant. Lease and
quota settings help the SP control how tenants consume storage resources on the cloud repository.

Quota

Veeam Cloud Connect Backup

For Veeam Cloud Connect Backup, quota is the amount of space assigned to one tenant on one cloud repository.
Itis a chunk of storage resources that the tenant can consume for storing backups on the cloud repository. The
SP can assign quotas on different cloud repositories to one tenant.

NOTE

To allow tenants to use all backup scenarios available in Veeam Backup & Replication, the SP should
consider assigning the sufficient storage quota to the tenant. For example, for the compact full backup file
operation, the storage quota must have enough space to store a file of the full backup size in addition to
the existing backup chain. To create active full and synthetic full backups, additional space for creating full
backup files on the cloud repository is required as well.

Veeam Backup & Replication tracks quota consumption and updates information about the amount of free and
used space within the tenant quota on the cloud repository. This information is updated automatically when the
following actions are performed in Veeam Backup & Replication:

e A VM backup job, Veeam Agent backup job or backup copy job targeted at the cloud repository runs on the
tenant Veeam backup server.

e The tenant performs a file copy operation with a file stored on the cloud repository using the Files viewin
Veeam Backup & Replication.

e Veeam Agent performs a backup job targeted at the cloud repository.

NOTE

Veeam Backup & Replication does not track operations with files stored on the cloud repository that are
performed from outside of the product. Information on quota usage cannot be updated by rescanning the
cloud repository after such changes.

A tenant canshare their quota with subtenants — tenant-side users who back up data stored on physical devices.
To learn more, see Subtenant Quota.

Veeam Cloud Connect Replication

For Veeam Cloud Connect Replication, quota is the amount of CPU, RAM and storage space in the SP
virtualization environment provided to one tenant through a hardware plan. Itis a chunk of compute and
storage resources that the tenant can consume for creating and processing VM replicas on the cloud host. The
SP can assign quotas on different cloud hosts to one tenant by subscribing a tenant to several hardware plans.

Storage quota size is specified in GB or TB (GB is considered as 2”30 bytes, and TB is considered as 2"40 bytes).
CPU and RAM limits are specified in GHz and GB.
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A quota can be valid for indefinite time or can be restricted in time. To limit the quota lifetime, the SP must seta
lease for the tenant.

Lease

Lease is a period of time for which the tenant has access to tenant quotas on the cloud repository and cloud
host. The lease settings help the SP restrict for how long tenants should be able to work with cloud resources.

Lease settings apply to all quotas assigned to the tenant. The SP can specify the lease period for the tenant or
create a tenant account without a lease.

e If lease settings are specified, the tenant has access to backup and replication resources in the cloud until
the lease period expires. When the lease period expires, the tenant cannot perform backup, backup copy
and replication tasks, restore and copy VM data from the cloud repository or cloud host.

o If lease settings are not specified, the tenant can work with cloud resources for an indefinite period of
time.
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Subtenants

Veeam Backup & Replication supports creating Veeam Agent backups on the cloud repository. Tenants can back

up to the cloud not only their VM data but also data stored on physical devices — servers, desktops, laptops, and
so on. To let the tenant provide different Veeam Agent users with access to the cloud repository, Veeam Backup
& Replication offers the concept of subtenants.

In terms of Veeam Backup & Replication, a subtenant is a user on the tenant side who connects to the SP on
their own account and uses their own individual quota on the cloud repository. To learn more, see Subtenant
Account and Subtenant Quota.

NOTE
Consider the following:

e End users on the tenant side can use subtenant accounts only to connect to the SP in Veeam Agent
for Microsoft Windows and Veeam Agent for Linux. The tenant cannot use credentials of a subtenant
account to add a SP in the Veeam backup console.

e Veeam Agent users on the tenant side can connect to the SP and create backups on the cloud
repository under the tenant account. However, it is recommended to provide every user with a
separate subtenant account. In this case, the tenant or SP can allocate storage resources on the
cloud repository individually for every subtenant so that subtenants' data is stored in the cloud in an
isolated and segregated way.

Communication between the subtenant and the SP is carried out in the similar way as between the tenant and
the SP. The subtenant connects to the SP, configures a backup job targeted at the cloud repository and
transmits backed-up data to the SP side. The difference is that the datais transmitted to the cloud repository
from the Veeam Agent computer, and not from a VM on a tenant virtualization host.

The tenant can view properties of Veeam Agent backups created by subtenants on the cloud repository and
delete such backups from the cloud repository. To recover data from Veeam Agent backups, the tenant can
perform the following operations:

e Export computer disks as virtual disks

e Restore guest OS files
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Subtenant Account

To work with the cloud repository, a subtenant uses the subtenant account. Veeam Backup & Replication offers
two types of subtenant accounts:

e Standalone subtenant account — accounts of this type are used to back up data to the cloud repository
with Veeam Agent operating in the standalone mode.

e Managed subtenant account — accounts of this type are used in the Veeam Agent management scenario.

Standalone Subtenant Account

In the scenario where users on the tenant side back up data to the cloud repository with Veeam Agent operating
in the standalone mode, the tenant or SP must create subtenant accounts. The number of subtenant accounts
created per tenant is not limited in Veeam Backup & Replication.

Typically, the tenant is the party responsible for creating and managing subtenant accounts. However, the SP
can perform the same operations with subtenant accounts as the tenant. This allows the SP to create, edit or
delete subtenant accounts upon tenant requests, for example, if the tenant has no access to the Veeam Backup
& Replication console.

Veeam Backup & Replication saves information about subtenant accounts in the Veeam Backup & Replication
database. Every time the tenant or SP performs an operation with the subtenant account, Veeam Backup &
Replication updates the subtenant data and replicates this data between the tenant side and SP side.

Managed Subtenant Account

In the Veeam Agent management scenario where Veeam Agent is deployed and managed remotely from Veeam
Backup & Replication, the tenant or SP does not need to create subtenant accounts to back up Veeam Agent
machines to the cloud repository. In this scenario, Veeam Backup & Replication creates subtenant accounts
automatically. Such accounts are considered as managed subtenant accounts.

Veeam Backup & Replication creates a managed subtenant account for each machine added to a backup policy.
A machine uses this account to connect to the SP during the backup process.

Veeam Backup & Replication automatically generates names, passwords and descriptions for managed
subtenant accounts. In contrast to standalone subtenant accounts, passwords for managed subtenant accounts
are saved in the Veeam backup database on the tenant backup server only. Passwords for managed subtenant
accounts are not passed to the SP side.

The tenant or SP can manually edit a managed subtenant account, if necessary. The following operations are
available:

e Change the password for the subtenant account. This operation is required if you want to perform bare -
metal recovery from a Veeam Agent backup created by a backup policy in a cloud repository. Keep in mind
that this operation is available only for the tenant in the tenant Veeam backup console. The SP cannot
change the password for a managed subtenant account.

e Limit subtenant quota. By default, Veeam Backup & Replication creates managed subtenant accounts with
unlimited subtenant quota. The tenant or SP can limit storage quotas individually for each created
subtenant account.

e Disable and enable the subtenant account. By default, Veeam Backup & Replication creates managed
subtenant accounts in the enabled state. After you disable a managed subtenant account, Veeam Agent
managed by Veeam Backup & Replication will not be able to connect to the SP and back up data to the
cloud repository.
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e Specify a custom description for the managed subtenant account instead of the default description
generated by Veeam Backup & Replication.

To learn more about Veeam Cloud Connect support for Veeam Agent managed by Veeam Backup & Replication,
see the Backup to Veeam Cloud Connect Repository section in the Veeam Backup & Replication User Guide.
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Subtenant Quota

When the tenant or SP creates a subtenant account, they provide to the created account a subtenant quota. A
subtenant quota is an amount of storage space within the tenant quota on the cloud repository. The subtenant
can consume storage resources provided through the subtenant quota for storing Veeam Agent backups on the
cloud repository.

The tenant or SP can allocate only one quota on one cloud repository for each subtenant account. If the tenant
or SP wants to provide to a user multiple quotas on the same or different cloud repositories, they must create
different subtenant accounts for this user.

The tenant or SP can specify the size of the subtenant quota or create unlimited subtenant quota. With
unlimited subtenant quota, subtenant can use all storage space within the tenant quota on the cloud repository.
In this case, the tenant should monitor tenant quota consumption to make sure that the amount of free space
on the cloud repository is sufficient for storing backups created by this tenant and its subtenants.

NOTE

For managed subtenant accounts, consider the following:

e By default, Veeam Backup & Replication creates managed subtenant accounts with unlimited
subtenant quota. The tenant or SP can edit the necessary subtenant account and specify the desired
subtenant quota limit for the account.

e Managed subtenant accounts support multiple subtenant quotas. This allows Veeam Backup &
Replication to use the same subtenant account to back up the same machine with multiple Veeam
Agent backup jobs targeted at different cloud repositories.
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Data Encryption and Throttling

Data Encryption

By default, Veeam Backup & Replication encrypts data traffic going to and from the cloud repository.
Additionally, tenants can encrypt backups created with backup jobs and backup copy jobs. To do this, tenants
must enable the data encryption option in the job properties.

Network Traffic Throttling

The SP can select to throttle traffic going to and from the SP Veeam Cloud Connect infrastructure. Data
throttling rules are specified in the same manner as for regular backup infrastructure components.

By default, the Veeam backup server shares available bandwidth equally between all tenants who work with
cloud backup and replication resources simultaneously. The bandwidth available to one tenant is equally split
between all tasks performed by this tenant.

For example, the cloud repository is used by two tenants simultaneously:
e Tenant 7runs 2 tasks, backup and restore.

e Tenant 2runs 1 task.

In this situation, 7enant 7will get 50% of bandwidth and this bandwidth will be equally split between 2 tasks:
25% of the initial bandwidth per task. The task performed by 7enant 2 will get 50% of the initial bandwidth.

To adjust network bandwidth consumption individually for each tenant, the SP can specify the bandwidth limit
when assigning cloud backup and replication resources to a tenant. In this case, tenant backup and replication
jobs will split the specified bandwidth regardless bandwidth consumption by other tenants.

Parallel Data Processing

Veeam Cloud Connect supports parallel data processing. The SP can specify the maximum number of concurrent
tasks that can be performed within tenant jobs targeted at the cloud repository and cloud host. Task limitation
settings are specified individually for each tenant at the process of the tenant account registration. To learn
more, see Specify Bandwidth Settings.

When multiple concurrent tasks are allowed for the tenant, the tenant can process in parallel the specified
number of VMs and VM disks within a single backup or replication job targeted at the cloud repository or cloud
host. Parallel data processing also lets the tenant perform multiple jobs targeted at the cloud simultaneously.

NOTE

For backup copy jobs targeted at the cloud repository, Veeam Backup & Replication allows you to process
multiple jobs or multiple VMs in the job in parallel. VM disks are always processed subsequently, one by
one.

The maximum number of concurrent tasks specified for a tenant should not exceed the maximum number of
concurrent tasks specified for backup proxies and backup repositories deployed by the SP as a part of the Veeam
Cloud Connect infrastructure. Ignoring this rule can lead to overload of backup infrastructure components that
take partin processing tenant data.
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For example, the tenant has included 1 VM with 4 disks into a backup job targeted at the cloud repository. On
the SP side, the following task limitation settings are specified:

e The tenant can process 4 concurrent tasks.
e The cloud repository can process 2 concurrent tasks.

In this situation, Veeam Backup & Replication on the tenant backup server will start 4 concurrent tasks.
Limitation for the allowed number of concurrent tasks set for the cloud repository will be ignored.

Resource limitation settings for backup proxies and backup repositories deployed as a part of the Veeam Cloud
Connect infrastructure are specified in the same manner as for regular backup infrastructure components. To
learn more, refer to the Veeam Backup & Replication User Guide.

NOTE

Veeam Backup & Replication does not apply I/O control settings specified in the general product settings
to tenant tasks in the Veeam Cloud Connect scenarios. To control consumption of the SP Veeam Cloud
Connect infrastructure resources by tenants, the SP uses paralleldata processing and network traffic
throttling settings.

113 | Veeam Cloud Connect | Administrator Guide | 13.0.1180


https://helpcenter.veeam.com/docs/backup/vsphere/overview.html?ver=120
https://helpcenter.veeam.com/docs/vbr/userguide/io_settings.html?ver=13

Remote Connection to Tenant Backup
Server

The SP can use the Veeam Backup & Replication console to connect to the tenant backup server. This may be
helpful, for example, if the tenant encounters a problem with managing its backup infrastructure and asks the
SP to change settings in Veeam Backup & Replication deployed on the tenant side. The remote connection
functionality allows the SP to manage tenant backup servers without the need to configure additional network
connections, thus reducing security risks and network management overhead.

The remote connection functionality is availableto the SP and tenant if the following conditions are met:

e The tenant connected to the SP using credentials of a standalone tenant account.

Remote connection to a backup server of a tenant with a VMware Cloud Director tenant account is not
supported. To overcome this limitation, the SP can create a separate standalone account for this tenant,
and the tenant can connect to the SP using credentials of this account.

e The tenant enabled the Allow this Veeam Backup & Replication installation to be managed by the service
provider option at the process of connecting to the SP. To learn more, see Specify Cloud Gateway
Settings.

Veeam Backup & Replication offers two types of connection to the tenant backup server:

e With the Remote Access Console — in this case, the SP can log on to the tenant backup server and perform
the required operations in Veeam Backup & Replication. For example, the SP can use the Remote Access
Console to change configuration options in Veeam Backup & Replication, run jobs or perform available
restore tasks.

e With the Remote Desktop Connection client — in this case, the SP can launch a remote session over the
RDP protocol and log on to the Microsoft Windows OS running on the tenant backup server.

To establish and keep remote connections between the tenant backup server and Veeam Cloud Connect
infrastructure components on the SP side, Veeam Backup & Replication uses network redirectors. Network
redirectors communicate through the cloud gateway allowing Veeam Backup & Replication components
deployed on the SP side to access the tenant backup server. To learn more, see Network Redirectors.
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Network Redirectors

To open and keep a communication channel between the tenant backup server and SP backup infrastructure,
Veeam Backup & Replication uses network redirectors. Network redirectors route requests between Veeam
Backup & Replication components of the two parties allowing Veeam Backup & Replication to pass commands
from the SP side to the tenant side. As a result, the SP can remotely access the tenant backup server and
perform data protection and disaster recovery tasks in Veeam Backup & Replication deployed on the tenant side.

Technically, a network redirector is an executable file residing in the Veeam Backup & Replication installation
folder. A network redirector is deployed on every Veeam backup server or dedicated machine on which you
install the Veeam Backup & Replication console. However, Veeam Backup & Replication uses network redirectors
only on those machines that take partin establishing a remote connection to the tenant backup server.

Depending on what Veeam Backup & Replication component is deployed on the machine, a network redirector
can perform one of the following roles:

e (loud network redirector — a network redirector that runs on the SP backup server (a backup server on
which the Veeam Cloud Connect license is installed). Cloud network redirector accepts connections from
Tenant network redirectors and Remote Access Console and routes requests between these components.

e Tenant network redirector — a network redirector that runs on the tenant backup server. The Veeam
Backup Service running on the tenant backup server starts this network redirector when the tenant
enables the Allow this Veeam Backup & Replication installation to be managed by the service provider
option in the Service Provider wizard. Tenant network redirector opens a control connection to the cloud
network redirector and runs in the background enabling remote access to the tenant backup server from
the SP side.

e Remote network redirector — a network redirector that runs on the machine where Remote Access
Console is installed (the SP backup server of a dedicated machine). Veeam Backup & Replication uses this
network redirector only to open a remote desktop session to the tenant backup server. The Remote Access
Console starts the Remote network redirector when the SP selects the tenant in the Open Remote Access
Console window. After the SP closes the Remote Access Console, Veeam Backup & Replication stops the
Remote network redirector, too.

Veeam Backup & Replication components involved in remote connection scenarios communicate differently
depending on the type of connection to the tenant backup server — with the Remote Access Console or over the
Remote Desktop Protocol. To learn more, see How Remote Access Console Works and How Remote Desktop
Connection to Tenant Works.
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Remote Access Console

The Remote Access Console is a Veeam Cloud Connect infrastructure component that provides access to the
tenant backup server. With the Remote Access Console, the SP can connect to the tenant backup server, log on
to Veeam Backup & Replication deployed on the tenant side and perform required data protection, disaster
recovery or administration tasks.

The Remote Access Console is in many ways similar to the reqular Veeam Backup & Replication console: it is a
client-side component that communicates to the backup server. However, the Remote Access Console does not
connect directly to the tenant backup server. Instead, it communicates to the Veeam Backup Service and Cloud
network redirector running on the SP backup server. Veeam Backup & Replication passescommands from the
Remote Access Console to the tenant backup server through network redirectors. To learn more, see How
Remote Access Console Works.

NOTE

For more information about the regular Veeam backup console, see the Backup & Replication Console
section in the Veeam Backup & Replication User Guide.

The Remote Access Console is available on every machine where the regular Veeam backup console is installed.
On the SP backup server, Veeam Backup & Replication creates a desktop icon for the Remote Access Console. On
other machines where the Veeam backup console is installed, to open the Remote Access Console, use the
following command:

"$ProgramFiles%\Veeam\Backup and Replication\Console\veeam.backup.shell.exe" -T
enantRemoteAccess

To connect to the tenant backup server, the SP needs to specify the following settings:

e The name or IP address of the SP backup server or cloud gateway (Depending on the location of the
Remote Access Console. To learn more, see Deployment Scenarios for Remote Access Console.)

e Credentials to connect to the SP backup server

e Credentials to connect to the tenant backup server

NOTE

The process of establishing a connection to the SP and tenant backup servers with the Remote Access
Console may require longer time depending on the distance between these components and quality of the
network connection.

The SP can use the same Remote Access Console to connect to different tenant backup servers. For
convenience, the SP can save several shortcuts for these connections.
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Deployment Scenarios for Remote Access Console

Veeam Backup & Replication offers the following scenarios of the Remote Access Console usage:

e The SP can use the Remote Access Console installed on the SP backup server or dedicated machine that is
connected to the SP backup infrastructure network. In this scenario, the Remote Access Console will

connect directly to the SP backup server to communicate to the Veeam Backup Service and Cloud network
redirector.
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e The SP can use the Remote Access Console on any machine that resides outside of the SP backup
infrastructure and has access to the cloud gateway. In this case, the Remote Access Console will connect
to the SP backup server over the internet through the cloud gateway.

By default, Veeam Backup & Replication does not accept connections from the Remote Access Console
over the internet. The SP can enable this functionality in the Veeam Backup & Replication settings if
necessary. To learn more, see Enabling Access to Cloud Gateway.
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How Remote Access Console Works

To open and keep a remote connection to the tenant backup server with the Remote Access Console, Veeam
Backup & Replication components communicate in the following way:

1.

After the tenant adds the SPin its Veeam Backup & Replication console, the Veeam Backup Service
running on the tenant backup server starts the Tenant network redirector.

The Tenant network redirector establishes the control connection to the Cloud network redirector that
runs on the SP backup server waiting for connections from tenants.

The Cloud network redirector accepts the control connection from the Tenant network redirector and
reports information about the connected tenant to the Veeam Backup Service running on the SP backup
server. The control connection remains open.

The Remote Access Console connects to the Veeam Backup Service running on the SP backup server and
retrieves information about tenants who have opened control connections to the SP.

When the SP starts using the Remote Access Console to connect to the tenant backup server, the Remote
Access Console connects to the Cloud network redirector. The Remote Access Console provides to this
network redirector information about the tenant to whose backup server the SP wants to connect.

The Cloud network redirector puts on hold the connection from the Remote Access Console and notifies
the Tenant network redirector over the control connection that the Remote Access Console has requested
to connect to the tenant backup server.

After the Tenant network redirector accepts the request over the control connection, the Tenant network
redirector opens the new connection to the Cloud network redirector and provides to this network
redirector information about the Remote Access Console that has requested to connect to the tenant
backup server.

The Cloud network redirector accepts the connection from the Tenant network redirector, opens the
awaiting connection from the Remote Access Console and starts redirecting requests between these
connections.

The Tenant network redirector connects to the Veeam Backup Service running on the tenant backup server
and starts redirecting requests between opened connections. The Remote Access Console starts
communicating to the Veeam Backup Service running on the tenant backup server.

NOTE

In this scenario, the Remote Access Console is deployed in the SP Veeam Cloud Connect infrastructure and
communicates directly to the SP backup server. If the Remote Access Console is deployed on a remote
machine in an external network, the described steps remain the same. The only difference is that the
Remote Access Console will communicate to the SP backup server through the cloud gateway.
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Limitations for Remote Access Console

The Remote Access Console has the following limitations:

The Remote Access Console must be of exactly the same version as Veeam Backup & Replication installed
on the tenant backup server.

In case versions differ, the Remote Access console will display a notification offering to establish a remote
desktop connection to the tenant backup server. To learn more, see Remote Desktop Connection to
Tenant.

The connection to the tenant backup server with the Remote Access Console is not supported if multi-
factor authentication (MFA) is enabled for the user account in the Veeam Backup & Replication console on
that backup server.

The SP cannot perform the following operations with the Remote Access Console:
o Perform file-level restore
o Perform application items restore with Veeam Explorers

o Perform file copy operations using the Files view of the Veeam Backup & Replication console

To overcome this limitation, the SP can establish a remote desktop connection to the tenant backup
server. After that, the SP can perform necessary operations in the Veeam Backup & Replication console
deployed locally on the tenant backup server.
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Remote Desktop Connection to Tenant

The SP can use the Remote Access Console functionality to connect to the tenant backup server that runs the
Microsoft Window OS over the Remote Desktop Protocol. In this case, the SP can log on to the Microsoft
Windows OS on the tenant backup server and open the Veeam Backup & Replication console locally on this
backup server. This may be required if the SP needs to perform operations that are not supported in the Remote
Access Console, such asfile-level or application items restore.

To connect to the tenant backup server, Veeam Backup & Replication uses the Remote Desktop Connection
client (mstsc.exe). Veeam Backup & Replication opens the Remote Desktop Connection client locally on the
machine where the Remote Access Console is installed. The Remote Desktop Connection client connects to
Remote Desktop Services running on the tenant backup server. The connection is held over the communication

channel opened between network redirectors. To learn more, see How Remote Desktop Connection to Tenant
Works.

The SP can launch a remote desktop session to the tenant backup server in one of the following ways:

e From the Cloud Connect view of the Veeam Backup & Replication console connected to the SP backup
server. In this case, the SP can select the necessary tenant and their backup server in the Tenants node of
the Cloud Connect view.

e From the Open Remote Access Console window on any machine where the Remote Access Console is
installed. After the SP specifies settings to connect to the tenant backup server, they can press and hold
the [CTRL] key and click Connect. Instead of connecting to the tenant backup server with the Remote
Access Console, Veeam Backup & Replication will launch the Remote Desktop Connection client.

e If the SP and tenant run different versions of Veeam Backup & Replication on their backup servers, Veeam
Backup & Replication will display a warning in the Open Remote Access Console window notifying that the
Remote Access Console is unable to connect to the tenant backup server. In the warning, Veeam Backup &
Replication will display a link to launch the Remote Desktop Connection client.

NOTE

You can also launch the Remote Desktop Connection client from the main menu of the Veeam Backup &
Replication console. In this case, Veeam Backup & Replication will open a remote desktop session to the
backup server to which the Veeam backup console is connected.

How Remote Desktop Connection to Tenant Works

To open and keep a remote connection to the tenant backup server over the Remote Desktop Protocol, Veeam
Backup & Replication components communicate in the following way:

1. After the tenant addsthe SP in their Veeam Backup & Replication console, the Veeam Backup Service
running on the tenant backup server starts the Tenant network redirector.

2. The Tenant network redirector establishes the control connection to the Cloud network redirector that
runs on the SP backup server waiting for connections from tenants and Remote network redirectors.

3. The Cloud network redirector accepts the control connection from the Tenant network redirector and
reports information about the connected tenant to the Veeam Backup Service running on the SP backup
server. The control connection remains open.

4. The Remote Access Console connects to the Veeam Backup Service running on the SP backup server and
retrieves information about tenants who have opened control connections to the SP.
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5. When the SP starts using the Remote Access Console to connect to the tenant backup server over the RDP
protocol, the Remote Access Console starts the Remote network redirector. The Remote Access Console
provides to this network redirector information about the cloud gateway and information about the tenant
to whose backup server the SP is connecting.

6. The Remote Access Console starts locally the Remote Desktop Connection client (mstsc.exe) that is set
up to connect to the Remote network redirector.

7. The Remote network redirector accepts connection from Remote Desktop Connection client and connects
to the Cloud network redirector. The Remote network redirector provides to the Cloud network redirector
information about the tenant to whose backup server the SP is connecting over the RDP protocol. After
that, the Remote network redirector starts redirecting requests between the Remote Desktop Connection
client and the Cloud network redirector.

8. The Cloud network redirector puts on hold the connection from the Remote Desktop Connection client
and notifies the Tenant network redirector over the control connection that the Remote Access Console
has requested to connect to the tenant backup server over the RDP protocol.

9. After the Tenant network redirector accepts the request over the control connection, the Tenant network
redirector opens the new connection to the Cloud network redirector and provides to this network
redirector information about the Remote Access Console that has requested to connect to the tenant
backup server over the RDP protocol.

10. The Cloud network redirector accepts the connection from the Tenant network redirector, opens the
awaiting connection from the Remote Desktop Connection client and starts redirecting requests between
these connections.

11. Tenant network redirector connects to Remote Desktop Services running in the tenant backup server OS
and starts redirecting requests between opened connections. The SP gains access to the tenant backup
server OS over the RDP protocol.

NOTE

In this scenario, the Remote Access Console is deployed in the SP Veeam Cloud Connect infrastructure and
communicates directly to the SP backup server. If the Remote Access Console is deployed on a remote
machine in an external network, the described steps remain the same. The only difference is that the
Remote Access Console will communicate to the SP backup server through the cloud gateway.
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Tenant Backup to Tape

The SP can write backups created by a tenant in a cloud repository to a tape media. This allows the SP to offer
additional tier of data protection to their tenants: the tenant will have one copy of the backed -up data in a cloud
repository, and another copy of the backed-up on a tape media on the SP side. In case some important data in
the cloud repository becomes unavailable, the tenant can ask the SP to restore the necessary data from tape.

The SP can also use the tenant backup to tape functionality to offer a separate data protection scenario — Tape
as a Service. If a tenant is required to keep backups of their data on a tape media, they can request to copy their
backups to tape and obtain the tape media from the SP without the need to deploy and maintain their own tape
infrastructure.

The ability to archive tenant backups to tape can also help the SP protect their own infrastructure against
disasters that may result in loss of tenant data.

Veeam Backup & Replication supports backup to tape for all types of tenant backups: backups created by VM
backup jobs, Veeam Agent backup jobs and backup copy jobs that process VM backups and Veeam Agent
backups.

All tasks within the tenant backup to tape scenario are performed by the SP. The tenant is unaware of the tape
infrastructure deployed on the SP side. The tenant cannot view or manage backup to tape jobs configured by
the SP, and perform operations with backups created by these jobs.
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Getting Started with Tenant Backup to Tape

To back up tenant datato tape, the SP must complete the following steps:

1. Configure the Veeam Cloud Connect Backup infrastructure. For details, see Getting Started with Veeam
Cloud Connect Backup.

2. Connect tape devices and add a tape server to the backup infrastructure on the SP backup server. For
details, see Connecting Tape Devices and Adding Tape Servers sections in the Veeam Backup & Replication
User Guide.

3. Create one or more GFS media pools that will be used as targets for tenant backup to tape jobs. For
details, see the Creating GFS Media Pools section in the Veeam Backup & Replication User Guide.

4. Configure and run a tenant backup to tape job. For details, see Creating Tenant Backup to Tape Job.

5. In case some tenant datain a cloud repository becomes missing or corrupted, you can restore the
necessary data from tape. For details, see Restoring Tenant Data from Tape.
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Tenant Backup to Tape Job

To back up tenant data to tape, you must create and run tenant backup to tape jobs. Technically, a tenant
backup to tape job is a variant of a backup to tape job targeted at a GFS media pool. For more information about
GFS media pools, see the GFS Media Pools section in the Veeam Backup & Replication User Guide.

As a source for a tenant backup to tape job, you can specify the following types of objects:
e All tenants
e One or more specific tenants
e One or more cloud repositories of the same tenant or different tenants

Backups created by tenant backup to tape jobs become availablein the Backups > Tape node of the SP Veeam
backup console. Such backups are not displayed in the tenant Veeam backup console.

NOTE
Consider the following:

e Tenant backup to tape jobs process only backups created by jobs or mapped to jobs configured on
tenant backup servers. Imported backups are skipped from processing.

e If you use the Capacity Tier functionality to offload tenant data to an object storage repository, keep
in mind that backup to tape jobs copy to tape active backup chains only (that is, backup chains that
reside in performance tier). Inactive backup chains offloaded to an object storage repository are not
processed by backup to tape jobs. To learn more about Capacity Tier support in Veeam Cloud
Connect, see Support for Capacity Tier.
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Data Restore from Tenant Backups on Tape

Veeam Backup & Replication offers the following scenarios for restore of tenant data from tape:

e Restore tothe original location. Inthis scenario, Veeam Backup & Replication restores tenant backups to
the original cloud repository. The existing backups are overwritten. After restore, Veeam Backup &
Replication maps tenant jobs to the restored backup chains.

¢ Restore toa new location. Inthis scenario, Veeam Backup & Replication restores tenant backups to

another cloud repository specified by the SP. This option may be useful if you do not want to overwrite all
tenant backups in the original cloud repository.

o Export backup files to disk. Inthis scenario, Veeam Backup & Replication restores tenant backups to a
specified folder located on a server in the SP Veeam backup infrastructure.

NOTE

If the tenant backup resides in capacity tier, and immutability is enabled for data blocks in capacity tier, you
cannot use this backup to restore data to the original location. If you restore data from this backup to a
new location, and specify the same original repository and new repository, Veeam Backup & Replication
will automatically keep the original tenant data. You cannot choose to overwrite the original data with
backed-up data from tape.

The SP can restore data of one tenant or several tenants simultaneously. The SP can restore all tenant data
backed-up by a tenant backup to tape job or choose what data to restore. To do this, the SP can select for
restore the following objects:

e Tenant
e Cloud repository

e Tenant job that created backup in the cloud repository

TIP

To restore tenant data from tape, the SP can also passthe tape media that contains tenant data to the
tenant. In this case, the tenant can add the tape media to their Veeam backup infrastructure and use the
Veeam backup console to perform regular restore operations from tape. To learn more, see the Tape
Devices Support section in the Veeam Backup & Replication User Guide.
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IPv6 Support

Veeam Backup & Replication supports IPv6 communication for Veeam Cloud Connect infrastructure
components. This functionality is enabled by default in new installations of Veeam Backup & Replication 13. If
the SP has upgraded Veeam Backup & Replication from an earlier version of the product, they can enable this
functionality manually on the SP backup server. For details, see Enabling IPv6 Communication.

The following rules apply to IPv6 support in Veeam Cloud Connect:

e After the SP enables IPv6 communication, they can add cloud gateways to the Veeam Cloud Connect
infrastructure in the NAT mode only and must specify an external DNS name in the cloud gateway
settings. For details, see Specify Network Settings.

To enable IPv6 communication for previously added cloud gateways, the SP must reconfigure these cloud
gateways using the Edit Cloud Gateway wizard.

e The SP and tenant can specify whether to use IPv6 addresses for network extension appliances. The
following scenarios for are available:

o Use anIPv4 interface
o Use anIPv6 interface

o Use both IPv4 and IPv6 interfaces

The SP and tenant can choose whether to assign an IPv4 or IPv6 address automatically, or specify it
manually.

The SP configures the SP network extension appliance when subscribing a standalone tenant account to a
hardware plan or when configuring a VMware Cloud Director tenant account. For details, see Creating
Tenant Accounts.

The tenant configures the network extension appliance when adding the SP in the tenant Veeam backup
console. For details, see Connecting to Service Providers.

To enable IPv6 communication for previously deployed network extension appliances, the SP and tenant
must redeploy network extension appliances on their sides.

NOTE

Only the /64 network mask is supported for failover with network extension appliances over the IPv6
protocol.

e The SP can add IPv6 addresses to the pool of public IP addresses that will be available to tenant VM
replicas, and can allocate them in the properties of the tenant account. For details, see Managing Public IP
Addresses.

e The tenant can specify IPv6 addresses for default gateways whose settings Veeam Backup & Replication
uses to enable communication with external networks during full site failover.

e For tenant VMs replicated to a cloud host, Veeam Backup & Replication detects IPv6 settings only if
application-aware processing is enabled in the properties of the replication job or CDP policy that
processes these VMs. These settings are required to map the tenant production network to the network
for VM replicas on the SP side.

e During partial site failover, Veeam Backup & Replication establishes separate VPN tunnels for IPv4 and
IPv6 communication between network extension appliances.
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If IPv4/IPv6 dual stack networks are present in VMware Cloud Director, Veeam Backup & Replication
displays a warning in the replication job or CDP policy session statistics. In this situation, the SP or tenant
must manually import all organization VDC networks to all vApps in which the VM replicas and network
extension appliance reside. Otherwise, failover to VMs in VMware Cloud Director may fail.

For details on how to add networks to a vApp, see VMware Docs.

Keep in mind that after the networks are added to a vApp, Veeam Backup & Replication will continue
displaying the warning. The SP can instruct Veeam Backup & Replication to suppress the warning with a
registry key. For more information, contact Veeam Customer Support.

Enabling IPv6 Communication

If you

have upgraded from an earlier version of Veeam Backup & Replication and want to allow communication

over the IPv6 protocol in the Veeam Cloud Connect infrastructure, you must enable this option in the Veeam
Backup & Replication settings.

To enable IPv6 communication:

1. In the Veeam backup console on the SP backup server, from the Main Menu, select Network Traffic Rules.
2. Inthe Global Network Traffic Rules window, click Networks.

3. In the Preferred Networks window, select the Enable IPv6 communication check box.

4. Click OK.

NOTE

Consider the following:

e After the SP enables IPv6 communication in the Veeam Cloud Connect infrastructure, the SP and
tenant must redeploy network extension appliances that were deployed earlier to use IPv6
addresses for these components.

e If the SP wants to disable IPv6 communication in the Veeam Cloud Connect infrastructure, they
must disable IPv6 interfaces in the properties of network extension appliances before performing
this operation. Otherwise, Veeam Backup & Replication will display a message with the list of
network extension appliances that must be reconfigured.

Global Metwork Traffic Fules x
Metmork trafl Preferred Metworks x
Mame
[ ] Preferthe fallowing netwarks for backup and replication traffic:
Internet Add..,
Metwork Address Prefix length Edit..
Add... Remowve

Remowve
Metweorks..,

Use rmult Enable IPvE comrmunication

Improwve are running

alarge a Ok | | Cancel |

| 0K | | Cancel
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Planning and Preparation

This section covers the list of system requirements to the Veeam Cloud Connect infrastructure and describes
ports that must be open on backup infrastructure components.
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System Requirements

Make sure that servers on which you plan to deploy Veeam Cloud Connect infrastructure components meet
system requirements listed in this section.

Cloud Gateway

Hardware CPU- x86 or x86-64 processor with 4 cores.
Memory: 8 GB RAM for up to 500 concurrent tenant tasks.
Disk Space: 300 MB for Cloud Gateway service installation.

Network: 1 Gbps LAN or faster.

0sS 64-bit versions of the following Microsoft Windows operating systems are supported,
including Core edition:
e Microsoft Windows Server 2025
e Microsoft Windows Server 2022
e Microsoft Windows Server 2019
e Microsoft Windows Server 2016
e Microsoft Windows 11 (versions 22H2 - 25H2)
e Microsoft Windows 10 (version 22H2)
e Microsoft Windows 10 LTS (version LTSC 2021)

64-bit versions of the following Linux distributions are supported:

e RHEL 9.6
e Veeam Infrastructure Appliance

SP Veeam Backup Server

To learn about system requirements for Veeam backup servers deployed on the SP side, see the System
Requirements section in the Veeam Backup & Replication User Guide.

In addition to requirements listed in the Veeam Backup & Replication User Guide, the SP backup server must
meet the following requirements:

Hardware Memory: 8 GB RAM minimum, 16 GB RAM for installations with more than 100 parallel
tenant tasks.
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(O 64-bit versions of the following Microsoft Windows operating systems are supported:

e Microsoft Windows Server 2025

e Microsoft Windows Server 2022

e Microsoft Windows Server 2019

e Microsoft Windows Server 2016

e Microsoft Windows 11 (versions 22H2 - 25H2)
e Microsoft Windows 10 (version 22H2)

e Microsoft Windows 10 LTS (version LTSC 2021)

NOTE

Linux distributions are not supported for the Veeam backup servers deployed on the SP side.

The following recommendations help improve data processing performance for the SP backup server:

SQL Database It is recommended to use an SQL databaseinstalled on a dedicated server.

The following versions of PostgreSQL are supported:

e PostgreSQL 17.x (PostgreSQL 17.6 is included in the Veeam Backup &
Replication 13 setup, but we strongly recommend to download and install the
latest PostgreSQL 17.x version)

o PostgreSQL 15.x

e PostgreSQL 14.x

The following versions of Microsoft SQL Server are supported:

e Microsoft SQL Server 2022 Standard or Enterprise Edition
e Microsoft SQL Server 2019 Standard or Enterprise Edition
e Microsoft SQL Server 2017 Standard or Enterprise Edition
e Microsoft SQL Server 2016 Standard or Enterprise Edition

For installations with high loads (up to 1,000 parallel tenant tasks), consider performance tuning. To learn
more, see this Veeam KB article.

Tenant Veeam Backup Server

To learn about system requirements for Veeam backup servers deployed on the tenant side, see the System
Requirements section in the Veeam Backup & Replication User Guide.
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In addition to requirements listed in the Veeam Backup & Replication User Guide, the tenant backup server must
meet the following requirements:

(O 64-bit versions of the following Microsoft Windows operating systems are supported:

e Microsoft Windows Server 2025

e Microsoft Windows Server 2022

e Microsoft Windows Server 2019

e Microsoft Windows Server 2016

e Microsoft Windows 11 (versions 22H2 - 25H2)
e Microsoft Windows 10 (version 22H2)

e Microsoft Windows 10 LTS (version LTSC 2021)

For Linux-based server, Veeam Software Appliance ISO deployment to a virtual

machine is supported for all hypervisors for which Veeam offers host-based VM backup
functionality. For details, see Supported Platforms, Applications and Workloads.

Cloud Repository

To learn about system requirements for backup repositories used as cloud repositories, see the System
Requirements section in the Veeam Backup & Replication User Guide.

Backup Proxy

To learn about system requirements for backup proxies used in the Veeam Cloud Connect infrastructure, see the
System Requirements section in the Veeam Backup & Replication User Guide.

WAN Accelerator

To learn about system requirements for WAN accelerators deployed on the SP side and on tenant side, see the
System Requirements section in the Veeam Backup & Replication User Guide.
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Ports

The following table describes network ports that must be opened to ensure proper communication of the
Veeam Cloud Connect infrastructure components.

To learn what ports are required for other Veeam Backup & Replication components in the Veeam Cloud
Connect infrastructure, see the Ports section in the Veeam Backup & Replication User Guide.

In this section, you can also find diagrams illustrating the interaction between Veeam Cloud Connect
components and used ports in following scenarios:

e Ports in Backup Scenarios

e Ports in Snapshot-Based Replication Scenarios
e Ports in CDP Replication Scenarios

e Ports in Universal CDP Replication Scenarios

Ports in Remote Access Console Scenarios

-

Cloud SP backup server 6169 Port on the SP backup server used to

gateway listen to cloud commands from the
tenant side. Tenant cloud commands are
passed to the Veeam Cloud Connect
Service through the cloud gateway.

TCP 8190, 8191 Port on the SP backup server used by
SP-side network redirectors to connect
to the Remote Access Console and
establish a Remote Desktop Connection

to tenant.
TCP 2500 to Port range used during transfer of the
5000 Veeam Service Provider Console agent

from the SP backup server to the tenant
backup server.

TCP 6185, Ports on the SP backup server used for
33034, communication with the Veeam CDP
33035 Coordinator Service.

For the complete list of ports used in
the CDP infrastructure, see the CDP
Components section in the Veeam
Backup & Replication User Guide.
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-

SP backup 2500 to Default range of ports used as data

repository 3300 transmission channels. For every TCP
connection that a job uses, one port
from this range is assigned.

Note: This range of ports applies to
newly installed Veeam Backup &
Replication starting from version 10.0,
without upgrade from previous versions.
If you have upgraded from an earlier
version of the product, the range of
ports from 2500 to 5000 applies to the
already added components.

SP backup proxy TCP 2500 to Default range of ports used as data
3300 transmission channels. For every TCP
connection that a job uses, one port
from this range is assigned.

For replication of Microsoft Hyper-V
VMs, the SP backup proxy resides on the
target Hyper-V host.

For replication of VMware vSphere VMs,
the role of the backup proxy can be
assigned to the backup server or another
machine in the Veeam backup
infrastructure.

Note: This range of ports applies to
newly installed Veeam Backup &
Replication starting from version 10.0,
without upgrade from previous versions.
If you have upgraded from an earlier
version of the product, the range of
ports from 2500 to 5000 applies to the
already added components.

SP CDP proxy TCP 33032, Default ports used as transmission
33033 channels to the target CDP proxy.

For the complete list of ports used in
the CDP infrastructure, see the CDP
Components section in the Veeam
Backup & Replication User Guide.
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-

Provider-side 1195
network extension
appliance
WAN accelerator TCP 6165
Veeam Service TCP 9999
Provider Console
server
SP backup Cloud gateway TCP 135, 445
server
TCP 6160
TCP 6168
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Port used to establish secure VPN
connection for network extension during
partial site failover.

If a tenant has several IP networks,
additional odd ports should be opened
starting from 1195 — one port per tenant
IP network.

For example, a tenant 7enantT replicates
VMs that are connected to 3 IP
networks. In the Veeam Cloud Connect
infrastructure, the SP deployed a
network extension appliance for
Tenantl. Inthis case, the SP needs to
open between the network extension
appliance and the cloud gateway the
following ports: 7795, 77197, 1199.

Default port used for data transfer
between WAN accelerators.

Port on the Veeam Service Provider
Console server used to communicate
with the tenant backup server.

Communication between tenant backup
servers and Veeam Service Provider
Console server goes through cloud
gateways.

Ports used for deploying Veeam Backup
& Replication components.

Default port used by the Veeam Installer
Service for deployment of the Veeam
Cloud Gateway Service and during
failover operations.

Port on the cloud gateway used to listen
for cloud commands from the Veeam
Cloud Connect Service. The service
cloud commands from the Veeam Cloud
Connect Service are sent to set up,
delete and check the status of data
transport channels between tenants and
the cloud repository.



-

2500 to Default range of ports used as data

3300 transmission channels. For every TCP
connection that a job uses, one port
from this range is assigned.

Note: This range of ports applies to
newly installed Veeam Backup &
Replication starting from version 10.0,
without upgrade from previous versions.
If you have upgraded from an earlier
version of the product, the range of
ports from 2500 to 5000 appliesto the
already added components.

Provider-side TCP 22 Port used for communication with the
network extension network extension appliance.
appliance

ICMP — SP backup server needs access to the SP

network extension appliance over ICMP.

Domain controller TCP and 389 Port used for LDAP connections to
UDP Active Directory domain controllers for
Active Directory tenants authentication.

TCP 636 Ports used for LDAPS connections to
Active Directory domain controllers for
Active Directory tenants authentication.

WAN accelerator TCP 6164 Controlling port for RPC calls.

TCP 6220 Port used for traffic control (throttling)
for tenants that use WAN accelerators.

SP backup TCP 2500 to Default range of ports used as data
repository 3300 transmission channels. For every TCP
(or gateway server) connection that a job uses, one port

from this range is assigned.

SP backup Cloud gateway TCP and 6180 Port used for connections during the
repository UDP following operations:
(or gateway

e Creating a replica from a cloud
backup
e Replica seeding from a cloud

server)

backup
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-

SP Veeam SP backup server

Backup &

Replication

console

Tenant Cloud gateway

backup

server
Tenant-side
network extension
appliance
Certificate
Revocation Lists
Endpoint used by
the Automatic Root
Certificates Update
component

Backup Veeam Update

server Notification Server

(dev.veeam.com)

Veeam License
Update Server
(autolk.veeam.com)

Backup server

137 | Veeam Cloud Connect | Administrator Guide | 13.0.1180

TCP and
UDP

TCP

TCP

TCP

TCP

TCP

TCP

10003

6180

22

80 or 443

(most
popular)

443

80

443

10003

Port used by the Veeam Backup &
Replication console to connect to the
backup server when managing the
Veeam Cloud Connect infrastructure.

Port on the cloud gateway used to
transport VM data from the tenant side
to the SP side (UDP is used only during
partial failover of a cloud replica).

Port used for communication with the
network extension appliance.

Tenant backup server needs access to
CRLs (Certificate Revocation Lists) of
the CA (Certification Authority) who
issued a certificate to the SP.

Generally, information about CRL
locations can be found on the CA
website.

Port used by the Automatic Root
Certificates Update component for
communication with the Windows
Update endpoint.

Applicable to Microsoft Windows 10 and
later, Microsoft Windows Server 2016
and later.

To learn more, see Microsoft
documentation.

Default port used to download
information about available updates
from the Veeam Update Notification
Server over the internet.

Default port used for license auto-
update.

Port used for communication with the
Veeam Backup Service (locally on the
backup server).


https://docs.microsoft.com/en-us/windows/privacy/manage-windows-endpoints#certificates
https://docs.microsoft.com/en-us/windows/privacy/manage-windows-endpoints#certificates

-

Provider- Cloud gateway
side

network

extension

appliance

Tenant-side  Cloud gateway
network

extension

appliance

Tenant Cloud gateway
backup
proxy
(VMware
vSphere) or
Hyper-V
server / off-
host backup
proxy
(Microsoft
Hyper-V)

Tenant Cloud gateway
backup

repository

(Microsoft

Windows

server /

Linux server

/ gateway

server for

CIFS share)

1195
TCP and 6180
UDP
TCP and 6180
UDP
TCP and 6180
UDP
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Port used to establish secure VPN
connection for network extension during
partial site failover.

If a tenant has several IP networks,
additional odd ports should be opened
starting from 1195 — one port per tenant
IP network.

For example, a tenant 7enantT replicates
VMs that are connected to 3 IP
networks. In the Veeam Cloud Connect
infrastructure, the SP deployed a
network extension appliance for
Tenantl. Inthis case, the SP needs to
open between the network extension
appliance and the cloud gateway the
following ports: 7795, 77197, 1199.

Port used to carry tenant VM traffic
from the tenant network extension
appliance to the SP network extension
appliance through the cloud gateway.

Port used for VM data transport to the
cloud repository by backup jobs and
replication jobs.

Port used for VM data transport to the
cloud repository by backup copy jobs.



Tenant CDP  Cloud gateway
proxy

Remote SP backup server
Access

Console

(SP LAN)

Remote Cloud gateway
Access

Console

(Internet)

Certificate
Revocation Lists

Tenant Cloud gateway
Hyper-V
server

Veeam Cloud gateway
Agent

computer

(Microsoft

Windows, N
Linux, Certificate

macO0S) Revocation Lists
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TCP and
UDP

TCP

TCP

TCP

TCP

TCP

TCP and
ubDP

TCP

TCP

6180

8191

9392

10003

6180

80 or 443
(most
popular)

6180

6180

80 or 443
(most
popular)

Port used for VM data transport by CDP
policies targeted at the cloud host.

For the complete list of ports used in
the CDP infrastructure, see the CDP
Components section in the Veeam
Backup & Replication User Guide.

Port used for communication with the
Veeam Cloud Connect Service and SP-
side network redirectors.

Port used for communication with the
Veeam Backup Service.

Port used for communication with the
Veeam Backup Service.

Default port used for communication
with the SP Veeam Cloud Connect
Service and SP-side network redirectors.

Remote Access Console needs access to
CRLs (Certificate Revocation Lists) of
the CA (Certification Authority) who
issued a certificate to the SP.

Generally, information about CRL
locations can be found on the CA
website.

Port used for data transport during full
VM restore.

Port on the cloud gateway used to
transport Veeam Agent data to the
cloud repository.

Veeam Agent computer needs access to
CRLs (Certificate Revocation Lists) of
the CA (Certification Authority) who
issued a certificate to the SP.

Generally, information about CRL
locations can be found on the CA
website
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Ports in Backup Scenarios

The following diagramillustrates the interaction between Veeam Cloud Connect components and used ports in
backup scenarios.
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Ports in Snapshot-Based Replication Scenarios

The following diagramillustrates the interaction between Veeam Cloud Connect components and used ports in
snapshot-based replication scenarios.
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Ports in CDP Scenarios

The following diagramillustrates the interaction between Veeam Cloud Connect components and used ports in

CDP replication scenarios.
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Ports in Universal CDP Scenarios

The following diagramillustrates the interaction between Veeam Cloud Connect components and used ports in

Universal CDP replication scenarios.

Be

Source Veeam CDP

= Coordinator Service

Tenant backup

O

=]
LN Target Veeam CDP
= Coordinater Service

3 SPBOGKUP s

server server
TCP/6185,
UDP. TCP/&180 33030, 39035 . Q Cloudhost —— -
( ] Veeam CDP Veeam CDP /O filter
i Proxy Service Proxy Service i
BL, o g b ) :
— —
¥ N TCP/33032, ¥ N\
0 o e — UDP, TCP/6180 —> e — —_— |==ll==ll==] |
o one dirraa o ﬁ ﬁ a 5
instance machine Cloud gateway
Source Target Hardware
Source protection group CDP proxy CDP proxy Target cluster plan
. Q Cloud host
Veeam CDP 17O filter :
Proxy Service
TCP/a3032, ) } éa
33033 7 N
ViMware
Target P— Cloud Director
CDP proxy Org‘:lfsg’t"’n

The following diagramillustrates the interaction between Veeam Cloud Connect components and used ports in

the Remote Access Console scenarios.
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Veeam Product Versions

The SP and tenants can run different versions of Veeam Backup & Replication on their Veeam backup servers.
Veeam products on the SP and tenant side must meet the following requirements:

Veeam Backup & Replication versions must support the Veeam Cloud Connect functionality.

The SP Veeam backup server can run the same or later version of Veeam Backup & Replication than the
tenant Veeam backup server. The SP backup server cannot run an earlier version of Veeam Backup &
Replication than the tenant backup server.

This appliesto major product versions. Within Veeam Backup & Replication version 13, the SP and tenant
can use any product build later that 13.0.1.180. It is recommended, however, that the SP and tenant install
latest hotfixes and updates on the backup server.

Veeam Backup & Replication 13.0.1 running on the SP backup server is compatible with the following
versions of Veeam products running on the tenant side:

o Veeam Backup & Replication 12.3.2 (starting from 12.3.2.3617) and 13.0.1 or later

NOTE

Veeam Backup & Replication 13.0.0 is not supported.

o Veeam Agent for Microsoft Windows 6.3.2 and later
o Veeam Agent for Linux 6.3.2 and later

o Veeam Agent for Mac 2.3.1 and later

If the SP or tenant planto upgrade Veeam Backup & Replication to a later major product version, the upgrade
process must start on the SP side. The upgrade process should be performed in the following way:

1.

The SP upgrades Veeam Backup & Replication on the SP backup server. The upgrade procedure does not
differ from a regular one. To learn more, see the Upgrading to Veeam Backup & Replication 13 on Windows
section in the Veeam Backup & Replication User Guide.

After Veeam Backup & Replication on the SP side is upgraded, the tenant can perform the upgrade
procedure on the tenant backup server.

The sequence required for the upgrade to a later major product version does not apply to bug fixes and
cumulative patch updates. In such scenarios, the update process can start on either the SP side or the tenant

side.

Tenants who run earlier versions of Veeam Backup & Replication can continue using cloud resources provided to
them by the SP who has upgraded Veeam Backup & Replication. However, some Veeam Cloud Connect
functionality introduced in the current version of Veeam Backup & Replication may be not availableto these
tenants.

For installations with high loads (up to 1000 parallel tenant tasks), it is recommended that all tenants run the
latest version of Veeam Backup & Replication and Veeam Agents.
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Considerations and Limitations

Before you start using the Veeam Cloud Connect functionality, consider prerequisites and limitations listed in
this section.
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Veeam Cloud Connect Backup

Veeam Backup & Replication has the following specifics and limitations for Veeam Cloud Connect Backup.

Backup, Backup Copy and Restore

e Veeam Backup & Replication does not support backup copy jobs if the cloud repository is used as a source
backup repository. The backup copy job must use a backup repository configured locally on the tenant
side as a source one.

e Veeam Backup & Replication does not support the use of backup repositories with rotated drives as cloud
repositories.

e Transaction log backup is not supported for backup jobs targeted at the cloud repository. You can back up
transaction logs only with backup copy jobs in the immediate copy mode.

Note that cloud repositories backed by object storage systems are not supported by transaction log
backup copy jobs.

e Instant VM Recovery, multi-OS file-level restore, restore to Proxmox VE, restore to oVirt KVM, restore to
Microsoft Azure and Amazon EC2 from backups in the cloud repository are not supported on the tenant
side.

If Nutanix AHV Plug-in is installed and a Nutanix AHV cluster is added in Veeam Backup & Replication, the
tenant can perform instant recovery to Nutanix AHV form backups that reside in the cloud repository. For
more information, see the Instant Recovery section in the Veeam Backup for Nutanix AHV User Guide.

Some restore operations are available on the SP side only, including Instant Recovery from VM backups
and Veeam Agent backups, restore to Microsoft Azure and restore to Amazon EC2. To learn more, see
Restoring Data from Tenant Backups.

e Removed GFS restore points could remain displayed in the Veeam backup console on the tenant side. To
refresh the list of restore points, disable the job that created the restore points and rescan the SP in the
tenant Veeam backup console.

e The Copy backup and Move backup operations to, from and between cloud repositories are not supported.

e The Forgetand Remove from disk operations for restore points created by tenant backup copy jobs are
unavailable in the Veeam backup console. The SP can find and remove missing restore points using Veeam
PowerShell cmdlets on the SP side only. For more information, see this Veeam KB article.

e In the scenario where the SP uses backup repositories that support immutability as cloud repositories,
tenant backups become immutable for the number of daysspecified in the backup repository settings.
Veeam Backup & Replication does not delete tenant backups within a job session or by the background
retention job until both the retention period and immutability period end for these backups. The tenant
should be aware of the fact that because of immutability, their backups may remain in the cloud repository
for the longer period than specified in the job settings.

e A machine that runs the tenant Veeam backup console must have access to the cloud gateway over the
network. For example, connection to the cloud gateway is required when the tenant performs file-level
restore using the backup console installed on a different machine than the tenant backup server.

e For backup copies of Proxmox VMs, Veeam Cloud Connect supports only File-Level Restore.

NOTE

Veeam Cloud Connect does not support NAS backup.
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File Operations

Tenants can manually copy backup files to and from the cloud repository using the Files viewin the Veeam
Backup & Replication console. Scheduled file copy jobs and associated backup copy jobs are not supported.

Scale-Out Backup Repositories Used as Cloud Repositories

Consider the following:

e The SP cannot expose a scale-out backup repository as a cloud repository if unlimited number of
concurrent tasks is specified for at least one extent added to this scale-out backup repository.

e Tenants cannot use the Filesviewin the Veeam Backup & Replication console to copy backup files to and
from a scale-out backup repository exposed as a cloud repository. Such cloud repositories are displayed in
the tenant Veeam Backup & Replication console in the read-only mode.

Deduplicating Storage Appliances Used as Cloud Repositories

Itis not recommended to use deduplicating storage appliances as cloud repositories. To protect VM data that is
backed up to the cloud repository, tenants are likely to use dataencryption. For deduplicating storage
appliances, encrypted data blocks appear as different though they may contain duplicate data. Thus,
deduplicating storage appliances will not provide the expected deduplication ratio. To learn more, see the Data
Encryption section in the Veeam Backup & Replication User Guide.

If the SP uses a deduplicating storage appliance as a cloud repository, the SP must consider the following

limitations.

General

To keep track of tenant quota consumption, Veeam Backup & Replication uses information about the size of
backed-up data reported by a backup repository. A backup repository calculates the size of backed-up data
based on the size of source data before deduplication. As a result, the actual size of tenant backup data in the
cloud repository may be significantly smaller than the reported used space. The difference depends on whether
the tenant uses data encryption and on the backup repository type.

This approach leads to the following consequences:

e The tenant does not gain advantage from using data deduplication other than native ded uplication and
compression provided by Veeam and performed within a backup job.

e Tenant backup jobs may fail to back up datato a cloud repository even in case deduplicating storage has
free storage space.

To overcome this limitation, it is recommended that the SP over-provisions storage space on the
deduplicating storage appliance used as a cloud repository.

Consider the following example:
e The tenant backs up VMs whose total size is 80 GB.

e The tenant quota size is 100 GB, and it is allocated on a deduplicating storage appliance used as a cloud
repository.

e On deduplicating storage, tenant VM backup data consumes 30 GB.

In this case, the backup repository will display that used storage space is 80 GB, and the tenant will be able to
back up additional 20 GB, and not 70 GB. To let the tenant back up the total amount of 100 GB of data, the SP
needs to use over-provisioning.
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Dell Data Domain

The length of forward incremental and forever forward incremental backup chains that contain one full backup
and a set of subsequent incremental backups cannot be greater than 120 restore points. To overcome this

limitation, the tenant cando the following:

e For backup jobs, the tenant can schedule full backups (active or synthetic) to split the backup chain into
shorter series. For example, to perform backupsat 15-minute intervals, 24 hours a day, the tenant must
schedule synthetic full backups every day. In this scenario, intervals immediately after midnight may be

skipped due to duration of synthetic processing.

e For backup copy jobs, the tenant can specify the necessary number of restore points in the backup copy
job settings. The number of restore points in the backup chain must be less than 120.

If the SP plans to use Dell Data Domain as a cloud repository, it is strongly recommended that the SP informs
tenants about limitations for the backup chain length.

HPE StoreOnce

Veeam Backup & Replication does not support usage of HPE StoreOnce deduplicating storage appliances as
cloud repositories.

If the SP plans to use a scale-out backup repository as a cloud repository, they should consider the following
limitations:

e The SP cannot add an HPE StoreOnce appliance as an extent to a scale-out repository that is used as a
cloud repository.

e The SP cannot use a scale-out backup repository as a cloud repository if an HPE StoreOnce appliance is
added as an extent to this scale-out backup repository.

Object Storage Repositories Used as Cloud Repositories

To learn about considerations and limitations for the backup to object storage functionality, see Backup to
Object Storage.
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Veeam Cloud Connect Replication

Veeam Backup & Replication has the following specifics and limitations for Veeam Cloud Connect Replication.

Snapshot-Based Replication

e Veeam Cloud Connect Replication does not support DHCP. To allow a VM replica on the cloud host to be
accessible over the network after failover, a replicated VM must have a static IP address.

e Automatic network settings detection is supported for Microsoft Windows VMs only. For cloud replication
of non-Windows VMs, a tenant should specify network mapping settings and public IP addressing rules
manually.

e A tenant cannot specify Re-IP rules for VM replicas on the cloud host. At the process of the replication job
configuration, if a tenant selects the Re-IP option and then selects the cloud host asa replication target,
Veeam Backup & Replication will disable the Re-IP option.

e Pick datastore option is not supported for replication jobs targeted at the cloud host.

e A tenant canrestore VM guest OS files from a VM replica on the cloud host only to a Microsoft Windows
file system.

e [For Microsoft Hyper-V VMs] Cloud replication of Shielded VMs is not supported. Replicas of such VMs can
run only on guarded Hyper-V hosts that have access to Host Guardian Service deployed on the tenant side.

e Replication of encrypted VMs to a cloud host is not supported.

e If the SP uses a vVSAN datastore as a target storage for tenant VM replicas, Veeam Backup & Replication
will display double quota usage.

Replication to VMware Cloud Director

Before you start using VMware Cloud Director in the Veeam Cloud Connect infrastructure, consider the
following prerequisites and limitations for VMware Cloud Director support:

e Veeam Cloud Connect supports VMware Cloud Director versions 10.1 to 10.6.

e If you plan to add more than one VMware Cloud Director server to the Veeam Cloud Connect
infrastructure, make sure that names of VMware Cloud Director organizations and organization user
accounts are unique within all VMware Cloud Director servers. Configurations with multiple Cloud Director
servers that have identical organization and organization user account names are not supported.

Continuous Data Protection (CDP)

To learn about prerequisites and limitations for CDP with Veeam Backup & Replication, see the Considerations
and Limitations section in the Veeam Backup & Replication User Guide.

In addition, Veeam Backup & Replication has the following limitations for CDP in the Veeam Cloud Connect
infrastructure.

e To use the CDP functionality in the Veeam Cloud Connect environment, both the SP and tenant must run
Veeam Backup & Replication version 12 or later.

e For the CDP to VMware vSphere scenario: the minimum required ESXi version on the SP and tenant side is
6.5 Update 2.
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e For the CDP to VMware Cloud Director scenario:
o On the SP side, the minimum required ESXi version is 7.0.
o On the tenant side, the minimum required ESXi version is 6.5 Update 2.

o You must not use the same vApp as a target for both a snapshot-based replication job and a CDP
policy.

o Organization VDC must have a CDP-ready storage policy. If no such policy is configured, Veeam
Backup & Replication will check whether the default storage policy may be used for CDP and create a
CDP-ready policy based on this storage policy.

Consider that the Any storage policy is not supported for CDP. If Organization VDC has Any as its
default storage policy, Veeam Backup & Replication will not automatically create a CDP -ready policy
based on it. In this case, the SP must create a CDP-ready policy and add it to the Organization VDC
manually.

If a CDP-ready policy exists in VMware vSphere, and it has the same settings as the Default VDC
storage policy, Veeam Backup & Replication will import it to VMware Cloud Director and use it for
CDP.

If the SP creates new storage policies, they must make sure to configure a replication provider as well
as the tags they need. The provider name is veecdp. For details, see VMware Docs. After that, this
policy can be used as a CDP replication target.

Keep in mind that Veeam Backup & Replication should not use the existing storage policies that are
applied to any VMs because Veeam Backup & Replication installs 1/0 filters on all VMs on this policy.
This includes VMs that are out-of-scope of CDP. This can cause problems when removing 1/O filters.

e CDP replication of encrypted VMs is not supported.

e CDPreplication to a target datastore under a VM Encryption Policy is supported.
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Naming Conventions

Do not use Microsoft Windows reserved names for names of backup repositories, jobs, tenants and other objects
created in Veeam Backup & Replication: CON, PRN, AUX, NUL, COM1, COM2, COM3, COM4, COM5, COMS6,
COM7, COMS8, COM9, LPT1, LPT2, LPT3, LPT4, LPT5, LPT6, LPT7, LPT8 and LPT9. If you use a reserved name,
Veeam Backup & Replication may not work as expected. To learn more about naming conventions in Microsoft

Windows, see Microsoft documentation.
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Licensing for Service Providers

Veeam Cloud & Service Providers (VCSPs) use rental licenses in the Veeam Backup & Replication infrastructure.
Veeam Software provides VCSPs with the following types of rental license:

e Veeam Cloud Connect license. Technically, the Veeam Cloud Connect license is the rental license with the
Cloud Connect Provider = Yes field in the license key file. The SP uses this type of license on the SP backup
server. The SP must not install this license on tenant backup servers. To learn more, see Offsite Backup
and Disaster Recovery (BaaS and DRaa$).

e Rental Veeam Backup & Replication license. The rental Veeam Backup & Replication license contains the
Cloud Connect Provider = No field in the license key file. The SP uses this type of license on tenant backup
servers in the Managed Service scenario. To learn more, see Managed Service.

Offsite Backup and Disaster Recovery (BaaS and DRaa5)

The Veeam Cloud Connect functionality allows the SP to provide offsite backup and disaster recovery services to
tenants. To enable the Veeam Cloud Connect functionality, the SP must install the Veeam Cloud Connect license
on the SP backup server. After that, the SP can configure the Veeam Cloud Connect infrastructure and provide
backup and replication resources to tenants.

Veeam Cloud Connect offers the following data protection scenarios:

e Backup asa Service (Veeam Cloud Connect Backup). This scenario is intended for tenants who have Veeam
Backup & Replication, Veeam Agent for Microsoft Windows or Veeam Agent for Linux deployed and want
to back up and copy machines to the cloud. In this scenario, Veeam products on the tenant side may have
any type of paid license installed. To learn more, refer to the product documentation on Veeam Help
Center.

e Disaster Recovery as a Service (Veeam Cloud Connect Replication). This scenario is intended for tenants
who have Veeam Backup & Replication deployed and want to replicate VMs to the cloud. In this scenario,
Veeam backup servers on the tenant side may have any type of paid license installed in Veeam Backup &
Replication. To learn more, see the Types of Licenses section in the Veeam Backup & Replication User
Guide.

In these scenarios, tenant machines processed in Veeam Backup & Replication consume both licenses: the
Veeam Cloud Connect license and the license installed on the tenant backup server.

Tenant Side SP Side

. b
............................... -------------------------------
0

Tenant License Veeam Cloud Connect
(Managed by tenant) License
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Managed Service (MSP Backup)

SPs can provide backup and replication services to tenants who want to protect data of their virtual or physical
machines and do not want to manage the Veeam backup infrastructure on their own account. In terms of Veeam
products, this scenario is referred to as Managed Service, and the SP providing services within this scenario is
referred to as Managed Service Provider (MSP). In this scenario, the SP deploys Veeam Backup & Replication and
Veeam Agents on the tenant side, configures and manages backup and replication jobs and charges tenants for
processing tenant machines. The SP typically performs these operations on-site or remotely using a web-based

ul.

In the Managed Service scenario, in the Veeam products deployed on the tenant side, the SP must install a
Rental Veeam Backup & Replication license for the total number of instances for workloads that the tenant
plans to protect. In case the SP provides offsite backup and disaster recovery within this scenario, the Veeam
Cloud Connect license on the SP side and the Rental Veeam Backup & Replication license on the tenant side are

consumed according to the following rules:

e Tenant machines processed by backup jobs and backup copy jobs targeted at a cloud repository consume
the Rental Veeam Backup & Replication license and do not consume the Veeam Cloud Connect license. To
learn more, see Rental Machines Licensing.

e Tenant machines processed by replication jobs targeted at a cloud host consume both the Veeam Cloud
Connect license and the Rental Veeam Backup & Replication license.

Tenant Side 5P Side

. h|
_______________________________ -------------------------------

Rental Veeam Bockup Vesam Cloud Connect
& Replication License License
(Managed by SP)

152 | Veeam Cloud Connect | Administrator Guide |13.0.1.180



Veeam Cloud Connect License

To enable the Veeam Cloud Connect functionality, the SP must install the Veeam Cloud Connect license on the
SP backup server. For SPs, the Veeam Cloud Connect functionality is licensed per points. Points are units (or
tokens) that the SP can use to protect tenant workloads. The SP must obtain a license for the total number of
points that is sufficient to protect tenant workloads.

The SP can use points in the license to protect tenant workloads of the following types:

e (loud Connect VMs — VVMs backed up to a cloud repository by backup jobs configured in Veeam Backup &
Replication.

e (loud Connect Replicas — VV\Ms replicated to a cloud host by replication jobs configured in Veeam Backup &
Replication.

e (loud Connect Workstations — physical or virtual workstations backed up to a cloud repository by Veeam
Agent backup jobs configured Veeam Agent or Veeam Backup & Replication.

e (loud Connect Servers — physical or virtual servers backed up to a cloud repository by Veeam Agent
backup jobs configured in Veeam Agent or Veeam Backup & Replication.

The Veeam Cloud Connect license is consumed by protected workloads. A protected workload is a virtual or
physical machine that has at least one restore point created by a tenant in the past 31 days. Every protected
workload consumes points in the license. The number of points that a workload requires depends on the
workload type. For more information, see Veeam Rental Licensing and Usage Reporting Guide.

This licensing model allows the SP to obtain a license with a certain number of points without knowing in
advance what types of workloads tenants plan to protect.

Consider the following:

e The Veeam Cloud Connect license does not allow SPs to back up and replicate VMs with the jobs
configured on the SP Veeam backup server.

Combining regular Veeam backup infrastructure and Veeam Cloud Connect infrastructure on the same
backup server is supported only for the Veeam Cloud Connect for the Enterprise scenario. For more
information, see this Veeam webpage.

e If atenant has a Rental Veeam Backup & Replication license installed on the tenant backup server, Veeam
Backup & Replication does not consider tenant machines processed by backup and backup copy jobs as
protected workloads. Instead, Veeam Backup & Replication treats such machines as rental machines. In
contrast to protected workloads, rental machines consume the tenant license and do not consume the SP
license. To learn more, see Rental Machines Licensing.

e The SP can also obtain and install on the SP backup server a Free Veeam Service Provider Console license.
A license of this type is intended for SPs who want to use Veeam Backup & Replication only for Remote
Monitoring and Management with Veeam Service Provider Console or for offering Office 365 Backup as a
Service with Veeam Backup for Microsoft 365. For more information, see Veeam Rental Licensing and
Usage Reporting Guide.

New Workloads

To provide more flexibility and introduce a trial period for tenant workload processing, Veeam Backup &
Replication offers the concept of new workloads. New workloads are workloads that were processed for the first
time within the current calendar month. For example, Veeam Backup & Replication processes 7 machines in
November. In December, Veeam Backup & Replication processes the same 7 machines plus 2 new machines. In
December, these 2 machines are considered as new workloads.
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New workloads are counted separately from existing workloads and do not consume points in the license during
the month when they were introduced. On the first day of the new month, the number of points related to new
workloads is added to the total number of used points, and the new points counter is reset. New workloads are
included in a license usage report for informational purposes.

License Expiration

The Veeam Cloud Connect license period is set in accordance with the chosen licensing program.

To ensure a smooth license update procedure, Veeam Backup & Replication offers to the SP a 60-day grace
period after the license expires. Upon license expiration, the SP can process all tenant workloads for the
duration of the grace period.

During the grace period, Veeam Backup & Replication will show a warning that the SP needs to update the
license.

e During the first month of a grace period, a message box is displayed once a week when the Veeam Backup
& Replication console opens.

e During the second month, a message box is displayed each time the Veeam Backup & Replication console
opens.

After the grace period is over, tenant workloads are no longer processed. To continue using Veeam Backup &
Replication, the SP must purchase a new license.

The grace period is also valid for situations when the number points used by tenant workloads exceeds the total
number of licensed points. To learn more, see Exceeding License Limit.

Exceeding License Limit

In some situations, the number of used points may exceed the license limit. For example, this may happen when
some machines are temporarily processed for testing reasons and stop being processed after some time.

For the Veeam Cloud Connect license, Veeam Backup & Replication allows the SP to manage up to 20 more
points or 20% more points (depending on which number is greater) than specified in the license, plus the
number of new points from the previous calendar month. Consider the following examples:

e The licensed number of points is 50, during the previous calendar month the SP processed 10 new points.
In this case, the license limit may be exceeded by 30 points — 10 new points from the previous month plus
20 points (20 is greater than 10, which makes 20% of 50).

e The licensed number of points is 200, during the previous calendar month the SP processed 10 new
points. In this case, the license limit may be exceeded by 50 points — 10 new points from the previous
month plus 40 points (40 makes 20% of 200 and is greater than 20).

Until the license limit is not exceeded for more than 20% or 20 points, plus the number of new points from the
previous month, Veeam Backup & Replication continues to process all protected workloads with no restrictions.
Newly added workloads are processed on the First In First Out basis when free license slots appear due to older
workloads no longer being processed.

When the license is exceeded by more than 10% or 10 points, Veeam Backup & Replication displays a
notification with the number of exceeded points and the number of points by which the license can be further
exceeded. Veeam Backup & Replication displays this warning once a week when backup console opens.

If the license limit is exceeded for more than 20% or 20 points, plus the nhumber of new points from the
previous month, all workloads that use points exceeding the licensed number plus the allowed increase are no
longer processed. Each time the backup console opens, Veeam Backup & Replication displays a notification with
the number of points by which the license is exceeded.
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Rental Machines Licensing

Tenant machines backed up with a Rental Veeam Backup & Replication license installed on the tenant backup
server do not consume the Veeam Cloud Connect license installed on the SP backup server.

If a tenant backs up a server or workstation with Veeam Agent that uses a rental license, the SP can host
cloud backups of that server or workstation with no additional license fee for Veeam Cloud Connect
Backup.

Likewise, if a tenant backs up a VM with a Rental Veeam Backup & Replication license, the SP can host
cloud backups of that VM with no additional license fee for Veeam Cloud Connect Backup.

With this functionality, SPs who manage Veeam backup infrastructure on the tenant side can deliver a complete
managed backup service, including backup to the cloud, for a single license fee based on the protected machine
type, regardless of its size. There is no need to pay an additional license fee for Veeam Cloud Connect Backup.

Tenant machines are considered as rental machines in case the tenant creates a backup in a cloud repository of
the SP in the following way:

Creates a VM backup with a backup job configured in Veeam Backup & Replication.
Creates a backup of a physical or virtual machine with a Veeam Agent backup job.
Creates a copy of a VM backup with a backup copy job configured in Veeam Backup & Replication.

Creates a copy of a Veeam Agent backup with a backup copy job configured in Veeam Backup &
Replication.

Veeam Backup & Replication running on the SP backup server counts rental machines according to the following

rules:

Rental machines do not consume the Points counter in the SP license.
Rental machines are not included in monthly license usage reports for the SP license.

Rental machines appearin tenant machine counts in the SP backup console and Veeam Cloud Connect
report.

For example, 7enant 7uses Veeam Backup & Replication and Veeam Agent for Microsoft Windows with rental
licenses installed to back up 2 VMs and 1 server to the cloud repository. 7enant 2 uses Veeam Backup &
Replication and Veeam Agent for Microsoft Windows with subscription licenses installed to back up 6 VMs and 2
servers to the cloud repository. In this case, the SP license will be consumed by 6 backed-up VMs and 2 servers
processed by 7enant 2. 2 VMs and 1 server processed by 7enant 7will be considered as rental machines and will
not appearin the SP license.

In the tenant machine counts of the SP backup console, as well as in the SP Veeam Cloud Connect report, Veeam
Backup & Replication will display the total number of 8 backed-up VMs and 3 servers — the number of machines
processed by 7enant 2 plus the number of rental machines processed by 7enant 7.
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Rental Veeam Backup & Replication
License

SPs and tenants can use a Rental Veeam Backup & Replication license within the Veeam Cloud Connect
infrastructure. This section describes the details of this license that apply to Veeam Cloud Connect. To learn
more on how Rental licensing works in general, including details for other Veeam products, see Veeam Rental
Licensing and Usage Reporting Guide.

In the Veeam Cloud Connect infrastructure, the main usage scenario for the Rental Veeam Backup & Replication
license is the MSP Backup scenario. In this scenario, the SP controls the Veeam Backup & Replication
infrastructure on the tenant side and manages tenant machines. As part of this process, the SP installs a Rental
Veeam Backup & Replication license on the tenant Veeam backup server.

TIP

The SP can also use a Rental Veeam Backup & Replication license when using the Veeam Backup &
Replication server together with Veeam products for public cloud backup to protect shared or private cloud
environments.

The Rental Veeam Backup & Replication license is a full license with the license expiration date set according to
the chosen rental program (normally from 1to 12 months from the date of issue) that can be automatically
updated upon expiration.

The Rental Veeam Backup & Replication license is consumed by protected workloads. A protected workload is a
virtual or physical machine that has at least one restore point created by a tenant in the past 31 days.

Every protected workload consumes points in the license. The number of points that a workload requires
depends on the workload type. For more information, see Veeam Licensing Policy.

License consumption does not depend on the number of jobs that process protected workloads. For example, if
a tenant processes the same VM with multiple jobs, this VM is still considered as 1 protected workload.

Protected workloads are counted regardless of the type of jobs (backup or replication) that process these
workloads. For example, if a tenant processes the same VM with a backup job and a replication job, this VM is
considered as 1 protected workload.

New Workloads

To provide more flexibility and introduce a trial period for tenant workload processing, Veeam Backup &
Replication offers the concept of new workloads. New workloads are workloads that were processed for the first
time within the current calendar month. For example, Veeam Backup & Replication processes 7 machines in
November. In December, Veeam Backup & Replication processes the same 7 machines plus 2 new machines. In
December, these 2 machines are considered as new workloads.

New workloads are counted separately from existing workloads and do not consume points in the license during
the month when they were introduced. On the first day of the new month, the number of points related to new
workloads is added to the total number of used points, and the new points counter is reset. New workloads are
included in a license usage report for informational purposes.

For more information on new workloads in the context of Veeam Rental Licencing, see the Delayed License
Consumption for New Workloads and Users in the Veeam Rental Licensing and Usage Reporting Guide.
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License Usage with Multiple Veeam Backup Servers

The SP can install one Rental Veeam Backup & Replication license on multiple tenant Veeam backup servers.
When a license file is assigned to a Veeam backup server, this backup server receives an /nstallation /D. An
Installation IDis a unique identifier that is used to track the fact of using the same license file on multiple
installations of Veeam Backup & Replication.

A Rental Veeam Backup & Replication license installed on multiple tenant Veeam backup servers counts all
managed VMs that are processed on those backup servers. For example, if the SP installs a Rental Veeam
Backup & Replication license for 10 VMs on 2 different tenant backup servers, they can manage 10 VMs in total
(not 10 VMs for each tenant and 20 VMs in total).

IMPORTANT

Although it is possible to distribute one rental license to multiple backup servers, this scenario is not
recommended. Instead, the SP can issue the necessary number of licenses at any time. For more
information, see the Using Veeam Service Provider Console section and the Using Veeam Service Provider
Console section in the Veeam Rental Licensing and Usage Reporting Guide.

NOTE

Rules for Rental Veeam Backup & Replication license usage on multiple backup servers may vary depending
on the region. For details, contact your sales representative.

License Expiration

Veeam Backup & Replication offers a 60-day grace period to ensure a smooth license update procedure. Upon
license expiration, the tenant canuse the Rental Veeam Backup & Replication license to process all workloads
for the duration of the grace period.

During the grace period, Veeam Backup & Replication will show a warning that the Rental Veeam Backup &
Replication license must be updated.

e During the first month of a grace period, a message box is displayed once a week when the Veeam Backup
& Replication console opens.

e During the second month, a messagebox is displayed each time the Veeam Backup & Replication console
opens.

After the grace period is over, tenant workloads are no longer processed. To continue using Veeam Backup &
Replication, the SP must obtain a new Rental Veeam Backup & Replication license.

Exceeding License Limit

In some situations, the number of used points may exceed the license limit. For example, this may happen when
some machines are temporarily processed for testing reasons and stop being processed after some time.

For the Rental Veeam Backup & Replication license, Veeam Backup & Replication offers the 60-day grace
period. Within this period, the Rental Veeam Backup & Replication license allows the tenant to use up to 20
more points or 20% more points than specified in the license (depending on which resulting number of points is
greater), plus the number of new points from the previous calendar month.
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Consider the following examples:

e Example 1. The licensed number of points is 50, and during the previous calendar month the tenant used
10 new points.

In this example, the license limit may be exceeded by 30 points. This number includes 10 new points from
the previous month and 20 additional points (20% of 50 licensed points makes 10 points, and 20 is
greater than 10).

e Example 2. The licensed number of points is 200, and during the previous calendar month the tenant used
10 new points.

In this example, the license limit may be exceeded by 50 points. This number includes 10 new points from
the previous month and 40 additional points (20% of 200 licensed points makes 40 points, and 40 is
greater than 20).

Until the license limit is exceeded for more than 20% or 20 points, plus the number of new points from the
previous month, Veeam Backup & Replication continues to process all protected workloads with no restrictions.
Newly added workloads are processed on the First In First Out basis when free license slots appear due to older
workloads no longer being processed. When the license is exceeded by more than 10% or 10 points, Veeam
Backup & Replication displays a notification with the number of exceeded points and the number of points by
which the license can be further exceeded. Veeam Backup & Replication displays this warning once a week when
backup console opens.

If the license limit is exceeded for more than 20% or 20 points, plus the number of new points from the
previous month, all workloads that use points exceeding the licensed number plus the allowed increase are no
longer processed. Every time the backup console opens, Veeam Backup & Replication displaysa notification
with the number of points by which the license is exceeded.
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Installing License

When you install Veeam Backup & Replication on the SP side, you must specify a path to the Veeam Cloud
Connect license file (LIC) that you have obtained from Veeam. If the SP manages tenant workloads, you also
need to install Veeam Backup & Replication on the tenant side and specify a path to the Rental Veeam Backup &
Replication license file. You can skip this step and install the license when the product is set up.

To view information about the currently installed license, select License from the main menu of the Veeam

Backup & Replication console.

To install a new license or change the license:

1. From the main menu, select License.

2. Inthe License Information window, in the License tab, click Install and specify a path to the license file.
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Updating License

Veeam Cloud Connect license and Rental Veeam Backup & Replication license support automatic license update.
Instead of installing the license file manually after updates to the license, you can instruct Veeam Backup &
Replication to communicate with the Veeam licensing server, download the license file from it and install the
new license on the Veeam backup server.

IMPORTANT

Enabling license auto update activates Automatic License Usage Reporting. You cannot use license auto
update without automatic usage reporting.

The new license key differs from the previously installed license key in the license expiration date and support
expiration date. If you obtain a license for a new (for example, greater) number of points, the Points counter in
the new license also displays the new number of licensed points.

To learn more about the automatic license update process, see the Updating License Automatically section in
the Veeam Backup & Replication User Guide.

By default, the automatic license update feature is deactivated. To enable it, do the following:
1. From the main menu, select License.
2. Inthe License Information window, in the License tab, select the Update license automatically check box.
TIP

If you do not want to enable automatic license update, after you obtain a new license, you can click the
Update Now button to update the license manually.
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Viewing License Information

You can view information about protected tenant workloads in the License Information window.

To view license information:
1.  From the main menu, select License.
2. Inthe License Information window, click the Points tab.

3. View information about protected tenant workloads. Veeam Backup & Replication displaysinformation
about workloads of the following types:

o Cloud Connect (VMs) — V\Ms backed up to a cloud repository by backup jobs configured in Veeam
Backup & Replication.

o Cloud Connect (Replicas)— VV\Ms replicated to a cloud host by replication jobs configured in Veeam
Backup & Replication.

o Cloud Connect (Workstations) — physical or virtual workstations backed up to a cloud repository by
Veeam Agent backup jobs configured Veeam Agent or Veeam Backup & Replication.

o Cloud Connect (Servers)— physical or virtual servers backed up to a cloud repository by Veeam Agent
backup jobs configured in Veeam Agent or Veeam Backup & Replication.

License Information xX

License

Type Count Multiplier Points
Cloud Connect (WhAs) 3 5 15 Manage...
Cloud Connect (Servers) 1 7 7

Allow unlicensed agents to consume instances Llose
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Reducing Number of Used Points

The number of used points in the Veeam Cloud Connect license can reduce for one of the following reasons:

The SP removes a tenant account. As a result, all workloads of the tenant stop using points in the Veeam
Cloud Connect license, and the number of points used by the tenant workloads is revoked for other
tenants. To learn more, see Deleting Tenant Accounts.

The SP resets the machine count for the tenant. As a result, the number of tenant machines stop using
points in the Veeam Cloud Connect license, and the equal number of points is revoked for this tenant or
other tenants. To learn more, see Resetting Tenant Machine Count.

A tenant removes backups and replicas created for one or several machines on the cloud repository and
cloud host. As a result, the number of machines for which backups and replicas were deleted stop using
points in the SP license, and the equal number of points is revoked for this tenant or other tenants.
However, when a tenant runs a job that processes a machine for which backup and replica were deleted,
such a machine starts using points in the license, and the number of used points in the Veeam Cloud
Connect license increases.

To reduce the number of used points in a Rental Veeam Backup & Replication license installed on a tenant
backup server, the SP can revoke the license from some workloads. The revoke procedure does not differ from
the one for a regular per-instance license. To learn more, see the Revoking License section in the Veeam Backup
& Replication User Guide.
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Viewing Tenant Machine Count

Veeam Backup & Replication offers several ways to view information about protected tenant workloads —

machi

nes processed by tenant jobs targeted at cloud repositories and cloud hosts.

License. The SP can view the number of tenant machines that consume points in the license. To learn
more, see Viewing License Information.

License usage report. Veeam Backup & Replication displays the number of tenant machines that use points
in the license in the license usage report. The SP can view monthly reports generated automatically by
Veeam Backup & Replication or generate the report manually when needed. To learn more, see Managing
License Usage Reports.

The SP can also use Veeam PowerShell and Veeam Backup Enterprise Manager REST API to obtain information

about

Con

protected tenant workloads.

Veeam PowerShell displays the total number of tenant machines (excluding rental machines and new
workloads) that have been processed by Veeam Backup & Replication in the past 31 daysand use points in
the license. To learn more, see the Get-VBRCloudTenant section in the Veeam PowerShell Reference.

Veeam Backup Enterprise Manager REST API displays the humber of machines per tenant that have been
processed by Veeam Backup & Replication in the past 31 daysand use points in the license. The number of
rental machines and the number of new workloads are displayed separately for each tenant. To learn
more, see the following sections in the Veeam Backup Enterprise Manager REST API Reference:

o /cloud/tenants/{ID}

o GET /cloud/tenants/{ID}/freelicenseCounters

NOTE

sider the following:

If the SP manages the Veeam backup infrastructure using Veeam Service Provider Console, they can
view information about protected tenant workloads in Veeam Service Provider Console. For more
information, refer to the Veeam Service Provider Console documentation.

For example, if you use Veeam Service Provider Console REST API v3.6, see the Get All Companies
and Get License Usage by All Organizations sections in the Veeam Service Provider Console REST API
Reference.

The SP can also view the number of tenant machines whose backups and replicas consume resources
in the SP Veeam Cloud Connect infrastructure. Veeam Backup & Replication displays this information
in the Tenants node of the Cloud Connectview in the SP backup console. To learn more, see Viewing
Tenant Account Information.
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Resetting Tenant Machine Count

To revoke tenant machines from the license, the SP can reset the tenant machine count. Tenant machine count
reset can be useful in the following situations:

e The tenant re-installs Veeam Backup & Replication or deploys a new Veeam Backup & Replication
database. In this situation, Veeam Backup & Replication does not automatically revoke tenant machines
from the license. If the tenant wants to back up or replicate the same machines with a new Veeam Backup
& Replication instance, these machines will get new IDs and will be considered as new protected
workloads. As a result, the same machines will use points in the license twice.

e The number of used points has exceeded the number of points in the license. The SP can revoke tenant
machines for some time, until the SP gets a new license for a greater number of machines. Tenant
machines are revoked on a temporary basis. When the tenant starts a backup, backup copy or replication
job, machines processed by these jobs become protected workloads and consume the license.

e The tenant has a dynamic virtual infrastructure. For example, if the tenant constantly creates and deletes
VMs, the SP can control the number of points used by these VMs.

When the tenant machine count is reset, tenant machines whose backups and replicas are stored on the cloud
repository and cloud hosts are “removed” from the license. The SP can provide the cloud service for the equal
number of machines to other tenants or the same tenant.

Machine count reset applies to the license only and does not remove information about tenant machines from
the SP Veeam backup console. This lets the SP monitor tenant quota consumption. After the SP resets the
tenant machine count, they can still view the number of machines processed by the tenant in the Tenants node
of the Cloud Connect view. To learn more, see Viewing Tenant Account Information.

Machine count reset does not remove tenant backups from the cloud repository. The tenant can restore data
from such backups. Tenant VM replicas also remain on the cloud host when the tenant machine count is reset.

To reset the tenant machine count:
1. Open the Cloud Connect view.
2. Inthe inventory pane, click the Tenants node.
3. Inthe working area, select the necessary tenant account.
4. Pressand hold the [CTRL] key, right-click the tenant account and select Reset.
TIP

The SP can also use Veeam PowerShell to reset the tenant machine count. To learn more, see the Reset-
VBRCloudTenant section in the Veeam PowerShell Reference.
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License Usage Reporting

The SP must periodically submit a license usage report. There are different mechanisms to do so. If the SP uses
Veeam Service Provider Console to manage the Veeam backup infrastructure, they collect license usage reports
in Veeam Service Provider Console and submit reports using the VCSP Pulse portal (or an aggregator reporting
portal).

For m

ore information on how Rental licensing works for various workloads within Veeam Platform, how to

manage licenses using Veeam Service Provider Console and VCSP Pulse, and how to collect and report the
license usage, see the Veeam Rental Licensing and Usage Reporting Guide.

Veeam Backup & Replication also allows the SP to submit license usage reports from the Veeam backup console.
This section provides a detailed description of reporting mechanisms offered by Veeam Backup & Replication.

The SP submits a license usage report monthly, starting from the first day of the month.

For the Veeam Cloud Connect license, the SP reports the number of used points (excluding points used by
new workloads). The report also contains the license information and the number of machines backed up
and replicated per tenant. The report serves as a basis for issuing invoices for the Veeam Cloud Connect
rental program.

The report does not include rental machines. To learn more, see Rental Machines Licensing.

For the Rental Veeam Backup & Replication license, the SP reports the number of used points (excluding
points used by new workloads). The report also contains the license information, the number of processed
machines (VMs, workstations and servers) and information about machines and jobs that process these
machines.

Veeam Backup & Replication offers two methods of license usage reporting:

Automatic reporting — the recommended usage reporting method. The method is used when license auto
updateis enabled. To learn more, see Automatic License Usage Reporting.

Manual reporting — the usage reporting method intended for Veeam backup servers that do not have
permanent connection to the internet. Manual reporting is used when license auto update is disabled. To
learn more, see Manual License Usage Reporting.

The SP can review and adjust the usage report before submitting it to Veeam. To learn more, see Managing
License Usage Reports.

the

NOTE

If the same Rental Veeam Backup & Replication license is installed on multiple tenant backup servers and

SP does not use the Veeam Service Provider Console to manage the Veeam backup infrastructure, the

SP must report license usage for all Veeam Backup & Replication servers in one of the following ways:

The SP must send individual license usage reports from each backup server separately using the
Veeam Backup & Replication console.

For tenant backup servers that are connected to the Veeam Backup Enterprise Manager, a single
report containing license usage information from each backup server is generated on the Veeam
Backup Enterprise Manager server. In this case, the SP must send information about the license
usage information from the Veeam Backup Enterprise Manager.

Auto-Populate and Auto-Submit (APAS) reports can be used. To do that, the SP must properly
manage license keys and review the report before it is submitted. To learn more, see the Auto-
Populate and Auto-Submit Usage Reporting section in the Veeam Rental Licensing and Usage
Reporting Guide.
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Automatic License Usage Reporting

When license auto update is enabled for the Veeam Cloud Connect license or Rental Veeam Backup &
Replication license, Veeam Backup & Replication performs license usage reporting in the following way:

1.

Veeam Backup & Replication collects statistics on the current license usage and sends it periodically to the
Veeam License Update server on the web (autolk.veeam.com). The collected data includes information on
the maximum number of points used over the past week (high watermark). New workloads and rental
machines are not included in the weekly statistics. The process runs in the background mode, once a week
atarandom time and day.

On the first day of the new month (at12:00 AM GMT), Veeam Backup & Replication generates a report
based on the current number of used points. The reportis saved to the Reports subfolder in the log
folder on the Veeam backup server. The default path to the folder is
$ProgramData%\Veeam\Backup\Reports.

If the SP configured email notification settings, Veeam Backup & Replication will also send the report to
an email address specified there. To learn more, see the Configuring Global Email Notification Settings
section in the Veeam Backup & Replication User Guide.

NOTE
Consider the following:

e [For the Rental Veeam Backup & Replication license] If the backup server is connected to
Veeam Backup Enterprise Manager that is deployed on a dedicated server, the report is saved
to the log folder on the Veeam Backup Enterprise Manager server. The default path to the
folder is $ProgrambData%\Veeam\Backup\Reports.

e You can change the default path to the log folder with a registry key. For more information,
contact Veeam Customer Support. After you change the default path, license usage reports
will be saved to the new path.

e If the SP uses Veeam Service Provider Console to manage the Veeam backup infrastructure,
they collect license usage reports in Veeam Service Provider Console. For more information,
see Veeam Rental Licensing and Usage Reporting Guide.

Veeam Backup & Replication informs the SP about the generated report with the notification window in
the Veeam Backup & Replication console.

NOTE

If the SP uses Veeam Service Provider Console to manage the Veeam backup infrastructure, the
notification window in the Veeam Backup & Replication console on the first day of the month will not
be displayed.

The SP can review, adjust if necessary and send the report to Veeam. The SP can also postpone the
sending of the report. To learn more, see Managing License Usage Reports.

If the SP doesn't send the report, on the eleventh day of the month, Veeam Backup & Replication will send
the report automatically.

Keep in mind that automatic license usage reporting does not replace manual reporting through the VCSP
Pulse portal (or an aggregator reporting portal). For more information, see Veeam Rental Licensing and
Usage Reporting Guide.

By comparing the number of points in the monthly report with the automatically collected weekly statistics,
Veeam can make a decision on whether to allow license update for the SP. If the monthly usage report does not
deviate from the highest watermark value significantly, the SP license will be updated.
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Manual License Usage Reporting

When license auto update is disabled for the Veeam Cloud Connect license or Rental Veeam Backup &
Replication license, Veeam Backup & Replication performs license usage reporting in the following way:

1. On the first day of the new month (at 12:00 AM GMT), Veeam Backup & Replication generates a report
based on the current license usage. The report is saved to the Reports subfolder in the log folder on the
Veeam backup server. The default path to the folderis $Programbata%\Veeam\Backup\Reports.

If the SP configured email notification settings, Veeam Backup & Replication will also send the report to
an email address specified there. To learn more, see the Configuring Global Email Notification Settings
section in the Veeam Backup & Replication User Guide.

NOTE
Consider the following:

e [For the Rental Veeam Backup & Replication license] If the backup server is connected to
Veeam Backup Enterprise Manager that is deployed on a dedicated server, the report is saved
to the log folder on the Veeam Backup Enterprise Manager server. The default path to the
folder is $ProgrambData%\Veeam\Backup\Reports.

e You can change the default path to the log folder with a registry key. For more information,
contact Veeam Customer Support. After you change the default path, license usage reports
will be saved to the new path.

e If the SP uses Veeam Service Provider Console to manage the Veeam backup infrastructure,
they collect license usage reports in Veeam Service Provider Console. For more information,
see Veeam Rental Licensing and Usage Reporting Guide.

2. Veeam Backup & Replication informs the SP about the generated report with the notification window in
the Veeam Backup & Replication console.

NOTE

If the SP uses Veeam Service Provider Console to manage the Veeam backup infrastructure, the
notification window in the Veeam Backup & Replication console on the first day of the month will not
be displayed.

3. The SP can review, adjust if necessary and save the report locally for future submission. To learn more, see
Managing License Usage Reports.

IMPORTANT

In case of manual reporting, Veeam Backup & Replication does not automatically send monthly license
usage reports. The SP must send the report to Veeam before the day defined by the agreement with
Veeam or the Aggregator (if any is involved). The default day is the tenth day of the month.

168 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180


https://helpcenter.veeam.com/docs/vbr/userguide/general_email_notifications.html?ver=13
https://www.veeam.com/support.html
https://helpcenter.veeam.com/docs/vcsp/refguide/about.html

Managing License Usage Reports

On the first day of the month, Veeam Backup & Replication generates a license usage report. The report is based
on the current number of used points.

The SP can perform the following actions with the license usage report:
e [For automatic reporting] Submit the license usage report to Veeam
e Review the license usage report
e Save the license usage report
e Adjust the number of processed VMs in the report
e Postpone the review of the report

The SP can also generate the report manually to view information about current license usage. To learn more,
see Generating License Usage Report.

Submitting License Usage Report

On the first day of the month, when you launch the Veeam Backup & Replication console, a window opens
notifying that the license usage report has been generated. The notification reflects the number of used points
for the previous month. The notification also displays the number of days within which the report must be
submitted.

In case of automatic license usage reporting, you can submit the report immediately without review. To submit
the report, click Send.

NOTE
e  Submission of the license usage report from the Veeam Backup & Replication console is not
available for manual reporting.
e If the SP uses Veeam Service Provider Console to manage the Veeam backup infrastructure, the
notification window in the Veeam Backup & Replication console on the first day of the month will
not be displayed.

Reviewing License Usage Report

You can review a license usage report before sending it to Veeam. To review a report:
1. Open the Monthly Usage Report window:

o [For automatic reporting] In the notification window informing that the report is generated, click
Review.

o [For manual reporting] In the notification window informing that the report is generated, click Review
Now.

2. Inthe Monthly Usage Report window, check the number of reported points.
o For the Veeam Cloud Connect license, the report contains the following data:

= License information: Veeam Backup & Replication edition, license expiration date, name of the
company to which the license was issued, support ID and installation ID.
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= The number of points used by each type of protected workloads (backed-up and replicated VMs,
workstations and servers) and the total number of used points.

= For each type of protected workloads, the report displays the number of points used by each
tenant.

= For each type of protected workloads, the report also displays the number of new objects that
are not included in the report.
o For the Rental Veeam Backup & Replication license, the report contains the following data:

= License information: Veeam Backup & Replication edition, license expiration date, name of the
company to which the license was issued, support ID and installation ID.

= The number of points used by each type of protected workloads (VMs, servers and workstations)
and the total number of used points.

= For each type of protected workloads, the report displaysinformation about processed machines
and jobs that process these machines.

= For each type of protected workloads, the report also displays the number of new objects that
are not included in the report.
In case of automatic license usage reporting, you can submit the report immediately after review. To submit the
report, in the Monthly Usage Report window, click Send.

You can save the report to the specified folder. To learn more, see Saving License Usage Report.

If you want to change the number of reported VMs, you can adjust the report. To learn more, see Adjusting
License Usage Report.

Saving License Usage Report

If you perform manual license usage reporting, you must save the license usage report after review for future
submission. You can also save the reportin case of automatic reporting, for example, to keep a copy of the
report in the desired folder. You can choose to save the report to a file in the PDF format or JSON format.

To savea license usage report:
1. Open the Monthly Usage Report window:

o [For automatic reporting] In the notification window informing that the report is generated, click
Review.

o [For manual reporting] In the notification window informing that the report is generated, click Review
Now.

2. In the Monthly Usage Report window, click Save As.

3. Inthe Save As window, browse to the folder to which you want to save the report, specify a name and
format for the file of the report and click Save.

Adjusting License Usage Report

You can change the number of reported VMs before submitting a license usage report. The process of license
usage report adjustment differs depending on the type of license that you use — Veeam Cloud Connect license
or Rental Veeam Backup & Replication license.
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Adjusting Usage Report for Veeam Cloud Connect License

You can reduce the number of VMs in a license usage report for the Veeam Cloud Connect license. You can
adjust the number of backed-up and replicated VMs individually for every tenant. For every change in the
report, you must specify a reason.

NOTE
In the monthly usage report, you cannot change the number of workstations and servers for which tenants
have created Veeam Agent backups in the cloud repository.
To adjust a report:
1. Open the Monthly Usage Report window:

o [For automatic reporting] Inthe notification window informing that the report is generated, click
Review.

o [For manual reporting] In the notification window informing that the report is generated, click Review
Now.

2. In the Monthly Usage Report window, click Adjust.

3. Inthe list of tenants, select the tenant for which you want to change the number of VMs and click Adjust.

By default, the list of tenants contains names of all tenant accounts whose VMs are included in the report.
To quickly find the necessary tenant, you can use the search field at the top of the window. You can also
select the tenant account from the drop-down list in the Tenants field.

4. In the displayed window, in the Count field, change the number of reported VMs.

5. In the Reason for change field, provide a reason for adjusting the number of reported VMs.
6. Click OK, then click Finish. The change will be reflected in the report.

TIP

To reset changes introduced in the report, in the report adjustment window, click Reset.
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Adjusting Usage Report for Rental License

You can remove specific managed VMs from a license usage report for the Rental Veeam Backup & Replication
license. When you remove a VM from the report, you can also remove this VM from all jobs to which this VM is
added. For every VM removal, you must specify a reason.

To adjust a report:
1. Open the Monthly Usage Report window:

o [For automatic reporting] In the notification window informing that the report is generated, click
Review.

o [For manual reporting] Inthe notification window informing that the report is generated, click Review
Now.

2. In the Monthly Usage Report window, click Adjust.

3. Inthe list of VMs, select the VM that you want to remove from the report and click Remove.

By default, the list of VMs contains all managed VMs included in the report. To quickly find the necessary
VM, you can use the search field at the top of the window. You canalso select a job from the drop-down
list in the Jobs field to view a list of VMs added to a specific job.

4. In the displayed window, in the Type in a removal reason field, provide a reason for removing the VM from
the report.

5. Click OK, then click Finish. The change will be reflected in the report.

TIP

To reset changes introduced in the report, in the report adjustment window, click Reset.
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Postponing License Usage Report Review

You can postpone the license usage report review. When you postpone the report review, Veeam Backup &
Replication will close the Monthly Usage Report notification window. Veeam Backup & Replication will display
this notification every time you open the Veeam Backup & Replication console until the reportis sent to Veeam.

For automatic license usage reporting, if you do not send the report to Veeam within 10 days, Veeam Backup &
Replication will send the report automatically on the eleventh day of the month. If you perform manual
reporting, you must send the report before the day defined by the agreement with Veeam or your Aggregator (if
any is involved). The default day is the tenth day of the month.

To postpone the report review:

e [For automatic reporting] In the notification window informing that the report is generated, click
Postpone.

e [For manual reporting] Inthe notification window informing that the report is generated, click Postpone
Review.

Generating License Usage Report

The SP can manually generate a license usage report. In contrast to periodic license usage reports that reflect
license usage for the previous calendar month, the manually generated report reflects license usage for the last
31 days prior to the time when the report was generated. The report helps the SP monitor current license usage:
the SP can generate a report on a specific day of the month, compare the current report with the previous
monthly report and predict license usage that will be reflected in the next monthly report.

The report displays information about current license usage in the similar way as the monthly usage report. The
report contains the following data:

e License information: Veeam Backup & Replication edition, license expiration date, name of the company to
which the license was issued and support ID.
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e The number of instances used by each type of protected workloads (backed-up and replicated VMs,
workstations and servers) and the total number of used instances.

e For each type of protected workloads, the report displays the number of instances used by each tenant.

e For each type of protected workloads, the report also displays the nhumber of new objects that are not
included in the report.

The SP cannot submit a manually generated license usage report to Veeam. This reportis intended for
monitoring purposes only.

To generate a license usage report:
1. From the main menu, select License.

2. Inthe License Information window, in the License tab, click Create Report.

License Information x

License Paoints

. . Install
License Information st

Status Valid Remove

Type Rental Update Mow
Edition Enterprise Plus Ciizaia Repehiy
Package Backup Renews,.,
Support 1D 02067762

Licensed to Weeam Software Group GmbH

Cloud Connect Provider Yes

Points

Paints 100 (74 used + 0 new)

Expiration date 12/12/2026 (388 days left)

[ ] Update license autamatically (enahles usage reparting)

Receive proactive support (enables diagnostic data sharing)

Proactive techhical support services require sharing anonymized backup infrastructure
telernetry with Weeam, For more information on what is being shared, please refer to the
User Guide,

Close
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Guide for Service Providers

The Guide for Service Providers is intended for SPs who expose cloud repository resources and provide disaster
recovery as a service to their customers using the Veeam Cloud Connect functionality in Veeam Backup &
Replication. The guide describes main tasks that the SP must take to set up the necessary infrastructure and
manage it.
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Setting Up SP Veeam Cloud Connect
Infrastructure

As part of the Veeam Cloud Connect infrastructure configuration process, the SP can perform the following
tasks:

e Deploy the SP Veeam backup server.

e Manage TLS certificates.

e Add cloud gatewaysand cloud gateway pools.

e Configure cloud repositories.

e Configure hardware plans.

e Manage VLANSs.

e Manage public IP addresses.

e Manage network extension appliance credentials.
e Create tenant accounts.

e Configure target WAN accelerators.
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Deploying SP Veeam Backup Server

To deploy the SP Veeam backup server, you must install Veeam Backup & Replication on a Microsoft Windows
server on the SP side.

The installation process of Veeam Backup & Replication in the Veeam Cloud Connect infrastructure is the same
as the installation process in a regular Veeam backup infrastructure. To learn more about system requirements,

required permissions and the installation process workflow, see the Deployment section in the Veeam Backup &
Replication User Guide.

In addition to requirements listed in the product documentation, the SP Veeam backup server must meet the
following requirements:

1. On the SP Veeam backup server, a Veeam Cloud Connect license must be installed. Other types of licenses
do not support the Veeam Cloud Connect functionality.

2. The SP Veeam backup server must have access to all components of the Veeam Cloud Connect
infrastructure deployed on the SP side. These include:

o Backup repositories that will be used as cloud repositories

o Managed servers that will be used for configuring replication resources (cloud hosts)
o Cloud gateways

o [Optional] Target WAN accelerators

3. If the SP plans to use Veeam Backup for Microsoft 365 to provide Mail Backup as a Service to tenants, the
SP must install Veeam Backup for Microsoft 365 on the SP backup server. For further information, see the
For Service Providers section of the Veeam Backup for Microsoft 365 User Guide.

IMPORTANT

Itis recommended that the SP regularly creates encrypted backups of the SP Veeam backup server
configuration database. With the encryption option enabled, Veeam Backup & Replication will include in
the configuration backup passwords for tenant accounts created on the SP backup server. As a result, if the
configuration data becomes corrupted for some reason, after configuration restore, the SP will not have to
specify new passwords for registered tenant accounts.

To learn more, see the Creating Encrypted Configuration Backups section in Veeam Backup & Replication
User Guide.
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Managing TLS Certificates

The procedure of TLS certificate creation and management is performed by the SP on the SP Veeam backup
server.

When you deploy the Veeam Cloud Connect infrastructure, you must first specify what TLS certificate must be
used to establish a secure connection between parties. Veeam Backup & Replication offers the following options
for TLS certificates:

e You can use Veeam Backup & Replication to generate a self-signed TLS certificate. To learn more, see
Generating Self-Signed Certificates.

e You can select an existing TLS certificate from the certificates store. To learn more, see Importing
Certificates from Certificate Store.

e You canimport a TLS certificate from a file in the PFX format. To learn more, see Importing Certificates
from Files.

NOTE

After you specify TLS certificate settings in the Veeam Cloud Connect infrastructure, when you launch the
Manage Certificate wizard once again, Veeam Backup & Replication also offers an option to keep the
currently used certificate. To do this, select the Keep the existing certificate option at the Certificate Type
step of the wizard.

You can use this option to check information about the currently installed certificate, such as name,
expiration date, thumbprint and serial number.

Generating Self-Signed Certificates

You can use Veeam Backup & Replication to generate a self-signed certificate for authenticating parties in the
Veeam Cloud Connect infrastructure.

To generate TLS certificates, Veeam Backup & Replication employs the RSA Full cryptographic service provider
by Microsoft Windows installed on the Veeam backup server. The created TLS certificate is saved to the Shared
certificate store. The following types of users can access the generated TLS certificate:

e User who created the TLS certificate
e LocalSystem user account
e Local Administrators group

If you use a self-signed TLS certificate generated by Veeam Backup & Replication, you do not need to take any
additional actions to deploy the TLS certificate on the tenants side. When the tenant adds the SP to Veeam
Backup & Replication, a matching TLS certificate with a public key is installed on the tenant Veeam backup
server automatically. During the procedure of SP adding, Veeam Backup & Replication retrieves the TLS
certificate with a public key from the SP Veeam backup server and saves this TLS certificate to the Veeam
Backup & Replication databaseused by tenant Veeam backup server. Veeam Backup & Replication gets the
saved TLS certificate from the database when needed.
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NOTE

When you generate a self-signed TLS certificate with Veeam Backup & Replication, you cannot include
several aliases to the certificate and specify a custom value in the Subject field. The Subject field value is
taken from the Veeam Backup & Replication license installed on the Veeam backup server.

To generate a self-signed TLS certificate:
1. Open the Cloud Connect view.

2. Click the Cloud Connect nodein the inventory pane and click Manage Certificates inthe working area. You
can also right-click the Cloud Connect nodein the inventory pane and select Manage certificates.

3. At the Certificate Type step of the wizard, select Generate a new certificate.

Manage Certificate %

Certificate Type Certificate Type

Generate Certificate Choose certificate to be used for encrypted 350 connection,

Surnmmary
® Generate a new certificate
Generates a new self-signed certificate that is werifiable with the thumbprint

Select an existing certificate from the certificate store

Pick an existing certificate from the certificate store,

Import certificate from a file

Import certificate frorm a file (PFX, XER, PEM or other),
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4. At the Generate Certificate step of the wizard, specify a friendly name for the created self-signed TLS
certificate.

Manage Certificate %

Certificate Type Generate Certificate

Generate Certificate Type in friendly narme for self-signed certificate.

Surnmmary
Friendly Mame: | Veeam Software Group GmbH Cloud Connect Certificate
The certificate created by this feature will not originate from a trusted certification autharity (C4), Cloud Connect

users will be notified about this fact when establishing the initial connection to your service, and provided with the
ability to werify the certificate with the thurmbprint,

| < Previous || et = | Finizh

5. At the Summary step of the wizard, review the certificate properties. Use the Copy to clipboard link to
copy and save information about the generated TLS certificate. You can send the copied information to
your tenants so that they can verify the TLS certificate with the certificate thumbprint.
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6. Click Finish.Veeam Backup & Replication will save the generated certificate in the Shared certificate store
on the Veeam backup server.

tanage Certificate

Certificate Type Summary

Generate Certificate Wou can copy the configuration information below for future reference,

Surnmmary

Marne: Veearn Software Group GmbH Cloud Connect Certificate

lssued to: CH=Veearn Software, O=\eeam Software, OU=\eeam Software
lssued by CH=Veeam Software, O=Veeam Software, OU=Yeearm Software
Expiration date: 10/20/2035 12:52 PR

Thurnbprint: B10F33 0090 CAAIAEGECEACS61 BAEBBBOVES21157

Serial number: 20359DFBE1496FDD

et = Finizh | | Cancel

Importing Certificates from Certificate Store

If your organization has a TLS certificate signed by a CA and the TLS certificate is located in the Microsoft
Windows Certificate store, you can use this certificate for authenticating parties in the Veeam Cloud Connect

infrastructure.

IMPORTANT

The account under which the Veeam Cloud Connect Service runs (by default, the Local System account)
must have access to the certificate private key. In the opposite case, the certificate will not be installed.
To select a certificate from the Microsoft Windows Certificate store:

1. Open the Cloud Connect view.

2. Click the Cloud Connect nodein the inventory pane and click Manage Certificates inthe working area. You
can also right-click the Cloud Connect nodein the inventory pane and select Manage certificates.
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3. At the Certificate Type step of the wizard, choose Select an existing certificate from the certificate store.

Manage Certificate x

Certificate Type Certificate Type

Bick Certificate Choose certificate to be used for encrypted 350 connection,

Surnrnary

Generate a new certificate

Generates a new self-signed certificate that iz verifiable with the thumbprint,

® Select an existing certificate from the certificate store

Pick an existing certificate from the certificate store,

Import certificate from a file
Import certificate frorm a file (PRX, XER, PEM or other),
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4. At the Pick Certificate step of the wizard, select a TLS certificate that you want to use. The certificate must
be installed in the Local Computer\Personal certificate store. You can select only certificates that contain
both a public key and a private key. Certificates without private keys are not displayed in the list.

Manage Certificate x
Certificate Type Pick Certificate
Bick Certificate Pick the existing certificate from local Certificate Store of this seneer,
Surninarny
Certificates:
Issued to Expiratio... Friendly... Issued by

ChH=Veeam Software, O=\eearm Software, OU=Veeam  10/20/2035 12:5  “eeam Softwan  CRH=Veeam Sof
ChH=Veeam Software, O=\eeam Software, OU=Veeam 1071372035 3:20 “eearm Softwan  CH=Veeam Sof

E v Type in an object name to search for O\

| < Previous || Mext = Finish

5. At the Summary step of the wizard, review the certificate properties.

6. Click Finishtoapply the certificate.

Importing Certificates from Files

You can import a TLS certificate in the following situations:

e Your organization uses a TLS certificate signed by a CA and you have a copy of this certificate in a file of
PFX format.

e You have generated a self-signed TLS certificate in the PFX format with a third-party tool and you want to
import it to Veeam Backup & Replication.
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IMPORTANT
Consider the following:

e All certification authorities (CAs) related to the TLS certificate must be trusted by the SP Veeam
backup server. Therefore, make sure that they are included in the /ntermediate Certification
Authorities and Trusted Root Certification Authorities folders within the Microsoft Windows
Certificate store. Otherwise, you will not be able to import the TLS certificate. For more information
about certificate and connectivity issues, see this Veeam KB article.

e Ifa PFX file contains a certificate chain, only the end entity certificate will be imported.

To import a TLS certificate from a PFX file:

1. Open the Cloud Connect view.

2. Click the Cloud Connect nodein the inventory pane and click Manage Certificates inthe working area. You
can also right-click the Cloud Connect nodein the inventory pane and select Manage certificates.

3. At the Certificate Type step of the wizard, choose Import certificate from a file.

Manage Certificate x

Certificate Type Certificate Type

e Choose certificate to be used for encrypted 350 connection,

Surnrnary

Generate a new certificate

Generates a new self-signed certificate that is verifiable with the thumbprint

Select an existing certificate from the certificate store

Pick an existing certificate from the certificate store,

® Import certificate from a file
Import certificate frorm a file (PRX, XER, PEM or other),

4. At the Import Certificate step of the wizard, specify a path to the PFX file.
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5. If the PFX file is protected with a password, specify the password in the Password field.

Manage Certificate x

Certificate Type Import Certificate

Specify the PEX file to import certificate from, The certificate will be autormatically irported into the local Certificate

e Ceififesic Stare of this senver.

Surnrnary

Certificater  Clicert\ABC certphobed Brovvse...

Password: (TTITTTTIT]] @

Pazsward is required only if this certificate was exported with the password protection
enabled,

| < Previous || Mext = | Finish

6. At the Summary step of the wizard, review the certificate properties. Use the Copy to clipboard link to
copy and save information about the TLS certificate. You can send the copied information to your tenants
so that they can verify the TLS certificate with the certificate thumbprint.

7. Click Finish toapply the certificate.

What You Do Next

After installing a TLS certificate on the SP Veeam backup server, the SP can send the copied information about
the TLS certificate so that tenants can save the certificate thumbprint for TLS certificate verification.

This step can be performed in Veeam Cloud Connect infrastructure that uses a self-signed TLS certificate. If you
use a TLS certificate signed by a CA, skip this step. Signed TLS certificates are trusted without additional
verification.
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Adding Cloud Gateways

The procedure of cloud gateway configuration is performed by the SP on the SP Veeam backup server.

When you configure the Veeam Cloud Connect infrastructure, you must deploy at least one cloud gateway.
Cloud gateways are network appliances that route traffic between tenants' Veeam backup servers and SP cloud
infrastructure components. The role of a cloud gateway can be assigned to any Microsoft Windows server or
Linux server, including the Veeam backup server.

You can deploy one or severalcloud gateways. Several cloud gateways can be set up for scalability purposes, to
balance the traffic load in the Veeam Cloud Connect infrastructure.

Before You Begin

Before you add a cloud gateway, check the following prerequisites:
1. The server that will perform the role of a cloud gateway must meet the following requirements:
o The cloud gateway can be a physical or virtual machine.
o The cloud gateway can run Microsoft Windows OS or Linux OS.
To learn more, see System Requirements.

2. ATLS certificate must be installed on the SP Veeam backup server.
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Step 1. Launch New Gateway Wizard

To launch the New Cloud Gateway wizard, do one of the following:

e Open the Cloud Connect view. Click the Cloud Connect node in the inventory pane and click Add Cloud
Gateway inthe working area.

e Open the Cloud Connect view. Click Add Cloud Gateway on the ribbon.

e Open the Cloud Connect view. Right-click the Cloud Gateways nodein the inventory pane or right-click
anywhere in the working area and select Add Cloud Gateway.

= Home Cloud Connect veearn Intelligence =5 @
] > G
e 7 ®
add Add Add Cloud Manage Manage Manage
Tenant~  Hardware Plan Gatewsy Certificates VLANS Public IPs
Manage Tenants Manage Infrastructure Manage Networking

Cloud Connect

W & Cloud Connect Manage Certificates

B Cloue Gy Add Tenant 5 First step of becoming a Veeam Cloud Conned service provider is to specify an S5L certificate for secure communication with your dients.You can use

an existing certificate izzued by a trusted authority, or generate a new self-signed certificate,
> 7 Gatew [[3 Add Hardware Plan...

(&, Tenar |2 Add Cloud Gateway..,

> 7 Backu [F] Manage Certificates...

Add Cloud Gateway
e 1
> ED Replic @) manage VLANS.. I ) . ’ . i
£ Renlit i © after you spedify an S50 certificate, create at least one Cloud Gateway. This component encapsulates network traffic between customer and service
o FEPIE G Manage Public IPs... provider Veeam cormponents to a single port. Create multiple Cloud Gateways for high availability and load balandng.

Maintenance mode

O Add Tenant  Standal Account | ¥M Cloud Director Account
(@
Create one or more tenant accounts. You can create standalone accounts and use the built-in authentication, or re-use existing Microsoft Adtive
ﬁ_u\ Horre Directory and VMware Cloud Director user accounts to have the tenant authentication performed by those systems instead.
[ mwentory

E‘s Backup Infrastructure
¢ Cloud Connect
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Step 2. Choose Server

At the Name step of the wizard, specify settings of a server that will be used as a cloud gateway.

1. From the Choose server list, select a Microsoft Windows server or a Linux server that will perform the role
of a cloud gateway. You can select any server added to Veeam Backup & Replication or assign the cloud

gateway role to the Veeam backup server itself.

If the server is not added yet, click Add New toopen the New Windows Server wizard.

2. In the Description field, provide a description for the cloud gateway. The default description contains
information about the user who added the cloud gateway, date and time when the cloud gateway was

added.

3. Inthe External port field, specify a TCP/IP port over which tenant Veeam backup servers will communicate

with the cloud gateway. By default, port nhumber 6180 is used.

Mew Cloud Gateway

Narne
MWetworking
Rewicwr
Apply

Surnrmary

MName

Choose a server to set up cloud gateway service on. We recommend that you set up multiple cloud gateways for
high awailability and autornatic load balancing.

Choose server:

seetltech.local (Backup server) v | Add Mew...

Description:

by Cloud Gateway

1
External port: | 6180 ~ A |

TCRAUDR port for external connections, &1 traffic between ywou and your users will go through this port, Your users
willl need to specify this portwhen establishing the initial connection to your service,
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Step 3. Specify Network Settings

At the Networking step of the wizard, select the network mode that will be used by the cloud gateway to
communicate with Veeam backup servers on the tenant side.

You can choose between two network modes: NAT mode or direct mode.

If a cloud gateway s located in the local network behind the NAT gateway:
a. Select Located behind NAT or uses external DNS name.
b. In the DNS namefield, specify a DNS name of the NAT gateway.

You must specify anindividual DNS name for each cloud gateway that you add to the Veeam Cloud
Connect infrastructure.

c. In the Internal port field, specify a port on the local network behind the NAT used for listening to
connections from tenants. By default, port 6180 is used.

d. On your NAT gateway, configure the port forwarding rule for TCP and UDP protocols: from an
incoming port (specified in the External port field at the previous step of the wizard) to the port on
the local network used for listening to connections (specified at the Incoming port field at this step of
the wizard). For example, if you use default port number values, you must configure the following
port forwarding rule: from port 6180 to port 6180.

If a cloud gateway has a direct network connection to Veeam backup servers on the tenant side, select
This server is connected directly to the Internet. From the NIC list, select a network adapter on the cloud
gateway server that will be used to communicate with tenants' Veeam backup servers.

Consider the following:

If you use a TLS certificate verified by a CA to establish a secure connection between Veeam Cloud
Connect infrastructure components, itis recommended that you choose Located behind NAT or uses
external DNS name mode for all cloud gateways, including those that have direct network connection to
the internet. To learn more, see Network Settings with Verified TLS Certificates.

Each cloud gateway must have its own public IPv4 address, regardless of whether the IP address is
directly configured on the cloud gateway itself (direct mode) or on a NAT gateway in front of it (NAT
mode). To resolve public DNS names of cloud gateways to IP addresses, the SP must create on the DNS
server a separate A record for each IP address. For example:

gatewayOl.tech.com "A" record to 198.51.100.1
gateway02.tech.com "A" record to 198.51.100.2

Configurations with one DNS record for multiple IP addresses are not supported.

NOTE

In a scenario where the tenant connects to the SP over a private network, the DNS name of a cloud
gateway available to the tenant can resolve to a private IP address. In this scenario, it is
recommended that the cloud gateway operates as part of a cloud gateway pool. Otherwise,
information about this cloud gateway will be passed to other tenants, including those who connect
to the SP from the internet and may have no access to the cloud gateway.
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e The SP can use one public DNS name for their Veeam Cloud Connect infrastructure and provide the tenant
with this DNS name instead of DNS names of cloud gateways. In this case, the SP must create DNS records
for both public Veeam Cloud Connect DNS name and DNS names of cloud gateways. For example:

provider.tech.com "A" record to 198.51.100.1
provider.tech.com "A" record to 198.51.100.2
gateway0Ol.tech.com "A" record to 198.51.100.1
gateway02.tech.com "A" record to 198.51.100.2

NOTE

For the scenario where the SP assigns cloud gateway pools to tenants and provides the tenant with a
public Veeam Cloud Connect DNS name to connect to the SP, make sure that the public DNS name
does not resolve to IP addresses of cloud gateways included in cloud gateway pools that are not
available to the tenant.

e Public DNS names (recommended) or IP addresses of all cloud gateways must be accessible to all tenants
and subtenants who work with the SP. Some of the cloud gateways may be temporarily unavailable, for
example, due to a failure or for maintenance purposes. However, it is not recommended that one or more
IP addresses of a cloud gateway are permanently available only to the limited number of tenants. Such
configuration may impact performance of jobs created by tenants and subtenants.

e You cannot use the direct mode if IPv6 communication is enabled in the Veeam Backup & Replication
settings. To learn more about support for IPv6 communication, see IPv6 Support.

Mewr Cloud Gateway x
Narme Networking
ek e Specify how this sercer is connected to the Internet
Rewiewr
Annl @ Located behind MNAT or uses external DMS name {recommended)
o Type in the external DMS name, Port forwarding rule must be set up on the MAT to fonward netowork traffic fram
Summary the external port to the internal port specified below,

DME narme: gatewayll tech.com
Internal port: | 6180~ -

This server is connected directly to the Internet

Select network adapter (NIC) connected to the Internet:

Ethermnetd, (172,24.26.16) v

Direct connection mode cannot be used with IPvE networking enabled,

< Previous | | et = Finish
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Network Settings with Verified TLS Certificates

If you use a verified TLS certificate in your Veeam Cloud Connect infrastructure, it is recommended that you
configure a cloud gateway in the following way:

1. DNS names of all cloud gateways in Veeam Cloud Connect infrastructure must be associated with the
verified TLS certificate.

2. For all cloud gateways, specify the following network settings in the New Cloud Gateway wizard:
a. Select Located behind NAT or uses external DNS name.

b. In the DNS namefield, specify an external DNS name of the cloud gateway (in case of direct
connection) or a DNS name of the NAT gateway (if a cloud gateway is located behind the NAT
gateway).

c. Inthe Internal port field, specify a port used for listening to connections from tenants:

* Ifacloud gateway has a direct connection to the internet, specify the same port that was
specified in the External port field at the previous step of the wizard. By default, port 6180 is
used.

* Ifacloud gatewayis located in the local network behind the NAT gateway, specify the same
port that is specified in the port forwarding rule on your NAT gateway.
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Step 4. Review Cloud Gateway Settings

At the Review step of the wizard, review the components that will be installed on the cloud gateway server.

Mew Cloud Gateway x
Narme Review
e Please review the required actions,
Rewieuwr
The following components will be processed:
Apply
Component name Status
Surmmary
Cloud Gateway will be installed

Afterywou click Apply missing components will be installed on the target host,

< Presious | | Apply Einish
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Step 5. Assess Results

At the Apply step of the wizard, Veeam Backup & Replication will install the components on the cloud gateway
server. Wait for the required operations to complete and click Next to continue.

Mew Cloud Gateway x

Narng APP'Y

ekedeng Please weaitwhile required operations are being performed, This may take a feu minutes..,

Flewigwr

Apply Message Duration

W AT U LT S WP proess g
Summary Cannecting ta Weeam Installer service

[sra1] Discovering installed packages

Creating termporary folder

Package WeearnGateSwo.msi has been uploaded

Installing package Cloud Gateway 00026
Deleting ternporary folder

Registering client sret1 for package Cloud Gateway

Discovering installed packages 0:00:05
All required packages have been successfully installed

Detecting server configuration

Checking Cloud Gate service state

Restarting Cloud Gate service 0:00:M
Creating configuration database records for Cloud Gateway

Creating configuration database records for installed packages

000000000000000

Cloud Gateway created successfully

< Previous | | Mext = | | Finish Cancel
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Step 6. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of cloud gateway configuration.
1. Review the information about the added cloud gateway.

2. Click Finish toexit the wizard.

Mew Cloud Gateway

Narne Summary
Nekeddng You can copy the configuration information below for future reference,
Rewiewr
Aol srvtltech.local was successfully saved,
FRY Hardhware info:
Chassis type: Wirtual {blware)
Surnrmary Cores count: 4
Camponents:

Cloud Gatewsay using port 6168

Dell Data Domain Library

Guest Interaction Proxy using port 6190
HPE StoreOnce Library

Installer service using port 6160

fount service using port 6170

Weearn Backup W35 Integration using port 6210
Weearn Data Mowver service using port 6162
Weearn Standby service

Yeearn Threat Hunter

Weearn W35 Hardware Snapshot Provider
Whirare WDDE

wPowver MFS using port 6161
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Configuring Cloud Gateway Pools

The procedure of cloud gateway pool configuration is performed by the SP on the SP Veeam backup server.

You can organize cloud gateways deployed in the Veeam Cloud Connect infrastructure into cloud gateway
pools. Usage of cloud gateway pools allows you to assign dedicated cloud gateways to specific tenants.

You can configure one or more cloud gateway pools in the Veeam Cloud Connect infrastructure. Each cloud
gateway pool can contain one or more cloud gateways.

Before You Begin

Before you configure a cloud gateway pool, check the following prerequisites:
1. A TLS certificate must be installed on the SP Veeam backup server.

2. Cloud gateways that you want to add to the cloud gateway pool must be deployed in the Veeam Cloud
Connect infrastructure.
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Step 1. Launch New Gateway Pool Wizard

To launch the New Gateway Pool wizard, do one of the following:

e Open the Cloud Connect view. Click the Gateway Pools nodein the inventory pane and click Add Gateway
Pool on the ribbon.

e Open the Cloud Connect view. Right-click the Gateway Pools nodein the inventory pane and select Add
gateway pool.

= Home Gateway Pool Veeam Intelligence =5 @

=
Add
Gateway Poal

Manage Cloud Gateway Paols

Type in an object name to search for

Cloud Connect Q
~ &5 Cloud Connect

[ Cloud Gateways Name 4 Descript...
- Gateway Pools I

& Terants [ Add gateway pool..

> ) Backup Storage
> L Replica Resources

> Replicas
of) Replica Org¥DCs
> B Last24Hours

{I‘I_l\ Horne

|F;| Irivertary

EE Backup Infrastructure
¢ Cloud Connect

=
) Histany

0 gateway pools
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Step 2. Specify Cloud Gateway Pool Name and Description

At the Name step of the wizard, specify a name and description for the cloud gateway pool.
1. In the Name field, specify a name for the cloud gateway pool.

2. Inthe Description field, provide a description for future reference. The default description contains
information about the user who added the cloud gateway pool, date and time when the cloud gateway

pool was added.

Mewr Gateway Pool

e Name

Gateuray pools allowy assighing groups of cloud gateways to tenants, For example, you can have a pool of gateways

Cloud Gateways for Internet connected tenants, and a separate pool for MPLS connected tenants,

Surnrmary
Marme:

Cloud Gatewsay Pool

Description:

Cloud gateway pool for TechCompany
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Step 3. Select Cloud Gateways

At the Cloud Gateways step of the wizard, from the Cloud gateways list, select one or more cloud gateways that
you want to add to the cloud gateway pool.

NOTE

The Cloud gateways list contains cloud gateways that are not added to any cloud gateway pool yet. Cloud
gateways that are already added to a cloud gateway pool are not displayed in the list. You cannot add a
cloud gateway that is a part of a cloud gateway pool to another cloud gateway pool.

Mewr Gateway Pool

Narme Cloud Gateways

o) Eenrays Select cloud gateuvays to add to the created gateway poal,

Surmmary
Cloud gateways:

Mame

srut]

< Previous | | et = Finish
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Step 4. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of cloud gateway pool configuration.
1. Review the information about the added cloud gateway pool.

2. Click Finish toexit the wizard.

Mew Gatevway Poal x

Narne Summary

ol @rmrays Rewview the applied gatewsay pool settings, and click Finish to exit the wizard,

Surnrmary

Cloud Gateway Pool was successfully saved,

et = Finish | | Cancel

What You Do Next

After you create a cloud gateway pool, you must do the following:

1. Assign the created cloud gateway pool to the tenant in the properties of the tenant account. To learn
more, see Specify Bandwidth Settings.

2. Pass to the tenant a DNS name or IP address of one or more cloud gateways added to the cloud gateway
pool.

Only those tenants to whom the cloud gateway pool is assigned can use cloud gatewaysadded to this cloud

gateway pool. Other tenants will be able to use individual cloud gateways that are not added to any cloud
gateway pool.
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Configuring Cloud Repositories

You can configure one or several backup repositories in your backup infrastructure and use them as cloud
repositories.

A cloud repository is a regular backup repository configured on the SP side. When the SP creates a tenant
account, the SP can assign a storage quota (allocates some amount of storage space) on this backup repository
for the tenant. The tenant can be assigned different quotas on different backup repositories. As soon as the
tenant connects to the SP, Veeam Backup & Replication retrieves information about all quotas for this tenant
and displays a list of available cloud repositories in the tenant backup infrastructure.

You can use the following types of backup repositories as cloud repositories:
e Microsoft Windows server with a local or directly attached storage
e Linux server with local, directly attached or mounted NFS storage
e SMB (CIFS) or NFS shared folder
e Deduplicating storage appliance: Dell Data Domain, ExaGrid and Quantum DXi
e Scale-out backup repository
e Object storage: S3 compatible, Amazon S3, IBM Cloud, Microsoft Azure and Wasabi
To learn more, see Backup to Object Storage.

The configuration process for backup repositories in the Veeam Cloud Connect infrastructure does not differ
from the same process in the regular Veeam backup infrastructure. To learn more, see the following sections in
the Veeam Backup & Replication User Guide:

e Adding Microsoft Windows Repository
e Adding Scale-Out Backup Repository
e Adding Object Storage Repositories

IMPORTANT

When the SP exposes a new simple backup repository as a cloud repository, the SP should make sure that
the location of this repository does not appearto be a subfolder of another backup repository location. For
example, if the SP has already specified the E: \Backups folder as a location of a backup repository, the
SP must not configure other backup repositories in the following locations: E:\Backups\Tenants,
E:\Backups\Cloud, and soon. After a tenant or the SP performs a rescan operation for a backup
repository configured in this way, information about tenant backups in the configuration databaseon the
SP backup server will become corrupted.

NOTE

Veeam Backup & Replication does not apply the Limit maximum concurrent tasks option to backup
repositories used as cloud repositories. For Veeam Cloud Connect Backup, the maximum allowed number
of concurrent tasks is defined per tenant in the properties of the tenant account. For details, see Specify
Bandwidth Settings.
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= Home Cloud Connect

f%@ New Tenant
Add Add —
Tenant s Hardware Plan v Jamis Backup Resources o .
" S { Add one or maore cloud repasitories for this tenant to use.
anage Tenants
Cloud Connect Tenant S
Set Quota
' &5 Cloud Connect
e Banduwidth Cloud repasitary name:
Y Cloud Gateways pository :
al
& Tenants Specify a friendly repository narme that will be shown to the user.
Surarnary

> 7 Backup Storage

= Back tary:
> [l Replica Resources e e

> Replicas
% Replica Org ¥DCs

= 33 GB free of 891 GB

S ED Last24 Hours
User quata;
50 s 5
Eriahle WAN acceleration through the following WAN accelerator
(1) Home
[ mwentory

Eé Backup Infrastructure
cannot be managed by the tenant,

¢ Cloud Connect

S
L) Histary
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Configuring Hardware Plans

To expose cloud hosts to tenants, you must configure one or more hardware plans in the Veeam Cloud Connect
infrastructure.

A hardware planis a set of computing, storage and network resources in the SP virtualization environment that
the SP can expose as a target for tenant VM replicas. When the SP creates a tenant account, the SP can
subscribe the tenant to a hardware plan. The tenant can be subscribed to different hardware plans that utilize
resources on different SP virtualization hosts.

For tenants, hardware plans appear as cloud hosts on which tenants can create VM replicas. As soon as the
tenant connects to the SP, Veeam Backup & Replication retrieves information about all hardware plans to which
the SP subscribed this tenant and displays a list of cloud hosts that become available in the tenant backup
infrastructure.

You can configure hardware plans on the following virtualization platforms:
e VMware host or cluster

e Hyper-V host or cluster

Adding Hardware Plans

You can configure one or several hardware plans in your Veeam Cloud Connect infrastructure.

Before You Begin

Before you add a new hardware plan, check the following prerequisites:
1. ATLS certificate must be installed on the SP Veeam backup server.

2. Virtualization hosts that will provide resources to tenants through a hardware plan must be added to the
backup infrastructure.

3. The process of configuring a hardware plan differs depending on virtualization environment — VMware
vSphere or Microsoft Hyper-V. Thus, separate wizards are used to configure hardware plans for different
virtualization environments:

o The New VMware Hardware Plan wizard — to configure a VMware hardware plan.
o The New Hyper-V Hardware Plan wizard — to configure a Hyper-V hardware plan.

The description of a hardware plan setup process is illustrated primarily with the figures from the New
VMware Hardware Plan wizard. However, all the described steps except for those specified, are the same
for configuring both VMware and Hyper-V hardware plans.

4. Itis recommended that you plan network resources in advance and configure a range of VLANs that will be
reserved for Veeam Cloud Connect Replication before configuring a hardware plan. To learn more, see
Managing VLANSs.

Limitations for VMware Hardware Plans

To configure a VMware hardware plan that will use resources of a vCenter Server cluster, you must use the
Enterprise or Enterprise Plus edition of the VMware vSphere infrastructure. DRS functionality must be enabled
on the vCenter Server cluster. Standard VMware vSphere edition does not support creating resource pools in
clusters.
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This limitation does not apply to standalone ESXi hosts managed by vCenter Server.

Limitations for Hyper-V Hardware Plans

Before you add a new Hyper-V hardware plan, consider the following limitations:

e Standalone Hyper-V hosts that run Nano Server installations of the Microsoft Windows Server 2016 OS
cannot be used for configuring hardware plans.

e The following types of Hyper-V clusters are not supported for exposing resources through hardware
plans:

o Clusters with server nodes that run Nano Server installations of the Microsoft Windows Server 2016
0sS

o Clusters with the Cluster Operating System Rolling Upgrade feature enabled
o Multi-domain and Workgroup Clusters

e After you subscribe a tenant to a Hyper-V hardware plan, you cannot rename the virtual switch in
Microsoft Hyper-V infrastructure that is used by VM replicas. If you rename the virtual switch, replication
jobs targeted at the cloud host that use the renamed virtual switch will fail.

e Usage of a Microsoft SMB3 shared folder as a storage for VM replicas is not supported in the Veeam Cloud
Connect infrastructure.
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Step 1. Launch New Hardware Plan Wizard

To launch the New VMware Hardware planor New Hyper-V Hardware plan wizard, do one of the following:

e Open the Cloud Connect view. Click Add Plan on the ribbon and select VMware vSphere or Microsoft
Hyper-V.

e Open the Cloud Connect view. Click the Replica Resources nodein the inventory pane, click Add Plan on
the ribbon and select VMware vSphere or Microsoft Hyper-V.

e Open the Cloud Connect view. Right-click the Replica Resources node in the inventory pane or right-click
anywhere in the working area and select Add hardware plan > VMware vSphere or Add hardware plan >
Microsoft Hyper-V.

= Home Hardware Plan Veeam Intelligence =5 @

=
=3

Add Edit Rernove
Flan Plan Plan

Manage Hardware Plans

Cloud Connect
Type in an object name to search for

W & Cloud Connect

[ Cloud Gateways Name 4 Py Memaory Storage Networks Subscrib... Platform Description
& Gateway Poals CDP Sikver 5,02 GHz 6,61 GB 02378 H o Wihirare Crested by Addministrator
&, Tenants

> ) Backup Storage
> [ Replica Resources

> Replicas EE Add hardware plan...

f Replica Org ¥DCs
> B Last24Hours

(1) Home

|F;| Irvertary

EE Backup Infrastructure
¢ Cloud Connect

=
) History

1 hardware plan
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Step 2. Specify Hardware Plan Name and Description
At the Name step of the wizard, specify a name and description for the hardware plan.

1. In the Name field, specify a name for the hardware plan.

2. Inthe Description field, provide a description for future reference. The default description contains
information about the user who added the hardware plan, date and time when the hardware plan was
added.

MNew VMware Hardware Plan *

Mame
EI Specify a name and description for this hardware plan,

Whiweare Sikver
e Description:
Hardware plan for Whware wSphere \-‘Ms|
Storage
FMetnark
Bpply
Surnrmary

< Previous Finish Cancel
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Step 3. Specify Host or Cluster

At the Host step of the wizard, specify a host or cluster on which you want to configure a replication target.

1. In the Host or cluster section, click Choose and select the host in the SP virtualization environment on
which Veeam Backup & Replication will register VM replicas created by replication jobs targeted at the
cloud host.

2. Inthe CPU section, specify the limit of CPU resources that can be utilized by all VM replicas on the cloud
host provided to the tenant through the created hardware plan. To let the tenant utilize all CPU resources
available on the selected host, select the Unlimited check box.

NOTE

The SP should make sure that the amount of resources available for tenant VMs is sufficient for VM
operation. For Hyper-V hardware plans, the limit of CPU resources must be greater than the total
amount of CPU frequency on all tenant VM processor units. If the source host on the tenant side has
more CPU resources than the target host on the SP side, tenant VMs may fail to start after failover
due to shortage of resources.

3. Inthe Memory section, specify the limit of RAM that can be utilized by all VM replicas on the cloud host
provided to the tenant through the created hardware plan. To let the tenant utilize all memory resources
availableon the selected host, select the Unlimited check box.

Mew VMware Hardware Blan *
Host
:I Specify the host or cluster where tenant's replica Wis should be created,

Host or cluster:

Marme
R Choose.
Storage
THetweark
cEl I 1003 GHz
Apply
[ Unlimnited |
Surnrmary Mernory: I e |
[J Unlirnited
< Previous Text = Einish Cancel
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Step 4. Specify Storage Settings

At the Storage step of the wizard, specify the storage on which Veeam Backup & Replication will store files of
tenant VM replicas.

1. In the Storage section, click Add toopen the Add new storage window.
2. Inthe Friendly name field, specify a name of the storage that will be displayed to a tenant.

3. [For a VMware hardware plan] In the Datastore section, click Browse and select a datastore on which to
allocate storage resources for VM replicas.

NOTE

If you specified a cluster as a source of CPU and RAM resources for tenant VM replicas at the Host
step of the wizard, you must use a shared datastore or datastore cluster as a storage for VM replica
files. Datastores that can be accessed by a single host are not displayed in the list of available
datastores at the Storage step of the wizard.

Consider the following:

e In the list of available datastores, Veeam Backup & Replication displaysshared datastores that
can be accessed by multiple hosts. Make sure that the shared datastore that you planto use as
a storage for tenant VM replicas is accessible by all cluster nodes.

e Veeam Backup & Replication considers datastores in a datastore cluster as datastores
accessible by multiple hosts. Make sure that all datastores in the datastore cluster that you
plan to use as a storage for tenant VM replicas are accessible by all cluster nodes.

Add new storage >

Friendly narme:

Cloud Replicas

Datastore;

prgtee 507 -dsd Erowese... |

= 108TBfree of 174 7B

=

Tenant quota:

3002 Ge w
Ok Cancel
4. [For a Hyper-V hardware plan] In the Path section, click Browse and specify a path to a folder on the
volume that will be used for storing VM replica files.

NOTE

You cannot specify a Microsoft SMB3 shared folder as a storage for tenant VM replicas.
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Add new storage

Friendly narme:

|C|Dud Replicas|

Path:

|D:‘15tn:nrage

Browwse,.,

= BE3TEfree of 174 TB

Tenant quota:

3005 GB v

5. In the Tenant quota section, specify the amount of disk space for the cloud host that will be provided to

the tenant through the created hardware plan.

6. Click OK.

Mew VMware Hardware Plan

Storage
:I Specify storage assigned to this hardware plan,
Mame Storage:
Friendly name Datastore
Host =
= Cloud Replicas progtuvesx01-ds01
Metniork
Apply
Surnmary

Cuota Puailable
1.7TE 10.5TE
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Step 5. Specify Network Settings

At the Network step of the wizard, specify network settings for the hardware plan.

1. [Optional] If you have not configured a range of VLANSs that will be used for providing network resources
to VM replicas on cloud hosts in advance before configuring a hardware plan, click the Configure VLAN ID
rangelink at the bottom of the wizard window. Then use the VLANs Configuration dialog window to
allocate the necessary number of VLANs on the virtualization host that was selected at the Host step of

the wizard.

To learn more about the VLAN range configuration process, see Managing VLANSs.

2. In the Specify number of networks with internet access field, specify the number of IP networks with
internet access that will be available for tenant VM replicas on the cloud host.

3. Inthe Specify number of internal networks field, specify the number of IP networks without internet

access that will be available for tenant VM replicas on the cloud host.

Mew VMware Hardware Plan

Metwork
:I Specify network resources to assign to this hardware plan,
Mame MNetwarks
Specify nurber of networks with Internet access: |1 o
Host
Specify number of internal netuworks: 1 =
Starage Total number of networks available to tenant cannot exceed 9,
Apply
Surnrmary

Configure WLAMN 1D range

% Previous Apply
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Step 6. Assess Results

At the Apply step of the wizard, Veeam Backup & Replication will create the configured hardware plan. Wait for
the operation to complete and click Next to continue.

MNew VMware Hardware Plan *

Apply

:I r Please wait while settings are being saved to the configuration database,
vm B

Marme L
Message Duration
Host OCreating hardhnrare plan
Storage
Meturark
Surnrmary

< Previous Finish Cancel
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Step 7. Finish Working with Wizard

At the Summary step of the wizard, review the information about the created hardware plan and click Finish to
exit the wizard.

MNew VMware Hardware Plan X
Sum mary
:I Reviews the applied hardware profile settings, and click Finish to exit the wizard,
[T Surmmary:

Hardusare plan Whtaare Silver settings have heen updated successfully,
Resource Host: prghavesx0l tech.local, CPLE 2,89 GHz, Memony: 40,6953 GE
Mumber of netwarks with Internet access: 1, number of internal netwarks: 1
Available storage resources:

Storage Datastore: prgtwesx01-ds01, Quota: 1.7 TB, Friendly narme: Storage 1

Huost

Meturork

Lpply

< Previous Mext = Cancel

Managing Hardware Plans

You can edit settings of hardware plans that you configured and remove unused hardware plans from the Veeam
Cloud Connect infrastructure.

Editing Hardware Plan Settings
You can edit settings of hardware plans you have configured.

NOTE

When Veeam Backup & Replication saves new hardware plan settings to the configuration database,
resources provided to tenants through the edited hardware plan will become temporarily unavailable to
tenants. VM replicas in Failover state after partialsite failover will also become temporarily inaccessible.

To edit settings of a hardware plan:
1. Open the Cloud Connect view.

2. Inthe inventory pane, click the Replica Resources node.
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3. Do one of the following:

o Select the necessary hardware planin the working area and click Edit Plan on the ribbon or right-click
the necessary hardware planand select Edit.

o Select the necessary hardware planin the inventory pane and click Edit Plan onthe ribbon or right-
click the necessary hardware plan and select Edit.

4. Edit hardware plan settings as required.

NOTE

You cannot reduce the number of networks with internet access and the number of internal networks in
the hardware plan when editing hardware plan settings.
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Removing Hardware Plans
You can remove hardware plans you have configured.

NOTE

Before removing a hardware plan, you must first unsubscribe from this hardware plan all tenants who use
resources provided through the hardware plan.

To remove a hardware plan:

—_

Open the Cloud Connect view.
2. Inthe inventory pane, click the Replica Resources node.
3. Do one of the following:

o Select the necessary hardware planin the working area and click Remove Plan on the ribbon or right-
click the necessary hardware plan and select Delete.
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o Select the necessary hardware planin the inventory pane and click Remove Plan onthe ribbon or
right-click the necessary hardware plan and select Delete.
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Managing VLANS

To enable networking for tenant VM replicas, the SP should configure physical switches to which hosts or
clusters that will provide resources for hardware plans are connected. The SP must allocate on the physical
switch a range of VLANs and reflect these settings in the Veeam Backup & Replication console using the VLANs
Configuration dialog window.

In Veeam Backup & Replication, the SP can specify VLANs with internet access and VLANs without internet
access. VLANs without internet access can be used as internal networks that let VM replicas communicate to
each other after full site failover and to production VMs after partial site failover. For VLANs with internet
access, Veeam Backup & Replication can also route traffic to the internet through the network adapter (vNIC) on
the network extension appliance that is connected to the SP production network.

For example, if the SP plans to configure a hardware plan on the host named Host7 that is connected to physical
switch named Switchl, the SP can pre-configure on the Switch7 a range of VLANs with IDs from 7to 20. In the
Veeam Backup & Replication console, the SP should reflect those values in accordance, for example, specify 7-
70 as a range of VLANs with internet access and 77-20 as a range of VLANs without internet access.

When the SP subscribes the tenant to the hardware plan, Veeam Backup & Replication configures on the
network extension appliance that is deployed on the SP side the number of network adapters (vNICs) equal to
the number of networks in the hardware plan. Each network adapter connects to the dedicated VLAN from the
reserved range. As a result, Veeam Backup & Replication can map every production tenant VM network to the
dedicated VLAN on the SP side.

As part of the VLAN configuration process, the SP can perform the following tasks:
e Add a VLAN range in Veeam Backup & Replication.
e Edita VLAN range addedin Veeam Backup & Replication.

e Remove a VLAN range addedin Veeam Backup & Replication.

NOTE
Consider the following:

e The total number of VLANs reserved for Veeam Cloud Connect Replication in the SP network
infrastructure must be equal to or exceed the total number all tenant production networks.

e If the SP allocates resources for a hardware plan on a VMware or Hyper-V cluster, the SP should also
configure physical switches so that they provide a trunk to broadcast traffic for all configured
VLANSs.

e The SP does not need to allocate VLANs in Veeam Backup & Replication if the SP uses VMware Cloud
Director to provide replication resources to tenants. Instead, the SP allocates the necessary number
of networks in the properties of the organization VDC that will be used as a cloud host for tenant
VM replicas.

e The SP must avoid configuration of overlapping VLAN ranges. If one or more VLAN IDs overlap, the
tenant creation process will fail.

TIP

Itis recommended that the SP plans network resources allocation and configures VLAN ranges in the
Veeam Backup & Replication console in advance, prior to configuring hardware plans. However, the SP can
also access the VLANs Configuration window when the SP performs the following tasks:

e Configures network resources for a hardware plan. To learn more, see Specify Network Settings.
e Subscribes a tenant to a hardware plan. To learn more, see Allocate Replication Resources.
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Adding VLAN Ranges

To adda VLAN range in Veeam Backup & Replication:
1. Open the VLANs Configuration window in one of the following ways:
o Open the Cloud Connect view, click the Cloud Connect node and click Manage VLANSs on the ribbon.
o Open the Cloud Connect view, right-click the Cloud Connect node and select Manage VLANSs.
2. Inthe VLANSs Configuration window, click Add.

3. Inthe VLAN Pool Settings window, click Browse nextto the Host or cluster field and select a host or
cluster on which you planto configure a replication target.

4. Click Browse nextto the Virtual switch field and select a virtual switch configured on the selected host on
which to reserve VLANs for Veeam Cloud Connect Replication.

5. In the VLANs with Internet access fields, specify the first and the last VLAN ID in the range of VLANs that
you plan to use for providing networks with internet access to VM replicas on the cloud host.

6. Inthe VLANs without Internet access fields, specify the first and the last VLAN ID in the range of VLANs
that you plan to use for providing networks without internet access to VM replicas on the cloud host.

7. Click OK.
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Editing VLAN Ranges

You can edit VLAN ranges configured in Veeam Backup & Replication, if necessary. When you change a VLAN
range, tenants to whom VLANs from this range are already allocated will continue to use these VLANs. Veeam
Backup & Replication will allocate new VLANSs in the edited VLAN range only to those tenants who are
subscribed to a hardware plan after the VLAN range was edited.

For example, you change the VLAN range from 7000-2000 to 3000-4000. In this case, VLANs 7000, 1001,
and so on that are already allocated to tenants will continue to be used by these tenants. Tenants whom the SP
subscribes to a hardware plan after the VLAN range was changed will receive VLANs from the new VLAN range:
3000, 30017, and so on.

To edita VLAN range:
1. Open the VLANs Configuration window in one of the following ways:
o Open the Cloud Connect view, click the Cloud Connect node and click Manage VLANSs on the ribbon.

o Open the Cloud Connect view, right-click the Cloud Connect node and select Manage VLANs.

2. Inthe VLANSs Configuration window, select the host or cluster for which you want to edit a VLAN range,
and click Edit.

3. If you want to reserve VLANs on another virtual switch configured on the selected host, in the VLAN Pool
Settings window, click Browse next to the Virtual switch field and select the necessary virtual switch.

4. Inthe VLANs with Internet access and VLANs without Internet access fields, edit VLAN ranges as required.
5. Click OK.
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Removing VLAN Ranges

You can remove a VLAN range configured in Veeam Backup & Replication, if necessary. When you remove a
VLAN range, tenants to whom VLANs from this range are already allocated will continue to use these VLANSs.

To remove a VLAN range:

1. Open the VLANs Configuration window in one of the following ways:

o Open the Cloud Connect view, click the Cloud Connect node and click Manage VLANSs on the ribbon.
o Open the Cloud Connect view, right-click the Cloud Connect node and select Manage VLANSs.

In the VLANSs Configuration window, select the host or cluster for which you want to remove a VLAN
range, and click Remove.

2.

3. Inthe displayed window, click Yes. Then click OK.
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Managing Public IP Addresses

It may be required that one or several replica VMs should be accessible from the internet after full site failover.
To accomplish this, all VM replicas on the cloud host that need to be accessed from the internet must have
public IP address.

With Veeam Backup & Replication, the SP can allocate in their network infrastructure a pool of public IP
addresses and provide one or several public IP addresses from this pool to the tenant. The tenant can specify
public IP addressing settings at the process of the cloud failover plan configuration.

When the tenant production VM fails over to its replica on the cloud host during full site failover, Veeam Backup
& Replication assigns a specified public IP address to the network extension appliance on the SP side. The
network extension appliance redirects traffic from this public IP addressto the IP address of a VM replica in the
internal VM replica network. As a result, a VM replica on the cloud host can be accessed from the internet.

To allocate a pool of public IP addresses, the SP can specify individual IP addresses or IP address ranges. The SP
can add to the pool both IPv4 and IPv6 addresses.

Consider the following:

e The SP does not need to allocate public IP addressesin Veeam Backup & Replication if the SP uses VMware
Cloud Director to provide replication resources to tenants. Instead, the SP configures the NSX Edge
gateway in the properties of the organization VDC that will be used as a cloud host for tenant VM replicas.

e To enable access to a tenant VM replica by a public IP address, the SP must properly configure port
forwarding to the SP network extension appliance in the production network infrastructure.

e Itis recommended that the SP plans network resource allocation and allocates public IP addressesin
advance. However, the SP can also create or edit a pool of available public IP addresses when subscribing
a tenant to a hardware plan. To learn more, see Specify Network Extension Settings.

Managing IPv4 Addresses

To configure a pool of public IPv4 addresses:
1. Open the Public IP Addresses Assignment window in one of the following ways:

o Open the Cloud Connect view, click the Cloud Connect node and click Manage Public IPs on the
ribbon.

o Open the Cloud Connect view, right-click the Cloud Connect node and select Manage public IP
addresses.

2. Inthe Public IP Addresses Assignment window, click Add and select IPv4 addresses.

218 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180



3. Inthe Add IPv4 addresses window, do either of the following:

o If you want to add to the pool of public IP addresses one IP address, make sure that the Single IP
addressoption is selected and specify the necessary IP address.
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o If you want to add to the pool of public IP addresses several IP addresses at a time, select the IP
address range option and specify the first and the last IP address of the range.

Public IP Addresses Assignment

IP address
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4. Click OK.
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Managing IPv6 Addresses

To configure a pool of public IPv6 addresses:

1. Open the Public IP Addresses Assignment dialog window in one of the following ways:

o Open the Cloud Connect view, click the Cloud Connect node and click Manage Public IPs onthe

ribbon.

o Open the Cloud Connect view, right-click the Cloud Connect node and select Manage public IP

addresses.

2. Inthe Public IP Addresses Assignment window, click Add and select IPv6 addresses.
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3. Inthe Add IPv6 addresses window, do either of the following:

o If you want to add to the pool of public IP addresses one IP address, make sure that the Single IP
address option is selected and specify the necessary IP address.
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o If you want to add to the pool of public IP addresses several IP addresses at a time, select the IP
address range option and specify the first and the last IP address of the range.

Public IP Addresses Assignment b
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4. Click OK.
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Managing Network Extension Appliance
Credentials

Veeam Backup & Replication connects to the network extension appliance using service credentials —
credentials for the root account on the Linux-based network extension appliance VM. You can use these
credentials to log on to the network extension appliance VM. This may be useful if you need to configure the
network extension appliance manually, for example, for troubleshooting reasons.

Itis strongly recommended that you change the password for the root account before subscribing tenants to
hardware plans and deploying network extension appliances. You can change the password in the service
credentials record using the Credentials Manager.

IMPORTANT

Do not change the password for the service credentials record after you deploy the network extension
appliance. If you change the password, all network extension appliances that are already deployed on
cloud hosts will become inoperative and need to be redeployed. To learn more, see Redeploying Network
Extension Appliance.

To specify a password for the root account of the network extension appliance VM:

1.

From the main menu, select Credentials and Passwords > Datacenter Credentials.

2. Select the Provider-side network extension appliance credentials record and click Edit.

3. Veeam Backup & Replication will display a warning notifying that you will need to redeploy existent
network extension appliances after you change the password. Click Yes toconfirm your intention.

4. In the Password field, enter a password for the root account. To view the entered password, click and hold
the eye icon on the right of the Password field.
The specified password will be assigned to the root account of every network extension appliance VM that
will be deployed on the SP side.

5. In the Description field, if necessary, change the default description for the edited credentials record.

6. Click OK to save the specified password.

NOTE

Itis also recommended that tenants change the password for the root account of the tenant-side network
extension appliance before connecting to the SP. To learn more, see Managing Credentials.
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Creating Tenant Accounts

The procedure of tenant accounts registration is performed by the SP on the SP Veeam backup server.

To let a tenant work with Veeam Cloud Connect backup and replication resources, you must register a tenant
account on the SP Veeam backup server. Tenants with registered tenant accounts have access to cloud
repositories and cloud hosts. Tenants without accounts cannot connect to the SP and use Veeam Cloud Connect
resources.

The SP can create tenant accounts of the following types:

e Standalone tenant account — aregular tenant account. Tenants with account of this type can create
backups in a cloud repository and create VM replicas on a cloud host provided to the tenant through a
hardware plan.

e VMware Cloud Director tenant account — a tenant account that provides access to VMware Cloud Director
resources of the SP. Tenants with account of this type can create backups in a cloud repository and create
VM replicas on a cloud host provided to the tenant through an organization VDC. To learn more about this
scenario, see VMware Cloud Director Support.

NOTE
Consider the following:

e When you create a tenant account, remember to save a user name and password for the created
account. You must pass this data to your tenant. When adding the SP on the tenant Veeam backup
server, the tenant must enter the user name and password for the tenant account registered on the
SP side.

e By default, in case the SP backup server is managed by Veeam Service Provider Console version 5.0
or later, you cannot create tenant accounts in Veeam Backup & Replication. You can change this
setting in Veeam Service Provider Console. To learn more, see the Managing Veeam Cloud Connect
Servers section in the Guide for Service Providers.

Configuring Standalone Tenant Account

To let a tenant work with Veeam Cloud Connect backup and replication resources, you must register a tenant
account on the SP Veeam backup server. Tenants with registered tenant accounts have access to cloud
repositories and cloud hosts. Tenants without accounts cannot connect to the SP and use Veeam Cloud Connect
resources.

Before You Begin

Before you add a new tenant account, check the following prerequisites:
e ATLS certificate must be installed on the SP Veeam backup server.

e At least one cloud gateway must be added in the Veeam Cloud Connect infrastructure on the SP backup
server.

e Backup repositories that you plan to use as cloud repositories must be added to your backup
infrastructure. When you create a tenant account, you can allocate storage resources for the tenant only
on those backup repositories that are currently added to Veeam Backup & Replication.
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e Hardware plans that you plan to provide to a tenant must be configured in your Veeam Cloud Connect
infrastructure. When you create a tenant account, you can subscribe the tenant only to those hardware
plans that are currently configured in Veeam Backup & Replication.

e You can subscribe one tenant to several hardware plans that utilize resources of the same virtualization
platform — VMware vSphere or Microsoft Hyper-V. To make it possible for the tenant to replicate VMware
and Hyper-V VMs simultaneously, the SP must create two different tenant accounts for the same tenant.

e If tenants will work with the cloud repository and cloud host over WAN accelerators, the target WAN
accelerator must be properly configured on the SP side.

e Itis recommended that you change the password for the root account of network extension appliances
before subscribing tenants to hardware plans. You can change the password using the Credentials
Manager. To learn more, see Managing Network Extension Appliance Credentials.
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Step 1. Launch New Tenant Wizard

To launch the New Tenant wizard, do one of the following:

e Open the Cloud Connect view. Click Add Tenant > Standalone account on the ribbon.

e Open the Cloud Connect view. Click the Cloud Connect node in the inventory pane and click the

Standalone Account link in the working area.

e Open the Cloud Connect view. Right-click the Cloud Connectnode in the inventory pane and select Add

tenant > Standalone account.

e Open the Cloud Connect view. Click the Tenants nodein the inventory pane and click Add Tenant >

Standalone accounton the ribbon.

e Open the Cloud Connect view. Right-click the Tenants nodein the inventory pane or right-click anywhere

in the working area and select Add tenant > Standalone account.
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Step 2. Specify Tenant Settings

At the Tenantstep of the wizard, specify tenant account and lease settings for the tenant. Lease settings apply
to all quotas and hardware plans assigned to the tenant.

1. Inthe Username field, specify a name for the created tenant account. The user name must meet the
following requirements:

o The maximum length of the user name is 128 characters. It is recommended that you create short user
names to avoid problems with long paths to backup files on the cloud repository.

o The user name may contain space characters.
o The user name must not contain the following characters: +1[,\/:*?\"<>|=;@ as well as ASCII symbols.
o The user name must not end with the period character [.].

2. Inthe Password field, provide the password for the tenant account. You can enter your own password or
click the Generate new link at the bottom of the field. In the latter case, Veeam Backup & Replication will
generate a safe password. You will be able to get a copy the generated password at the last step of the
wizard.

3. In the Description field, specify a description for the created tenant account. The default description
contains information about the user who created the account, date and time when the account was
created.

4. In the Assigned resources section, select what types of Veeam Cloud Connect resources you want to
provide to the tenant:

o Backup storage — Cloud Connect Backup resources. With this option enabled, the New Tenant wizard
will include an additional Backup Resources step. At the Backup Resources step of the wizard, you can
assign a quota on the cloud repository to the tenant. To learn more, see Allocate Backup Resources.

o Replication resources — Cloud Connect Replication resources. With this option enabled, the New
Tenantwizard will include an additional Replica Resources step. At the Replica Resources step of the
wizard, you can subscribe the tenant to a hardware plan. To learn more, see Allocate Replication
Resources.
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5. To specify lease settings for the tenant account, select the Contract expires check box and click the
Calendar link. In the Select expiration date window, select a date when the lease period must terminate.

If you do not select the Contract expires option, the tenant will be able to use Veeam Cloud Connect
resources for an indefinite period of time.
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Step 3. Specify Bandwidth Settings

At the Bandwidth step of the wizard, specify task and bandwidth limitation settings for the tenant. Limiting
bandwidth and parallel data processing capabilities for tenants helps avoid overload of cloud gateways, backup
proxies, backup repositories and network equipment on the SP side.

1.

In the Max concurrent tasks field, specify the maximum number of concurrent tasks for the tenant. If this
value is exceeded, Veeam Backup & Replication will not start a new task until one of current tasks finishes.
To learn more, see Parallel Data Processing.

NOTE

The specified number of concurrent tasks will be available to the tenant regardless of the number of
concurrent tasks defined in the properties of a cloud repository exposed to this tenant.

To limit the data traffic coming from the tenant side to the SP side, select the Limit network traffic from
this tenant to check box. With this option enabled, you can specify the maximum speed for transferring
tenant datato the SP side.

This option also applies to the traffic coming from a cloud repository in the replica from backup and
replica seeding scenarios.

In the Gateway pool field, specify what cloud gateways will be available to the tenant. By default, the
tenant can use cloud gateways that are not added to any cloud gateway pool. To use this option, make
sure that Automatic selection is displayed in the Gateway pool field.

If you want to assign a cloud gateway pool to the tenant, click Choose onthe right of the Gateway pool
field and select one or more cloud gateway pools. To learn more, see Assigning Cloud Gateway Pools.
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Assigning Cloud Gateway Pools

You can assign to the tenant one or more cloud gateway pools configured in the Veeam Cloud Connect
infrastructure. After you assign a cloud gateway pool to the tenant, communication between the tenant backup
server and Veeam Cloud Connect infrastructure components in the SP side will be possible only through cloud
gateways added to this pool. You canalso allow the tenant to fail over to a cloud gateway that is not added to a
cloud gateway pool. This may be useful in a situation where all cloud gateways in the cloud gateway pool
assigned to the tenant are unavailable for some reason.

To assign a cloud gateway pool to the tenant:
1. At the Bandwidth step of the wizard, click Choose onthe right of the Gateway poolfield.
2. Inthe Gateway Pool window, select Use the selected gateway pools.

3. In the list of available cloud gateway pools, select check boxes next to one or more pools that you want to
assign to the tenant. The list of available cloud gateway pools contains pools that you configured in the
Veeam Cloud Connect infrastructure.

To select or clear all check boxes in the list at once, you can use the Select Alland Clear All buttons.

4. [Optional] You can allow the tenant to fail over to a cloud gateway that is not added to the selected cloud
gateway pool in case all cloud gateways in the pool are unavailable for some reason. To do this, select the
Failover to other cloud gateways if all gateways from the selected pool are unavailable check box.

5. Click OK.
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Step 4. Allocate Backup Resources

The Backup Resources step of the wizard is available if you selected the Backup storage option at the Tenant
step of the wizard. You can use this step to specify cloud repository quota settings for the created tenant
account. You can assign to the tenant a single quota on one cloud repository or several quotas on different
cloud repositories.

To assign a cloud repository quota:

1.

2.

Click Add onthe right of the Cloud repositories list.

In the Cloud repository name field of the Set Quota window, enter a friendly name for the cloud repository
you want to present to the tenant. The name you enter will be displayed in the list of backup repositories
at the tenant side.

From the Backup repository list, select a backup repository in your backup infrastructure whose space
resources must be allocated to the tenant.

In the User quota field, specify the amount of space you want to allocate to the tenant on the selected
backup repository.

[For tenants who planuse WAN accelerators] Select the Enable WAN acceleration through the following
WAN accelerator check box and choose a target WAN accelerator configured at the SP side. The source
WAN accelerator is configured on the tenant side. The tenant will select the source WAN accelerator on
their side when configuring a backup copy job.

Click OK.

Repeat steps 1-6 for all backup repositories in your backup infrastructure whose resources you want to
allocate to the tenant.

If you want to protect tenant backupsagainst unwanted deletion, select the Keep deleted backup files for
<N> days check box and specify the number of days to keep a backup in the recycle bin after a backup is
deleted by the tenant. To learn more, see Insider Protection.

NOTE
Consider the following:

e With the Keep deleted backup files for <N> days option enabled, Veeam Backup & Replication
will disable retention policy for deleted VMs specified in the properties of a tenant backup
job. To avoid keeping redundant datain a cloud repository, it is recommended that the SP
enables the Use per-VM backup files optionin the properties of the backup repository whose
storage resources the SP exposes to tenants as cloud repositories.

o If the Keep deleted backup files for <N> days option is enabled in the properties of the tenant
account, and the Use per-VM backup files option is not enabled in the properties of the
backup repository whose storage resources the SP exposes to the tenant, the tenant will be
unable to remove individual VMs from backupsin the cloud repository. When the tenant starts
the Delete from disk operation for a specific VM in the backup, the operation will complete
with anerror.

e The Keep deleted backup files for <N> days option is not available if the SP allocates to the

tenant a quota on an object storage repository.
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Backup Resources

) Add one or more cloud repositories for this tenant to use,
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Step 5. Allocate Replication Resources

The Replica Resources step of the wizard is availableif you selected the Replication resources option at the

Tenant step of the wizard. You can use this step to subscribe the created tenant account to the hardware plan.

To subscribe a tenant to a hardware plan:
1. Click Add onthe right of the Hardware plans listand select VIMware or Hyper-V.

2. From the Select hardware planlistin the Add replication resource window, select a hardware plan to
which you want to subscribe the tenant.

3. [For tenants who planto use WAN accelerators] Select the Enable WAN acceleration through the

following WAN accelerator check box and choose a target WAN accelerator configured at the SP side. The

source WAN accelerator is configured on the tenant side. The tenant will select the source WAN
accelerator on their side when configuring a replication job.

4. Click OK.

5. Repeat steps 1-4 for all hardware plans to which you want to subscribe the tenant.

6. Select the Use Veeam network extension capabilities during partial and full site failover option to allocate

network resources for performing failover tasks. With this option enabled, the New Tenant wizard will
include the additional Network Extension step.

7. To configure range of VLANs that will be used for providing isolated IP networks for tenant VM replicas on

the cloud host, click the Manage network settings link. Then use the VLANs Configuration window to

specify the necessary number of VLANs on the virtualization host that provides resources for the hardware

plan to which the tenant is subscribed. To learn more, see Managing VLANSs.
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Step 6. Specify Network Extension Settings

The Network Extension step of the wizard is availableif you selected the Use Veeam network extension
capabilities during partial and full site failover option at the Replica Resources step of the wizard. You can use
this step to specify network settings for the network extension appliance that Veeam Backup & Replication will
deploy on the SP side.

Veeam Backup & Replication deploys the network extension appliance on the SP virtualization host that
provides resources for the hardware plan to which the SP subscribes the tenant. VM replicas on the cloud host
use the SP network extension appliance:

e To communicate to VMs in the production site after partial site failover.

e To communicate to the internet after full site failover.

At the Network Extension step of the wizard, the SP configures one network adapter (vNIC) on the network
extension appliance. This network adapter connects the network extension appliance to the external network
where SP backup infrastructure components reside.

To set up the network extension appliance:
1. Click Edit onthe right of the Network extension appliances list.

2. Inthe Network Settings window, in the Network extension appliance field, check and edit if necessary the
name for the network extension appliance.

3. Click the Browse button next to the External network field and select the SP production network to which
the SP Veeam Backup & Replication infrastructure components are connected.

4. Specify the IP addressing settings for the configured network extension appliance:

o To assignan IP address automatically in case there is a DHCP server in your network, make sure that
the Obtain automatically value is displayed in the IPv4 address and IPv6 address fields.

o To manually assign a specific IP address to the appliance, click Configure and specify network settings
for the appliance. For details, see Specifying Network Settings.

5. Click OK.

6. [Optional] If you have not reserved in advance the necessary number of public IP addresses that can be
assigned to VM replicas, click the Manage link to add one or several IP addresses to the pool of available
public IP addresses. To learn more, see Managing Public IP Addresses.

7. Select the Allocate <N> public IPv4 addresses option and specify the number of public IPv4 addresses to
provide VM replicas with the ability to be accessed from the internet after full site failover. Veeam Backup
& Replication will automatically assign to the tenant the specified number of IPv4 addresses from the
reserved pool. A tenant will be ableto map anavailable public IPv4 address to a VM replica at the process
of the cloud failover plan configuration. To learn more, see Specify Public IP Addressing Rules.
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8. Select the Allocate <N> public IPv6 addresses option and specify the number of public IPv6 addresses to
provide VM replicas with the ability to be accessed from the internet after full site failover. Veeam Backup
& Replication will automatically assign to the tenant the specified number of IPv6 addresses from the
reserved pool. A tenant will be ableto map anavailable public IPv6 addressto a VM replica at the process
of the cloud failover plan configuration. To learn more, see Specify Public IP Addressing Rules.

MNew Tenant
., Metwork Extension
AN Specify network settings to be used during failover,
Temerie Metweark extension appliances:
Mame IP address
Bandwidth

Backup Resources
Replica Resources
Bpply

Surnrmary
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@ Allocate |1 + | public IPud addresses

B dllocate h - public IPvE addresses

Public IP addresses are required far tenants to be able to perform full site failowver,

< Previous Apply Finish

Specifying Network Settings

To specify network settings for the network extension appliance:

1. In the Network Settings window, click Configure.

2. To manually assign a specific IPv4 address to the appliance, do the following:

a. On the IPv4 tab, makesure that the Enable IPv4 interface check box is selected.

X

Edit

Fanage...

Cancel

b. Select the Use the following IP address option and specify the following network settings:

= |P address
= Subnet mask

= Default gateway

Alternatively, if you want to assignan IPv4 address automatically, make sure that the Obtainan IP address

automatically option is selected on the IPv4 tab.

If you do not want the network extension appliance to use an IPv4 address, clear the Enable IPv4 interface

check box.

3. If you want to assignan IPv6 address to the appliance, do the following:

a. Click the IPv6tab.
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b. Make sure that the Enable IPv6 interface check box is selected.

c. Select the Use the following IP address option and specify the following network settings:

= |P address

= Subnet mask (prefix length)

= Default gateway

Alternatively, if you want to assignan IPv6 address automatically, make sure that the Obtain an IP address

automatically option is selected on the IPv6 tab.

If you do not want the network extension appliance to use an IPv6 address, clear the Enable IPv6 interface

check box.
4. Click OK.
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Apply
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Step 7. Assess Results

The Applystepis availableif you selected the Replication resources option at the Tenantstep of the wizard.

At this of the wizard, Veeam Backup & Replication will assign the cloud resources to the tenant. Wait for the
required operations to complete and click Next tocontinue.

| New Tenant X

e Apply
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Al

Tenart Lagy
Message Duration
Bandwidth Hardware quotas processing for tenant Omega Company started at 10..
Subscribing tenant to hardware plan Whklaare Silver Q:00:08
L PN Tenant resource pool and Wi folder for hardware plan Whiware Sikeer ., 0:00:04
Tenant storage created for plan Whiware Sikeer 2:00:03

Replica Resources .
2 tenant netuorks added to hardware plan Whiware Silver

Miomait Eimrsing Hardware quotas processing for tenant Omega Company finished at 1.,

Surnrmary

Deploying netuork extension appliance for plan Whtneare Sikver &:02:10

« Previous Finizh Cancel

238 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180



Step 8. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of tenant account registration.

1. Click the Copy password to clipboard link at the bottom of the wizard window. You must send the copied
password to the tenant so that the tenant can connect to the SP using the created tenant account.

2. Review the information about the added tenant account and click Finish toexit the wizard.

New Tenant X
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Apply
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What You Do Next

After the SP creates a tenant account, the SP must communicate the following information to the tenant:
1. User name and password for the created account.

2. Full DNS name or IP address of the cloud gateway over which the tenant will communicate with the
Veeam Cloud Connect infrastructure:

o If the SP did not assign a cloud gateway pool to the tenant, the SP can provide information about any
cloud gateway configured in the Veeam Cloud Connect infrastructure that is not part of a cloud
gateway pool. When the tenant adds the SP in the tenant Veeam backup console, the Veeam backup
server on tenant side will obtain a list of all cloud gateways that are not added to a cloud gateway

pool. If the primary cloud gateway is unavailable, the Veeam backup server on the tenant side will fail
over to another cloud gateway from the list.

o If the SP assigned a cloud gateway pool to the tenant, the SP can provide information about any cloud
gateway added to this gateway pool. When the tenant adds the SP in the tenant Veeam backup
console, the Veeam backup server on tenant side will obtain a list of all cloud gateways in the pool. If
the primary cloud gateway is unavailable, the Veeam backup server on the tenant side will fail over to
another cloud gateway in the same pool.
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External port for the cloud gateway (if the SP has specified a non-default port).

[If Dell Data Domain is used as a cloud repository] Information about the backup chain limitations. The
length of forward incremental and forever forward incremental backup chains that contain one full backup
and a set of subsequent incremental backups cannot be greater than 120 restore points. To overcome this
limitation, tenants can schedule full backups (active or synthetic) to split the backup chain into shorter
series. For example, to perform backups at 15-minute intervals, 24 hours a day, tenants must schedule
synthetic full backups every day. In this scenario, intervals immediately after midnight may be skipped due
to the duration of synthetic processing.

Configuring VMware Cloud Director Tenant Account

To let a tenant work with a cloud host that utilizes VMware Cloud Director resources, you must register a
VMware Cloud Director tenant account on the SP Veeam backup server. Tenants with registered VMware Cloud
Director accounts have access to organization VDCs exposed as cloud hosts for tenant VM replicas. Tenants
without VMware Cloud Director accounts cannot create VM replicas on cloud hosts that utilize VMware Cloud
Director resources of the SP.

Before You Begin

Before you add a new VMware Cloud Director tenant account, check the following prerequisites and limitations:

A TLS certificate must be installed on the SP Veeam backup server.

At least one cloud gateway must be added in the Veeam Cloud Connect infrastructure on the SP backup
server.

The VMware Cloud Director Server must be added to the Veeam backup infrastructure on the SP backup
server.

The organization whose organization VDCs you plan to provide asa cloud host for tenant VM replicas must
be created in VMware Cloud Director.

The organization administrator user account must be created for the organization in VMware Cloud
Director.

Organization VDC that you plan to provide as a cloud host for tenant VM replicas must be allocated to the
organization in VMware Cloud Director.

An NSX Edge Gateway or IPsec VPN connection must be configured for the organization in VMware Cloud
Director (in case you planto use VMware Cloud Director resources to provide network access to tenant VM
replicas after failover).

Backup repositories that you plan to use as cloud repositories must be added to your backup
infrastructure. When you create a tenant account, you can allocate storage resources for the tenant only
on those backup repositories that are currently added to Veeam Backup & Replication.

If tenants will work with the cloud repository and cloud host over WAN accelerators, the target WAN
accelerator must be properly configured on the SP side.

If you plan to provide network resources for VMware Cloud Director replicas, it is recommended that you
change the password for the root account of network extension appliances before you create the first
VMware Cloud Director tenant account in the Veeam Cloud Connect infrastructure. You can change the
password using the Credentials Manager. To learn more, see Managing Network Extension Appliance
Credentials.
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Step 1. Launch New Tenant Wizard

To launch the New Tenant wizard, do one of the following:
e Open the Cloud Connect view. Click Add Tenant > VMware Cloud Director account on the ribbon.

e Open the Cloud Connect view. Click the Cloud Connect nodein the inventory pane and click the VMware
Cloud Director Account link in the working area.

e Open the Cloud Connect view. Right-click the Cloud Connect nodein the inventory pane and select Add
tenant > VMware Cloud Director account.

e Open the Cloud Connect view. Click the Tenants nodein the inventory pane and click Add Tenant >
VMware Cloud Director account on the ribbon.

e Open the Cloud Connect view. Right-click the Tenants nodein the inventory pane or right-click anywhere
in the working area and select Add tenant > VMware Cloud Director account.
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Step 2. Specify Organization Settings

At the Organization step of the wizard, specify tenant account settings for the tenant.
1. Click Choose onthe right of the Organization field.

2. Inthe Select Organization window, select the VMware Cloud Director organization whose organization
VDC resources you want provide to the tenant as cloud hosts.

3. Inthe Description field, specify a description for the created tenant account. The default description
contains information about the user who created the account, date and time when the account was
created.

4. In the Assigned resources section, select what types of Veeam Cloud Connect resources you want to
provide to the tenant:

o Backup storage — Veeam Cloud Connect Backup resources. With this option enabled, the New Tenant
wizard will include an additional Backup Resources step. At the Backup Resources step of the wizard,
you can assign a quota on the cloud repository to the tenant. To learn more, see Allocate Backup
Resources.

o Replica resources — Veeam Cloud Connect Replication resources. With this option enabled, the New
Tenantwizard will include an additional Replica Resources step. At the Replica Resources step of the
wizard, you can select an organization VDC that will act as a cloud host for tenant VM replicas. To
learn more, see Allocate Replication Resources.

NOTE

You cannot specify lease settings for VMware Cloud Director tenant accounts. Lease settings for a VMware
Cloud Director organization are managed in VMware Cloud Director.
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Step 3. Specify Bandwidth Settings

At the Bandwidth step of the wizard, specify task and bandwidth limitation settings for the tenant. Limiting
bandwidth and parallel data processing capabilities for tenants helps avoid overload of cloud gateways, backup
proxies, backup repositories and network equipment on the SP side.

1.

In the Max concurrent tasks field, specify the maximum number of concurrent tasks for the tenant. If this
value is exceeded, Veeam Backup & Replication will not start a new task until one of current tasks finishes.
To learn more, see Parallel Data Processing.

NOTE

The specified number of concurrent tasks will be available to the tenant regardless of the number of
concurrent tasks defined in the properties of a cloud repository exposed to this tenant.

To limit the data traffic coming from the tenant side to the SP side, select the Limit network traffic from
this tenant to check box. With this option enabled, you can specify the maximum speed for transferring
tenant datato the SP side.

This option also applies to the traffic coming from a cloud repository in the replica from backup and
replica seeding scenarios.

In the Gateway pool field, specify what cloud gateways will be available to the tenant. By default, the
tenant can use cloud gateways that are not added to any cloud gateway pool. To use this option, make
sure that Automatic selection is displayed in the Gateway pool field.

If you want to assign a cloud gateway pool to the tenant, click Choose onthe right of the Gateway pool
field and select one or more cloud gateway pools. To learn more, see Assigning Cloud Gateway Pools.
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Assigning Cloud Gateway Pools

You can assign to the tenant one or more cloud gateway pools configured in the Veeam Cloud Connect
infrastructure. After you assign a cloud gateway pool to the tenant, communication between the tenant backup
server and Veeam Cloud Connect infrastructure components in the SP side will be possible only through cloud
gateways added to this pool. You canalso allow the tenant to fail over to a cloud gateway that is not addedto a
cloud gateway pool. This may be useful in a situation where all cloud gateways in the cloud gateway pool
assigned to the tenant are unavailable for some reason.

To assign a cloud gateway pool to the tenant:
1. At the Bandwidth step of the wizard, click Choose onthe right of the Gateway poolfield.
2. Inthe Gateway Pool window, select Use the selected gateway pools.

3. In the list of available cloud gateway pools, select check boxes next to one or more pools that you want to
assign to the tenant. The list of available cloud gateway pools contains pools that you configured in the
Veeam Cloud Connect infrastructure.

To select or clear all check boxes in the list at once, you can use the Select Alland Clear All buttons.

4. [Optional] You can allow the tenant to fail over to a cloud gateway that is not added to the selected cloud
gateway pool in case all cloud gateways in the pool are unavailable for some reason. To do this, select the
Failover to other cloud gateways if all gateways from the selected pool are unavailable check box.

5. Click OK.
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Step 4. Allocate Backup Resources

The Backup Resources step of the wizard is available if you selected the Backup storage option at the
Organization step of the wizard. You can use this step to specify cloud repository quota settings for the created
tenant account.

The p

rocedure of assigning backup resources to a VMware Cloud Director tenant account does not differ from

the same procedure for a simple tenant account. You can assign to the tenant a single quota on one cloud

repos

itory or several quotas on different cloud repositories.

To assign a cloud repository quota:

1. Click Add onthe right of the Cloud repositories list.

2. Inthe Cloud repository name field of the Set Quota window, enter a friendly name for the cloud repository
you want to present to the tenant. The name you enter will be displayed in the list of backup repositories
at the tenant side.

3. From the Backup repository list, select a backup repository in your backup infrastructure whose space
resources must be allocated to the tenant.

4. In the User quota field, specify the amount of space you want to allocate to the tenant on the selected
backup repository.

5. [For tenants who planto use WAN accelerators] Select the Enable WAN acceleration through the
following WAN accelerator check box and choose a target WAN accelerator configured at the SP side. The
source WAN accelerator is configured on the tenant side. The tenant will select the source WAN
accelerator on their side when configuring a backup copy job.

6. Click OK.

7. Repeat steps 1-6 for all backup repositories in your backup infrastructure whose resources you want to
allocate to the tenant.

8. If you want to protect tenant backupsagainst unwanted deletion, select the Keep deleted backup files for
<N> days check box and specify the number of days to keep a backup in the recycle bin after a backup is
deleted by the tenant. To learn more, see Insider Protection.

NOTE

Consider the following:

With the Keep deleted backup files for <N> days option enabled, Veeam Backup & Replication will
disable retention policy for deleted VMs specified in the properties of a tenant backup job. To avoid
keeping redundant datain a cloud repository, it is recommended that the SP enables the Use per-
VM backup files option in the properties of the backup repository whose storage resources the SP
exposes to tenants as cloud repositories.

If the Keep deleted backup files for <N> days option is enabled in the properties of the tenant
account, and the Use per-VM backup files option is not enabled in the properties of the backup
repository whose storage resources the SP exposes to the tenant, the tenant will be unable to
remove individual VMs from backupsin the cloud repository. When the tenant starts the Delete
from disk operation for a specific VM in the backup, the operation will complete with an error.

The Keep deleted backup files for <N> days option is not available if the SP allocates to the tenant a
quota on an object storage repository.
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Cloud repository name:
TechCompany Cloud Vol

Specify a friendly repository name thatwill be shown to the user,

Backup repository:
Default Backup Repositony (Created by Veearn Backup)

160,71 GB free of 250 GB

User quota:

100 R "

] Enable W¥AN acceleration through the following WAN acceleratar:

For added tenant protection against insider attacks, we will preserce all deleted backup files for the
set number of days, The deleted backups will not count towards tenant’s quota consumption, and

cahnot be managed by the tenant,

< Previous Mext = Cancel
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Step 5. Allocate Replication Resources

The Replica Resources step of the wizard is availableif you selected the Replication resources option at the
Organization step of the wizard. At this step of the wizard, specify what organization VDC will be used to

provide resources to tenant VM replicas.
To assign an organization VDC to the tenant:

1. In the Organization VDC list, review organization VDCs that will be available to the tenant as cloud hosts.
By default, Veeam Backup & Replication displaysin this list all organization VDCs allocated to the
organization in VMware Cloud Director. If you do not want to provide some of the organization VDCs to
the tenant as cloud hosts, select the necessary organization VDC and click Remove.

2. [For tenants who planto use WAN accelerators] Specify WAN acceleration settings for organization VDCs
that will be used as a target for tenant VM replicas:

a. In the Organization VDC list, select the organization VDC for which you want to enable WAN
acceleration, and click Edit.

b. In the Edit VDC org window, select the Enable WAN acceleration through the following WAN
accelerator check box and choose a target WAN accelerator configured at the SP side. The source
WAN accelerator is configured at the tenant side. The tenant will select the source WAN accelerator at
their side when configuring a replication job.

c. Click OK.

d. Repeat steps a-c for all organization VDCs for which you want to enable WAN acceleration.
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3. Select the Use Veeam network extension capabilities during partial and full site failover check box to
allocate network resources for performing failover tasks. With this option enabled, the New Tenant wizard
will include the additional Network Extension step.

If you use an NSX Edge gateway or IPsec VPN connection to enable network access to tenant VM replicas
after failover, you do not need to deploy the network extension appliance in the Veeam Cloud Connect
infrastructure. Instead, you must configure an NSX Edge gateway or IPsec VPN connection in VMware
Cloud Director. Make sure that the Use Veeam network extension capabilities during partial and full site
failover check box is cleared, and then click Apply toproceed to the next step of the wizard.

Mew Tenant *

(A Replica Resources
D) Specify organization WDC for this tenant to use,

Al

Organization Organization WD C:
Mame WA Add...
Banduwidth |f|§§TechC0mpanyOrg\IDC Mot set it
Backup Resources :
ermove

Metweark Extension

Spply

Surnrmary

B Use eeamn network extension capabilities during partial and full site failower

The netwark extension appliance will be deployed to the tenant envvironment, Skip this if you are already using a 3rd
party solution like Wiiware NSX Edge to manage networking during failowver,

% Previous Finish Cancel
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Step 6. Specify Network Extension Settings

The Network Extension step of the wizard is availableif you selected the Use Veeam network extension
capabilities during partial and full site failover option at the Replica Resources step of the wizard. You can use

this step to specify network settings for the network extension appliance that Veeam Backup & Replication will
deploy on the SP side.

Veeam Backup & Replication deploys the SP network extension appliance in the organization VDC sp ecified as a
target for tenant VM replicas. VM replicas on the cloud host will use the SP network extension appliance to
communicate to VMs in the production site after partial site failover.

At the Network Extension step of the wizard, the SP configures one network adapter (vNIC) on the network
extension appliance. This network adapter connects the network extension appliance to the external network
where SP backup infrastructure components reside.

To set up the network extension appliance:
1. Click Edit onthe right of the Network extension appliances list.

2. Inthe Network extension appliance field of the Network Settings window, check and edit if necessary the
name for the network extension appliance.

3. Click the Browsebutton in the External network field and select the SP production network to which the
SP Veeam Backup & Replication infrastructure components are connected.

4. Specify the IP addressing settings for the configured network extension appliance:

o To assignan IP address automatically in case there is a DHCP server in your network, make sure that
the Obtain automatically value is displayedin the IPv4 address and IPv6 address fields.

o To manually assign a specific IP address to the appliance, click Configure and specify network settings
for the appliance. For details, see Specifying Network Settings.
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5. Click OK.

MNew Tenant

MNetwork Extension

)
Organization
Banduwidth
Backup Resources
Replica Resources
Apply

Surnrmary

Specify network settings to be used during failover,

Metweork extension appliances:

Specifying Network Settings

MNarne IP address
4 ['_@ Metwork Extension Appliance [TechComparnyCr..,
Metweork Settings - O x [P
1Pw6)
Metnsark
Metwark extention appliance:
| Metweork Extension Appliance
External netwark:
IPed address:Obtain automatically
IPv6 address:Obtain automatically
0K | | Cancel |
% Previous Apply Firish

To specify network settings for the network extension appliance:

1. In the Network Settings window, click Configure.

2. To manually assign a specific IPv4 address to the appliance, do the following:

a. On the IPv4 tab, makesure that the Enable IPv4 interface check box is selected.

Edit

Cancel

b. Select the Use the following IP address option and specify the following network settings:

= |P address

= Subnet mask

= Default gateway

Alternatively, if you want to assign an IPv4 address automatically, make sure that the Obtainan IP address
automatically option is selected on the IPv4 tab.

If you do not want the network extension appliance to use an IPv4 address, clear the Enable IPv4 interface

check box.

3. If you want to assign an IPv6 address to the appliance, do the following:

a. Click the IPv6tab.

b. Make sure that the Enable IPv6 interface check box is selected.

c. Select the Use the following IP address option and specify the following network settings:
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= |P address
= Subnet mask (prefix length)

= Default gateway

Alternatively, if you want to assignan IPv6 address automatically, make sure that the Obtain an IP address
automatically option is selected on the IPv6 tab.

If you do not want the network extension appliance to use an IPv6 address, clear the Enable IPv6 interface

check box.
4. Click OK.
MNew Tenant >

fon. Metwork Extension
AN Specify network settings to be used during failover,

4l

Organization Metweark extension appliances:

Marne IP address Edit

Bandwidth
4 |'L Metneork Settings - 0 x [ Q
» [P
Backup Resources P
IPud | 1peg '

Replica Resources

Enable P8 interface

Chtain an [P address automatically

m

| IS [y S R S—

Apply ® Use the following P address
Surnrnary | IP address: 7S
: Subnet mask: 5.5 34 0
] Default gateway: |1?2. 17 0051 .1 | |

| | Ok I | Cancel |

< Previous Apply Finish Cancel
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Step 7. Assess Results

The Applystepis availableif you selected the Replication resources option at the Organization step of the
wizard.

At this step of the wizard, Veeam Backup & Replication will assign the cloud resources to the tenant. Wait for
the required operations to complete and click Next tocontinue.

MNew Tenant *

B Apply
! 4 Please wait while settings are being sawed to the configuration database, and required changes are being made to the virtual infrastructure,

Al

Organization Loy
Message Duration
Bandwidth Harduware quotas processing for tenant TechCornpanyOrg started at 1.,
Prepating tenant's subscription to VDC TechCompanyQrgWDC Q:00:09
Backup Resources
YOG TechCompanyQrgWDC has been prepared successfully &:00:08

. Storage policies for YDC TechCompanyQrgWDC have been saved succ..,
Replica Resources
Metworks for WVDC TechCompanyOrgDC have been saved successfully

Mtk Biernsien Hardware quotas processing for tenant TechCormpanyOrg finished at ..,

Deploying network extension appliance for datacenter TechCompary... 0:05:01
Apply

Surnrmary

% Previous Cancel
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Step 8. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of tenant account registration.

1. Review the information about the added tenant account.

2. Click Finish toexit the wizard.

New Tenant

™D
Tenant

Bandwidth

Backup Resources

Summary

Reviewr and copy tenant settings, and click Finish to exit the wizard,

Surnrmary:

i'l'enant: TechCormpanyOrg
Description: Whiware Cloud Director tenant account for TechCompany

Awsailable backup storage resources:

Cloud repositany: Default Backup Repositony, Friendly name: TechCompary Cloud Val, Quota: 100.0
GEB, WAN acceleration: not used

Replica Resources Dieailable replica resources:

Metweark Extension

Spply

Organization: TechCompamyOrgWDC, WAN acceleration: not used

Copy passwaord to clipboard

< Previous Mext = Cance

What You Do Next

After the SP creates a tenant account, the SP must communicate the following information to the tenant:

1. User name and password for the created account. For VMware Cloud Director tenant accounts, the user
name and password for the tenant account is the user name and password for the organization
administrator account of the VMware Cloud Director organization whose resources the SP exposes to the
tenant. The user name of the tenant account is specified in the Organization\Username format.

2. Full DNS name or IP address of the cloud gateway over which the tenant will communicate with the
Veeam Cloud Connect infrastructure.

(0]

If the SP did not assign a cloud gateway pool to the tenant, the SP can provide information about any
cloud gateway configured in the Veeam Cloud Connect infrastructure that is not part of a cloud
gateway pool. When the tenant adds the SP in the tenant Veeam backup console, the Veeam backup
server on tenant side will obtain a list of all cloud gateways that are not added to a cloud gateway
pool. If the primary cloud gateway is unavailable, the Veeam backup server on the tenant side will fail
over to another cloud gateway from the list.
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o If the SP assigned a cloud gateway pool to the tenant, the SP can provide information about any cloud
gateway added to this gateway pool. When the tenant adds the SP in the tenant Veeam backup
console, the Veeam backup server on tenant side will obtain a list of all cloud gateways in the pool. If
the primary cloud gatewayis unavailable, the Veeam backup server on the tenant side will fail over to

another cloud gateway in the same pool.
3. External port for the cloud gateway (if the SP has specified a non-default port).

4. [If Dell Data Domain is used as a cloud repository] Information about the backup chain limitations. The
length of forward incremental and forever forward incremental backup chains that contain one full backup
and a set of subsequent incremental backups cannot be greater than 120 restore points. To overcome this
limitation, tenants can schedule full backups (active or synthetic) to split the backup chain into shorter
series. For example, to perform backups at 15-minute intervals, 24 hours a day, tenants must schedule
synthetic fulls every day. In this scenario, intervals immediately after midnight may be skipped due to the
duration of synthetic processing.
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Configuring Target WAN Accelerators

To optimize VM traffic going to the Veeam Cloud Connect infrastructure during the backup copy and replication
jobs, the SP and tenants can configure WAN accelerators on their sides.

WAN accelerators in the Veeam Cloud Connect infrastructure must be configured in the following way:

e The source WAN accelerator is configured on the tenant side. Every tenant who plans to work with the
cloud repository and cloud hosts using WAN accelerators must configure at least one WAN accelerator on
their side.

e The target WAN accelerator is configured on the SP side.

NOTE

Veeam Backup & Replication does not use tenant backups to populate global cache on the SP side.

When the SP creates a tenant account, the SP can define if the tenant should be able to use a WAN accelerator
deployed on the SP side:

e For backup copy jobs targeted at the cloud repository

Backup Resources

|";A=- |

Add one or more cloud repositaries for this tenant to use,
Tenant Set Quota
ale AN Add.., |
Bandwidth

Cloud repository narne:

epReo | CECmey R

Specify a friendly repository name that will be shown to the user,
Replica Resources

etwaork Extension B rEposieg:

Default Backup Repository (Created by Weeam Backup) ~
Apply = 27.6GE free of 801 GB
Surmmary

User quota:

10 +| |GB ~

B Enable WAN acceleration through the following WAN acceleratar:

sretltech,local (Target WAMN Accelerator for Weeamn Cloud Connect) -

For added tenant protection against insider attacks, we will preserve all deleted backup files for the
set number of days, The deleted backups will not count towards tenant’s quota consurmption, and
cannot be managed by the tenant,

< Previous Mext = Finish Cancel
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e For replication jobs targeted at the cloud host

Mew Tenant *

Replica Resources

|":.ﬁ\l_ |

Add one or more hardware plans for this tenant to use,
TemaR Harduvare plans:
Marne CPU Memary Storage Metwarks AR Add...
Banduvidth
Edit..,

Backup Resources

Add replication resource * Remme
Select hardware plan:

Metnork Extension whlwiare Silver w

Apply B Enable W/AN acceleration through the following WAN accelerator:

Summary sretltech.local hd

fanage netaork settings
B Use Veeam network extension capabilities during partial and full site failower

The netwark extension appliance will be deployed to the tenant ervironment, Skip this if ywou are already using a 3rd
patty solution like Whiware M3X Edge to manage networking during failower,

% Previous Mext = Finish Cancel
As soon as the tenant connects to the SP, Veeam Backup & Replication retrieves the following information to
identify if cloud resources available to this tenant can or cannot use WAN acceleration:
e Information about all quotas on cloud repositories assigned to the tenant

e Information about all cloud hosts provided to the tenant through hardware plans

If the cloud repository and cloud host can use WAN acceleration, the tenant can configure a source WAN
accelerator on the tenant side and create backup copy and replication jobs that will work using WAN
accelerators.

The configuration process for WAN accelerators in the Veeam Cloud Connect infrastructure is the same asin a
regular Veeam backup infrastructure. To learn more, see the Adding WAN Accelerators section in the Veeam
Backup & Replication User Guide.
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Managing Tenant Accounts

The SP can perform the following actions with tenant accounts:

e Disable and enable tenant accounts.

e Rename tenant accounts.

e Change passwords for tenant accounts.

e Change resource allocation for tenant accounts.

e Redeploy network extension appliances for tenant accounts.
e View resource consumption by tenant machines.

e Delete tenant accounts.

NOTE

By default, in case the SP backup server is managed by Veeam Service Provider Console version 5.0 or
later, you cannot manage tenant accounts in Veeam Backup & Replication. You can change this setting in

Veeam Service Provider Console. To learn more, see the Managing Veeam Cloud Connect Servers section in
the Guide for Service Providers.
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Disabling and Enabling Tenant Accounts

The SP can temporarily disable a tenant account, for example, if the tenant has not made a payment and must
not use cloud repository and cloud host resources for some time.

When the SP disables a tenant account, the tenant can no longer perform the following operations:
e Run backup and backup copy jobs targeted at the cloud backup repository.
e Run replication jobs targeted at the cloud host.
e Restore data from backups on the cloud repository or copy backup files from the cloud repository.

e Perform failover and failback tasks with VM replicas on the cloud host.

All current sessions for the tenant are terminated; all tenant VMs become inactive and the equal number of VMs
in the SP license is revoked for other tenants.

To disable a tenant account:
1. Open the Cloud Connect view.
2. Inthe inventory pane, click the Tenants node.

3. Inthe working area, select the tenant account that you want to disableand click Disable Tenant onthe
ribbon. You can also right-click the account in the working area and select Disable.

veeam Intelligence =, @

= Home Tenant

fe) e} o e} ~
o 3 e e X 2
£dd Edit Download  Disable Manage Delete Report Remnote Remote
Tenant™  Tenant Tenant  Subtenants Consale  Deskiop
Manage Tenants Details Remuote Access
Cloud Connect .
Type in an object name to search for O
& Cloud Connect
[ Cloud Gateways Name B.. Rep... S. w. T. Las... Last Result Expiratio... Remote... Description
& Gateway Pools 2. ABC Company 0 0 0 0 Stand. Success Mever Unknown Created by Mdministrator
©
(=) TS Remote consale
> 2 Backup Storage Remote desktop
> E_"D Replica Resources
Downlaad
> Replicas

. Replica Org¥DCs

K Delete
> B3 Last 24 Hours

% Manage subtenants...

= Properties...

{1} Home

E‘:, Inventory

E‘g Backup Infrastructure

¢ Cloud Connect

—
C) History

1 tenant selected

To enable a disabled account:
1. Open the Cloud Connect view.

2. Inthe inventory pane, click the Tenant node.
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3. Inthe working area, select the tenant account that you want to enable and click Disable Tenant onthe
ribbon once again. You can also right-click the account in the working area and select Disable.

Cloud Connect
W & Cloud Connect
[ Cloud Gateways
o Gateway Pools
&, Tenants
> ) Backup Storage
> [ Replica Resources

> Replicas
£ Replica Org ¥DCs
> B3 Last24Hours

(1) Home

E‘; Inventary

S Backup Infrastructure
¢ Cloud Connect

=
) Histary

1 tenant selected

= Home Tenant

o o,
[® (7]
Add Edit Downlaad
Tenant v Tenant

o o] ]
c® e X = Ow
Dissbls  Manage Delete Report Remate Remaote
Tenant Subtenants Console Desktop
Marage Tenants Details Rermote Access

Type inan object name ta search for - Q

Name 4 B... Rep... 5. w. T.. Las... Last Result

& BEC Cornpany 0 0 o 0 Stand.. Success Mever Unknawn

Rermote console

Rermote desktop

Deownload

< Delete

% Manage subtenants...

= Properties...

Expiratio... Remote...

Veeam Intelligence 2

Description

Created by Mdministrator

(]
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Renaming Tenant Accounts

The SP can rename a tenant account, for example, if the SP wants to change the user name to a more friendly
one.

When the SP renames a tenant account, it is not enough to simply change the user name in the tenant account
properties. The SP must also rename the folder with tenant backups on the cloud repository and make sure that
the tenant reconnects to the SP under the new name. In this case, Veeam Backup & Replication will be able to
save backups to the backup chain that already exists on the cloud backup repository, and the tenant will be able
to restore data from previously created backups.

To rename a tenant account (performed by the SP on the SP Veeam backup server):

—_

Open the Cloud Connect view.

2. Inthe inventory pane, click Tenants.

3. Inthe working area, right-click the necessary tenant and select Properties.

4. At the Tenantstep of the Edit Tenant wizard, specify a new name in the Username field.

5. Click Finish tosave the changes.

6. [For Veeam Cloud Connect Backup] On the cloud repository, rename a subfolder where tenant backups are
stored. For example, if the tenant was named 7enant], and you changed the user name to 7enant2, you
must find the 7enant7 subfolder on the cloud repository and rename it to 7enant2.

NOTE

For object storage repositories, renaming of the subfolder with tenant backups is not supported. In case
the SP provides the tenant with an object storage repository as a cloud repository, after the SP renames
the tenant account, tenant backup jobs will create a full backup in the cloud repository.

7. Inform the tenant about the user name change and make sure that the tenant reconnects to the SP under
this name.

To reconnect to the SP (performed by the tenant on the tenant Veeam backup server):

—_

Open the Backup Infrastructure view.

Lt

In the inventory pane, click the Service Providers node.
3. Inthe working area, right-click the SP and select Properties.

4. At the Credentials step of the wizard, click Add nextto the Credentials field and specify a new user name

and password to connect to the SP. You must specify the password that you used before, unless the SP
has changed the password together with the user name.

5. Follow the next steps of the wizard without changing default settings. At the Summary step of the wizard,
click Finish.

IMPORTANT

The tenant must reconnect to the SP only after the SP renames the subfolder with tenant backups on the
cloud repository. In the opposite case, tenant backup job sessions will be failing.
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Changing Password for Tenant Account on SP
Side

The SP can change the password for the tenant account.

NOTE

Consider the following:

e The tenant can also change the password for the tenant account using the Veeam backup console on
the tenant backup server. To learn more, see Changing Password for Tenant Account.

e You cannot use the Veeam backup console to change the password for a VMware Cloud Director
tenant account. For such accounts, passwords are managed in VMware Cloud Director.

To change a password for the tenant account (performed by the SP on the SP Veeam backup server):

—_

Open the Cloud Connect view.

g

In the inventory pane, click Tenants.
3. Inthe working area, right-click the necessary tenant and select Properties.

4. At the Tenantstep of the Edit Tenant wizard, specify a new password in the Password field or click the
Generate new link at the bottom of the field. In the latter case, Veeam Backup & Replication will generate
a safe password. You will be able to get a copy the generated password at the last step of the wizard.

5. At the Summary step of the Edit Tenant wizard, click the Copy password to clipboard link at the bottom of
the wizard window and click Finishto save the changes.

6. Inform the tenant about the password change and make sure that the tenant reconnects to the SP using
the new password.

To reconnect to the SP (performed by the tenant on tenant Veeam backup server):

—_

Open the Backup Infrastructure view.
2. Inthe inventory pane, click the Service Providers node.
3. Inthe working area, right-click the SP and select Properties.

4. At the Credentials step of the Service Provider wizard, click the Manage accounts link at the bottom of the
Credentials field.

5. In the Manage Veeam Cloud Connect Service Provider Credentials window, click Edit.

6. In the displayed window notifying that the edited credentials are used to connect to the SP, click Yes.

7. Inthe Credentials window, enter a new password in the Password field and click OK.
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8. Follow the next steps of the Service Provider wizard without changing default settings. At the Summary
step of the wizard, click Finish.

| Service Provider

_ Credentials
N
P _\-I Specify credentials that you hawe received from the service provider, and validate the certificate,
|
] Manage Veearn Cloud Connect Service Provider Credentials x
Service Provider Use this dialog to centrally rmanage all public cloud accounts and their passwards,
_ Account Type Description Last Edited
L Ome| Credentials x Add..
Apply
L Qe Edit... Y
Surnrmary Usernarme: | Ornega Campany |
Remuove
Passward: | sessesesss @l
Description:
Orega Company
r
Ok | | Cancel
ks
OF, | | Cancel
< Previous Apply Finish
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Changing Resource Allocation for Tenant
Account

The SP can change a set of resources provided to a tenant account. For example:

Enable or disable access to backup and replication resources
Add or remove storage quotas on the cloud repository

Subscribe or unsubscribe tenants to/from hardware plans

To edit resources provided to a tenant account (performed by the SP on the SP Veeam backup server):

1.

2.

6.

Open the Cloud Connect view.
In the inventory pane, click Tenants.
In the working area, right-click the necessary tenant and select Properties.

At the Tenantstep of the Edit Tenantwizard, in the Assigned resources section, select what types of
Veeam Cloud Connect resources you want to provide to the tenant:

o Backup storage — with this option enabled, you can assign a quota on the cloud repository to the
tenant. To learn more, see Allocate Backup Resources.

o Replication resources — with this option enabled, you can subscribe the tenant to a hardware plan. To
learn more, see Allocate Replication Resources.

At the Backup Resources and Replica Resources steps of the wizard, edit backup and replication resources
settings as required.

At the Summary step of the wizard, click Finish tosave the changes.

To start working with a new set of resources, the tenant must perform one of the following operations:

Rescan the SP. This operation is sufficient in case the SP added resources to the tenant account, for
example, assigned a quota on the cloud repository to the tenant account or assigned replication resources
to the tenant account.

Reconnect to the SP. This operation is required in case the SP removed resources from the tenant account.

This operation is also required in case the SP assigned replication resources to the tenant, and the tenant
wants to configure and deploy the network extension appliance. Alternatively, the tenant can rescan the
SP. In this case, Veeam Backup & Replication will prompt to deploy the network extension appliance later,
when the tenant performs failover to a VM replica on the cloud host.

After the tenant rescans the SP or reconnects to the SP, Veeam Backup & Replication will retrieve information
about available backup storage and hardware plans and display cloud repositories and cloud hosts in the tenant
Veeam Backup & Replication console.

To rescan the SP (performed by the tenant on the tenant Veeam backup server):

1.

2.

Open the Backup Infrastructure view.

In the inventory pane, click the Service Providers node.
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3. Inthe working area, select the SP and click Rescan onthe ribbon or right-click the SP and select Rescan.
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-
5) History
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To reconnect to the SP (performed by the tenant on the tenant Veeam backup server):

—_

Open the Backup Infrastructure view.
2. Inthe inventory pane, click the Service Providers node.

3. Inthe working area, select the SP and click Edit Provider onthe ribbon or right-click the SP and select
Properties.

4. Follow the steps of the Service Provider wizard. At the Summary step of the wizard, click Finish. To learn
more, see Connecting to Service Providers.
NOTE

If the SP assigned replication resources to the tenant, the tenant may need to configure and deploy the
network extension appliance at the Network Extension step of the Service Provider wizards. To learn more,
see Configure Network Extension Appliances.
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Redeploying Network Extension Appliance

The SP can redeploy a network extension appliance for a tenant account. This may be necessary when the
network extension appliance becomes inoperative or when the SP changes the password in the network
extension appliance credentials record after one or several appliances are already deployed.

To redeploy the network extension appliance:

—_

Open the Cloud Connect view.

2. Inthe inventory pane, click Tenants.

3. Inthe working area, right-click the necessary tenant and select Properties.

4. At the Network Extension step of the Edit Tenant wizard, in the Network extension appliances section,
click Editand edit settings for the network extension appliance (for example, change the name of the

network extension appliance).

5. Click Nextto apply new settings. Veeam Backup & Replication will remove a previously deployed network
extension appliance and deploy a new network extension appliance VM with new settings. The extension
appliance will have root password that is specified in the Credentials Manager.

6. At the Summary step of the wizard, click Finish toexit the wizard.
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Viewing Tenant Account Information

The SP can view information about registered tenant accounts in the Veeam backup console.

To view information about tenant accounts:

1. Open the Cloud Connect view.

2. Inthe inventory pane, click the Tenants node.

3. Inthe working area, view information about tenant accounts. For each tenant account, Veeam Backup &
Replication displays information in the following columns:

(0]

o

Name — name of the tenant account.
Type —type of the tenant account: Standalone or VMware Cloud Director.

Backup Count — number of VMs that have backups created by tenant backup jobs.

NOTE
If you use the Tenants node to track SP resource consumption by tenant workloads, make sure
to read Considerations for Resource Consumption by Tenant Machines.

Replica Count — number of VMs that have replicas created by tenant replication jobs.

Server Count — number of servers that have backups created by tenant Veeam Agent backup jobs. A
server is a machine processed with the Server edition of Veeam Agent.

Workstation Count — number of workstations that have backups created by tenant Veeam Agent
backup jobs. A workstation is a machine processed with the Workstation edition of Veeam Agent.

Remote Management —information about whether the SP can establish a remote connection to the
tenant backup server. The tenant backup server is available for remote management if the tenant
selected the Allow this Veeam Backup & Replication installation to be managed by the service
provider check box when adding the SP in the tenant backup console.

Description — description for the tenant account.

Last Active — time since the latest backup job session, replication job session or restore session was
completed.

Last Result —information about the result of the latest session: Success, Warning or Failed.
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o Expiration Date —dateand time when the lease period expires for the tenant. If you did not enable
the Contract expires option in the properties of the tenant account, the Nevervalue is displayed in

this column.
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Considerations for Resource Consumption by Tenant Machines

You can use the Tenants node of the SP backup console to view information about the number of tenant

machines whose backups and replicas consume resources in the SP infrastructure. For this scenario, consider the

following:

e The Tenants nodedisplaysinformation about all tenant machines that currently consume resources in the

SP Veeam Cloud Connect infrastructure, including rental machines and new workloads. To learn more, see
Rental Machines Licensing and New Workloads.

The number of machines that consume resources in the SP Veeam Cloud Connect infrastructure may differ
from the number of protected workloads that consume the Veeam Cloud Connect license on the SP
backup server. The SP must not use information displayedin the Tenants node to report license usage to
Veeam. To learn about how to view information about protected tenant workloads, see Tenant Machine
Count.

If the tenant processes the same VM with multiple jobs targeted at different quotas (cloud repositories or
cloud hosts), this VM is counted as multiple VMs in the SP backup console. This lets the SP monitor
consumption of backup and replication resources in the Veeam Cloud Connect infrastructure — the
machine count reflects the number of machines that actually consume tenant quotas. In contrast, in the
SP Veeam Cloud Connect license and license usage reports, such a VM is considered as 1 VM and uses the
number of instances required to process 1 VM.

For example, the tenant processes 1 VM with 2 backup jobs and 3 replication jobs. In the Tenants node of
the Cloud Connect view in the SP backup console, Veeam Backup & Replication will display 2 VMs in the
Backup Count column and 3 VMs in the Replica Countcolumn. In the License Information window, Veeam
Backup & Replication will display the number of used instances required to process 1 Veeam Cloud
Connect Backup VM and 1 Veeam Cloud Connect Replica VM.
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Deleting Tenant Accounts

The SP can delete a tenant account at any time, for example, if the tenant no longer uses resources of the cloud
repository.

When the SP deletes a tenant account, Veeam Backup & Replication disables this account and removes it. The
tenant account is removed permanently. The SP cannot undo this operation.

When the SP deletes a tenant account, Veeam Backup & Replication displays a warning prompting whether to
delete tenant backup data. The SP can choose to delete tenant backups automatically along with the tenant
account. Alternatively, the SP can let tenant backup data remain intact in the cloud repository and delete it later
manually.

In contradiction to backup data, Veeam Backup & Replication processes VM replicas on the cloud host according
to the following rules:

e Ifa VM replica is powered off at the time when the SP deletes the tenant account, Veeam Backup &
Replication unregisters the VM replica on the cloud host and deletes actual replica files from the datastore
or volume.

e Ifa VM replica was powered on as part of a failover operation before the SP deletes the tenant account,
Veeam Backup & Replication keeps the VM replica intact on the cloud host.

e Ifa VM replica was powered on manually before the SP deletes the tenant account, Veeam Backup &
Replication powers off the VM replica, unregisters the VM replica on the cloud host and deletes actual
replica files from the datastore or volume.

If the cloud repository and cloud host work using WAN accelerators, when the SP deletes a tenant account,
Veeam Backup & Replication also deletes data for this tenant from the global cache on the target WAN
accelerator.

To delete a tenant account:
1. Open the Cloud Connect view.
2. Inthe inventory pane, click the Tenants node.

3. Inthe working area, select the necessary tenant account and click Delete onthe ribbon. You can also
right-click the account in the working areaand select Delete.

4. If you want to delete tenant backup dataalong with the tenant account, in the displayed window, select
the Delete backups check box.

5. Click Yes.

TIP

After you delete a tenant account, the tenant VM count is automatically reset and tenant VMs are revoked
from the license. To learn more, see Resetting Tenant Machine Count.
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Managing Subtenant Accounts on SP Side

To provide subtenants with individual storage quotas on the cloud repository, the SP or tenant must register a
subtenant account for each subtenant. The SP can perform the following operations with subtenant accounts:

e Add a subtenant account for a standalone tenant account.

e Add a subtenant account for a VMware Cloud Director tenant account.
e Editasubtenant account.

° Remove a subtenant account.
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Creating Subtenant Account for Standalone
Tenant

The procedure of subtenant accounts registration can be performed by the SP on the SP Veeam backup server.

When you create a subtenant account for a standalone tenant account, remember to save a user name and
password for the created subtenant account. You must pass this data to the subtenant. When configuring a
backup job targeted at the cloud repository, the subtenant must enter the user name and password for the
subtenant account to connect to the SP backup server.
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Step 1. Launch New Subtenant Wizard

To launch the New Subtenant wizard:

—_

Open the Cloud Connect view.
2. Inthe inventory pane, click the Tenants node.

3. Inthe working area, select the necessary tenant and click Manage Subtenants onthe ribbon or right-click
the tenant and select Manage subtenants.

4. In the Subtenant Quotas window, click Add.
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Step 2. Specify Subtenant Settings

At the Account step of the wizard, specify settings for the created subtenant account:

1. Inthe Username field, specify a name for the created subtenant account. The user name must meet the
following requirements:

o The maximum length of the user name is 128 characters. It is recommended that you create short user
names to avoid problems with long paths to backup files on the cloud repository.

o The user name may contain space characters.

o The user name must not contain the following characters: , \/:*2\"<>|=; @ as well as Unicode
characters.

o The user name must not end with the period character [.].

2. Inthe Password field, provide the password for the subtenant account. You can enter your own password
or click the Generate new link at the bottom of the field. In the latter case, Veeam Backup & Replication
will generate a safe password. To get a copy the generated password, click the Copy to clipboard link at
the bottom of the window.

3. Inthe Description field, specify a description for the created subtenant account.

4. If you want the subtenant account to be created in the disabled state, select the Subtenant is disabled
check box. In this case, Veeam Backup & Replication will create the subtenant account, but the subtenant
will not be able to connect to the SP and create backups on the cloud repository.
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Step 3. Allocate Subtenant Quota

At the Quotasstep of the wizard, specify subtenant quota settings for the created account. You can assign to
the subtenant tenant a single quota on a cloud repository assigned to the tenant account.

To assign a subtenant quota:
1. Click Add onthe right of the Available user quotas list.

2. Inthe Subtenant Quota window, in the Name field, enter a friendly name for the subtenant quota. The
name you enter will be displayed at the subtenant side.

3. Inthe Repository field, select a cloud repository whose space resources must be allocated to the
subtenant.

4. By default, Veeam Backup & Replication allows subtenants to use an entire quota on the cloud repository
assigned to the tenant. If you want to limit the amount of storage space that the subtenant can use on the
cloud repository, in the Quota section, select Limit size to and specify the necessary subtenant quota.

When you consider limiting the subtenant quota, remember to allocate the sufficient amount of storage
space for the subtenant. The subtenant quota must comprise the amount of disk space used to store a
chain of backup files plus additional space required for performing the backup chain transform operation.
Generally, to perform the transform operation, Veeam Backup & Replication requires the amount of disk
space equal to the size of a full backup file.

5. Click OK.
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Step 4. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of subtenant account registration.

1. Click the Copy to clipboard link to copy information about the created subtenant account: user name,
password, cloud repository and quota. You must send the copied information to a user on the tenant side
so that they can use the created subtenant account to configure a backup job targeted at the cloud
repository.

2. Click Finish toexit the wizard.
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Creating Subtenant Account for VMware Cloud
Director Tenant

The procedure of subtenant accounts registration can be performed by the SP on the SP Veeam backup server.

After you create a subtenant account for a VMware Cloud Director tenant account, pass the user name of the
created account to the subtenant. When configuring a backup job targeted at the cloud repository, the
subtenant must enter the user name for the subtenant account to connect to the SP backup server.

Before You Begin

Before you add a new subtenant account for a VMware Cloud Director tenant account, check the following
prerequisite: the Cloud Director user account that you plan use as a subtenant account must be created for the
organization in VMware Cloud Director.
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Step 1. Launch New Subtenant Wizard

To launch the New Subtenant wizard:

—_

Open the Cloud Connect view.
2. Inthe inventory pane, click the Tenants node.

3. Inthe working area, select the necessary tenant and click Manage Subtenants onthe ribbon or right-click
the tenant and select Manage subtenants.

4. In the Subtenant Quotas window, click Add.
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Step 2. Select Cloud Director User

At the Cloud Director User step of the wizard, specify settings for the created subtenant account:

1. Click Add nextto the Username field and select a user account of a VMware Cloud Director organization to
which you want to allocate a quota on the cloud repository. The user account must be created in advance
by the SP in VMware Cloud Director.

2. Inthe Description field, specify a description for the created subtenant account.

3. If you want the subtenant account to be created in the disabled state, select the Subtenantis disabled
check box. In this case, Veeam Backup & Replication will create the subtenant account, but the subtenant
will not be able to connect to the SP and create backups on the cloud repository.
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Step 3. Allocate Subtenant Quota

At the Quotasstep of the wizard, specify subtenant quota settings for the created account. You can assign to
the subtenant tenant a single quota on a cloud repository assigned to the tenant account.

To assign a subtenant quota:
1. Click Add onthe right of the Available user quotas list.

2. Inthe Subtenant Quota window, in the Name field, enter a friendly name for the subtenant quota. The
name you enter will be displayed at the subtenant side.

3. Inthe Repository field, select a cloud repository whose space resources must be allocated to the
subtenant.

4. By default, Veeam Backup & Replication allows subtenants to use an entire quota on the cloud repository
assigned to the tenant. If you want to limit the amount of storage space that the subtenant can use on the
cloud repository, in the Quota section, select Limit size to and specify the necessary subtenant quota.

When you consider limiting the subtenant quota, remember to allocate the sufficient amount of storage
space for the subtenant. The subtenant quota must comprise the amount of disk space used to store a
chain of backup files plus additional space required for performing the backup chain transform operation.
Generally, to perform the transform operation, Veeam Backup & Replication requires the amount of disk
space equal to the size of a full backup file.

5. Click OK.
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Step 4. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of subtenant account registration.
1. Review the information about the added subtenant account.
2. Click Finish toexit the wizard.
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Editing Subtenant Account

You can edit settings of created subtenant accounts. For example, you may want to reallocate storage quota for
the subtenant, change password for the subtenant account of a standalone tenant account, disable or enable
the subtenant account.

NOTE
Consider the following:

e You cannot change a user name for the subtenant account.
e The SP cannot change the password for a managed subtenant account. This operation is available
only for the tenant in the tenant backup console.

To edit settings of a subtenant account:
1. Open the Subtenant Quotas window in one of the following ways:

o Open the Cloud Connect view. Click the Tenants nodein the inventory pane, select the necessary
tenant in the working areaand click Manage Subtenants onthe ribbon.

o Open the Cloud Connect view. Click the Tenants nodein the inventory pane, right-click the necessary
tenant in the working area and select Manage subtenants.

2. Inthe Subtenant Quotas window, select the necessary subtenant account and click Edit.

To quickly find the necessary subtenant account, use the search field at the bottom of the Subtenant
Quotas window:

a. Enter the user name of the subtenant account or a part of it in the search field.

b. Click the Start search button on the left or press [ENTER].
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3. Inthe edit subtenant wizard, edit subtenant account settings as required.

Subtenant Quotas *

Subtenant Quotas
B ‘ Use this dialog to centrally manage quatas for subtenants. By creating subtenants, you can securely share your single Weeam Cloud Connect subscription
between multiple departments or end users.

MNarne Type Cloud repository  Friendly narne Quota Auailable Description Add
£ OO9PC User... Standalone Omega Cloud ... Cloud Backup ... 1.00 GB 1.00 GE Omega PC ... |
Remove

Q Tipe inan object name to search for

Close

284 | Veeam Cloud Connect | Administrator Guide [13.0.1.180



Deleting Subtenant Account

You can delete a subtenant account that you created for a standalone or VMware Cloud Director tenant account
at any time, for example, if the subtenant no longer uses resources of the cloud repository.

When you delete a subtenant account, Veeam Backup & Replication disables this account and removes it. The
subtenant account is removed permanently. You cannot undo this operation.

Subtenant backup data remain intact on the cloud repository. You can delete subtenant backup data manually
later if needed.

NOTE

You cannot delete managed subtenant accounts — subtenant accounts created automatically by Veeam
Backup & Replication in the Veeam Agent management scenario.

To delete a subtenant account:
1. Open the Subtenant Quotas window in one of the following ways:

o Open the Cloud Connect view. Click the Tenants nodein the inventory pane, select the necessary
tenant in the working areaand click Manage Subtenants onthe ribbon.

o Open the Cloud Connect view. Click the Tenants nodein the inventory pane, right-click the necessary
tenant in the working areaand select Manage subtenants.

2. Inthe Subtenant Quotas window, select the necessary subtenant account and click Remove.

To quickly find the necessary subtenant account, use the search field at the bottom of the Subtenant
Quotas window:

a. Enter the user name of the subtenant account or a part of it in the search field.
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b. Click the Start search button on the left or press [ENTER].
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Restoring Data from Tenant Backups

The SP can restore data from tenant backups that reside in the cloud repository. To use this functionality, the SP
must have access to tenant backups on the SP side.

For standalone tenant accounts, tenant backups are available on the SP side if the tenant selected the
Allow this Veeam Backup & Replication installation to be managed by the service provider check box when
connecting to the SP. For details, see Connecting to Service Providers.

For data restore from backups created by Veeam Agent in the standalone mode, a tenant backup server
connected to the SP with the Allow this Veeam Backup & Replication installation to be managed by the

service provider option enabled is required.

NOTE

Keep in mind that the SP Veeam Backup & Replication console does not display encrypted backups.

The set of data restore operations available on the SP side differs from the one on the tenant side. The SP can
perform the following tasks:

Performing Instant Recovery from Tenant Backups
Restoring Tenant Backups to Amazon EC2

Restoring Tenant Backups to Microsoft Azure

Disk restore (using Veeam PowerShell cmdlets only)

Disk publishing (using Veeam PowerShell cmdlets only)
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Performing Instant Recovery from Tenant
Backups

The SP can perform Instant Recovery for tenant workloads, that is, recover workloads from tenant backups in
the cloud repository and register them as VMware vSphere VMs.

Before you perform Instant Recovery, check prerequisites and limitations. For details, see Instant Recovery from
Tenant Backups.

To perform Instant Recovery:

1. In the SP backup console, launch the Instant Recovery to VMware vSphere wizard.

a. Open the Home view.
b. In the inventory pane, click the Backups node.

c. In the working area, click the backup whose data you want to restore to a VMware vSphere VM and
click Instant Recovery onthe ribbon or right-click the necessary backup and select Instant recovery.

To select multiple backups, pressand hold the [CTRL] key, and then click or right-click the necessary
backups.

2. Inthe displayed window, click Yes toconfirm that the tenant will be disabled during Instant Recovery.

3. Follow the steps of the Instant Recovery to VMware vSphere wizard.

The Instant Recovery procedure for tenant backupsis similar to the same procedure in the regular Veeam
Backup & Replication infrastructure. The difference is that you cannot recover tenant backups to their

original location — Instant Recovery in the Veeam Cloud Connect infrastructure is performed to a VMware
vSphere VM on the SP virtualization host. Thus, in this scenario the Instant Recovery to VMware vSphere

wizard does not include the Restore Mode step.
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To get a detailed description of all Instant Recovery options, see the Performing Instant Recovery to
VMware vSphere Using Console section in the Veeam Backup & Replication User Guide.
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Restoring Tenant Backups to Amazon EC2

The SP can restore machines from tenant backupsin the cloud repository to public cloud environments. This
allows the SP to perform restore operations with tenant backups to recover tenant backup workloads and use
Amazon Elastic Compute Cloud (Amazon EC2) as a target. This enables the SP to provide more disaster recovery
scenarios, such as migration if the tenant decides to permanently move from an on-premise repository to a
public cloud environment.

To use this functionality, the SP must make sure that the following conditions are met:

e To allow the SP to view tenant backups in the SP backup console, the tenant must select the Allow this
Veeam Backup & Replication installation to be managed by the service provider check box when
connecting to the SP. For details, see Connecting to Service Providers.

NOTE

For Veeam Agent users, consider that to display on the SP side backups created by Veeam Agent in
the standalone mode, a backup server connected to the SP with the Allow this Veeam Backup &
Replication installation to be managed by the service provider option enabled is required.

e Veeam Cloud Connect supports restore to Amazon EC2 from unencrypted backups only.
e Veeam Cloud Connect supports restore to Amazon EC2 for the following workloads:
o Backups of VMware Cloud Director VMs created by Veeam Backup & Replication.
o Backups of Microsoft Windows and Linux VMs created by Veeam Backup & Replication.
o Backups of Microsoft Hyper-V virtual machines created by Veeam Backup & Replication.
o Backups of Microsoft Windows machines created by Veeam Agent for Microsoft Windows.
o Backups of Linux machines created by Veeam Agent for Linux.
o Backups of Amazon EC2 instances created by Veeam Backup for AWS.
o Backups of Microsoft Azure virtual machines created by Veeam Backup for Microsoft Azure.
o Backups of Google Compute Engine VM instances created by Veeam Backup for Google Cloud.
o Backups of Nutanix AHV VMs created by Veeam Backup for Nutanix AHV.
o Backups of oVirt VMs created by Veeam Backup for OLVM and RHV.
o Backups of Proxmox VE VMs created by Veeam Backup for Proxmox VE.

This procedure description is specific for the Veeam Cloud Connect environment. This section describes only
basic steps that you must take to restore a tenant backup to Amazon EC2. For details on how restore to the
Amazon EC2 works, description of all options and limitations within the Veeam Backup & Replication
infrastructure, see the Restore to Amazon EC2 section in the Veeam Backup & Replication User Guide.

Before starting the restore to Amazon EC2 operation, the SP must first disable the tenant account. To do that,
complete the following steps:

1. InVeeam Backup & Replication on the SP backup server, open the Cloud Connect view.
2. Inthe inventory pane, click Tenants.
3. Inthe working area, right-click the tenant account and select Disable.

To learn more about this operation, see Disabling and Enabling Tenant Accounts.
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To restore tenant backup to Amazon EC2, do the following:
1. In Veeam Backup & Replication on the SP backup server, open the Home view.

2. Select the Backupsnodein the inventory pane. Expand the backup in the working area, select the

necessary VM, select Entire VM and click Amazon EC2 onthe ribbon or right-click the backup and select
Restore entire VM and click Amazon EC2.
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3. At the Machinestep of the Restore to Amazon EC2 wizard, select the VM in the list, click Point onthe right
and select the necessary restore point.
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4. At the Account step of the wizard, specify credentials of a user account that will be used to connect to

AWS, region and a target data center.
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5. At the Name step of the wizard, specify names and manage AWS tags for the restored workloads.
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6. At the Instance Type step of the wizard, configure the instance for the restored workload, select which
disks to restore and if necessary change their type.
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7. At the Network step of the wizard, select to which Amazon Virtual Private Cloud (Amazon VPC) the
restored workload must be connected. You can also specify a subnet and a security group - a virtual
firewall for the restored EC2 instance.
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8. At the Secure Restore step of the wizard, configure Veeam Backup & Replication to scan machine data
with antivirus software and YARA rules before restoring the machine to the production environment.
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9. At the Helper Appliance step of the wizard, specify helper appliance settings. A helper appliance is an
auxiliary Linux-based instance used to upload disks of a backed-up workload to Amazon EC2.

For details on the helper appliance settings configuration, see the Configure Helper Appliance section in
the Veeam Backup & Replication User Guide.
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10. At the Reason step of the wizard, specify the reason for future reference.
11. At the Summary step of the wizard, check the specified settings and click Finish.

After completing the restore operation, the SP must enable the tenant account. To do that, complete the
following steps::

1. In Veeam Backup & Replication on the SP backup server, open the Cloud Connect view.
2. Inthe inventory pane, click Tenants.

3. Inthe working area, right-click the tenant account and select Disable.

To learn more about this operation, see Disabling and Enabling Tenant Accounts.
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Restoring Tenant Backups to Microsoft Azure

The SP can restore machines from tenant backupsin the cloud repository to public cloud environments. This
allows the SP to perform restore operations with tenant backups to recover tenant backup workloads and use
Microsoft Azure as a target. This enables the SP to provide more disaster recovery scenarios, such as migration if
the tenant decides to permanently move from an on-premise repository to a public cloud environment.

To use this functionality, the SP must make sure that the following conditions are met:

e To allow the SP to view tenant backups in the SP backup console, the tenant must select the Allow this
Veeam Backup & Replication installation to be managed by the service provider check box when
connecting to the SP. For details, see Connecting to Service Providers.

NOTE

For Veeam Agent users, consider that to display on the SP side backups created by Veeam Agent in
the standalone mode, a backup server connected to the SP with the Allow this Veeam Backup &
Replication installation to be managed by the service provider option enabled is required.

e Veeam Cloud Connect supports restore to Microsoft Azure from unencrypted backups only.
e Veeam Cloud Connect supports restore to Microsoft Azure for the following workloads:
o Backups of VMware Cloud Director VMs created by Veeam Backup & Replication.
o Backups of Microsoft Windows and Linux VMs created by Veeam Backup & Replication.
o Backups of Microsoft Hyper-V virtual machines created by Veeam Backup & Replication.
o Backups of Microsoft Windows machines created by Veeam Agent for Microsoft Windows.
o Backups of Linux machines created by Veeam Agent for Linux.
o Backups of Amazon EC2 instances created by Veeam Backup for AWS.
o Backups of Microsoft Azure virtual machines created by Veeam Backup for Microsoft Azure.
o Backups of Google Compute Engine VM instances created by Veeam Backup for Google Cloud.
o Backups of Nutanix AHV VMs created by Veeam Backup for Nutanix AHV.
o Backups of oVirt VMs created by Veeam Backup for OLVM and RHV.
o Backups of Proxmox VE VMs created by Veeam Backup for Proxmox VE.

This procedure description is specific for the Veeam Cloud Connect environment. This section describes only
basic steps that you must take to restore a tenant backup to Microsoft Azure. For details on how restore to the
Microsoft Azure works, description of all options and limitations within the Veeam Backup & Replication
infrastructure, see the Restore to Microsoft Azure section in the Veeam Backup & Replication User Guide.

Before starting the restore to Microsoft Azure operation, the SP must first disable the tenant account. To do
that, complete the following steps:

1. InVeeam Backup & Replication on the SP backup server, open the Cloud Connect view.
2. Inthe inventory pane, click Tenants.

3. Inthe working area, right-click the tenant account and select Disable.

To learn more about this operation, see Disabling and Enabling Tenant Accounts.
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To restore tenant backup to Microsoft Azure, do the following:

1. In Veeam Backup & Replication on the SP backup server, open the Home view.

2. Select the Backupsnodein the inventory pane. Expand the backup in the working area, select the

necessary VM, select Entire VM and click Microsoft Azure on the ribbon or right-click the backup and
select Restore entire VM and click Microsoft Azure.
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3. At the Machinestep of the Restore to Microsoft Azure wizard, select the VM in the list, click Point onthe
right and select the necessary restore point.
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4. At the Subscription step of the wizard, select a subscription, location for the restored workloads and
define how workload data must be transported to Microsoft Azure.

If you are restoring the workloads to a distant location and want to speed up the restore process, select
the Use a proxy appliance check box. From the drop-down list, select an Azure restore proxy appliance.
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5. At the Name step of the wizard, specify names and manage tags for the restored workloads.
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6. At the VM Size step of the wizard, select VM sizes, storage accounts where to store disks of the restored
workloads, select disks to restore and change their type.
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7. At the Resource Group step of the wizard, select resource groups for the restored workloads for them. By
default, Veeam Backup & Replication creates a new resource group for the restored workloads and places
them to it.
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8. At the Network step of the wizard, select to which networks and subnets the restored workloads will be
connected. By default, Veeam Backup & Replication creates a new security group for the restored
workloads.
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9. At the Secure Restore step of the wizard, configure Veeam Backup & Replication to scan machine data
with antivirus software and YARA rules before restoring the machine to the production environment.
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10. At the Reason step of the wizard, specify the reason for future reference.
11. At the Summary step of the wizard, check the specified settings and click Finish.

After completing the restore operation, the SP must enable the tenant account. To do that, complete the
following steps::

1. In Veeam Backup & Replication on the SP backup server, open the Cloud Connect view.
2. Inthe inventory pane, click Tenants.

3. In the working area, right-click the tenant account and select Disable.

To learn more about this operation, see Disabling and Enabling Tenant Accounts.
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Restoring Disks from Tenant Backups

The SP can restore disks from tenant backups and attach them to a VM that runs on a virtualization host in the
SP infrastructure. To perform the disk restore operation, the SP must use Veeam PowerShell cmdlets — this
operation is not availablein the SP Veeam backup console.

Prerequisites and limitations for disk restore on the SP side are the same as in the regular Veeam backup
infrastructure. For details, see the Performing Instant Disk Recovery: Before You Begin section in the Veeam
Backup & Replication User Guide.

In addition, for disk restore from tenant backups on the SP side consider the following:
e Tenant backups must be available on the SP side. For details, see Restoring Data from Tenant Backups.

e The target virtualization host and VM where the SP plans to restore disks must be added to the Veeam
Backup & Replication infrastructure on the SP backup server.

e Veeam Cloud Connect supports disk restore from unencrypted backups only.
To restore disks from a tenant backup, complete the following steps:
1. Disable the tenant account. For more information, see Disabling and Enabling Tenant Accounts.

2. Run the Get-VBRCloudTenantBackup cmdlet to specify the backup from which you want to restore
disks. For details, see the Get-VBRCloudTenantBackup section in the Veeam PowerShell Reference.

3. Run the Get-VBRCloudTenantRestorePoint cmdlet to specify the necessary restore point in the
backup. For details, see the Get-VBRCloudTenantRestorePoint section in the Veeam PowerShell
Reference.

4. Run the Get-VBRServer and Find-VBRViEntity cmdlets to specify the target host and VM where you

want to restore disks from the backup.
5. Run the Get-VBRViVirtualDevice cmdlet to specify the disks that you want to restore.
6. Run the start-VBRViInstantVMDiskRecovery cmdlet to restore disks.

For example:

Sbackup = Get-VBRCloudTenantBackup -Name "Fileserver Backup to Cloud"
Srestorepoint = Get-VBRCloudTenantRestorePoint

$server = Get-VBRServer -Name "esx01"

Svm = Find-VBRViEntity -Server $server -Name "filesrv05"

Sdevice = Get-VBRViVirtualDevice -RestorePoint $restorepoint

Start-VBRViInstantVMDiskRecovery -RestorePoint S$restorepoint[3] -TargetVM Svm -

TargetVirtualDevice S$device

For details, see the Start-VBRVilnstantVMDiskRecovery section in the Veeam PowerShell Reference.

After Veeam Backup & Replication mounts the restored disk to the target VM, you must finalize the process. For

details, see the Finalizing Instant Disk Recovery section in the Veeam Backup & Replication Guide and Start-
VBRVilnstantRecoveryDiskMigration section in the Veeam PowerShell Reference.

Once you finalize the disk restore operation, you can enable the tenant account.
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Publishing Disks from Tenant Backups

The SP can publish disks from tenant backups and mount them to a server added to the SP Veeam Backup &
Replication infrastructure. To perform the disk publishing operation, the SP must use Veeam PowerShell
cmdlets — this operation is not available in the SP Veeam backup console.

TIP

The disk publishing operation is also available on the tenant side. To publish disks, the tenant can use the
Veeam backup console. To learn more, see Publishing Disks.

Prerequisites and limitations for disk publishing on the SP side are the same as in the regular Veeam backup
infrastructure. For details, see the Disk Publishing (Data Integration API) section in the Veeam Backup &
Replication User Guide.

Also keep in mind that Veeam Cloud Connect supports disk publishing from unencrypted backups only.
To publish disks from a tenant backup, complete the following steps:
1. Disable the tenant account. For more information, see Disabling and Enabling Tenant Accounts.

2. Run the Get-VBRCloudTenantBackup cmdlet to get the backup from which you want to restore disks.
For details, see the Get-VBRCloudTenantBackup section in the Veeam PowerShell Reference.

3. Run the Get-VBRCloudTenantRestorePoint cmdlet to get the necessary restore point in the backup.
For details, see the Get-VBRCloudTenantRestorePoint section in the Veeam PowerShell Reference.

4. Run the Publish-VBRBackupContent cmdlet to publish disks.

For example:

Sbackup = Get-VBRCloudTenantBackup -Name "Fileserver Backup to Cloud"

Spoint = Get-VBRCloudTenantRestorePoint -Backup S$backup -Name "filesrv04" | Sor
t-Object —-Property CreationTime | Select -Last 1

$Screds = Get-VBRCredentials -Name "tech\william.fox"

Publish-VBRBackupContent -RestorePoint $point -TargetServerName "srv18.tech.loc
al" -TargetServerCredentials $creds

For more information, see the Publish-VBRBackupContent section in the Veeam PowerShell Reference.

The disk content will become availablein the ¢:\veeamFLR\ folder on the target server. For disks of Microsoft
Windows machines, the disk content is availablein the read-only state. You can perform the necessary
operations with the published disk data, for example, find specific documents, copy files or perform antivirus
scan of the backed-up data.

After you finish working with the disk content, you can stop the disk publishing session. For details, see the
Managing Published Disks section in the Veeam Backup & Replication Guide and Unpublish-VBRBackupContent
section in the Veeam PowerShell Reference.

Once the disk publishing session is stopped, you can enable the tenant account.
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Managing Tenant Data

The SP can perform the following actions with tenant data:

Move tenant backups to another cloud repository

Migrate tenant data between performance tier extents

Switching from a Linux repository to a hardened (immutable) backup repository
Download tenant data from the capacity tier

Retrieve tenant data from the archive tier

Manage tenant VM replicas
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Moving Tenant Backups to Another Cloud
Repository

The SP may need to move tenant data to another cloud repository, for example, if the initial cloud repository is
running out of space.

There are two scenarios of moving tenant data:

e Scenario 1: replacing the cloud repository. The SP may want to replace the initial cloud repository with a
new cloud repository, for example, with a cloud repository that has more storage capacity. This scenario
does not require any actions on the tenant side.

e Scenario 2: adding a new cloud repository. The SP may want to configure a new cloud repository in
addition to the initial cloud repository and move tenant data to it. This scenario requires additional actions
on the tenant side.

Consider the following:

e This section describes procedures of moving tenant data between regular, or simple, backup repositories
used as cloud repositories. To operations that involve scale-out backup repositories, the following
limitations apply:

o You can move tenant backups to a cloud repository that has a scale-out backup repository as a back
end with Microsoft PowerShell cmdlet only. To learn more, see the Switch-
VBRCloudTenantsQuotaRepositoryToSOBR section in the Veeam PowerShell Reference.

This contrasts with the same scenario in previous versions of Veeam Backup & Replication, which
required you to contact Veeam Customer Support.

o You cannot move tenant data to a cloud repository that has a scale-out backup repository asa back
end if this repository has object storage added as a performance tier extent.

o If you want to move tenant data from a scale-out backup repository used as a cloud repository, follow

instructions for the Scenario 2. You cannot use the Scenario 1to move data from a scale-out backup
repository.

TIP

You can also migrate tenant backups between performance extents within the same scale-out
backup repository. To learn more, see Migrating Tenant Data Between Performance Tier Extents.

e You cannot move tenant data from a cloud repository that has object storage as a back end.

Scenario 1. Replacing Cloud Repository

The SP must complete the following tasks:
1. Configure a new backup repository that you planto use as a cloud repository.
2. Disable the tenant account:
a. Open the Cloud Connect view.
b. In the inventory pane, click Tenants.

c. Inthe working area, right-click the tenant account and select Disable.
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3. Copy a folder with tenant backup files from the initial cloud repository to the new cloud repository.
IMPORTANT
Do not rescan the backup repository to which you copied tenant backup files before you replace the
cloud repository asdescribed in the step 4 of this procedure.
4. Change resource allocation settings for the tenant on the initial cloud repository:
a. Open the Cloud Connect view.
b. In the inventory pane, click Tenants.
c. In the working area, right-click the tenant account and select Properties.
d. At the Backup Resources step of the wizard, select the initial cloud repository in the list and click Edit.

e. In the Edit Quota window, change the underlying backup repository for the initial cloud repository. To

do this, from the Backup repository list, select the backup repository that you configured at the step
1.

f. If necessary, you can increase or decrease the tenant quota.
g. Click Finish tosave the changes.

5. Enable the tenant account:
a. Open the Cloud Connect view.

b. In the inventory pane, click Tenants.
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c. Inthe working area, right-click the tenant account and select Disable.

To learn more about this operation, see Disabling and Enabling Tenant Accounts.
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After the SP completes their tasks, the tenant may need to rescan the cloud repository in the tenant Veeam
Backup & Replication console in one of the following cases:

e If the SP moved tenant data between backup repositories based on servers with different operating
systems, the tenant must rescan the cloud repository.

e If the SP changed the tenant quota, the new quota becomes visible to the tenant after the next job run.
Alternatively, the tenant can perform the rescan operation for the service provider or cloud repository.

To rescan the cloud repository on the tenant side:
1. In the tenant Veeam backup console, open the Backup Infrastructure view.
2. Inthe inventory pane, click Backup Repositories.

3. Inthe working area, right-click the cloud repository and select Rescan.

Scenario 2. Adding New Cloud Repository

The SP must complete the following tasks:
1. Configure a new backup repository that you planto use as a cloud repository.
2. Onanewly configured cloud repository, allocate resources to the tenant:
a. Open the Cloud Connect view.

b. In the inventory pane, click Tenants.
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c. In the working area, right-click the tenant account and select Properties.

d. At the Backup Resources step of the wizard, click Add and allocate resources on the new cloud
repository to the tenant.

e. Click Finish tosave the changes.
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3. Disable the tenant account:
a. Open the Cloud Connect view.
b. In the inventory pane, click Tenants.

c. Inthe working area, right-click the tenant account and select Disable.
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4. Copy a folder with tenant backup files from the initial cloud repository to the new cloud repository.

If you move tenant backups from a scale-out backup repository, make sure to copy all folders with tenant
backup files from repository extents.
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v D\Backup\ABC Company sreld @ Add..

Remove

< Previous | | Mext » Finish

5. Enable the tenant account:
a. Open the Cloud Connect view.

b. In the inventory pane, click Tenants.
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c. Inthe working area, right-click the tenant account and select Disable.

To learn more about this operation, see Disabling and Enabling Tenant Accounts.
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6. Rescan the new cloud repository:
a. In the SP Veeam Backup & Replication console, open the Backup Infrastructure view.

b. In the inventory pane, click Backup Repositories.
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c. In the working area, right-click the backup repository that is exposed as a new cloud repository and
select Rescan.
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IMPORTANT

Do not delete backup files on the initial cloud repository at this moment. It is strongly recommended that

you delete backup files after the tenant completes the data migration procedure on their backup server
and ensures no data is lost.

The tenant must complete the following tasks:
1. Rescan the service provider:

a. In the tenant Veeam Backup & Replication console, open the Backup Infrastructure view.

b. In the inventory pane, click Service Providers.
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In the working area, right-click the service provider and select Rescan.
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2. Enumerate backups on the new cloud repository.

Backups that reside in the new cloud repository will appearin the Home view next to backups that were
created in the initial cloud repository.

Unencrypted backups will be displayed under the Backups > Cloud node. Encrypted backups will be
displayed under the Backups > Cloud (Encrypted) node. To unlock backups:

a. Select the Backups > Cloud (Encrypted) node, right-click the backup in the working area and select
Specify password.
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b. In the Specify Password window, type in the password for the backup.

Unlocked backups will be moved under the Backups > Cloud node.
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3. Map backup jobs and backup copy jobs to backups on the new cloud repository:
a. Open the Home view.
b. In the inventory pane, click Jobs.
c. In the working area, right-click the job that you want to edit and select Edit.

d. At the Storage (for backup jobs) or Target (for backup copy) step of the wizard, select the new cloud
repository from the Backup repository list.

e. Click Map backup.
f. In the Select Backup window, choose the backup job and click OK.

g. Save the job settings.
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h. Repeat steps c-g for all jobs that whose backups have been moved.
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4. After the tenant makes sure that backups have been successfully copied and mapped to jobs, the tenant
can delete backup files from the initial cloud repository:

a. Open the Home view.
b. In the inventory pane, click Backups > Cloud.

c. Inthe working area, right-click the backup job whose backups you want to remove and select Delete
from disk.

d. Repeat steps b-c for all jobs whose backups whose backups have been moved.

IMPORTANT

Make sure that you do not delete backup files from the new cloud repository instead of the initial
cloud repository.
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Migrating Tenant Data Between Performance
Tier Extents

The SP can migrate tenant data between performance extents within the same scale-out backup repository to
balance storage resources, for example, after the SP adds a new extent to a scale-out backup repository. To
perform this operation, the SP must use Veeam PowerShell cmdlets.

NOTE

If the source extent contains encrypted backups, Veeam Cloud Connect does not apply Fast Clone to these
backups during migration between extents.

To migrate tenant data between performance extents, follow these steps:

1. The SP specifies the source performance extent and the target performance extent for the operation,
along with the tenant account whose datathe SP wants to migrate. The migration process has no effect
on other tenants.

2. The SPruns the start-VBRCloudTenantBackupEvacuation cmdlet.
The cmdlet performs following steps:

a. Disables the tenant account.

b. Migrates following items from the source performance extent to the target performance extent:
= Tenant backups
= Subtenant backups
* Backup metadata files
= Backup files in the "recycle bin" used for insider protection
= Archive tier indexes for tenants running Veeam Backup & Replication version 11

Note that backup data offloaded to the capacity tier is not downloaded back to the performance tier
during the migration process.

c. Enables the tenant account.

For detailed instructions, see the Start-VBRCloudTenantBackupEvacuation section in the Veeam PowerShell
Reference.

NOTE

Veeam Backup & Replication supports migration of tenant backups from a scale-out backup repository to a
hardened (immutable) backup repository. For details, see Switching from Linux Repository to Hardened
Repository.
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Switching from Linux Repository to Hardened
Repository

The SP can enable immutability for a Linux repository with tenant data. This allows the SP to increase the level
of data protection for tenant backups. This operation is available for simple backup repositories and backup
repositories used as performance extent of a scale-out backup repository.

To enable immutability for tenant backups, the SP changes the type of the backup repository from the Linux
repository to the hardened (immutable) repository. To learn more about repositories of this type, see the
Hardened Repository section in the Veeam Backup & Replication User Guide.

Before changing the repository type, complete the following prerequisites:

e Inthe Veeam Backup & Replication console, disable all tenants whose data resides in the Linux repository
used as the cloud repository. Make sure related sessions are finalized.

For details, see Disabling and Enabling Tenant Accounts.

e [For ascale-out backup repository] Inthe Veeam Backup & Replication console, put the Linux backup
repository used as performance extent of a scale-out backup repository to the Maintenance mode.

For details, see the Switching to Maintenance Mode section in the Veeam Backup & Replication User
Guide.

To change the repository type from a Linux repository to a hardened repository, do the following:
1. Prepare the Linux server:
a. Open the Backup Infrastructure view. In the inventory pane, select Managed Servers.

b. In the working area, select a Linux server used as a Linux repository and click Edit Server onthe ribbon
or right-click the server and select Properties.

c. At the SSH Connectionstep of the wizard, specify the account with non-root permissions you want to
use to connect to the Linux server. These credentials must be single-use.

For detailed instructions, see the Specify Credentials and SSH Settings section in the Veeam Backup &
Replication User Guide.

2. Use the New Backup Repository wizard to add the hardened repository as a backup repository:
a. Open the Backup Infrastructure view. Click Add Repository on the ribbon.
b. In the Add Backup Repository window, select Direct attached storage > Linux (Hardened Repository).
c. At the Server step of the wizard, select the same Linux server where tenant backups are stored.
d. At the Repository step of the wizard, select the same directory where tenant backups are stored.

e. At the Review step of the wizard, make sure that the Search the repository for existing backups and
import them automatically check box is not selected.

f. Proceed to the Summary step of the wizard and click Finish toexit the wizard.

For detailed instructions, see the Adding Hardened Repositories section in the Veeam Backup &
Replication User Guide.
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IMPORTANT

Do not rescan the initial Linux repository after adding the new hardened repository to the SP Veeam
Backup & Replication infrastructure.

3. Point Veeam Backup & Replication at the newly added hardened repository with tenant data. This step
differs depending on whether you want to switch a simple backup repository or a performance extent of a
scale-out backup repository to a hardened repository.

o [For asimple Linux backup repository] Change backup resource allocation settings in the properties of
the tenant account.

i. Open the Cloud Connect view. In the inventory pane, select Tenants.
ii. Inthe working area, right-click the tenant account and select Properties.

iii. At the Backup Resources step of the wizard, select the initial cloud repository in the list and click
Edit.

iv. In the Edit Quota window, select the new hardened repository from the Backup repository list.
v. Proceed to the Summary step of the wizard and click Finish toexit the wizard.

o [For ascale-out backup repository] Change settings of the scale-out backup repository.
i. Open the Backup Infrastructure view. In the inventory pane, click Scale-out Repositories.

ii. Inthe working area, select the scale-out repository and click Edit Scale-out Repository on the
ribbon or right-click the scale-out backup repository and select Properties.

iii. At the Performance Tier step of the wizard, click Remove toremove the initial Linux repository,
and then click Add to add the new hardened repository.

iv. Proceed to the Summary step of the wizard and click Finish toexit the wizard.
4. Remove the initial Linux repository from the SP infrastructure.
For details, see the Removing Backup Repositories section in the Veeam Backup & Replication User Guide.

5. On the Linux server, change permissions for the directory where backups are stored. Specify the account
with non-root permissions that you use to connect to the Linux server as the owner of this directory, and
the group to which this account belongs.

chown -R owner:group <dir_ path>

6. [For ascale-out backup repository] Rescan the backup repository.

For details, see the Rescanning Backup Repositories section in the Veeam Backup & Replication User
Guide.

7. Enable the tenant account.

For details, see Disabling and Enabling Tenant Accounts.
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Downloading Tenant Data from Capacity Tier

The SP can download tenant data that was offloaded to an object storage repository back to the on-premises
extents of a scale-out backup repository. Veeam Backup & Replication lets the SP download all offloaded tenant
backups at once. Downloaded backups remain in the performance tier and cannot be moved back to the capacity

tier.

To download tenant datafrom capacity tier to performance tier:
1. Open the Cloud Connect view.
2. Inthe inventory pane, click the Tenants node.

3. Inthe working area, select the necessary tenant and click Download on the ribbon or right-click the tenant
and select Download.

4. In the displayed window, select what backup files you want to download from the capacity tier to the on-
premises extents:

o Click ALl Backupstodownload all tenant backup files.
o Click Latest Only todownload tenant backup files pertaining to the latest backup chain only.

5. In the SOBR Download window, monitor the progress of the download operation and click OK.
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Retrieving Tenant Data from Archive Tier

The SP can retrieve tenant data from the archive tier. This operation is required if the tenant needs to restore
data from a restore point that was offloaded to the archive tier: it is not possible to restore data from such
restore points immediately. To perform the retrieve operation, the SP must use Veeam PowerShell cmdlets.

To retrieve the tenant data, follow these steps:

1.

Obtain the restore point ID from the tenant.

If the tenant is unsure which restore point to use, or if you manage the tenant Veeam Backup &
Replication environment, ask the tenant to provide you with information about the point in time to which
the tenant wants to restore data. Then, you can use the Get-VBRCloudArchiveRestorePoint
PowerShell cmdlet to get a list of restore points located in the archive tier and obtain the restore point ID.
For detailed instructions, see the Get-VBRCloudArchiveRestorePoint section in the Veeam PowerShell
Reference.

Run the Publish-VBRCloudArchiveRestorePoint PowerShell cmdlet. This cmdlet retrieves tenant
data from archive storage and places them in the capacity tier of the scale-out backup repository.

Use the restore point ID as a parameter value when performing the operation. For detailed instructions,
see the Publish-VBRCloudArchiveRestorePoint section in the Veeam PowerShell Reference.

After the data is retrieved, notify the tenant that the datais ready. The tenant can then restore the data
from the specified restore point.
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Managing Tenant VM Replicas

The SP can perform the following operations with tenant VM replicas created with replication jobs targeted at
the cloud host:

e View properties
e Remove from configuration
e Delete from disks

e Move tenant replicas to another storage

Viewing Properties

You can view summary information about created tenant VM replicas. The summary information provides the

following data: availablerestore points, date of restore points creation, datasize, restore point size and replica
status.

To view summary information for replicas:
1. Open the Cloud Connect view.
2. Inthe inventory pane, click Replicas.

3. Inthe working area, right-click the necessary VM replica and select Properties.
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Removing from Configuration

You can use the Remove from configuration operation if you want to remove records about tenant VM replicas
from the Veeam Backup & Replication console and database. Replicated VMs remain on the cloud host and, if
necessary, you can start them manually after Remove from configuration operationis performed.

IMPORTANT

After you perform the Remove from configuration operation, records about tenant VM replicas will be
permanently removed from configuration. You will not be able to reinstate them in the Veeam Backup &
Replication console and database.

The tenant will not be able to use VM replicas that remain on the cloud host. To let the tenant use such VM
replicas, you will have to map VM replicas to a new replication job. To learn more, see this Veeam KB
article.

To remove records about VM replicas from the Veeam Backup & Replication console and database:
1. Open the Cloud Connect view.
2. Inthe inventory pane, click Replicas.

3. Inthe working area, right-click the necessary VM replica and select Remove from configuration.
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Deleting from Disk

You can use the Delete from disk operation if you want to delete records about tenant VM replicas from the
Veeam Backup & Replication console and databaseand, additionally, unregister the VM replica on the cloud host
and delete actual replica files from the datastore or volume.

Do not delete tenant VM replicas from the cloud host manually. Use the Delete from disk option instead. If you
delete VM replicas manually, subsequent replication job sessions will fail.
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To remove VM replicas from the cloud host:
1. Open the Cloud Connect view.
2. Inthe inventory pane, click Replicas.

3. In the working area, right-click the necessary VM replica and select Delete from disk.
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Moving Replica Files to Another Location

The SP may need to move tenant VM replica files to another location, for example, if the initial storage is
running out of space. This operation can be performed on the VMware vSphere platform as well as on the
Microsoft Hyper-V platform.

The operation does not require any actions on the tenant side. For the tenant, VM replica files remain on the
same cloud host, in the same cloud storage.

IMPORTANT

It is not recommended that the SP or tenant move tenant VM replicas created in VMware Cloud Director to
another vApp. During this operation, all restore points created for VM replicas except for the latest restore
point will be deleted.

Before you move tenant replica files, check the following prerequisites:

e The new datastore (for VMware vSphere platform) or storage volume (for Microsoft Hyper-V platform)
must be connected to the same host or cluster as the initial datastore/volume.

e All active replication job sessions and failover tasks must be stopped for VM replicas created by tenants
whose replica files are moved to another datastore/volume.
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NOTE

you ca

datast

When you move tenant replicas to a new location, you must change the storage location in the settings of
the hardware plan that utilized storage resources of the initial location (datastore or volume). As a result,

n move to a new location only all replicas created by tenants that are subscribed to this hardware

planat once.

For example, 7enant 7and Tenant 2 are subscribed to the same VMware hardware plan and their VM replica
files are kept on the same datastore. In this case, you cannot move replicas created by 7enant 7to a new

ore and let replicas created by 7enant Zremain on the initial datastore. Instead, you need to move all

replicas created by 7enant 7and Tenant 2to a new datastore.

The SP must complete the following tasks:

1. Re
a

b

C.

d.

move the SP-side network extension appliances used by tenant VM replicas in the initial location.
. Open the Cloud Connect view.
. In the inventory pane, click Tenants.

In the working area, right-click the necessary tenant and select Properties.

At the Replica Resources step of the wizard, clear the Use built-in network management capabilities
during failover check box.

Click Finish.

[Optional] If more than one tenant is subscribed to the hardware plan that utilizes storage resources
of the initial VM replica location, repeat steps a-e for each tenant whose replicas you planto move to
a new location.

Ed

Qg Add ane or maore cloud repositaries far this tenant to use,

Al

Tenant

Repository Friendly name CQuota Ausailable  WiAAN Add...
Bandwidth Default Backup Repasitory  Cloud Yol 01 100,058 351,2 MBfree of B.. Mot set L
| BeckwpResowrces Remove
Hpply
Surnmary
< >

it ABC Company x

Backup Resources

Cloud repositories:

[ keep deleted backup files for |1 5| days

For added tenant protection against insider attacks, we will preserve all deleted backup files for the
set number of days, The deleted backups will not count towards tenant’s quota consumption, and
cannot be managed by the tenant,

<« Previous Finish Cancel
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2. Move tenant data from the initial location to the new location:
o [For VMware vSphere] Use Storage vMotion to move tenant VM replicas to the new datastore.

o [For Microsoft Hyper-V] Use the Move option in Hyper-V Manager (or Failover Cluster Manager) to
move tenant VM replicas to a path on the new storage volume.

3. Change storage allocation settings in the hardware plan settings:
a. Open the Cloud Connect view.

b. In the inventory pane, click Replica Resources.

c. Inthe working area, right-click the hardware plan for which you want to change storage settings and
select Edit Hardware Plan.

d. At the Storagestep of the wizard, select the cloud storage that uses quota on the initial storage from
which VM replicas have been moved and click Edit.

e. In the Edit Storage window, change the datastore/path for the cloud storage:

[For VMware Hardware Plan] In the Datastore section, click Browse and select the datastore to
which VM replicas have been moved.

Edit Hardware Plan [Whdware Sileer] = |

Storage
EI Specify storage assigned to this hardware plan,

Mame Storage: |
Host |Friend|\fname Datastore Quota Free Add...
o5
i Edit Cloud Replicas storage X
it...
Friendly name: Rermove
Metwark |Cloud Replicas |
Datastore!
Appl
Sl |esx01—d502 | | Browse... |
SUGAE; 142 TB free of 727 TB
Tenant quota:
300 GB -
Ok Cancel
< Previous Mext = Finizh Cancel
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f.

g.

= [For Hyper-V Hardware Plan] In the Path section, click Browse and specify a path to the folder to
which VM replicas have been moved.

Edit Harduware Plan [Hyper-4 Gald] X
’—l Storage
| = Specify storage assigned to this hardware plan,
1 |
|
Mame Storage:
[ crim O-il, Pl C Add...
Host Edit Clowd Replicas storage X
Friendly name:
- Remowve
Metwark |Cloud Replicas |
Path:
Apply |D:\Storage | | Erourse... |
Summary = 8245 GE free of 0.7
Tenant quota:
30002 GE w
QK Cancel
< Previous Mext = Finish Cancel
Click OK.

At the Apply step of the wizard, wait until Veeam Backup & Replication updates the hardware plan
settings. Then click Finish.

4. Deploy the new SP-side network extension appliances in the new location where you have moved tenant
VM replicas.

a.
b.

C.

Open the Cloud Connect view.
In the inventory pane, click Tenants.

In the working area, right-click the necessary tenant and select Properties.

. At the Replica Resources step of the wizard, select the Use built-in network management capabilities

during failover check box.

. At the Network Extension step of the wizard, specify settings for the new SP-side network extension

appliance that will be used by tenant VM replicas in the new location. To learn more, see Specify
Network Extension Settings.

Click Apply. Then click Finish.
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g. [Optional] If more than one tenant is subscribed to the hardware plan that utilizes storage resources
of the new VM replica location, repeat steps a-e for each tenant whose replicas you have moved to
the new location.

! Edit BC Company X
- Metwork Extension
| CEND) Specify network settings to be used during failover,
Tenant Metwrork extension appliances: |
Metwrork Settings x | Edit |
Bandwidth

Backup Resources Network

Metwark extention appliance:

Replica R
SRS e e | MNetwaork Extension Appliance ABC Companylesx01) |

| VM Network ‘ Browse...

P4 address:0Obtain automatically

IPv6 address:0Obtain automatically

Lpply

Surnmary

OK Cancel >

T Ao Care I - puBlic T8 addresses

[ &llocate |1 2| public IPvA addresses

Public IP addresses are required for tenants to be able to perform full site failover,  Manage.

< Previous Apply Finish Cancel

Veeam Backup & Replication will deploy the new SP-side network extension appliances on the datastore or
storage volume where you have moved tenant VM replicas. Tenants subscribed to the hardware plan will be
able to continue running replication jobs and performing failover tasks targeted at the cloud host.
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Managing Tenant Cloud Failover Plans

A cloud failover plan created by a tenant is stored in the database on the SP Veeam Backup & Replication server.
The SP can manage tenant cloud failover plans from the Veeam Backup & Replication console on the SP side.
This may be useful in case the tenant Veeam backup server is unavailable along with the production site after a
disaster.

The SP can perform the following operations with a tenant cloud failover plan:
e Run acloud failover plan.
e Test acloud failover plan.
e Retry acloud failover plan.
e Undo failover by a cloud failover plan.
e Editcloud failover plan settings.

e Perform permanent failover.
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Running Cloud Failover Plan

With a cloud failover plan, the SP can perform full site failover upon tenant request at any time. During full site
failover, tenant VMs fail over to their replicas on the cloud host one by one, as a group. You can fail over to the
most recent VM state or select the necessary restore point for VMs in the cloud failover plan.

The SP can run a tenant cloud failover plan from the Veeam Backup & Replication console on the SP Veeam
backup server.

To fail over to the VM replicas latest restore point:
1. Open the Cloud Connect view.
2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

3. In the working area, click the necessary cloud failover planand click Start onthe ribbon or right-click the
necessary cloud failover planand select Start.

To fail over to a certain restore point:
1. Open the Cloud Connect view.
2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

3. Inthe working area, click the necessary cloud failover planand click Start to on the ribbon or right-click
the necessary cloud failover planand select Start to.

4. In the displayed dialog box, select the backup date and time. Veeam Backup & Replication will find the
closest restore point prior to the entered value for each VM and fail over to it.
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Testing Cloud Failover Plan

The SP can test a tenant cloud failover plan to ensure replicated tenant VMs on the cloud host successfully start
and can be accessed from external network after failover. When you test a cloud failover plan, Veeam Backup &
Replication does not switch from a production VM to its replica. Instead, it reverts every VM replica in the cloud
failover plan to the latest restore point, boots the replica operation system, waits for the VM replica to reach a
"stabilization point" using the Stabilization by /P algorithm and checks if the VM replica responds to ping
requests.

This operation is supported for cloud failover plans that contain snapshot-based replicas and failover plans that
contain CDP replicas.

NOTE
Consider the following limitations:

e Veeam Backup & Replication does not support this operation for failover plans that contain CDP
replicas with 1/0 filters older than version 12.1 installed on the cluster where the VMs that you plan
to protect reside and where replicas will reside. To learn more about updating I/0O filters, see the
Updating and Uninstalling 1/O Filter section in the Veeam Backup & Replication User Guide.

e If the SP starts the cloud failover plan test for CDP replicas created with VBR version 12.2 (or
earlier), long-term retention policy creation will be stopped while testing.

TIP

To keep CDP replica VMs running, for example, to reach data from the VM or from an application installed
on the VM, you can use Veeam PowerShell cmdlets. To perform the operation, use the KeepAlive

parameter. For detailed instructions, see the Start-VBRFailoverPlan section in the Veeam PowerShell
Reference.

The following limitations apply to the operation:

e You can use the keep alive mode only for cloud failover plans that contain CDP replicas. This
operation is not supported for cloud failover plans that contain snapshot-based replicas.

e By default, this operation is available only for the SP. The SP can use the
CdpTenantTestFailoverKeepAliveDurationLimitMin registry key to allow this operation
to tenants. The key also defines the allowed keep alive time for tenant CDP replicas. For details, see
Allowing Tenants to Keep CDP Replicas Running.

To test a cloud failover plan:
1. Open the Cloud Connect view.

2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

336 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180


https://helpcenter.veeam.com/docs/vbr/userguide/cdp_io_filter_remove.html?ver=13
https://helpcenter.veeam.com/docs/vbr/powershell/start-vbrfailoverplan.html?ver=13

3. In the working area, right-click the necessary cloud failover planand select Test.
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Allowing Tenants to Keep CDP Replicas Running

The SP can use a registry key to let tenants keep CDP replica VMs running while testing cloud failover plans. The
registry key allows the tenant to keep CDP replicas running and limits the allowed duration of the keep alive

mode.

To use the registry key, complete the following steps:

1. On the SP Veeam backup server, launch the Registry Editor.

2. Create the key HKEY LOCAL MACHINE\SOFTWARE\Veeam\Veeam Backup and

Replication\CdpTenantTestFailoverKeepAliveDurationLimitMin

(REG_SZ).

3. As aregistry value, enter the number of minutes to set the keep alive time for CDP replicas.

You can set CDP replicas to run in the keep alive mode for a maximum of 24 hours.

337 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180



Retrying Cloud Failover Plan

The SP can retry failover by a tenant cloud failover planin case the full site failover process fails before all
tenant VMs fail over to their replicas on the cloud host.

To retry failover by a cloud failover plan:
1. Open the Cloud Connect view.
2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

3. Inthe working area, right-click the necessary cloud failover planand select Retry.
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Undoing Failover by Cloud Failover Plan

The SP can undo failover for all tenant VMs added to the cloud failover plan at once. When you undo failover,
you switch the workload back to original VMs and discard all changes that were made to tenant VM replicas

during failover.
To undo failover by a cloud failover plan:
1. Open the Cloud Connect view.
2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

3. Inthe working area, click the necessary cloud failover planand click Undo on the ribbon or right-click the
necessary cloud failover planand select Undo.

4. In the displayed window, click Yes toconfirm the operation.

Eﬁ Backup Infrastructure

¢ Cloud Connect

Ty
L) History

1 failower plan selected

= Home Failover Plan
e o B B (B P,
B B R B B Ig
Start Start Test Retry Undo Statistics Delete Edit
0.
Actions Details Manage Plan
Cloud Connect .
Type in an object name to search for 0\
&5 Cloud Connect
75 Cloud Gateways Name 4 Tenant Platform Status Number of...
& Gatewsy Pools [4 ABC Company Failo..  30YZ Company Viare Ready 2
©
& Tenants [3 Cloud failover plan @ Start ware Ready 1
> ) Backup Storage
= [ Startto..
> [ Replica Resources [ serceo
3 Test
4 Replicas B T
o [ Retry
[l Ready B tne
£ Undo
Failover Plans &
f Replica Org ¥DCs Statistics
> 3 Last2d Hours Delete
[ Edit
(1) Home
[y tnventory

Veeam Intelligence

=

(]

339 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180



Editing Cloud Failover Plan Settings

If the SP wants to execute custom scripts before and after the tenant cloud failover plan, the SP must create
those scripts in advance and select them in the cloud failover plan settings before the tenant runs the cloud
failover plan. For example, the SP may want to send an email to backup administrators before the failover plan
is started and after the failover operation completes. Veeam Backup & Replication supports script files in BAT
and CMD formats and executable files in the EXE format.

The process of specifying script settings is the same for regular cloud failover plans and cloud failover plans for
VMs that have replicas in VMware Cloud Director.

NOTE

In the cloud failover plan settings, the SP can only specify pre-failover and post-failover scripts. The SP
cannot change other failover plan settings specified by the tenant.

To edit cloud failover plan settings:
1. Launch the Edit Cloud Failover Plan wizard:
a. Open the Cloud Connect view and click Replicas > Failover Plans in the inventory pane.

b. In the working area, click the necessary cloud failover plan and click Edit onthe ribbon or right-click
the necessary cloud failover planand select Edit.

2. At the Failover Plan step of the wizard, select the Pre-failover script and Post-failover script check boxes
and click Browse tochoose executable files.

Edit Cloud Failover Plan ABC Company Failover Plan
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< Previous Mext = Finish Cancel

3. At the Virtual Machines step of the wizard, enumerate virtual machines that the tenant added to the cloud
failover plan.
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4. At the Summary step of the wizard, review the information about the edited hardware plan and click Finish
to exit the wizard.
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Performing Permanent Failover

The SP can perform the permanent failover operation if the tenant wants to permanently switch from the
original VM to a VM replica on the cloud host and use this replica as the original VM.

To perform permanent failover, do either of the following:

e Open the Cloud Connect view, in the inventory pane select Replicas. Inthe working area, select the
necessary VM and click Permanent Failover onthe ribbon.

e Open the Cloud Connect view, in the inventory pane select Replicas. Inthe working area, right-click the
necessary VM and select Permanent failover.

In the displayed window, click Yes toconfirm the operation.

After the permanent failover operation completes, the VM replica is put to the Permanent failover state. To
protect the VM replica from corruption after performing permanent failover, Veeam Backup & Replication
reconfigures the replication job and adds the original VM to the list of exclusions. When the replication job that
processes the original VM starts, the VM will be skipped from processing, and no data will be written to the
working VM replica.
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Using Remote Access Console

The SP can remotely access the tenant backup server to manage Veeam Backup & Replication deployed on the
tenant side. The SP can connect to a tenant backup server in one of the following ways:

e Connect to a tenant backup server with the Remote Access Console.

e Connect to a tenant backup server over the Remote Desktop Protocol.

As part of the remote tenant backup server management process, the SP may also need to perform the
following administration tasks:

e Set up Veeam Backup & Replication to accept connections from a remotely deployed Remote Access
Console (over the internet).

e Adjust remote desktop connection settings.
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Connecting to Tenant with Remote Access
Console

To connect to the tenant backup server, the SP must run the Remote Access Console on the SP backup server or
dedicated machine.

Before You Begin

Before you use the Remote Access Console to connect to the tenant backup server, complete the following
prerequisites:

e Connection with the Remote Access Console to the tenant backup server is possible only if the SP and
tenant backup servers have the same build number and the same private fixes of Veeam Backup &
Replication installed. Build numbers of Veeam Backup & Replication plug-ins must be the same as well. If
the build numbers or private fixes differ, remote connection to the tenant backup server may be
established over the Remote Desktop Protocol. To learn more, see Launching Remote Desktop Session to
Tenant.

e The tenant must enable the Allow this Veeam Backup & Replication installation to be managed by the
service provider option in the Service Provider wizard when connecting to the SP. To learn more, see
Specify Cloud Gateway Settings.

e If the machine on which you plan to use the Remote Access Console does not reside in the SP backup
infrastructure network, you need to set up Veeam Backup & Replication to accept connections from the
Remote Access Console over the internet. To learn more, see Enabling Access to Cloud Gateway.
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Step 1. Open Remote Access Console

To connect to the tenant backup server, the SP must open the Remote Access Console. The Remote Access
Console is available on the SP backup server or dedicated machine on which the Veeam Backup & Replication is
installed.

To open the Remote Access Console, do one of the following:

e Double-click the Veeam Backup & Replication Remote Access Console icon on the desktop (you can use
this option only if you want to open the Remote Access Console on the SP backup server).

e Run the following command:

"$ProgramFiles%\Veeam\Backup and Replication\Console\veeam.backup.shell.ex
e" -TenantRemoteAccess

On the SP backup server, the SP can also open the Remote Access Console from the locally installed Veeam
Backup & Replication console. In this case, the SP can connect to the backup server of the specific tenant.

To open the Remote Access Console:
1. Open the Cloud Connect view.

2. Inthe inventory pane, click the Tenants node.

3. Select the tenant in the working area, click Remote Console on the ribbon and select the backup server to
which you want to connect or right-click the tenant in the working area, select Remote console and select
the backup server to which you want to connect.
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Step 2. Connect to SP Backup Server

To query information about currently available tenants and access the Cloud network redirector, the Remote
Access Console needs to connect to the SP backup server. You must specify connection settings to access the SP
backup server in the Open Remote Access Console dialog window. The process of specifying SP backup server
settings differs depending on the Remote Access Console deployment scenario:

e If the Remote Access Console is deployed in the SP Veeam Cloud Connect infrastructure, you must specify
settings to connect directly to the SP backup server. To learn more, see Direct Connection.

e If the Remote Access Console is deployed on a remote machine in an external network, you must specify
settings to connect to the SP backup server through a cloud gateway. To learn more, see Connection

Through Cloud Gateway.

Direct Connection

If you open the Remote Access Console on the SP backup server or dedicated machine connected to the SP
backup infrastructure network, you must specify settings to connect directly to the SP backup server. To
connect to the SP backup server:

1. At the Specify a cloud provider server step, type the name or IP address of the SP backup server or select
it from the list of recent connections. Then click Connect.

If you open the Remote Access Console on the SP backup server, by default, the backup server field
contains the name of this backup server — localhost.

oS

Veeam Backup & Replication

Specify a cloud provider server

[ srv13.tech.local VJ

Connect via cloud gateway

346 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180



2. At the Server certificate step, select if you trust the server certificate. Click Yes.

X

EE

Veeam Backup & Replication

Untrusted server certificate

Server srvl13.tech.local has an untrusted
certificate.

Certificate thumbprint:
1B9AF11B3EECEIDSA4FBAGS0377DF4679D4EBTFTIEOEE
89B48D3C2A2A6694778.

View Certificate (7

Trust this server?

No

3. At the Type in provider credentials step, enter the user name and password of the account that you want
to use to connect to the SP backup server. The user account must have the Veeam Backup Administrator

role on the SP backup server.

oS

Veeam Backup & Replication

Type in provider credentials

arvl3administrator

9
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4. Click Signin.

You will proceed to the steps to connect to the tenant backup server. For details, see Connect to Tenant Backup
Server.

Connection Through Cloud Gateway
If the Remote Access Console is deployed on a remote machine connected to an external network, you must

specify settings to connect to the SP backup server from the internet through a cloud gateway. To specify
connection settings:

1. At the Specify a cloud provider server step, click Connect via cloud gateway.

x
R
hY|

Veeam Backup & Replication

Specify a cloud provider server

[ srvl3.tech.local v

Connect via cloud gateway
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2. At the Specify a cloud gateway server step, type the name or IP address of the cloud gateway or select it
from the list of recent connections. Then click Connect.

EE

Veeam Backup & Replication

Specify a cloud gateway server

[ sry13.tech.local v

3. At the Type in provider credentials step, enter the user name and password of the account that you want
to use to connect to the SP backup server. The user account must have the Veeam Backup Administrator

role on the SP backup server.

EE

Veeam Backup & Replication

Type in provider credentials

sry13administrator

9

4. Click Signin.
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You will proceed to the steps to connect to the tenant backup server. For details, see Connect to Tenant Backup
Server.
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Step 3. Connect to Tenant Backup Server

To log on to Veeam Backup & Replication on the tenant side, you must specify connection settings to access the
tenant backup server.

1. At the Specify tenant's backup server step, do the following:

a. From the drop-down list, select the user name of the tenant account to whose backup server you
want to connect. Tenants who have opened a control connection to the SP and whose backup servers
are available for connection with the Remote Access Console automatically appearin this list.

b. From the drop-down list, select the name of the tenant backup server to which you want to connect.
The list contains names of backup servers that belong to the selected tenant and are available for
connection with the Remote Access Console.

c. To create a shortcut for the connection, click Save shortcut. Youcan create as many shortcuts as you
need.

d. Click Connect.

EE

Veeam Backup & Replication

Specify tenant's backup server

ABC Company

sry12

Save shortcut
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At the Type in tenant credentials step, enter credentials of the user account that you want to use to

connect to the tenant backup server. The user account must have the Veeam Backup Administrator role on

the tenant backup server (or other role that allows the user to perform required operations in Veeam
Backup & Replication).

oS

Veeam Backup & Replication

Type intenant credentials

shvlZvadministrator

9

3. Click Signin.
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Launching Remote Desktop Session to Tenant

You can use the Remote Access Console to open a connection to the tenant backup server over the Remote
Desktop Protocol. On the machine where the Remote Access Console is installed, Veeam Backup & Replication
will launch the Remote Desktop Connection client allowing you to log on to the OS running on the tenant
backup server.

Before connecting to the tenant backup server over Remote Desktop Protocol, check the following
prerequisites:

e The tenant backup server must run the Microsoft Windows OS.

e The OS running on the tenant backup server must be set up to accept remote desktop connections.
To launch a remote desktop session:

1. Do either of the following:

o Inthe Veeam Backup & Replication console running on the SP backup server, in the Cloud Connect
view, click the Tenants node. Select the necessary tenant in the working area, click Remote Desktop
on the ribbon and select the tenant backup server to which you want to connect.

o Inthe Veeam Backup & Replication console running on the SP backup server, in the Cloud Connect
view, click the Tenants node. Right-click the necessary tenant in the working area, select Remote
Desktop and select the backup server to which you want to connect.

o Inthe Open Remote Access Console window, make sure that the Remote Access Console is connected
to the SP backup server, pressand hold the [CTRL] key and click Connect. Instead of connecting to
the tenant backup server with the Remote Access Console, Veeam Backup & Replication will launch
the Remote Desktop Connection client.

2. In the Windows Security window, specify credentials to connect to the backup server and click OK. Veeam
Backup & Replication will launch the Remote Desktop Connection client and connect to the backup server.

TIP

You can also launch the Remote Desktop Connection client from the main menu of the regular Veeam
Backup & Replication console. In this case, Veeam Backup & Replication will open a remote desktop session
to the backup server to which this Veeam backup console is currently connected. To learn more, see
Establishing Remote Desktop Connection to Backup Server.
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Establishing Remote Desktop Connection to Backup Server

You can start a remote desktop session not only to the tenant backup sever, but also to any backup server to
which the Veeam Backup & Replication console is currently connected. To connect to a backup server over
Remote Desktop Protocol.

1. In the Veeam Backup & Replication console, make sure that the console is connected to the necessary
backup server. You can check the name or IP address of the backup server in the status bar of the Veeam
backup console window.

2. Inthe Main Menu, select Console > Remote Desktop.
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3. In the Windows Security window, specify credentials to connect to the backup server and click OK. Veeam
Backup & Replication will launch the Remote Desktop Connection client and connect to the backup server.
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Enabling Access to Cloud Gateway

To query information about tenants whose backup servers are available for remote management, the Remote
Access Console needs to connect to the SP backup server. If the Remote Access Console is installed on a remote
machine connected to an external network (in the internet), the Remote Access Console will communicate with
the SP backup server through the cloud gateway. By default, Veeam Backup & Replication does not accept

connections from a Remote Access Console over the internet. The SP can enable this functionality in the Veeam
Backup & Replication settings if necessary.

To enable access to the cloud gateway for the Remote Access Console:

1. On the SP Veeam backup server, open the Veeam Backup & Replication console.
2. From the main menu, select Options.

3. Open the Security tab.

4. In the Cloud Connect section, select the Accept remote console connection requests originating from the
Internet check box.

5. Click OK.

NOTE

The Cloud Connectsectionis availablein the Security tab on the SP backup server only, that is, a Veeam
backup server on which the Veeam Cloud Connect license is installed.

Optians x
Veearn Intelligence Motifications Histony
10 Contral Serurity Ernail Settings Event Fonwarding
Backup server certificate

—— Self-signed

20 CH=sme1d Install...

Host authentication

Trusted hosts: 3

Export..
Trusted hosts list:
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Cloud Connect

Accept remote console connection requests originating from the Internet

FIPS compliance

Force strict FIPS compliance mode

Terminate connections to all external data sources, hosts and AP endpaints that do not
implement FIPS compliant encreption, Weeam's own encryption modules operate
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Audit logs location

ChProgramDatatieearm\BackuptAudit

Browse..,
Compress older audit logs autornatically (saves disk space)
Consider disabling this option when using a WORM storage for audit logs.
Ok | | Cancel | | Apply
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Adjusting Remote Desktop Connection Settings

By default, when Veeam Backup & Replication launches the Remote Desktop Connection client, the client uses
settings defined for the user account under which you are currently logged on to Microsoft Windows. In case
high latency and low bandwidth impacts responsiveness of the Remote Desktop Connection client, you can
adjust connection settings in one of the following ways:

You can change the Remote Desktop Connection client settings and save them to a configuration file of
the user account that is currently logged on to Microsoft Windows. By default, connection settings for
each user are stored in a hidden file with the name Default.rdp that resides in the user's Documents
folder, for example, C:\Users\Administrator\Documents.

You can define custom Remote Desktop Connection client settings and save them to a configuration file
with the name vmbpRdpConnection. rdp in the following product folder: C:\Program
Files\Veeam\Backup and Replication\Console. In this case, Veeam Backup & Replication will use
the necessary settings for the Remote Desktop Connection client regardless of the user account under
which the OS is currently running.

To define custom remote desktop connection settings for Veeam Backup & Replication:

1.
2.

Open the Remote Desktop Connection client (mstsc.exe).
In the Remote Desktop Connection window, click Show Options.

Specify connection settings in accordance with quality of the network connection between the machine on
which you open a remote desktop session and the tenant backup server. For slow connections, it is
recommended that you define the following remote desktop settings:

a. At the Displaytab, in the Colorssection, select the High Color (16 bit) option. Using this option may
significantly improve performance of the remote desktop client over low bandwidth or high latency
connections.

b. At the Display tab, in the Display configuration section, reduce the size of the remote desktop.
c. At the Experiencetab, clearall check boxes in the Allow the following section.

d. At the Local Resources tab, in the Remote audio section, click Settings and disable remote audio
playback and recording.

@ Remote Desktop Connection — X

| Remote Desktop
»¢) Connection

General Display  Local Resources  Experience  Advanced
Performance
- Choose pour connection speed to optimize performance.
= Lovs-speed broadband (256 kbps - 2 Mbps] e
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[ Desktop backaround
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[ Shaw window contents while dragging
[ Menu and window animation

[isual styles

Persistent bitmap caching
Reconnect if the connection is dropped

(=) Hide Dptiors Help
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4. At the Generaltab, click Save asand save the specified settings to the configuration file:

a. Inthe Save As window, browse to the C:\Program Files\Veeam\Backup and
Replication\Console folder.

b. In the File namefield, enter the name for the configuration file: vmbpRdpConnection. rdp.

c. Click Save.

TIP

You can define a custom name for the remote desktop connection configuration file used by Veeam Backup

& Replication. To specify a name for the file, create the registry key
HKEY LOCAL MACHINE\SOFTWARE\Veeam\Veeam Backup and

Replication\VMBPShellRdpTemplateFilename (REG SZz) and enter the name for the file as the
key value (for example, VeeamRdpConnection).

Note that you can change only the name for the configuration file, but not the full path to this file. The file
must reside in the C:\Program Files\Veeam\Backup and Replication\Console folder.
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Managing SP Backup Server

Veeam Backup & Replication allows the SP to inform tenants about currently running maintenance of the SP
backup infrastructure. As part of the maintenance scenario, the SP can perform the following operations on the

SP backup server:

e Switch the SP backup server to the Maintenance mode.

e C(Create a custom Maintenance mode notification.
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Switching to Maintenance Mode

The SP can switch the SP backup server to the Maintenance mode. When the SP backup server operates In the
Maintenance mode, Veeam Backup & Replication notifies tenants who perform backup and backup copy jobs

that the SP backup server is under maintenance and cloud resources are temporary unavailable.

To switch the SP backup server to the Maintenance mode:

—_

Open the Cloud Connect view.

2. Inthe inventory pane, right-click the Cloud Connect node and select Maintenance mode.

3. Inthe displayed window, Veeam Backup & Replication informs you about the impact of maintenance mode

on tenant jobs. Click Yes.

4. |If there are any replicas in the Failover or Failback state, Veeam Backup & Replication displaysa window

informing you about the impact of maintenance mode on active replication tasks. Click Yes.

To bring the SP backup server back to the normal operational mode, right-click the Cloud Connect node and
select Maintenance mode once again.
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rver is put to the Maintenance mode, Veeam Backup & Replication changes the status of
the backup server and displays the Maintenance mode icon in the Cloud Connect view of the backup console.
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Creating Custom Maintenance Mode Notification

If a tenant backup or backup copy job is performing at the time when the SP backup server is operating in the
Maintenance mode, the Maintenance mode notification is displayed in the job statistics window. By default,
Veeam Backup & Replication is set up to display the following Maintenance mode notification: Service provider
Is currently undergoing scheduled maintenance. The SP can use the default notification or create a custom
message, if necessary. The created notification will be displayed to all tenants who use cloud resources of the
SP instead of the default one.

To create a custom Maintenance mode notification:
1. On the SP Veeam backup server, launch the Registry Editor.
2. Navigate to the key: HKEY LOCAL MACHINE\SOFTWARE\Veeam\Veeam Backup and Replication\.

3. Create a new String Value with the name CloudMaintenanceModeMessage, and set its datato the
Maintenance mode notification that you want to display on the tenant side.

NOTE
Consider the following:

e Veeam Backup & Replication uses the UTF-8 encoding for the Maintenance mode notification. This
lets you include characters of a large number of languages in your custom Maintenance mode
message.

e Veeam Backup & Replication has no limitations on the maximum length of a custom Maintenance
mode notification. However, it is recommended to create messages that contain 300 to 350
symbols or less. Longer notifications may be displayed incorrectly in the Veeam Backup &
Replication or Veeam Agent for Microsoft Windows user interface.
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Working with Tapes

The SP can write backups created by a tenant in a cloud repository to a tape media. Within the tenant backup to
tape scenario, the SP can perform the following operations on the SP Veeam backup server:

e Create tenant backup to tape jobs.

e Restore tenant data from tape.
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Creating Tenant Backup to Tape Job

To back up tenant datato tape, you must configure a backup to tape job. One job can be used to process data of
one tenant or several tenants. You can select the following objects as a source for a backup to tape job intended
to process tenant data:

e All tenants
e One or more specific tenants

e One or more cloud repositories of the same tenant or different tenants

NOTE

This section describes only basic steps that you must take to create a backup to tape job intended to back

up tenant data. To get a detailed description of all backup to tape job settings, see the Creating Backup to
Tape Jobs section in the Veeam Backup & Replication User Guide.

Before you configure a backup to tape job, complete the following prerequisites:
1. You must add a tape server in Veeam Backup & Replication on the SP backup server.

2. You must configure one or more GFS media pools with the necessary media set and retention settings. You
can configure media pools in advance, before you launch the Backup to Tape Job wizard. You can also
configure media pools at the Media Pool step of the wizard.

To create a backup to tape job:
1. Onthe Home tab, click Tape Job and select Backups.

2. At the Name step of the wizard, specify a name and description for the backup to tape job.

Mew Backup to Tape Job x
Nerme MName
B Type in a narne and description for this tape job,

Media Pool

Mame:

Incremental Backu
F Tenants Backup to Tape

Optilatis Description:
Schedule Backup job to wwrite tenant backups to tape|
Surnmmary
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3. At the Backups step of the wizard, click Add > Tenants and select tenants or cloud repositories whose data
you want to write to tape.

Mew Backup ta Tape Job x
Meme Backups
Boelups Specify objects to be processed by this tape job.
Media Pool
Backups:
Incrernental Backup
Mame Type Size
Options
g & ABC Comparry Tenant 11,7 GB O Ldd..
Schedule % TechCompanyOrgtCloud YWal 01 Quota 3,2 ME O Remuove
Surnmmary
Up
Q} Do
Full:
11,6 GB
Incrernental:
0B

| % Previous || Mext = | Finizh

4. At the Media Poolstep of the wizard, choose a media pool for tenant backups. You can select only GFS
media pools.

TIP

If you have not previously created a media pool with the required settings, you can click Add New

and create a new GFS media pool without closing the job wizard. For more details, see Creating GFS
Media Pools.
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Mew Backup ta Tape Job x

Name Media Pool
Backups Specify the media poal to perform backup to.
Media Pool
Media pool:
Options - -
GFS Media Pool 2 (HP BSL G3 Series 9.50) v | Add new..
Schedule Tapes: 2
Surnmary Free space: 709GB
Daily: 14 days; use any available media; append; do not export;
Wiz ekly: Awveeks; use any available media; do not append; do not export;
Manthly: 12 months; use any available media; do not append; do not export;
CQuarterly: 4 quarters; use any available media; do not append; do not export;
early: 1years; use any available media; do not append; do not export;

Parallel processing: 2 drives, multiple backup chains
Encryption: Disabled
WORM: False

| < Previous || Mext = | Finish

5. At the Optionsstep of the wizard, specify archiving and media automation options.

a. Select the Eject media uponjob completion check box if the tape should be automatically ejected
from the tape drive after the job successfully finishes. The ejected tapesare placedinto a free tape
device slot. Note that if the job started and failed, the tape will remain in the drive.

This option does not prevent the tape job from appending data to this tape. If not configured
otherwise in media pool settings, this tape will be placed into a drive on the next tape job run.
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b. Select the Export the following media sets upon job completion check box if you want to pull out the
tapes with daily, weekly, monthly, quarterly or yearly media sets from the tape device, for example,
to move to a storage location. The tape device will eject the tapes that belong to the selected media
set.

Click Media Sets and select the media sets that you want to export.

Mew Backup ta Tape Job x
Mame Options
Backups Specify tape job options,
Media Pool

X Media autormation
Options
e | Ejecttape media upon job completion
Schedule

This option rakes the job autormatically eject tape from drives upon completion, so that tape does not stay in

Summary the drive, which is a best practice,

Exportthe following media sets upon job completion tedia Sets...

This option makes the job automatically close and export selected GFS media sets,

Drive usage

Lirnit the number of drives this job canuseto: | 2+~ | tape drives

O Advanced tape job settings

| < Previous || Mext = | Finish

6. Click Advanced and specify the necessary settings for the tape job.
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7. At the Schedule step of the wizard, click Schedule and select days for each media set. In the Start daily
scan for GFS restore points at field, specify the time when the job must start. By default, the GFS job
starts at 12:00 AM on the selected day.

Mew Backup ta Tape Job x

Mame Schedule

Specify the job scheduling options, You can only set schedule for those media pools which have the corresponding
Backups ) . . . -

rnedia set enabled in GFS media pool's properties,
Media Pool

Schedul

Options chedue

This Backup to Tape job will synthesize a full backup file to archive to tape using the latest restore point available in
Schedule the source backup repasitory at the specified time,
Surnrmary Start daily scan for GFS restore points at: | 00:00 ~ ~

Daily backup: Ewvery day Schedule..,
Weekly backup:  Saturday

Manthly backup:  First Sunday of the rmonth

Quartetly backup: First Sunday of the quarter

Yearly backup: First Sunday of the year

| < Previous || Apply | Finish

8. At the Summary step of the wizard, select the Run the job when I click Finish check box if you want to
start archiving tenant backupsto tape right after you complete working with the wizard.

MNew Backup ta Tape Job x
NEmS Summary
ou can copy the configuration inforrmation below for future reference,

Backups
Media Pool
Options Marme: Tenants Backup to Tape

tedia pool for full backups: GFS Media Pool 2
Schedul

ehedule PowverShell cradlet for starking the job:

Get-WERTapelob -Mame "Tenants Backup to Tape" | Start-WERJob

Surnrmary

| Bun the jobwhen | click Finish

et = Finish | | Cancel
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9. Click Finish.
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Restoring Tenant Data from Tape

The SP can restore tenant data from tape. The SP can simultaneously restore data of one tenant or multiple
tenants, both to the original location or to a new location. Tenant backupscan be recovered to the latest state
or a specific day.

To restore tenant data from tape:
1. Open the Home view.

2. Select the Backups > Tapenode in the inventory pane. Expand the backup to tape job in the working area,
right-click the necessary tenant and select Restore backup from tape to repository.

3. At the Sourcestep of the wizard, select one or more tenants whose datayou want to restore.

To add one or more tenants to the list, click Add and select more tenants. For data restore, you can select
the tenant itself, specific cloud repository or backup job.

Restore Tenant from Tape X
Source
- ) Specify tenant, quota or backup job to restore the corresponding backup files from tape,
(s 1~
rAalh
‘ Q Tipe in g object narme for instant lookup ‘
Destination
Mame Date Add...
Surmirnary -
FaBBC Company less than a day ago Paint.
% ABC Cornparyh\Cloud Vol 01 less than a day ago -
@ABC Cormpanyt Cloud Vol 01\Fileserver Backup less than a day ago Bermave
Total size:
11,6 GB
< Previous Mext = Finish Cancel
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4. By default, Veeam Backup & Replication restores tenant data from the latest restore point. If you want to
restore to an earlier state, select the tenant in the list and click Point. Inthe Restore Points section, select
a restore point from which you want to restore tenant data.

Restore Tenant from Tapg *
Available restore point for ABC Company X
Source
__r-ﬂ Specify tert  Restore Points
)
vl

4 %Tenants Backup to Tape

DS | Gresthan s dayago ]

Destination

Add...

Rernowve

Sumrmary

Total size:

11,6 GB

Cancel

5. At the Destination step of the wizard, select where tenant data should be restored:

o Restore to the original location. If you select this option, Veeam Backup & Replication will restore
tenant backups to the original cloud repository. The existing backups will be overwritten.

During the restore process, the tenant account will be disabled. After the restore process is
completed, Veeam Backup & Replication will rescan the SP, display restored backups in the tenant
backup console and map tenant backup jobs to the restored backup chains.

TIP

Veeam Backup & Replication automatically rescans the SP once in 15 minutes. The tenant can
also perform this operation manually in the Veeam backup console.

o Restore toa new location. If you select this option, Veeam Backup & Replication will restore tenant
backups to another cloud repository. Use this option if you do not want to overwrite tenant backups
in the original cloud repository.

After the restore process is completed, Veeam Backup & Replication will rescan the SP and display
restored backups in the tenant backup console.

o Export backup files to disk. If you select this option, Veeam Backup & Replication will export tenant
backups to a specified folder on a server in the SP Veeam backup infrastructure.

During this process, Veeam Backup & Replication will save full backup files (VBK) and incremental
backup files (VIB) to the specified location. Backup metadata files (VBM) will not be restored from
tape.
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After the export process is completed, the SP can perform operations with the backup files upon

request from a tenant. The tenant cannot access this backup files from the tenant Veeam backup
console.

Restore Tenant from Tape X

Destination

o ] Selectwhere to restore backup files to,
(& |~
vl

Source Specify restare location:

_ (O Restore to the original location

Restores selected backup files and to the original cloud repositony, and maps them to the tenant's quota,
Cuota
(® Restore to a new location

Surnmary Restores selected backup files to a different cloud repository, Tenant will have to map their backup jobs to the

restored backup files ranually.

(O Export backup files to disk

Restores selected backup files to a server, This option is useful when you want to provide the tenants with their
backup files on a rermovable storage.

< Previous Finish Cancel

6. If you chose to restore tenant datato a new cloud repository, at the Quota step of the wizard, specify the
tenant and cloud repository that you want to use as a new location for the restored data:

a. To create a new tenant and cloud repository without closing the restore wizard, click Add and follow
the steps of the New Tenant wizard. To learn more, see Creating Tenant Accounts.

b. To specify a new cloud repository where tenant data will be restored, click Editand select the
necessary tenant and cloud repository.

c. If the original cloud repository and a new cloud repository are the same, Veeam Backup & Replication
will prompt you to choose whether you want to overwrite tenant data in the original cloud repository.

= To overwrite original tenant data with data from the backup on tape, in the prompt window,
click Overwrite.
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*= To savetenant data restored from tape next to original tenant data, in the prompt window, click
Keep.

Restore Tenant from Tape x

Quota
- ) Specify the tenant and quota to restore backup files to,
-

aZ
Source Backup locations:

Original repasitary Mew repasitary Add
Destination = ABC CompanyClaud Vol 01 ABC CompanyAClaud Vol 01
Surmirnany

| < Previous || Mext = | Finish

7. If you chose to restore tenant datato a folder, at the Folder step of the wizard, specify the server and the
folder where you want to restore tenant backup files.

a. In the Server field, select the server from the list of servers added to the Veeam backup
infrastructure.
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b. In the Pathtofolder field, specify the folder where you want to place the restored backups.

Restore Tenant from Tape X

Folder

™ 2 Specify server and folder to export backup files to,
s 117
rhlh

Server:
Source =

|sr\.-'13 V| Details
Path to folder:

_ |C:\ABC Company Restored | | Browse...

= 24GBfree of 339GR

Destination

Surmrnary

| < Previous || Mext = Einish

8. At the Summary step of the wizard, review the restore settings.

Restore Tenant from Tape X
Summary
;ﬁ Empty description
s 117
r=Alh

Source SR

[Destination: Anather repository

Brsinsien Cloud repository mapping:
ABC Cornpary\Cloud Yol 01 - ABC ComparyhCloud Vol 01(Keep)

Quota

Backups to restore: ABC Company
Restore point: less than a day ago

Backups to restore: ABC CormpanyhCloud Yol 01
Restore point: less than a day ago

Backups to restore: ABC CompanyhCloud Vol 0TVFileserver Backup
Restore point: less than a day ago

Mext = Einish | | Cancel

9. Click Finish.
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Reporting

The SP can monitor status of the Veeam Cloud Connect infrastructure and performance of tenant jobs targeted
at cloud resources of the SP:

e To track the Veeam Cloud connect infrastructure status, the SP can view the Veeam Cloud Connect report.
The SP can use the Veeam Backup & Replication console to generate the ad-hoc report at any time the SP
needs. The SP can also set up Veeam Backup & Replication to send the Veeam Cloud Connect report daily
by email. To learn more, see Viewing Veeam Cloud Connect Report.

e To track performance of tenant jobs, the SP can view detailed statistics in the job session window. To learn
more, see Viewing Tenant Job Statistics.
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Viewing Veeam Cloud Connect Report

To track status of the Veeam Cloud Connect infrastructure, the SP can use the Veeam Cloud Connect report. The
report provides information about status of the Veeam Cloud Connect infrastructure and activity of tenants who
consume cloud resources of the SP. The report helps the SP ensure that there are enough resources in the
Veeam Cloud Connect infrastructure to guarantee the flawless performance of tenant jobs.

Information in the Veeam Cloud Connect report reflects the status of the Veeam Cloud Connect infrastructure at
the point in time when the report is generated. The SP can generate the report in one of the following ways:

e The SP can use the Veeam Backup & Replication console to generate the ad-hoc report at any time the SP
needs. The report will open in the web browser. The generated report can contain information about
activity of all tenants who use cloud resources of the SP or a specific tenant. To learn more, see
Generating Report.

e The SP can enable automatic report delivery by email. In this case, Veeam Backup & Replication will
automatically generate and send the report daily to the SP. The report will contain information about
activity of all tenants who use cloud resources of the SP. To learn more, see Enabling Email Reporting.

The report provides the following information:

e The Infrastructure status section shows a message describing the overall status of the Veeam Cloud
Connect infrastructure:

o OK.

o Reaching capacity. Please do not add new tenants into this Veeam Cloud Connect infrastructure. —
Veeam Backup & Replication displays this message if the Veeam Cloud Connect Service requires
longer time to respond to requests from the tenant backup server, that is:

= [For ad-hoc report] If the time interval between anincoming request from the tenant backup
server and a response to this request from the Veeam Cloud Connect Service reached the
maximum of 5 to 10 minutes at least once within the 24-hour period. Veeam Backup &
Replication starts the first 24-hour period with the start of the Veeam Cloud Connect Service on
the SP backup server. The moment when the ad-hoc report is generated does not start the new
24-hour period.

= [For daily report] If the time interval between anincoming request from the tenant backup
server and a response to this request from the Veeam Cloud Connect Service reached the
maximum of 5 to 10 minutes at least once within the 24-hour period since the previous daily
report.

o QOut of capacity. Please migrate some of the existing tenants into a different Veeam Cloud Connect
infrastructure. — Veeam Backup & Replication displays this message if the Veeam Cloud Connect
Service requires very long time to respond to requests from the tenant backup server, that is:

= [For ad-hoc report] If the time interval between anincoming request from the tenant backup
server and a response to this request from the Veeam Cloud Connect Service reached the
maximum of 10 minutes or more at least once within the 24-hour period. Veeam Backup &
Replication starts the first 24-hour period with the start of the Veeam Cloud Connect Service on
the SP backup server. The moment when the ad-hoc report is generated does not start the new
24-hour period.

= [For daily report] If the time interval between anincoming request from the tenant backup
server and a response to this request from the Veeam Cloud Connect Service reached the
maximum of 10 minutes or more at least once within the 24-hour period since the previous daily
report.
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The Backup section shows information about consumption of cloud repository resources by tenants: the
user name of the tenant account, the number of VMs in backups stored on the cloud repository, the name
of the cloud repository and the name of the backup repository whose resources the SP exposes as a cloud
repository, storage quota assigned to the tenant, the amount of used and free space on the cloud
repository, the last time when the tenant was active and the date when the tenant account expires.

The Replication section shows information about consumption of cloud host resources by tenants: the
user name of the tenant account, the number of VMs replicated to the cloud host, hardware plan, amount
of provisioned CPU, memory and storage resources, the last time when the tenant was active and the date
when the tenant account expires.

The Agentsection shows information about consumption of cloud repository resources by Veeam Agent
backups created by tenants: the user name of the tenant account, the number of workstations and servers
whose backups are stored on the cloud repository, the name of the cloud repository and the name of the
backup repository whose resources the SP exposes as a cloud repository, storage quota assigned to the
tenant, the amount of used and free space on the cloud repository, the last time when the tenant was
active and the date when the tenant account expires.

In the Totalfield of the Backup, Replication and Agents sections, Veeam Backup & Replication displays the total
number of processed machines:

For a report that includes information about all tenants who use cloud resources of the SP, the total
number of backed-up VMs, replicated VMs, backed-up workstations and servers reflects the number of

machines processed by all tenants (including rental machines).

e For areport that includes information about a specific tenant, the total number of backed-up VMs,
replicated VMs, backed-up workstations and servers equals the number of machines processed by this
tenant (including rental machines).

NOTE

The Veeam Cloud Connect report does not include machines for which no restore points were created
during the last 30 days or more.

[ @ veearn Session Reporte11021d6-- x - = O *

C‘, (@ File  C:AJsers/ADMINI~1/AppDatafocal/Temp/2Aeeam %205 ession%20Report®%20e 1102 1db-afad-4b22-866d-860d 1693057 .htm|

Infrastructure status:
o8

Backup

ABC Company 1 Cloud Wol 01 Default Backup Repository 100,00 GB 26,72 GB 73,28 5B 9 minutes ago | never
TechCompanyQrg 2 Cloud Wol 01 |Defau\t Backup Repository ‘1DDJDD GB ‘12,00 ME ‘QQ,QQ GB \1 day ago |never
TOTAL 3

Replication

TechCompanyOrg 2 TechCompanyOrgyDC 10,00 GB {unlimited) 9 vCPUs (10,10 GHz) 36 % 26 days ago never

‘ToTAL 2

Agent

ABC Campany a 2 Cloud val 01 Default Backup Repository 100,00 GB 26,72 GB 73,28 GB 9 minutes ago never
TOTAL o 7 |

Weasam Backup & Replication 13.0.1.175
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Generating Report

To view the Veeam Cloud Connect report that displaysinformation about all tenants of the SP:

—_

Open the Cloud Connect view.

2. Inthe inventory pane, click Tenantsand click Report onthe ribbon.

= Home Tenant Weearn Intelligence =
o] " (o] ]
o 7o
£dd Edit Download  Disable Manage Delete Repart Remnote Remuote
Tenant v Tenant Tenant  Subterants S -
Manage Tenants Detail; Report
Shows report detailing resource usage by
tenants
Cloud Connect
Type in an object name to search for O

@5 Claud Connect

[F Cloud Gateways Name 4 B.. R.. 5. W T. L.. Last Result Expiration... Remote... Description

&5 Gateway Pools # HBC Company 1 )] 2 0 Stand..  Gmin. Success Newver Auailable (8l Created by Madministrator
«©

& Tenants 2 TechCompanyQrg 2 2 0 0 YMws.. 12ho. Failed Mever Unknown Created by Mdministrator

> F) Backup Storage
> [ Replica Resources
Replicas
2 Replica Org ¥DCs
> B3 Last 24 Hours

{13} Home

[EE Backup Infrsstructure
Tape Infrastructure
¢ Cloud Connect

o
5) History

7 tenants selected

(]

To view the Veeam Cloud Connect report that displaysinformation about a specific tenant:
1. Open the Cloud Connect view.

2. Inthe inventory pane, click Tenants.
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3. Inthe working area, select the tenant account and click Reporton the ribbon.

= Home Tenant veearn Intelligence =, @
Q Q Q Q ] a0 <
o B w e X
£dd Edit Download  Disable Manage Delete Report Rermote Remote
Tenant v Tenant Tenant  Subtenants Consale  Desktop v/
Manage Tenants Detd Report
Showss report detailing resource usage by
a dc + tenants
oudtonnec Type in an object name to search for O
W & Cloud Connect
B4 Cloud Gateways Name 4 B.. R.. S.. W. T.. L. Last Result Expiration... Remote.. Description
5 Batewssy Poals 2. ABC Carpany 1 0 : 0 Stand..  Grmin.  Success Hever Sailable (Al Created by Administratar
w©
1) TS 2, TechCompanyQrg 2 2 0 0 WM. 12ho.  Failed Mever Unknown Created by NAdministratar

> 7 Backup Storage

v

[ Replica Resources

Replicas
©f Replica Org ¥DCs
> B3 Last24Hours

{12} Home

[EL Backup nfrostructure
Tape Infrastructure
¢ Cloud Connect

-
5) History

1tenant selected

Enabling Email Reporting

The SP can set up Veeam Backup & Replication to send the Veeam Cloud Connect report daily by email. To
receive information about the Veeam Cloud Connect infrastructure status in email reports, the SP must enable
and configure global email notification settings in Veeam Backup & Replication. To learn more, see the
Configuring Global Email Notification Settings section in the Veeam Backup & Replication User Guide.

Once email notifications are configured, Veeam Backup & Replication will send the Veeam Cloud Connect report
daily to an email address specified in the global email notification settings. The following rules apply to daily
email reporting:

1. The firstreport is sent immediately after the SP enables the global email notification settings in Veeam
Backup & Replication.

2. The second report is sent after 24 hours, plus the time required for the infrastructure check that elapsed
since the first report was sent.

3. The third report and subsequent reports are sent using the same rules.

As a result, the time at which a reportis sent is shifted forward with each subsequent report. Each day, the
report is sent several seconds later than the day before. Keep in mind that the resulting time shift can become
significant over time.

TIP

The SP can specify the time at which the daily report is sent. To do this, the SP must create the registry key
HKEY LOCAL MACHINE\SOFTWARE\Veeam\Veeam Backup and

Replication\CloudConnectReportTime (REG Sz) and enter the selected time as a registry value.
Use the 24-hour clock and the time zone of the cloud service. For example, 21:30.
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Viewing Tenant Job Statistics

When a tenant runs a backup, backup copy, replication job and CDP policy sessions targeted at a cloud
repository or cloud host, Veeam Backup & Replication saves the jobs statistics and operation data to the
configuration database on the SP backup server. In contrast to regular job statistics, for tenant jobs, Veeam
Backup & Replication saves only such data that helps the SP monitor performance of the Veeam Cloud Connect
infrastructure and determine possible performance bottlenecks. Sensitive information about tenant backup
infrastructure, such as names of processed VMs, VM disks or backup infrastructure components, is not passed to
the SP side.

The SP can view real-time statistics for currently performed tenant jobs and view results of job sessions
performed within the last 24 hours.

Veeam Agent Backup Job Statistics

In the SP backup console, the SP can view statistics for Veeam Backup & Replication jobs only: VM backup jobs,
Veeam Agent backup jobs managed by the backup server, backup copy jobs and replication jobs.

For Veeam Agent backup jobs that run on Veeam Agent computers (configured in Veeam Agent operating in the
standalone mode or defined in a backup policy), Veeam Backup & Replication does not display detailed statistics
for security purposes. For such jobs, only basic information about a backup job session is available in the SP
backup console. This information includes the job name, job session status, session start and end time, name of
the tenant or subtenant account under which the job was started and the amount of sent and received data.
Detailed statistics on the job session is available in the Veeam Agent control panel on the Veeam Agent
computer.

Viewing Real-Time Statistics

The SP can view detailed statistics on VM backup job, backup copy job, replication job and CDP policy sessions
performed by tenants within last 24 hours.

To view real-time statistics for a job, do one of the following:

e Open the Cloud Connect view, in the inventory pane select Last 24 hours or Running. Inthe working area,
double-click the job.

e Open the Cloud Connect view, in the inventory pane select Last 24 hours or Running. Inthe working area,
right-click the job and select Statistics.

e Open the Cloud Connect view, in the inventory pane select Last 24 hours or Running. Inthe working area,
select the job and click Statistics onthe ribbon.

NOTE
The Statistics option is unavailable for Veeam Agent backup jobs. To learn more, see Veeam Agent Backup

Job Statistics.

The real-time statistics provides detailed dataon job sessions: duration, start and end time, amount of sent and
received data and details of the session performance, for example, warnings and errors that have occurred in the
process of operation.

In addition to overall job statistics, the real-time statistics provides information on each object processed with
the job. To view the processing progress for a specific object, select it in the list on the left.
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TIP

To collapse and expand the real-time statistics window, use Hide Details and Show Details buttons at the
bottom left corner of the window.

B, Sservers Backup X
Job progress: 12 2 of 2Whs
Summary Data Status
Duration:  11:38 Data sent: IMEB Success: 2 °
Starttirme:  06.11.2025 23:00:27 Data received: 275 KB Warnings: 0
End tirne:  06.11.2025 23:12:06 R/ Tiex 66 KBS Errars: 0

Showy details

Statistics Counters

Veeam Backup & Replication displays jobs statistics for the following counters:

e At the top of the window, Veeam Backup & Replication displays the number of VMs in the job and the
number of processed VMs.

e The Summary box shows general information about the job:
o Duration — time from the job start till the current moment or job end.
o Starttime—time of the job start.
o End time —time of the job end.
e The Data box shows information about processed VM data:
o Datasent—amount of datasent from the SP side to the tenant side.
o Datareceived —amount of data transferred from the tenant side to the SP side.
o Rx/Tx—datatransfer speed (displayed for currently running jobs only).

e The Status box shows information about the job results. This box informs how many tasks have completed
with the Success, Warning and Error statuses (1task per 1 VM).

e The pane at the lower left corner shows a list of objects included in the job. For tenant jobs, Veeam
Backup & Replication displays the list according to the following rules:

o The tenant selected the Allow this Veeam Backup & Replication installation to be managed by the
service provider check box at the Service Provider step of the Service Provider wizard when
connecting to the SP. In this case, Veeam Backup & Replication displays in the list names of objects
included in the job.

o The tenant did not select the Allow this Veeam Backup & Replicationinstallation to be managed by
the service provider check box at the Service Provider step of the Service Provider wizard when
connecting to the SP. In this case, Veeam Backup & Replication does not display names of objects
included in the job. Instead, it displays identifiers for the objects that Veeam Backup & Replication
saves in the configuration database.
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e The pane at the lower right corner shows a list of operations performed during the job. To see a list of
operations for a specific object included in the job, click the object in the pane on the left. To see a list of
operations for the whole job, click anywhere on the blank area in the left pane.

B, Servers Backup 4
Job progress: 129 2 of 2Whis
Sum mary Data Status
Duration: 11:38 Data sent: IME Success: 2 °
Starttirme:  06.11.2025 23:00:27 Data received: 275 KB Warnings: 0
Endtime: 06112025 23:12:06 Foc e 66 KB/s Errors: 0
Host Last Backup Action Duration
51 filesre03 Q Success Q lob finished at 06.11,2025 23:12:06
51 filesre0d1 Q Success

Hide details

Statistics Counters for CDP Policy Sessions

The SP can view detailed statistics on CDP policy sessions performed by tenants within last 24 hours. Veeam
Backup & Replication displays session statistics for the following counters:

e The Data boxshows general information about the job:
o Total size — total size of the processed data.

o Read—amount of data read from the datastore prior to applying compression and deduplication. The
value of this counter is typically lower than the value of the Total size counter. Veeam Backup &

Replication reads only data blocks that have changed since the last policy session, processes and
copies these data blocks to the target.

o Transferred —amount of data transferred from the source CDP proxy to the target CDP proxy. The
data is transferred after compression and deduplication.

e The RPO boxshows information about processed VM data:
o SLA —percentage of sessions completed within the desired RPO.
o Max delay — difference between the configured RPO and time required to transfer and save data.

o Bottleneck — bottleneck in the data transmission process.
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e The Status box shows information about the job results. This box informs how many tasks have completed
with the Swuccess, Warning and Error statuses.

1P to Cloud :I

Last 24 hours {all Whis)

Data RPO Status
Total size: 50 GB SLA: 100 Success 0
Read: 154.6 ME Pz delay: 0 seconds Wfarning: a
Transferred: 1241 ME Bottleneck: Target Procy Errors: 0

Throughput {last 5 min)

Last sync session

Name Status Duration:  00:07 Read: 4KB
L1 filesra07 Syneing Baottleneck:  Target Prowxy Transferred: & KB
Last period
RPO Sync sessions
SLa 100 Success: 1563
hax delay: 00:00 Wiarning: a
Bottleneck:  Target Prowxy Errars: 0
Duration Data
Auerage: Q.07 Bserage: 1.3 KB
Maximurm: Q000 Maxirmum: 2.3 MB
Syhcinterval: 0015 Tortal: 1241 ME

|{:'l' Errars | | I “Warnings ‘ | Success ‘

Action Duration
Using source CDP prowy for disk Hard disk 1
Using target COP proxy Weearn COP Proxy for disk Hard disk 1
Processing disk: Hard disk 1
Processing disks... 03:15:1

Hide Detailz QK

Viewing Job Session Results

The SP can view detailed statistics on VM backup job, backup copy job, replication job and CDP policy sessions
performed by tenants within last 24 hours.

To view statistics for a selected job session, do either of the following:

e Open the Cloud Connect view. In the inventory pane, select Last 24 Hours, Success, Warning or Failed. In
the working area, double-click the necessary job session.
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e Open the Cloud Connect view. In the inventory pane select Last 24 Hours, Success, Warning or Failed. In

the working area, right-click the necessary job session and select Statistics.

e Open the Cloud Connect view, in the inventory pane select Last 24 Hours, Success, Warning or Failed. In
the working area, select the job and click Statistics on the ribbon.

Note that tenant jobs only display a Failed status on the SP backup server if the issue is on the SP backup server
side. For example, this includes the following cases:

e All cloud gateways are unavailable.

e Disk space is insufficient.

e Connection was forcibly closed by the remote host.

e Storage quota of the cloud repository is exceeded.

For tenant jobs that failed because of an issue on the tenant backup server, the SP backup server displaysa

Success status.

NOTE

The Statistics option is unavailable for Veeam Agent backup jobs. To learn more, see Veeam Agent Backup

Job Statistics.

I—;(‘E) Servers Backup

Job progress:

Sum mary

Duration: 11:38

Starttirme:  06.11.2025 23:00:27
Endtirme:  06.11.2025 23:12:06

Host Last Backup
ET_l filesre031 Q Success
ET—‘ filesre(d ° Success

Hide details

19

Data

Data sent: IME
Data received: 275 KB
R T 66 KB/s

Action

Q lob finished at 06.11.2025 23:12:06

Status

Success:

Warnings:

Errars:

2 of 2 Whis

Duration
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Support for Veeam Backup for Public
Clouds

The SP can configure backup copy jobs for backups of public cloud appliances.

This feature allows the SP to copy backups of cloud appliances to regular backup repositories in the regular
Veeam Backup & Replication backup file format. To learn more, see the Backup Copy section in the Veeam
Backup & Replication User Guide.

The SP can configure backup copy jobs for backups created by the following Veeam products:
e Veeam Backup for AWS

e Veeam Backup for Microsoft Azure

To start working with those backups, the SP must add the repository that contains backups of Amazon EC2
instances or Azure VMs to the Veeam Backup & Replication infrastructure as anexternal repository. Then, they
can use this external repository as a source backup repository and use a repository on the SP side as a target
backup repository for backup copy.

To work with backup copy jobs for Amazon EC2 or Microsoft Azure data, the SP must be able to manage the
backup server with Veeam Service Provider Console. For more information, see the Connect Veeam Cloud
Connect Servers to Veeam Service Provider Console section in the Deployment Guide.

NOTE

The public cloud appliance must be deployed in the SP backup infrastructure. To do this the SP must use
the Veeam Service Provider Console. For details see the following sections:

e For Microsoft Azure, see details in the Adding Veeam Backup for Microsoft Azure Appliances section
in the Guide for Service Providers.

e For AWS, see details in the Adding Veeam Backup for Amazon Web Services Appliances section in
the Guide for Service Providers.

You can restore data from backups created by both backup jobs and backup copy jobs. Restore operations are
availabledirectly from the SP Veeam Backup & Replication console. For the complete list of the available
operations, see the following sections:

1. Performing Restore in the Veeam Backup for Microsoft Azure User Guide

2. Performing Restore in the Veeam Backup for AWS User Guide

Getting Started with Backup Copy for Public Cloud Backups

To start working with backup copy jobs for public cloud backups, you must complete the following tasks:

1. In Veeam Service Provider Console, configure connection to the backup server and the public cloud
appliance that contains backups of Amazon EC2 instances or Azure VMs.

o For details on how to connect to the backup server, see the Connecting Veeam Backup & Replication
Servers section in the Guide for Service Providers.

o For details on how to connect to the public cloud appliance, see the Managing Veeam Backup for
Public Clouds Appliances section in the Guide for Service Providers.
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2. Inthe Veeam Backup & Replication console, set up credentials for repositories available on the appliance.
a. Launch the wizard to edit a public cloud appliance.
For detailed instructions, see the following sections:

= [For Microsoft Azure] The Editing Appliance Settings section in the Veeam Backup for Microsoft
Azure User Guide

= [For AWS] The Editing Appliance Settings section in the Veeam Backup for AWS User Guide
b. Specify credentials for repositories available on the appliance.
For detailed instructions, see the following sections:

* [For Microsoft Azure] The Configure Repository Settings section in the Veeam Backup for
Microsoft Azure User Guide

= [For AWS] The Configure Repository Settings section in the Veeam Backup for AWS User Guide

3. Backups created for this appliance become available in the SP Veeam Backup & Replication console. To
view the backups, do the following:

a. Open the Backup Infrastructure view.

b. In the inventory pane, click External Repositories.

c. Inthe working area, right-click the cloud repository and select Rescan.
4. Create a backup copy job:

a. Open the Home view.

b. In the inventory pane, click External Repository and select Backup Copy.

c. At the Objects step of the wizard, click Add and select From backups. There you can select any root
backup that resides in the external repository.

New Backup Copy Job x

w Objects
l—-——l Add cbjects which backups sheuld be mirrored to the target repository. Immediate backup copy job will process image-level
and transaction log backups.

Job Objects to process:
Name Type Size Add...
_ §‘L Fileserver Backup Backup 918 GB From jobs...
Target From repositories...
From backups...
Schedule
Exclusions...
Summary
Recalculate
Total size:
9.18 GB
[] Include database transaction log backups (increases bandwidth usage)
< Previcus Next > Finish Cancel
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d. Follow the steps of the new backup copy job wizard and finish it in the same way as regular backup
copy job.

To learn more, see Creating Backup Copy Jobs.
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Guide for Tenants

The Guide for Tenants is intended for tenants who want to store their data in the cloud repository or replicate
their VMs to the cloud host configured with the help of the Veeam Cloud Connect functionality in Veeam Backup
& Replication. The guide describes main steps that tenants must take to set up Veeam Cloud Connect
infrastructure components and work with cloud repositories and cloud hosts exposed by SPs.
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Setting Up Tenant Veeam Cloud Connect
Infrastructure

To be ableto use cloud repository and cloud replication resources, you must set up Veeam Cloud Connect
infrastructure components on the tenant side.

As part of the configuration process, you must perform the following tasks:

1.

oW

5.
6.

Deploy the tenant Veeam backup server.

Connect source virtualization hosts.

Find a service provider.

Connect to a service provider.

[For Veeam Cloud Connect Replication] Specify default gateways.

[Optional] Configure source WAN accelerator.

Once you have performed these tasks, you can configure data protection jobs in Veeam Backup & Replication
and target them at the cloud repository or cloud host.
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Deploying Tenant Veeam Backup Server

To deploy the tenant Veeam backup server, you must install Veeam Backup & Replication on a Microsoft
Windows server on your side.

The installation process of Veeam Backup & Replication in the Veeam Cloud Connect infrastructure is the same
as the installation process in a regular Veeam backup infrastructure. To learn more about system requirements,

required permissions and the installation process workflow, see the Deployment section in the Veeam Backup &
Replication User Guide.

In addition to requirements listed in the product documentation, the tenant Veeam backup server must meet
the following requirements:

e The tenant Veeam backup server must have any type of paid license installed. The Community edition of
Veeam Backup & Replication does not support the Veeam Cloud Connect functionality. That is, you cannot

create backup and replication jobs targeted at cloud resources of the SP; data recovery operations from
the cloud are supported.

e The tenant Veeam backup server must have access to all components that will take partin data protection

and disaster recovery tasks. These include a gateway server configured on the SP side, source
virtualization hosts and source WAN accelerator (optional).
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Connecting Source Virtualization Hosts

You must connect to the Veeam backup server virtualization hosts on which VMs that you plan to back up or
replicate to the cloud are located.

Veeam Backup & Replication lets you connect the following types of hosts:
e VMware vCenter Server
e Standalone ESXi host
e VMware Cloud Director server
e SCVMM
e Microsoft Hyper-V cluster
e Standalone Microsoft Hyper-V host

If a host is managed by VMware vCenter Server, SCYMM or is a part of a cluster, it is recommended that you
connect servers or clusters, not a standalone host. If you move VMs between hosts, you will not have to re-
configure jobs existing in Veeam Backup & Replication. Veeam Backup & Replication will automatically locate
migrated VMs and continue processing them as usual.

NOTE

Veeam Cloud Connect does not support the scenario in which the SP and tenant connect the same host to
Veeam backup servers deployed on the SP and tenant sides. You should not use the same host as a source
host and target host for cloud backup and replication tasks (for example, for evaluation purposes).

The host connection process in the Veeam Cloud Connect infrastructure is the same as the host connection
process in a regular Veeam backup infrastructure. To learn more, see Adding VMware vSphere Servers and
Adding Microsoft Hyper-V Servers sections in the Veeam Backup & Replication User Guide.
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Finding Service Providers

You can look for SPs who offer Backup as a Service and Disaster Recovery as a Service using Veeam Backup &
Replication. The list of SPs is published on the Veeam website and constantly updated. You can select the
necessary SP from the list and contact this SP to get the cloud repository service.

NOTE

This operation is unavailable if you have already added at least one SP in the Veeam backup console.

To find an SP:
1. Open the Backup Infrastructure view.

2. Select the Service Providers nodein the inventory pane.

3. Click Find Service Provider inthe working area. A page of the Veeam website will open in your web
browser. Use the filter on the webpageto find the necessary SP by the type of provided cloud services, SP
datacenter location or virtualization platform.

=  Home Cloud Connect Yeeam Intelligence =, @
g
A Edit. Rernove Manage Manage Rescan
Provider Provider Provider Subtenants Gateways
Manage Service Providers Manage Settings

Backup Infrastructure

Backup Pravies O Add Service Provider
S 5 Microsaft Azure @ Erter the information your service provider gave you to conned to your cloud resources.

£ Backup Repositories
f@ External Repositories

E2 Scale-out Repositaries
Find Service Provider
) WAN Acceleratars fn)

5 Gandies Frsvids Q Search a directory of service providers that offer cloud repositories and cloud hosts for off-site backup and disaster recovery.

v A SureBackup

A Application Groups
L virtusl Labs

N gl Managed Servers
[Ee Micrasoft Windows

Hame
[T tnventory
L Backup Infrostructure

=2
5) History

0 Service Providers
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Connecting to Service Providers

The procedure of SP adding is performed by the tenant on the tenant Veeam backup server.

IMPORTANT

The SP cannot add itself as a SP in the Veeam Backup & Replication console deployed on the SP backup
server.

To use Veeam Cloud Connect resources for data protection and disaster recovery tasks, you must add a SP to
Veeam Backup & Replication. After you add a SP, Veeam Backup & Replication will retrieve information about
backup and replication resources allocated to you, and cloud repositories and cloud hosts will become visible in
your Veeam backup console. After that, you can start working with cloud resources.

Before You Begin

Before you add a SP, complete the following prerequisites:
e Make sure that the SP has provided you with the following information:

o You have a user name and password for your tenant account registered at the SP Veeam backup
server.

o You have a full DNS name or IP address of the cloud gateway over which you will communicate with
the Veeam Cloud Connect infrastructure.

o You have a port over which to connect to the cloud gateway (if the SP specified a non-default port).
o [Optional] You have a TLS certificate thumbprint that you can use for TLS certificates verification.

e [For standalone tenant accounts] Itis recommended that you change the password for the root account of
the tenant-side network extension appliance before connecting to the SP. You can change the password in
the service credentials record using the Credentials Manager. This operation is performed in the similar
way as on the SP side. To learn more, see Managing Credentials.

e The tenant can add the SP on more than one backup server using the same tenant account credentials.
This may be useful, for example, if the tenant wants to restore data from a cloud backup after the original
tenant backup server becomes unavailable. In this scenario, backups created by the tenant on any of the
backup servers connected to the SP become available on each backup server.

For this scenario, consider the following:

o All backup servers where the tenant plans to add the SP must run the same Veeam Backup &
Replication version.

o When you delete a cloud backup in Veeam Backup & Replication, the backup is removed from the

cloud repository and becomes unavailable on all backup servers connected to the SP. To learn more,
see Deleting from Disk.

o Keep in mind that adding the same SP on multiple backup servers and creating backups under the
same tenant account may complicate management of cloud backups in Veeam Backup & Replication.
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Step 1. Launch Service Provider Wizard

To launch the Service Provider wizard, do one of the following:

e Open the Backup Infrastructure view. Select the Service Providers nodein the inventory pane and click
Add Provider onthe ribbon.

e Open the Backup Infrastructure view. Right-click the Service Providers nodein the inventory pane and
select Add service provider.

e Open the Backup Infrastructure view. Select the Service Providers nodein the inventory pane and click
Add Service Provider inthe working area.

= Home Cloud Connect Veeam Intelligence =5 @
3
Add Edit Remave Manage Manage Rescan
Provider Provider Provider Subtenants Gateuways
Manage Service Providers Manage Settings

Backup Infrastructure

Backup Prosies Add Service Provider

S & Micrasoft Azure @ Enter the information your service provider gave you to connedt to your cloud resources,

> B Backup Repasitaries

f@ External Repositories

£8 Scale-out Repositaries
- Find Service Provider
& WAN Acceleratars

) SoienRied QA searcha directory of service providers that offer doud repositories and cloud hosts for off-site backup and disaster recovery.
ervice Providers

S 4 SureBackup g Add service provider...

> 6 Managed Servers

{I‘I_l\ Horne
|F:| Irwe oy
== Backup Infrastructure

=
) Histany

0 Service Providers
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Step 2. Specify Cloud Gateway Settings

At the Service Provider step of the wizard, specify settings for the cloud gateway that the SP has provided to
you.

1. In the DNS name or IP address field, enter a full DNS name or IP address of the cloud gateway.

2. Inthe Port field, specify the port over which the tenant Veeam backup server will communicate with the
cloud gateway. By default, port 6180 is used.

3. In the Description field, provide a description for the SP you are adding.

4. Select the Allow this Veeam Backup & Replication installation to be managed by the service provider
check box if the SP should manage the tenant Veeam backup server under the Backup asa Service
agreement.

If you select this option, Veeam Backup & Replication will install the remote management agent on the
tenant Veeam backup server. The SP will be able to manage this backup server with Veeam Service
Provider Console.

If you select this option, Veeam Backup & Replication on the SP side will also display names of objects
included in tenant backup jobs instead of replacing object names with id entifiers. To learn more, see
Viewing Real-Time Statistics.

IMPORTANT

If the SP has several cloud gateways, you must specify settings of only one gateway to connect to the SP.
Veeam Backup & Replication will automatically retrieve information about all other cloud gatewaysand
will use them for transferring data to/from the cloud repository and cloud host.

Service Provider *

Service Provider
p/ . Typein DNS name or [P address and a port number received from the service provider, If you are using more than one service provider, add a custom
I | description to mare easily distinguish between therm,

6180 2

172.24.26.107 =

Credentials

Description:
Spply Created by SRVYSP114Administrator
Surnrmary

@ Allow this Veeam Backup & Replication installation to be managed by the service provider

Select this check box if you have managed backup contract with the service provider you are adding, and want to
allowy it to ranage your installation remotely,

< Previous Finish Cancel
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Step 3. Verify TLS Certificate and Specify User Account
Settings

At the Credentials step of the wizard, verify TLS certificate settings and specify settings for the tenant account
that you want to use to connect to the cloud repository.

1. At the top of the wizard window, Veeam Backup & Replication displaysinformation about the TLS
certificate obtained from the SP side. You can view the certificate settings and verify the TLS certificate.

TLS certificate verification is optional. You can use this option to verify self-signed TLS certificates. TLS
certificates signed by the CA do not require additional verification.

o To view the TLS certificate, click the certificate Link.

o To verify if the TLS certificate with a thumbprint, copy the thumbprint you obtained from the SP to
the Clipboard and enter it to the Thumbprint field. Click Verify. Veeam Backup & Replication will
check if the thumbprint you enter matches the thumbprint of the obtained TLS certificate.

2. From the Credentials list, select credentials for the tenant account that the SP has provided to you. If you
have not set up credentials beforehand, click the Manage accounts link or click Add on the right to add
necessary credentials.

NOTE

If the SP allocated to you replication resources in VMware Cloud Director, you must provide credentials for
the VMware Cloud Director tenant account in one of the following formats: Organization\Username or
Username@Organization. For example: TechCompanyOrg\Administrator or
Administrator@TechCompanyOrg.

Service Provider *

Credentials

__ ., Specify credentials that you have received from the service provider, and validate the certificate,
|

Service Provider — . . .
_Q This certificate has been validated.

_ Verified by: CN=Veeam Software, O=Veeam Software, OU=Veeam Software

Aol Add or select credentials issued to you by the service provider
Apply
PPy Credentials:

Summary | A, ABC Company (ABC Company, last edited: less than a day agc) ~ Add...

Manage accounts

< Previous Apply Einish Cancel
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Step 4. Enumerate Cloud Repository Resources

At the Resources step of the wizard, Veeam Backup & Replication will automatically enumerate resources
provided to the tenant on the cloud repository and display the results in the wizard window.

Enumeration of storage resources on the cloud repository may take some time. Wait for the processing to
complete and click Next.

Service Provider x
. Backup Storage
J ~, The following are off-site backup repositories assigned to you by wour sersice provider,
)

Service Provider Awailable cloud repositories:

Repository Capacity WiEAMN Acceleration

Credentials Ornega Cloud Repository 100 GE Enabled

Replica Resources
Metwork Extension
Apply

Surmary

< Previous Finish Cancel
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Step 5. Enumerate Cloud Replication Resources

At the Replica Resources step of the wizard, Veeam Backup & Replication will automatically enumerate
computing, storage and network resources provided to the tenant for processing tenant VM replicas. Replication
resources can be provided to the tenant in one of the following ways:

e Through hardware plans.

If you add the SP using credentials of a standalone tenant account, available replication resources will be
displayedin the Available hardware plans list.

Service Provider

X
Backup Storage

. _"I The following are off-site backup repositaries assigned to you by your service provider,
|

Feviea Brianider Available hardware plans:

Marne CPU Merory  Storage Metniorks Public IPs

Credentials Wihware Silver 10.00.. 1600GB Cloud Replica.. 2 0

Backup Storage

Metnork Extension

Apply

Surnmary

< Prewious Finish Cancel
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e Through organization VDCs.

If you add the SP using credentials of a VMware Cloud Director tenant account, available replication
resources will be displayed in the Available organization VDC list.

Service Provider

. Replica Resources
. — The following is the list of YDC organizations assigned to you by your service provider,
[ )

Feviea Brianider Aurailable organization WDC

Marme CPU Mernonye Storage WA
Credentials

TechCompanyQrgDC 1010GHz 670 GE Weearn CDP Replication (300,...  Disabled

Backup Storage
Metwork Extension
Apply

Surmmary

% Previous Apply Finish Cancel

Enumeration of replication resources may take some time. Wait for the processing to complete and click Next.
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Step 6. Configure Network Extension Appliances

At the Network Extension step of the wizard, Veeam Backup & Replication will display network extension
appliance that will be deployed on the tenant side. This network extension appliance will be used for
establishing and maintaining connection between production VMs and VM replicas on the cloud host after
partial site failover.

In the Network extension appliances section of the Network Extension step of the wizard, you can view default
network extension settings, edit settings for the network extension appliance and add one or several network
extension appliances in case there are multiple IP networks in your production environment. To learn more, see
Network Extension Appliance.

NOTE
Consider the following:

e Ifyou do not planto perform partial site failover, you can remove the network extension appliance
from the Network extension appliances listand proceed to the next step of the wizard. In this case,
Veeam Backup & Replication will not deploy the network extension appliance on the source
virtualization host.

e If you add the SP using credentials of the VMware Cloud Director tenant account, and the SP uses an
NSX Edge Gateway or IPsec VPN connection to enable network access to your VM replicas after
failover, you do not need to deploy the network extension appliance. Click Remove nextto the
Network extension appliances list, and then click Apply toproceed to the next step of the wizard.

The process of configuring the network extension appliance differs depending on the virtualization platform
whose VMs you want to replicate to the cloud: VMware vSphere or Microsoft Hyper-V.

e Configuring Network Extension Appliance for VMware vSphere
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e Configuring Network Extension Appliance for Microsoft Hyper-V

]
Service Provider

Metwork Extension

| =, Configure netwark extension appliances to enable partial site failowver functionality
[ )

Service Provider Metweark extension appliances:
MNarne IP address Add..,
Credentials 4
U sevt T tech local_eqtddsipdctives:Q7 tech. ). Edit
Backun 5 Metwark Obtain autamatically (1P =
ackup Storage é,VM Metnork Obtain autarmatically (IPvE) Rerriowe
Replica Resources
Bpply
Surnrmary
Metwark extension appliances will ke used during partial site failowver to preserse network
comrmunication with failed owver Whs, You must add one network extension appliance per production
IP network,
< Previous Apply Finish Cancel

Configuring Network Extension Appliance for VMware
vSphere

To configure the network extension appliance that will deployed on the source VMware vSphere host:
1. Open the Network Extension Appliance Configuration window. To do this, do one of the following:

o To configure a new network extension appliance, click Add.

o To edit settings of the extension appliance that is alreadyin the Network extension appliances list,
select that network extension appliance and click Edit.

2. Inthe Network Extension Appliance Configuration window, in the Host section, click Choose and select
the host on which the network extension appliance must be deployed. That is the source host from which
your production VMs will be replicated to the cloud host.

3. Inthe Resource poolsection, click Choose and select the resource pool in which the network extension
appliance VM must be placed.

4. In the Datastore section, click Choose and select the datastore on which to keep files of the network
extension appliance VM.

NOTE

You cannot deploy a network extension appliance on the following types of storage:

e VMware Virtual Volumes (VVol)
e Datastore Cluster
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5. In the Network section, click Choose and select the virtual switch to which production VMs on the source
host are connected.

6. Specify the IP addressing settings for the appliance.

o To assignan IP address automatically in case there is a DHCP server in your network, make sure that
the Obtain automatically value is displayedin the IPv4 address and IPv6 address fields.

o To manually assign a specific IP address to the appliance, click Configure and specify network settings
for the appliance. For details, see Specifying Network Settings.

7. Click OK.

T
Service Provider

Metwerk Extensicn Appliance Configuration X
Network Exten:
|'j _'-_l Configure netne Configuration

Specify host, resource pool, datastare and netwark settings for network extension appliance

W,
Service Provider Host:
protivesxdl.tech.local Choose.. Add..
Credentials
Resource poal: Edit...
Backup St Backu Choose...
ackup Storage p Rermave
Datastare:
Replica Resources
protuvesx01-dsil Choose...
Wi Metwark Choose...
Apply
Surnrmary
IPed address: Obtain automatically Configure..,
IPwE address: Obtain automatically
aduction
QK Cancel
hish Cancel

Configuring Network Extension Appliance for Microsoft
Hyper-V
To configure the network extension appliance that will deployed on the source Microsoft Hyper-V host:
1. Open the Network Extension Appliance Configuration window. To do this, do one of the following:
o To configure a new network extension appliance, click Add.

o To edit settings of the extension appliance that is alreadyin the Network extension appliances list,
select that network extension appliance and click Edit.

2. Inthe Network Extension Appliance Configuration window, in the Host section, click Choose and select
the host on which the network extension appliance must be deployed. That is the source host from which
your production VMs will be replicated to the cloud host.

3. Inthe Folder section, click Choose and specify the path to the folder on the storage to keep files of the
network extension appliance VM.
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4. Inthe Network section, click Choose and select the virtual switch to which production VMs on the source
host are connected.

5. Inthe VLAN ID field, specify the VLAN ID of the network on the selected virtual switch to which VMs that
you plan to replicate are connected.

6. Specify the IP addressing settings for the appliance.

o To assignan IP address automatically in case there is a DHCP server in your network, make sure that
the Obtain automatically value is displayedin the IPv4 address and IPv6 address fields.

o To manually assign a specific IP address to the appliance, click Configure and specify network settings
for the appliance. For details, see Specifying Network Settings.

7. Click OK.

Service Provider

Network Extensicn Appliance Configuration X
Network Exten

Canfi L ) .
[ | |ATIgUre nebwe Configuration

Specify host, resource pool, datastare and netwoark settings for network extension appliance

Wk,

Service Provider Host:
b1 tech,local Choose.. Add..

Credentials

Folder:
Backup Storage ChveeamCloud Connecty, Chooze..

Metwrk:
Replica Resources Intel Choose..
Bpply

IPwd address: Obtain automatically Configure...
Surnrmary

|Pw6 address: Obtain automatically

aduction
oK Cancel

Cancel

Specifying Network Settings

To specify network settings for the network extension appliance:
1. In the Network Extension Appliance Configuration window, click Configure.
2. To manually assign a specific IPv4 address to the appliance, do the following:
a. On the IPv4 tab, makesure that the Enable IPv4 interface check box is selected.

b. Select the Use the following IP address option and specify the following network settings:

= |P address

= Subnet mask
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= Default gateway

Alternatively, if you want to assign an IPv4 address automatically, make sure that the Obtainan IP address
automatically option is selected on the IPv4 tab.

If you do not want the network extension appliance to use an IPv4 address, clear the Enable IPv4 interface
check box.

3. If you want to assign an IPv6 address to the appliance, do the following:
a. Click the IPv6tab.
b. Make sure that the Enable IPv6 interface check box is selected.
c. Select the Use the following IP address option and specify the following network settings:
= |P address
= Subnet mask (prefix length)
= Default gateway

Alternatively, if you want to assign an IPv6 address automatically, make sure that the Obtain anIP address
automatically option is selected on the IPv6 tab.

If you do not want the network extension appliance to use an IPv6 address, clear the Enable IPv6 interface

check box.
4. Click OK.
T
Service Provider X
Network Extension Appliance Configuration x
Metwork Exten:
I__.' _'-_l Configure netw Configuration
Specify host, resource pool, datastore and network settings for network extension appliance
Wk,
Service Provider Host:
progtuvesx{l.tech.local Choose... Add...
Credentials —
Resource Metwark Settings - 0 X Edit...
Backup St Backu 03e..
ackup Storage p Rermave
Datastore P4 | IPvE
Replica Resources
protuvesx Enable P8 interface .
Chtain an [P address automatically
Wi et 058,
Apply ® Use the following P address
Surnrmary IP address: 1717 5. 12
IPwd addr Subnet mask: 255, 255, 254, 0 gure.,
IPw6 addr Default gateway: | 17 17, 52, 1| |
| Ok I | Cancel |
aduction
0K Cancel
rish Cancel
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Step 7. Assess Results

At the Apply step of the wizard, Veeam Backup & Replication will save information about resources available
from your SP and deploy the specified number of network extension appliances on your production host. Wait
for the required operations to complete and click Next to continue.

Service Provider X
— Apply
o _\'I Please wait while settings are being saved to the configuration database,

Service Provider Lagy
hessage Duration
Credentials ) Sawving service provider 2:02:35
P 20 Sawing cloud resources 0:00:02
2=tupitonags () Sawing netwark extension appliances Q:02:19
Pz Reamyiass (/] Deploylrﬂg appllance1?2..24.26.10?_>ogx25 . Q:02:12
) Processing network settings for 172,24,26.107 oxds 00114

etwrork Extenzion

Surnrmary

< Previous Finish Cancel
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Step 8. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of SP adding.
1. Review the configuration information on the added SP.
2. Click Finish toexit the wizard.

Service Provider

Sum mary
| A —'-_l Rewiewe the results, and click Finish to exit the wizard,

Service Prowider Surnrmary:

|Servi-:e provider 172,24,26,102 settings have been updated successfully,
et Awailable clou.d resources:
Cloud repositories:

Cloud repositony: ABC Company Cloud Repasitary, Quota: 10.00 GB, WAN Acceleration: Enabled
Backup Storage

Replica resources:

Replica Resources Cloud host: Whbaare Silver, CPLU: 2,83 GHz, Memory: 49,69 GB, Netwaork count: 2, WAN acceleration: Enabled
Datastores: Cloud Replicas 1,75 TE

Miomait Bimrsing Host info! Wiklware wCenter server 8.0.3

Apply

% Previous Mext = Cancel
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Changing Password for Tenant Account

You can change the password for the tenant account whose credentials you obtained from the SP.
This operation is performed by the tenant in the tenant Veeam Backup & Replication console.

NOTE

You cannot change the password for a VMware Cloud Director tenant account. For such accounts,
passwords are managed by the SP in VMware Cloud Director.

To change a password for the tenant account:

1. In the tenant Veeam Backup & Replication console, from the main menu, select Credentials and Passwords
> Cloud Credentials.

2. In the Manage Cloud Credentials window, select the user name of the tenant account whose password you
want to change and click Edit.

3. Veeam Backup & Replication will display a notification informing that tenant credentials are currently used
to connect to the SP. In the notification window, click Yes.

4. In the Credentials window, in the Password field, enter a new password for the tenant account and click
OK.

To view the entered password, you can click and hold the eye icon on the right of the field.

5. Inthe Current Password field, enter the current password of the tenant account and click OK.
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6. Inthe Manage Cloud Credentials window, click OK.

Account

L ABC

FManage Crederntials

Use this dialog to centrally manage all user accounts and their passwords,
Type Description Last Edited
Credentials x Add...
Edit...
Usernarme: | ABC Company Browese..,
Rermove
Password: ----------| (]
Description:
ABC Company
Ok, | | Cancel
Ok, | | Cancel
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Managing Subtenant Accounts on Tenant Side

To provide subtenants with individual storage quotas on the cloud repository, you must register a subtenant
account for each subtenant. Typically, the procedure of subtenant accounts registration is performed by the
tenant on the tenant Veeam backup server. The SP can also manage subtenant accounts for the specific tenant.
To learn more, see Managing Subtenant Accounts on SP Side.

You can perform the following operations with subtenant accounts:
e Add asubtenant account for a standalone tenant account.
e Add a subtenant account for a VMware Cloud Director tenant account.
e Edita subtenant account.

° Remove a subtenant account.

Creating Subtenant Account for Standalone Tenant

Typically, the procedure of subtenant accounts registration is performed by the tenant on the tenant Veeam
backup server.

When you create a subtenant account, remember to save a user name and password for the created subtenant
account. You must pass this data to the end user who will use the subtenant account. When configuring a
Veeam Agent backup job targeted at the cloud repository, the user must enter the user name and password for
the subtenant account to connect to the SP backup server.

Before You Begin

Before you add a new subtenant account, check the following prerequisites:

e You must be connected to the SP whose cloud repository you want to expose to subtenants. When you
create a subtenant account, you can allocate storage quota only on those cloud repositories that are
provided to your tenant account by the SP.

e You can allocate only one storage quota per subtenant account. To provide a user with multiple quotas on
the same or different cloud repositories, you must create different subtenant accounts for the same user.
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Step 1. Launch New Subtenant Wizard

To launch the New Subtenant wizard:
1. Open the Subtenant Quotas window in one of the following ways:

o Open the Backup Infrastructure view, click the Backup Repositories nodein the inventory pane, select
the cloud repository in the working areaand click Manage Subtenants on the ribbon.

o Open the Backup Infrastructure view, click the Backup Repositories nodein the inventory pane, right-
click the cloud repository in the working area and select Manage subtenants.

o Open the Backup Infrastructure view. Click the Service Providers node in the inventory pane, select
the service provider in the working area and click Manage Subtenants onthe ribbon.

o Open the Backup Infrastructure view, click the Service Providers nodein the inventory pane, right-
click the service provider in the working area and select Manage subtenants.

2. Inthe Subtenant Quotas window, click Add.

= Home  Tenant veeam Intelligence =5 @
EO'@ r?j Subtenant Quotas s
Add Edit Dowmle
Tenant Tenant Subtenant Quotas
Il Y ‘ Use this dialog to centrally manage quotas far subtenants. By creating subtenants, you can securely share your single Weeam Cloud Connect subscription
o/ Y between multiple departments or end users,

Cloud Connect

“ & Cloud Connect Mame Type Cloud repository  Friendly name Quata Auailable Description Add
B Cloud Gat ,g’.!Userm Standalone Ornega Comp..  Cloud Backup ... 1.00GB 1.00GB Created by ... — L
2 Cloud Gateways ,E’PC User.. Standalone Orneqa Comp..  Cloud Backup .. 1.00GB 1.00GB QOrnega PC ... ) escription

o Cotenmy ook -eated by NAdministrator
&, Tenants
> ) Backup Storage
> [ Replica Resources
> Replicas
o, Replica Org ¥DCs
> 3 Last24 Hours

veated by NAdrainistrator
eated by Mdministrator

N

Horme

[y tnventory

E‘s Backup Infrastructure

Q| Type in an object name to seorch for

¢ Cloud Connect
Clase

[y
L) Hi
t) History

1 tenant selected
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Step 2. Specify Subtenant Settings

At the Account step of the wizard, specify settings for the created subtenant account:

1. In the Username field, specify a name for the created subtenant account. The user name must meet the
following requirements:

o The maximum length of the user name is 128 characters. It is recommended that you create short user
names to avoid problems with long paths to backup files on the cloud repository.

o The user name may contain space characters.

o The user name must not contain the following characters: , \/:*2\"<>|=; @ as well as Unicode
characters.

o The user name must not end with the period character [.].

2. Inthe Password field, provide the password for the subtenant account. You can enter your own password
or click the Generate new link at the bottom of the field. In the latter case, Veeam Backup & Replication
will generate a safe password. To get a copy the generated password, click the Copy to clipboard link at
the bottom of the window.

3. In the Description field, specify a description for the created subtenant account.

4. If you want the subtenant account to be created in the disabled state, select the Subtenant is disabled
check box. Inthis case, Veeam Backup & Replication will create the subtenant account, but the subtenant
will not be able to connect to the SP and create backups on the cloud repository.

New Subtenant X

p Account
) Create agent subtenant account and password,

Wggsne T Useare:  pC User 0

Passward: LTI TTITY]

Quotas

Generate new
Surnmary Cescription: Omega PC User{

[ Subtenantis disabled

< Prewvious Finish Cancel
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Step 3. Allocate Subtenant Quota

At the Quotas step of the wizard, specify subtenant quota settings for the created account. You can assign to
the subtenant tenant a single quota on a cloud repository assigned to the tenant account.

To assign a subtenant quota:
1. Click Add onthe right of the Available user quotas list.

2. Inthe Subtenant Quota window, in the Name field, enter a friendly name for the subtenant quota. The
name you enter will be displayed at the subtenant side.

3. Inthe Repository field, select a cloud repository whose space resources must be allocated to the
subtenant.

4. By default, Veeam Backup & Replication allows subtenants to use an entire quota on the cloud repository
assigned to the tenant. If you want to limit the amount of storage space that the subtenant can use on the
cloud repository, in the Quota section, select Limit size to and specify the necessary subtenant quota.

When you consider limiting the subtenant quota, remember to allocate the sufficient amount of storage
space for the subtenant. The subtenant quota must comprise the amount of disk space used to store a
chain of backup files plus additional space required for performing the backup chain transform operation.
Generally, to perform the transform operation, Veeam Backup & Replication requires the amount of disk
space equal to the size of a full backup file.

5. Click OK.

New Subtenant *

Quotas
| Assigh one or more backup repositony quotas to the subtenant,

Auailable user quotas:
[

S e .

Account

Add

Edit

Surrary User quota
Rermoe
Mame: Cloud Backup Storage|
Repositony: Ommega Cloud Repository (Tenant's quota) ~

= 10068 free of 10GE

Quota:
() Unlirmited

O Limit size to: 5 = GE w

< Previous Mext = Finish Cancel
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Step 4. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of subtenant account registration.

1. Click the Copy to clipboard link to copy information about the created subtenant account: user name,
password, cloud repository and quota. You must send the copied information to a user on the tenant side
so that they can use the created subtenant account to configure a backup job targeted at the cloud
repository.

2. Click Finish toexit the wizard.
MNew Subtenant X
p Summary
) ] You can copy the configuration information below for future reference,

# .'|

Account SRR

PC User 07 was successfully created,
Quotas

Copy ko cliphoard

< Previous Mext = Cancel

Creating Subtenant Account for VMware Cloud Director
Tenant

Typically, the procedure of subtenant accounts registration is performed by the tenant on the tenant Veeam
backup server.

After you create a subtenant account, passthe user name of the created account to your subtenant. When
configuring a backup job targeted at the cloud repository, the subtenant must enter the user name for the
subtenant account to connect to the SP backup server.

Before You Begin

Before you add a new subtenant account, check the following prerequisites:

e You must be connected to the SP whose cloud repository you want to expose to subtenants. When you
create a subtenant account, you can allocate storage quota only on those cloud repositories that are
provided to your tenant account by the SP.
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e You can allocate only one storage quota per subtenant account. To provide a user with multiple quotas on
the same or different cloud repositories, you must create different subtenant accounts for the same user.

e The Cloud Director user account that you plan use as a subtenant account must be created for the
organization in VMware Cloud Director.
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Step 1. Launch New Subtenant Wizard

To launch the New Subtenant wizard:

1. Open the Subtenant Quotas window in one of the following ways:

o

Open the Backup Infrastructure view, click the Backup Repositories nodein the inventory pane, select
the cloud repository in the working areaand click Manage Subtenants on the ribbon.

Open the Backup Infrastructure view, click the Backup Repositories nodein the inventory pane, right-
click the cloud repository in the working area and select Manage subtenants.

Open the Backup Infrastructure view. Click the Service Providers node in the inventory pane, select
the service provider in the working area and click Manage Subtenants onthe ribbon.

Open the Backup Infrastructure view, click the Service Providers nodein the inventory pane, right-
click the service provider in the working area and select Manage subtenants.

2. Inthe Subtenant Quotas window, click Add.

3
Add
Provider

(1) Home

Ty
L) History

=  Home

Edit.

Provider Provvider

WManage Service Providers

Backup Infrastructure
Backup Praxies
> & Microsoft Szure
> B Backup Repositories Edit
f@ External Repositories Remnove
2\ Scale-out Repositories
£ WAN Accelerators
5 Service Providers

> 4 SureBackup
> B4 Managed Servers

[y tnventory

EE Backup Infrastructurs Q, Ty in an object name to search for

1 Service Provider selected

Cloud Connect veeam Intelligence =5 @

Rermove | Subtenant Quotas =

Subtenant Quotas
Y Use this dialog ko centrally manage quatas for subtenants. By creating subtenants, you can securely share your single Yeeam Cloud Cannect subscription
- between multipls departments or snd Users.

Narne Type Claud repository Friendly name  Quota Buallable Description Add

Close
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Step 2. Select Cloud Director User

At the Cloud Director User step of the wizard, specify settings for the created subtenant account:

1. Click Add nextto the Username field and select a user account of a VMware Cloud Director organization to
which you want to allocate a quota on the cloud repository. The user account must be created in advance
by the SP in VMware Cloud Director.

2. Inthe Description field, specify a description for the created subtenant account.

3. If you want the subtenant account to be created in the disabled state, select the Subtenantis disabled
check box. In this case, Veeam Backup & Replication will create the subtenant account, but the subtenant
will not be able to connect to the SP and create backups on the cloud repository.

Mew Subtenant *

y Cloud Director User
4 ] Specify Whiware Cloud Director user account,
| 7 )
|
- CloustBirester e U Usermores wsen add
Quatas Description: - ted by Mdrriinistrator at 10/27/2025 11116 AM.
I
Surnrmary

[ Subtenantis disabled

< Previous Mext = Finizh Cancel
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Step 3. Allocate Subtenant Quota

At the Quotas step of the wizard, specify subtenant quota settings for the created account. You can assign to
the subtenant tenant a single quota on a cloud repository assigned to the tenant account.

To assign a subtenant quota:
1. Click Add onthe right of the Available user quotas list.

2. Inthe Subtenant Quota window, in the Name field, enter a friendly name for the subtenant quota. The
name you enter will be displayed at the subtenant side.

3. Inthe Repository field, select a cloud repository whose space resources must be allocated to the
subtenant.

4. By default, Veeam Backup & Replication allows subtenants to use an entire quota on the cloud repository
assigned to the tenant. If you want to limit the amount of storage space that the subtenant can use on the
cloud repository, in the Quota section, select Limit size to and specify the necessary subtenant quota.

When you consider limiting the subtenant quota, remember to allocate the sufficient amount of storage
space for the subtenant. The subtenant quota must comprise the amount of disk space used to store a
chain of backup files plus additional space required for performing the backup chain transform operation.
Generally, to perform the transform operation, Veeam Backup & Replication requires the amount of disk
space equal to the size of a full backup file.

5. Click OK.

New Subtenant *

P Quotas
| Assigh one or more backup repositony quotas to the subtenant,

| 7 )

Subtenant Quota X |
Cloud Directar User Upar et
Add
_ Marme: Cloud Backup Storage
Edit !
Repository: TechCarmpary Cloud Val (Tenant's quata) ~

Surnrma
¥ Rermove

= 100GE free of 100 GB

Cuata:
() Unlirmited

O Limit size to: 5[1 = el pv

% Previous Mext = Finish Cancel
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Step 4. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of subtenant account registration.
1. Review the information about the added subtenant account.
2. Click Finish toexit the wizard.
New Subtenant

p Summary
’ ] You can copy the configuration information below for future reference,

# .'|

Surnrmary:

Cloud Director User
hserﬂ‘l wras successfully created,

Quotas

< Previous Mext = Cancel

Editing Subtenant Account

You can edit settings of created subtenant accounts. For example, you may want to reallocate storage quota for
the subtenant, change password for the subtenant account of a standalone tenant account, disable or enable

the subtenant account.

NOTE

Consider the following:

e You cannot change a user name for the subtenant account.
If you open the Subtenant Quotas window from the Backup Repositories node, you cannot select a

cloud repository on which to allocate storage quota for the edited subtenant account.

To edit settings of a subtenant account:
1. Open the Subtenant Quotas window in one of the following ways:

o Open the Backup Infrastructure view, click the Backup Repositories nodein the inventory pane, select
the cloud repository in the working areaand click Manage Subtenants on the ribbon.
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o Open the Backup Infrastructure view, click the Backup Repositories nodein the inventory pane, right-
click the cloud repository in the working area and select Manage subtenants.

o Open the Backup Infrastructure view. Click the Service Providers node in the inventory pane, select
the service provider in the working area and click Manage Subtenants onthe ribbon.

o Open the Backup Infrastructure view, click the Service Providers nodein the inventory pane, right-
click the service provider in the working area and select Manage subtenants.

2. Inthe Subtenant Quotas window, select the necessary subtenant account and click Edit.

To quickly find the necessary subtenant account, use the search field at the bottom of the Subtenant
Quotas window:

a. Enter the user name of the subtenant account or a part of it in the search field.
b. Click the Start search button on the left or press [ENTER].

3. Inthe Edit subtenantwizard, edit subtenant account settings as required.

Subtenant Quotas *

) Subtenant Quotas
5 ‘ Use this dialog to centrally manage quatas for subtenants, By creating subkenants, you can securely share your single Yesam Cloud Connect subscription
between multiple departments or end users,

Marrie Type Cloud repaository - Friendly narme Quota Susailable Description Add
L 00PC User,., Standalone Ornega Cloud ., Cloud Backup ... 1,00 GE 1.00 GE Ornega PC.., |
Remowve

Q Type in an object name to search for

Close

Deleting Subtenant Account

You can delete a subtenant account that you created at any time, for example, if the subtenant no longer uses
resources of the cloud repository.

When you delete a subtenant account, Veeam Backup & Replication disables this account and removes it. The
subtenant account is removed permanently. You cannot undo this operation.

Subtenant backup data remain intact on the cloud repository. You can delete subtenant backup data manually
later if needed.
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NOTE

You cannot delete managed subtenant accounts — subtenant accounts created automatically by Veeam
Backup & Replication in the Veeam Agent management scenario.

To delete a subtenant account:
1. Open the Subtenant Quotas window in one of the following ways:

o Open the Backup Infrastructure view, click the Backup Repositories nodein the inventory pane, select
the cloud repository in the working areaand click Manage Subtenants on the ribbon.

o Open the Backup Infrastructure view, click the Backup Repositories nodein the inventory pane, right-
click the cloud repository in the working areaand select Manage subtenants.

o Open the Backup Infrastructure view. Click the Service Providers node in the inventory pane, select
the service provider in the working area and click Manage Subtenants onthe ribbon.

o Open the Backup Infrastructure view, click the Service Providers nodein the inventory pane, right-
click the service provider in the working area and select Manage subtenants.

2. Inthe Subtenant Quotas window, select the necessary subtenant account and click Remove.

To quickly find the necessary subtenant account, use the search field at the bottom of the Subtenant
Quotas window:

a. Enter the user name of the subtenant account or a part of itin the search field.

b. Click the Start search button on the left or press [ENTER].

Subtenant Quotas *

) Subtenant Quotas
5 ‘ Use this dialog to centrally manage quatas for subtenants, By creating subkenants, you can securely share your single Yesam Cloud Connect subscription
between multiple departments or end users.,

Marrie Type Cloud repaository - Friendly narme Quota Sueailable Description Add
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Edit:

Remowve

Q Type in an object name to search for

Close
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Managing Network Extension Appliance

You can perform the following operations with the tenant-side network extension appliance:
e Manage network extension appliance credentials

e Redeploy a network extension appliance

Managing Credentials

Veeam Backup & Replication connects to the network extension appliance using service credentials —
credentials for the root account on the Linux-based network extension appliance VM. You can use these
credentials to log on to the network extension appliance VM. This may be useful if you need to configure the
network extension appliance manually, for example, for troubleshooting reasons.

Itis recommended that you change the password in the service credentials record before connecting to the SP
and deploying network extension appliances. You can change the password using the Credentials Manager.

NOTE

If you change the password after the network extension appliance is deployed, you will need to redeploy
the network extension appliance. To learn more, see Redeploying Network Extension Appliance.

To change a password for the root account of network extension appliance VMs:
1. From the main menu, select Credentials and Passwords > Datacenter Credentials.

2. Select the Tenant-side network extension appliance credentials record and click Edit.

3. Veeam Backup & Replication will display a warning notifying that you will need to redeploy existent
network extension appliances after you change the password. Click Yes toconfirm your intention.

4. In the Password field, enter a password for the root account. To view the entered password, click and hold
the eye icon on the right of the Password field.

The specified password will be assigned to the root account of every network extension appliance VM that
will be deployed on the source virtualization host.

5. In the Description field, if necessary, change the default description for the edited credentials record.
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6. Click OK to save the specified password.

Manage Credentials x

Use this dialog to centrally manage all user accounts and their passwords,

Account Type Description Last Edited

L root| Credentials X Add...
L root Edit...
. root| Username:  roob

- Rermowe
\ root Password: ----------| LGy

\ tech Description:

Tenant-side network extension appliance credentials
Ok | | Cancel
| Ok | | Cancel

Redeploying Network Extension Appliance

You can redeploy the network extension appliance on the source host. This may be necessary when the network
extension appliance becomes inoperative or when you change the password in the network extension appliance
credentials record after one or several appliances are already deployed.

To redeploy the network extension appliance:
1. Open the Backup Infrastructure view.
2. Inthe inventory pane, click Service Providers.
3. Inthe working area, right-click the necessary service provider and select Properties.

4. At the Network extension step of the Service Provider wizard, in the Network extension appliances
section, select the network extension appliance and click Remove.

5. If you deployed several network extension appliances on the source host and need to redeploy these
appliances after changing the password, repeat step 3 for every appliance in the Network extension
appliances list.

6. Click Add and configure the new network extension appliance as required. To learn more, see Configuring
Network Extension Appliance.
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7. Proceed to the Summary step of the wizard and click Finish toexit the wizard.
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Managing Default Gateways

After full site failover, Veeam Backup & Replication uses the network extension appliance on the cloud host as a
default gateway between a VM replica network and external networks. To route traffic that goes to and from
VM replicas, the network extension appliance uses network settings of the default gateway in the production
VM network.

During the first run of the replication job targeted at the cloud host, Veeam Backup & Replication detects
network settings of replicated VMs and automatically saves information about default gateways that are used in
every detected production network. You can check and, if necessary, edit default gateway settings in the Veeam
Backup & Replication console. The specified settings will be used by the network extension appliance after
failover.

When you specify the default gateway, Veeam Backup & Replication savesits settings in the Veeam Backup &
Replication databaseon the SP side. After full site failover, Veeam Backup & Replication assigns the specified
default gateway settings to the network extension appliance on the cloud host. As a result, VM replicas on the
cloud host communicate to the internet in the same way as VMs in the production site.

Network extension appliance can also route traffic between several networks provided for VM replicas through
the same hardware plan.

To manage default gateways:
1. Open the Backup Infrastructure view.
2. Inthe inventory pane, click the Service Providers node.

3. Inthe working area, select the service provider and click Manage Gateways on the ribbon or right-click the
service provider and select Manage default gateways.

4. In the Default Gateways window, select the virtual cloud network provided for your VM replicas through
the hardware plan and click Edit.

Default Gateways = 0 X
Default gateways:
Cloud Network IP Network Default Gateway Edit...
Whetweare Silbver network,.,  Mone Maone
Whetweare Silbver network,.,  Mone Maone
Whetweare Silbver network,.,  Mone Maone
Whetweare Silbver network,.,  Mone Maone

Foute traffic between these netaearks

Routing is only possible between netwarks belonging to the sarme hardware plar

(0] Cancel
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5. [For IPv4 networks] In the IPv4 Default Gateway window, specify the IP address of the default gateway
that is used in your production site and subnet mask of the production network, and click OK.

Default Gateways - 0 %
Default gateways:
Cloud Network IP Hetwork Default Gateway Edit...
Whaweare Silver netiwvork
IPwd Default Gateway b4

Whwrare Silwer netaark

Whwrare Silver netaark
Default gateway: | 172 . 17 . 52 . 1

Whwrare Silwer netaark

Subhet mask: 255, 255, 254,
IP netnork: 17217.52.0/23
(] 4 Cancel

Foute traffic betieeen these netwrorks

Routing is anly possible between netwvorks belonging to the sarme hardware plar

(]9 Cancel

6. [For IPv6 networks] In the IPv6 Default Gateway window, specify the production IPv6 network, prefix
length and IP address of the default gateway, and click OK.

Default Gateways - 0 X
Default gatewsays:
Cloud Network IP Metwork Default Gateway Edit..
Whaweare Silver netiork  [Pwb Default Gateway x
Whthivare Silver netiark
Yhiweare Sibeer netwarkd 1P netuork: 200 ::dba:
Whtweare Silver netnearkl  Prefic lenght: 64

Default gateway: | fedl:]

(]9 Cancel

Foute traffic betieeen these netwrorks

Routing is only possible between netwarks belonging to the sarme hardware plar

(]9 Cancel

7. Select the Route traffic between these networks option if the SP subscribed you to a hardware plan with
several networks available to your VM replicas and you want Veeam Backup & Replication to route traffic
between these networks. This may be useful if your production site runs multiple interdependent VMs
connected to several networks.
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8. Click OK.
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Configuring Source WAN Accelerators

To optimize VM traffic going to the Veeam Cloud Connect infrastructure during the backup copy and replication
jobs, the SP and tenants can configure WAN accelerators on their sides.

WAN accelerators in the Veeam Cloud Connect infrastructure must be configured in the following way:

e The source WAN accelerator is configured on the tenant side. Every tenant who plans to work with the
cloud repository and cloud hosts using WAN accelerators must configure at least one WAN accelerator on
their side.

e The target WAN accelerator is configured on the SP side.

When the SP creates a tenant account, the SP can define if the tenant should be able to utilize a WAN
accelerator deployed on the SP side. As soon as you connect to the SP, Veeam Backup & Replication retrieves
the following information to identify if cloud resources available to you can or cannot use WAN acceleration:

e Information about all quotas on cloud repositories assigned to you by the SP

e Information about all cloud hosts provided to you by the SP through hardware plans

If the cloud repository and cloud host can use WAN acceleration, you can configure a source WAN accelerator on
your side and create backup copy and replication jobs that will work using WAN accelerators.

Iewr Replication lob x

Narne Data Transfer

Virtual Machines Choose hiowe Wi data should be transferred to the target site,

Destination

When replicating between rernote sites, we highly recommended that you deploy at least one backup prosye
Network server locally in both sites to allow for direct access to storage,
Job Settings Seurce proxy:

Autarnatic selection Choose..

Data Transfer

Target proxy:
Seeding Service provider's prosy Choose..,
Guest Processing Direct
Sehedule Best for local and off-site replication over fast links.

g @ Through built-in WAN accelerators
ummary

Best for off-site replication owver slow links due to significant bandwidth savings,
Source WAN accelerator:

srvl12 (ABC Company WAN Accelerator) w
Target WifaM accelerator

Service Provider's WAN Sccelerator (fvailable) w

| < Previous | | et = | Finish

The configuration process for WAN accelerators in the Veeam Cloud Connect infrastructure is the same as the
configuration process in a regular Veeam backup infrastructure. To learn more, see the Adding WAN
Accelerators section in Veeam Backup & Replication User Guide.
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Viewing Cloud Hosts

After tenant connects to the SP, cloud hosts provided to the tenant appearin the tenant Veeam backup console.
To view the available cloud hosts:

1. Open the Backup Infrastructure view.

2. Inthe inventory panel, expand the Managed Servers node.

o Cloud hosts provided to the tenant through a VMware vSphere hardware plan are displayed under the
VMware vSphere > VMware Cloud Hosts node.

o Cloud hosts provided to the tenant through a Microsoft Hyper-V hardware plan are displayed under
the Microsoft Hyper-V > Hyper-V Cloud Hosts node.

o Cloud hosts provided to the tenant through a VMware Cloud Director organization VDC are displayed
under the VMware Cloud Director > VMware Cloud Director Cloud Hosts node.

If the tenant has set up the Veeam Cloud Connect Replication infrastructure, they can configure replication jobs
targeted at the cloud host.

If the SP and tenant have set up the CDP infrastructure, the tenant can configure CDP policies targeted at a
VMware vSphere cloud host or VMware Cloud Director cloud host.

&8 Veearn Backup and Replication
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Add Edit: Remove Rescan
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Manage Server Tools
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P Type in an object name to search for O

Backup Proxies
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& Backup Repasitories [El) weenterdl techlocal  Viviware vCenter server wCenter Server 01
@ Edernal Repositaries Whwsare Silver Cloud (Mware) sttt techlocal

E2 Stale-out Repositories
&5 WAN Accelerators
&5 Service Providers
> 4 SureBackup
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Using Cloud Repositories

After you have set up the Veeam Cloud Connect infrastructure, you can proceed to performing data protection
and disaster recovery tasks using the cloud repository.
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Performing Backup

You can perform the following data protection tasks with the cloud repository in Veeam Backup & Replication:

e VM backup
e VMware Cloud Director backup (for VMware vSphere platform)
e Veeam Agent backup

e Backup copy (To a cloud repository only. Backup copy from a cloud repository is not supported.)

Creating VM Backup Jobs

In Veeam Backup & Replication, backup is a job-driven process. To back up VMs, you must configure a backup
job. The backup job defines how, where and when to back up VM data. One job can be used to process one or
several VMs.

Veeam Backup & Replication backs up a VM image as a whole: it copies VM data at a block level unlike
traditional backup tools that process guest OS files separately. Veeam Backup & Replication retrieves VM data
from the source storage, compresses and deduplicates it and writes to the backup repository in Veeam's
proprietary format. You can use the image-level backup for all types of data restore scenarios: restore a full VM,
VM guest OS files and folders, VM files and VM virtual disks (for VMware VMs only) from the backup file.

Veeam Backup & Replication conducts both full and incremental backup. During the first run of a backup job,
Veeam Backup & Replication creates a full VM backup (VBK). All subsequent job cycles produce incremental
backups: VIB if forward incremental backup is used or VRB if reversed incremental backup is used. The number
of increments kept on disk depends on retention policy settings.

NOTE

This section describes only basic steps that you must take to create a VM backup job targeted at a cloud
repository. To get a detailed description of all backup job settings, see the Creating Backup Jobs section in
the Veeam Backup & Replication User Guide.

To create a backup job:

1. On the Home tab, click Backup Job and select Virtual machine > VMware vSphere or Virtual machine >
Microsoft Hyper-V.
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2. At the Name step of the wizard, specify a name and description for the backup job.

Meww Backup lob

Marne Name
Virtual Machines Type in a name and description for this backup job.
Storage

Marre:
Guest Processing

Fileserser Backup

il Description:
Surmmary Dailyjobforfilesewer{
[ High priarity

Backup infrastructure resources are offered to high priority jobs first, Use this option for jobs sensitive to the start
tirne, or jobs with strict RPO requirerments,
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3. At the Virtual Machines step of the wizard, click Add and select VMs and VM containers that you want to
back up. To quickly find the necessary object, use the search field at the bottom of the Add Objects

window.

Meww Backup lob

Vir] Add Objects x

Sele Bynarmic selection that

Yirtual Machines —
AUt Select objects: & [l &, .@

Storage > pdctwesx07tech.lacal

=
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~ (0 Backup O e
filesrs03 _—

filesr/0d
12
e Exclusions...

sre13

sreld

Guest Processing
Schedule

Surnrnary

Up
17

srall Dovien
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[ shewind3

7O On O Cp Cp Cp Op O B

il

kv

O shemin(d

> @ Clowd_Connect_Replication
> () Enterprise Recalculate

F- v Typein an object narne to search for O\

Total size:
0B

[ 2dd || Cancel |

| < Previous || Mext = | Finish

4. If you want to exclude VMs from the VM container or back up only specific VM disks, click Exclusions and
specify what objects you want to exclude.

5. At the Storage step of the wizard, from the Backup repository list, select the cloud repository to which
you plan to store the backup file.
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6. Inthe Retention policy field, specify the number of days for which you want to store backup files on the
cloud repository. If you want to use the GFS (Grandfather-Father-Son) retention scheme, you can also
specify how weekly, monthly and yearly full backups must be retained.

Meww Backup Job x

Narne Storage

Specify processing proxy server to be used for source data retrieval, backup repository to store the backup files

e ez produced by this job and customize advanced job settings if required,

Storage
s Froessstin Backup proxy: Automatic selection Choose..,
Schedule Backup repositong | Omega Company Cloud Repositary (Cloud repositony) v

B 10.0 5B free of 10.0 GB Map backup
Surnrnary

Retention policy: days (i)

[ Keep certain full backups longer for archival purposes  Configure...

GF5 retention policy is not configured

[] Configure secondary destinations for this job

Copy backups produced by this job to another backup repository, or tape, We recommend to make at least one
copy of your backups to a different storage dewice that is located off-site,

Advanced job settings.,

< Previous | | Mext = Finish

7. Click Advanced job settings.
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8. On the Backup tab, specify advanced backup settings.

o [If a simple backup repository is used as the cloud repository] Veeam Backup & Replication uses
forward incremental backup method for backup chain creation. You can choose to periodically create
synthetic full backups and active full backups. To create synthetic full backups periodically, select the
Create synthetic full backups periodically on check box and specify when you want to create active
full backups. To create active full backups periodically, select the Create active full backups
periodically on check box and specify when you want to create active full backups.

Mew Backup Job X
Advanced Settings b

Narne
Backup  Maintenance  Storage  MWotifications  vSphere  Integration  Seripts

Virtual Machines the backup files

Storage Create synthetic full backups periodically on

. Saturday Configure... Chaoose...,
Guest Processing

[] Create active full backups periodically an:

W

Schedule Saturday Configure,.,

Map backup
Surnrmary

d to make at least one

Sawe As Default Ok | | Cancel |

:
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o [If an object storage repository is used as the cloud repository] Veeam Backup & Replication uses
forward incremental backup method for backup chain creation. You can select the Create active full
backups periodically on check box and specify when you want to create active full backups.

Mewr Backup Job

Marme

Wirtual Machines
Storage

Guest Processing
Schedule

Surnrmary

Advanced Settings
Backup Maintenance  Storage  Motifications

Create active full backups periodically on i

Saturday Configure..,

Save As Default

ySphere  Integration

Seripts

| | Cancel |

the backup files
Choose..,

[ ]

hdap backup

M to rmake at least one

h
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9. To encrypt the resulting backup file on the cloud repository, on the Storagetab, select the Enable backup
file encryption check box. From the Password field, select a password that you want to use to encrypt the
backup file. If you have not created a password beforehand, click Add or use the Manage passwords link to
specify a new password.

You can select a Key Management System (KMS) server in the Password field. The KMS server must be
added to Veeam Backup & Replication in advance. If you choose to use KMS keys for backup file
encryption at this step of the wizard, Veeam Backup & Replication immediately starts communication with
the KMS server to retrieve the encryption keys. To learn more, see the Key Management System Keys
section in the Veeam Backup & Replication User Guide.

Meww Backup loh »
Advanced Settings %

Narne
Backup Maintenance  Storage  Motifications  wSphere  Integration  Scripts
) . —_— the backup files
Wirtual Machines

Data reduction

Storage

Enable inline data deduplication (recornmended) Choose...
Guest Processing

Exclude swap file blocks (recommended) | v
Schedule L

Exclude deleted file blocks (recommended) Map backup
Surnrnary

Caompression lewel:
Cptirnal (recormmended) w

Provides for the best compression to performance ratio, lowest backup proxy CPU usage and
fastest restore,

Storage optimization:
1ME (recaommended) v H to make at least one
Delivers the optirnal combination of backup speed, granular restore performance and

repository space consumption,

Encryption

Enable backup file encryption

Passward:
v Add.
Manage passwords
Save A Default | Ok | | Cancel |

:

10. To create a transactionally consistent backup of VMs, at the Guest Processing step of the wizard, select
the Enable application-aware processing check box.
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11. Click Add nextto the Guest OS credentials list and specify credentials for a user account with local
administrator privileges on the VM guest OS. By default, Veeam Backup & Replication uses the same
credentials for all VMs added to the job. If some VM requires a different user account, click Guest OS
credentials for individual machines and enter custom credentials for the necessary VM.

Edit Backup Job Fileserver Backup x

Name Guest Processing

Virtual Machines Choose guest 0% processing options available for running Whis,

Storage

bl Enable application-aware processin
Guest Processing o PP P g

Detects and prepares applications for consistent backup, perforins transaction logs processing, and configures
Schedule the 0% to perform required application restore steps upon first boot,

Application handling options for individual rmachines
Surmnrmary
Enable guest file systerm indexing and malware detection

Indexing enables global file search functionality, automatic detection of suspicious file systerm activity and
kniowen rralneare files,

Indexing options for individual machines

Guest interaction prox:

Automatic selection Choose..,

Guest O35 credentials:

& techhsusan.rjames (techisusan.rjarmes, last edited: 5 days aga) w | Add..
Manage accounts
O Guest OF credentials for individual machines

;:‘g Werify network connectivity and credentials

| < Previous | | Mext = | | Finish | | Cancel |

12. Click Application handling options for individual machines, select the necessary VM and click Edit. On the
General tab, in the Ap plications section, specify the VSS behavior scenario:

o Select Require successful processing if you want Veeam Backup & Replication to stop the backup
process if any VSS errors occur.

o Select Try application processing, but ignore failures if you want to continue the backup process even
if VSS errors occur. This option is recommended to guarantee completion of the job. The created
backup image will not be transactionally consistent, but crash consistent.

o Select Disable application processing if you do not want to enable quiescence for the VM at all.

13. [For Microsoft SQL, Oracle and PostgreSQL VMs] In the VSS Settings section, specify how Veeam Backup &
Replication must handle database logs:

o Select Process transaction logs with this job if you want Veeam Backup & Replication to handle
Microsoft SQL Server transaction logs or Oracle archived logs. With this option enabled, Veeam
Backup & Replication will offer a choice of log processing options on the SQL and Oracle tabs.

o Select Perform copy only if you use native application means or a third-party tool to process
transaction logs. Veeam Backup & Replication will create a copy-only backup for the selected VM. The

copy-only backup preserves a chain of full/differential backup files and transaction logs. To learn
more, see Microsoft documentation.
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NOTE

You cannot enable log backup options in the properties of a backup job targeted at the cloud
repository. For Microsoft SQL Server, you can enable transaction log truncation options only. For
Oracle, you can choose whether to delete archived logs.

If you want to store database log backups in the cloud repository, you can do the following:

1. Configure a backup job targeted at a regular backup repository.

2. Configure a backup copy job targeted at a cloud repository. In the properties of the backup
copy job, select the Immediate copy option, select the job created at the step 1 as a source
backup job and enable the Include database transaction log backups option. For details, see
Creating Backup Copy Jobs.
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Edit Backup Job Filesersg—=— x
Processing Settings %
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Applications
Storage )
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that support Microsoft WSS, Choose.,
® Process transaction logs with this job (recommended)
Perfarm copy only (lets another application use logs) | . add..
Persistent quest agent Founts
By default, application-aware processing on Windows is performed by a non-persistent |
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runtirne process injection.

Use persistent quest agent

| [0]:4 | | Cancel |

][]

14. At the Schedule step of the wizard, select the Run the job automatically check box and specify the
necessary scheduling settings for the job. If you do not select this check box, you will have to run the
backup job manually to create a backup file in the cloud.

439 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180



Edit Backup Job Fileserver Backup X

Narne Schedule
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Storage
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Guest Processing
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Schedule
Monthly atthis tirne: 10000 PRy~ & Fourth v Saturday v  Months...
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Automatic retry
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Backup window

[] Terminate the job outside of the allowed backup windou
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Wind o,

| < Previous | | Apply | | Finish | | Cancel

15. At the Summary step of the wizard, select the Run the job when | click Finish check box if you want to
start the created job right after you complete working with the wizard.

16. Click Finish.

Creating VMware Cloud Director Backup Jobs

VMware Cloud Director backup is practically the same as a regular VM backup. The VMware Cloud Director
backup job aggregates main settings for the backup task and defines when, what, how and where to back up.

You can perform the VMware Cloud Director backup job for single VMs and for VM containers, that, in terms of
VMware Cloud Director, are the following:

e VApp

e Organization VDC

e Organization

e VMware Cloud Director instance

Just like a regular backup job, the VMware Cloud Director backup job can be scheduled or run manually.
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Creating Veeam Agent Backup Jobs

Veeam Backup & Replication lets you create a Veeam Agent backup job targeted at a cloud repository. You can
use the Veeam backup console to create Veeam Agent backup jobs of the following types:

e Veeam Agent backup job managed by the backup server

e Backup policy, or Veeam Agent backup job managed by Veeam Agent

Before you configure a Veeam Agent backup job, you must deploy Veeam Agent on computers whose datayou
want to back up. To learn more, see the Working with Protection Groups section in the Veeam Backup &
Replication User Guide.

NOTE
Consider the following:

e This section describes the procedure of creating a backup job for Veeam Agent managed by Veeam
Backup & Replication. For information about how to create a backup job for Veeam Agent operating
in the standalone mode, see the Creating Backup Jobs section in the Veeam Agent for Microsoft
Windows User Guide.

e This section describes only basic steps that you must take to create a Veeam Agent backup job
targeted at a cloud repository. To get a detailed description of all Veeam Agent backup job settings,
see the Creating Veeam Agent Backup Jobs section in the Veeam Backup & Replication User Guide.

e The procedure of configuring a Veeam Agent backup job differs depending on the type of machines
that the job will process: Microsoft Windows machines, Linux machines or Mac machines. Backup of
IBM AIX machines and Oracle Solaris machines to a cloud repository is not supported. This section
describes the procedure for a backup job that includes Microsoft Windows machines; however, the
description focuses on the steps that are identical for all supported types of machines.

e For backup to a cloud repository in the Veeam Agent management scenario, Veeam Backup &
Replication uses managed subtenant accounts. For more information, see the Managed Subtenant
Account section in this guide and the Backup to Veeam Cloud Connect Repository section in the
Veeam Backup & Replication User Guide.

To create a Veeam Agent backup job:
1. On the Home tab, click Backup Job and select Windows computer or Linux computer.
2. At the Job Mode step of the New Agent Backup Job wizard, specify protection settings for the backup job:

a. In the Type field, select the type of protected computers whose data you want to back up with Veeam
Agents: Workstation, Server or Failover cluster.

NOTE

The Failover cluster option is not available for backup jobs that include Linux computers.

b. If you selected the Server optionin the Type field, in the Mode field, select the job mode:

= Managed by backup server — select this option if you want to configure the Veeam Agent
backup job managed by the backup server. The backup job will run on the backup serverin the
similar way as a regular job for VM data backup.

= Managed by agent — select this option if you want to configure the backup policy. The backup
policy acts as a saved template that describes configuration of individual Veeam Agent backup
jobs that run on protected computers.
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NOTE

The Managed by backup server option is not available for backup jobs that include Mac
computers.

Mew Agent Backup Job

Job Mode
Specify protected carmputer type and backup agent management mode,

Jaob Mode Type:

() wWarkstation
Marne

®) Server
Computers

() Failower cluster
Backup Mode

hode:
SHFIg: (® Managed by backup server
Veearn backup server schedules and executes backups on the protected computers, This mode is recommended for
alwvays-on workloads with a perrmanent connection to the backup server, such as servers or clusters located in the same
data center,

Guest Processing

Sl (_) Managed by agent
Veearn backup server deploys the protection policy to all agents, howewer the job is rnanaged by the agent itself, This
rnode is recornmended for workstations and servers located in remote sites with poor connectivity to the main data
center,

Surnrmary
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3. At the Name step of the wizard, specify a name and description for the backup job.

Mews Sgent Backup Job

a Mame
—
Type in a name and description for this agent backup job,

Job Made Mame:
|Wind0ws Server Backup
teme e
Camputers Backup job for Microsoft Windows servers
Backup Mode
Storage
Guest Processing
Schedule
Summary
[ High priority

Backup infrastructure resources are offered to high priority jobs first, Use this option for jobs sensitive to the start time, or
jobs with strict RPO requirements,

< Previous | I Mext = Finish Cancel
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4. At the Computers step of the wizard, click Add and select one or more protection groups or individual
computers whose data you want to back up. To quickly find the necessary object, use the search field at
the bottom of the Select Objects window.

Mewr Sgent Backup Job

A Computers

Job Mode

Mame
CCompwen
Backup Mode

Storage

Guest Processing

Schedule

Surmrmnary

Select protection groups or individua

. V protected machines as new ones are
-

x
Select Objects xX
at automatically updates the list of
Select objects: %]
Protecte W Physical infrastructure
Mame v Servers Type Add...
E- srel2tech.local Rermawe
+ Up
* [Down
H- W Typeinan object narne to search for O\ |
0K | | Cancel |
< Previous Mext > Finish Cancel

5. At the Backup Mode step of the wizard, select the backup mode. You can select one of the following

options:

o Entire computer—select this option if you want to create a backup of the entire computer image.
When you restore data from such backup, you will be able to recover the entire computer image as
well as data on specific computer volumes: files, folders, application data and so on.

o Volume level backup — select this option if you want to create a backup of specific computer volumes,
for example, all volumes except the system one. When you restore data from such backup, you will be
able to recover data on these volumes only: files, folders, application data and so on.
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o File level backup — select this option if you want to create a backup of individual folders on your

computer.
Mewr &gent Backup Job
Backup Mode
Choose what data you want to back up from selected computers,
lob bode () Entire computer
Back up entire computer image for fast recovery on any level, Deleted, termporary and page files are autornatically excluded
Name frorn the irmage to reduce the backup size,
Computers

Backup Mode
Ohijects

Storage

Guest Processing
Schedule

Summary

'olum e level backup
ack up images of specified volurnes, for example only data volurnes, Deleted, termporary and page files are automatically
excluded from the image to reduce the backup size,

(O File level backup [slower)
Back up selected files and directaries anly. This mode still produces an image-based backup, but only with protected file
systern objects included in the image.

< Prewvious Cancel
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6. If you chose the Volume level backup or File level backup option at the Backup Mode step of the wizard,
at the Objects step of the wizard, specify the backup scope for the Veeam Agent backup job.

o For volume-level backup, specify what volumes you want to include in the backup. You can include in
the backup operating system data or specific volumes. You can also include in the backup all volumes
except for the volume that contains operating system data or selected volumes.

Mews Sgent Backup lob *
Objects
Specify objects to include in the backup.
Job kode @ Backup the following volurmes only:
Ohject Add...
Mame . i ’
: N Edit...
Camputers 2= U5 volume
Rernove

Backup Mode

Storage

Guest Processing
() Backup all volurmes except the fallowing:

Schedule Ohbject Add...
Surnmary Edit...
Rermaowve

< Previous Finish Cancel
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o For file-level backup, specify what folders with files or entire volumes you want to include in the
backup. You can include in the backup operating system data, personal files or specific folders or

volumes.
Mews Sgent Backup lob *
Objects
Specify objects you would like to include in the backup,
Job Mode Objects to backup:
[] Operating systern
Marme [ Personal files
Include: Desktop, Docurments, Pictures, Yideo, Music, Favorites, Downloads, Other files and folders, Exch Choose.., |
Computers
The following file systerm objects:
Backup Mode Object Add..
Pobjeet I [ e ot x ca.
Storage Wolure name or path to a directory: Remove
Guest Processing |D:\Rep0rts|
Evarmple: Cr\Users
Schedule Cancel
|
Summary |
To specify file exclusion settings, click Advanced Advanced
< Previous Mext = Finish Cancel

7. [For a backup policy] If you selected the Managed by agent option at the Job Mode step of the wizard, at
the Destination step of the wizard, select the Veeam Cloud Connect repository option.

NOTE

If you selected the Managed by backup server option at the Job Mode step of the wizard, this step
will not be displayed. You will immediately proceed to the Storage step of the wizard.
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New Agent Backup lob X

Destination

Choose where you want to backup data to.

V]

Job kode O Local storage
Choose this option to back up to a locally attached storage device such as USE, Firewrire or eSATR external hard drive,
Name Backing up to internal hard drives is not recormmended.

() Shared folder

Computers Chaoose this option to back up ta an SME (CIFS) share an a Metwork Attached Storage (MAS) device, or an a regular file
server,

Backup Mode
(O Yeeam backup repository

Objects Choose this option to back up to a backup repository managed by Veearn Backup & Replication server,
(®) Yeeam Cloud Connect repository

Destination Choose this option to back up to a cloud repository managed by Veearn Cloud Connect service provider,

Storage

Backup Cache
Guest Processing
Schedule

Surmrary

< Previous Cancel

8. At the Storage step of the wizard, from the Backup repository list, select the cloud repository to which
you plan to store backup files.
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9. Inthe Retention policy field, specify the number of days for which you want to store backup files on the
cloud repository. If you want to use the GFS (Grandfather-Father-Son) retention scheme, you can also
specify how weekly, monthly and yearly full backups must be retained.

o For a backup job managed by the backup server:

Mews Sgent Backup lob *

Storage
Specify a backup repository to store the backup files produced by the backup job and customize advanced job settings if required.

lab Made Backup repositony:

Cloud %ol 01 (Cloud repository) ~
Narne = 47,2 GB free of 100 GB tap backup
Computers Keep backups for |7 T days

Eackiplilode [ Keep certain full backups longer for archival purposes

Ohjects

st [ Configure secondary destinations for this job
orage
Copy backups produced by this job to another backup repository, or tape, We recommend to make at least one copy of

Bugzs: Pimazssiig your backups to a different storage device that is located off-site.

Schedule

Summary

Advanced job settings include backup mode, compression and deduplication,
block size, notification settings, autornated post-job activity and other settings.

< Previous Cancel

Advanced..,
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o For a backup policy:

Mewr Agent Backup lob

Storage
Specify a backup repository to store the backup files produced by the backup job and customize advanced job settings if required.

lob Mode Backup repositony:

Cloud Wal 07 (Cloud repositonyd v
Llae = 87,2 GB free of 100 GB
Computers Keep backups for |7 T days

Backhefilode [ Keep certain full backups longer for archival purpases
Objects

Storage

Backup Cache

Guest Processing

Schedule

Surnmary

Advanced job settings include backup mode, compression and deduplication,
black size, notification settings, automated post-job activity and other settings.

< Previous Cancel

Advanced..,

10. Click Advanced.
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11. To encrypt the resulting backup file on the cloud repository, on the Storagetab, select the Enable backup
file encryption check box. From the Password field, select a password that you want to use to encrypt the
backup file. If you have not created a password beforehand, click Add or use the Manage passwords link to
specify a new password.

[For a backup job managed by the backup server] You can select a Key Management System (KMS) server
in the Password field. The KMS server must be added to Veeam Backup & Replication in advance. If you
choose to use KMS keys for backup file encryption at this step of the wizard, Veeam Backup & Replication
immediately starts communication with the KMS server to retrieve the encryption keys. To learn more, see
the Key Management System Keys section in the Veeam Backup & Replication User Guide.

Mews Agent Backup lob x
FungentRackp e Advanced Settings X

Storage

Specify a backup Backup Maintenance Storage  Motifications Integration  Scripts ed.

Data reduction

Compression level:
Job Made

Optimal (recommended) e
Mame Provides for the best compression to performance ratio, lowest backup proxy CPU usage e
and fastest restore, hap backup
Computers S
Storage optimization:
Backup Maode 1ME (recammended) ~

Configure...
Delivers the optirnal cormbination of backup speed, granular restore performance and
Objects repositary space consurnption,

Wserege ] enanption

tnake at least one copy of
Enable backup file encryption

Guest Processing

Password:
Schedule hy passward (Last edited: less than a day agao) v Add...
) Loss protection enabled tanage passaords |
Summrnary |
Save &s Default Ok Cancel o Cancel

12. [For a backup policy] If you want to enable the backup cache for the backup policy, at the Backup Cache
step of the wizard, specify backup cache settings.

NOTE

If you selected the Managed by backup server option at the Job Mode step of the wizard, this step
will not be displayed. You will immediately proceed to the next step of the wizard.
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Mewr Agent Backup Job

Backup Cache
\i

Job Mode
Mame
Computers
Backup Mode
Destination
Storage
Backup Cache
Guest Processing
Schedule

Surnrmary

Local backup cache allows backups to continue on schedule even if remote backup target is termporarily unavailable,

Enable backup cache

Whenever a connection to the backup target cannot be established, the cache folder will be used instead. Cached backups
are uploaded to the target as soon as it becomes reachable,

-

Maximurm size: (10 GE ~

Location:
@ Automatic selection frecommended)
We wiill pick a suitable wolume with most free disk space available on every protected machine.

) Manual selection (specified volume must exist on every machine)

< Previous Cancel
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13. If you selected the Server or Failover cluster option at the Job Mode step of the wizard, you can enable
application-aware processing settings at the Guest Processing step of the wizard. Available guest OS
processing settings differ for backup jobs that process Microsoft Windows machines and backup jobs for
Linux machines.

Mew Sgent Backup lob X

Guest Processing

Choose application processing options.

Job Made Enable application-aware processing

Detects and prepares applications for consistent backup, performs transaction logs processing, and configures the 05 to
Narne perform required application restore steps upon first boot,

Application handling options for individual machines and applications... Applications..,
Computers

Enable guest file system indexing and malware detection

Backup Mode Indexing enables global file search functionality, automatic detection of suspicious file system activity and known malaare

files,
Objects Advanced quest file systern indexing options for individual machines... Indexing...
Storage

Guest Processing
Schedule

Summrnary

< Previous Cancel
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14. At the Schedule step of the wizard, specify the schedule according to which you want to perform backup:

o If you selected the Server or Failover cluster option at the Job Mode step of the wizard, select the
Run the job automatically check box and specify the necessary scheduling settings for the job. If you
do not select this check box, you will have to run the backup job manually to create a backup file in

the cloud.

Mewr Agent Backup Job

Schedule
Specify the scheduling options to distribute to backup agents on hosts under this policy.

lob Mode Run the job autormatically

® Daily at this time: 200 +| | Everyday
Marne

(O Monthly at this time:  22:00 -+ | Fourth
Computers () Periodically ewvery: 1 Hours
Backup Mode () After this job: Fileserver Backup (Created by AAdministrator)

. Automatic retry

Ohjects o . 1

Retry failed iterns processing: 3 2| times
Etotane Wait before each retry atternpt for: |10 2| minutes
Guest Processing Backup window

[ Terrninate job outside of the backup wind ow

during the busy hours.
Surnmary

_ Prevent long-running or accidentally started job from impacting your production infrastructure

< Previous Apply

Days..,
tonths..,

Schedule...

Wifindowe.,.,

Cancel
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o Ifyou selected the Workstation option at the Job Mode step of the wizard, you can specify time and
dayswhen the backup job must start, as well as settings for events that trigger the backup job launch.

Mews Agent Backup Job X

Schedule
Specify the scheduling options. If you do not set the schedule, the job will need to be controlled manually.

lob Mode Periodically

e wiill wwake your cormputers from sleep to take a backup unless the connected standby power model is
MName enabled, Mormally, this model is only enabled on rmobile devices, such as tablets,

Draily at 22:00 = Everyday ~ Days..
Cormputers

If camputer is powered off at this time Skip backup ~
Backup Mode

Once backup is taken, computer should Keep running S
Objects At the following events
Destination W sl

[ Log off
S [ when backup target is connected
Backup Cache Eject rernovable storage once backup is completed (ransormware protection)

_ Back up no more often than every |25 [hiours

Summary

< Previous Apply Finish Cancel

15. [For a backup job managed by the backup server] At the Summary step of the wizard, select the Run the
job when | click Finish check box if you want to start the created job right after you complete working with
the wizard.

16. Click Finish.

Creating Backup Copy Jobs

To follow the 3-2-1 backup best practice, you can configure a backup copy job and target it at the cloud
repository. Backup copy jobs allow you to create several instances of the same backup file in different locations,
onsite or offsite. For example, you can configure a backup job to create a VM backup on the local backup
repository, and use the backup copy job to copy the created VM backup from the local backup repository to the
cloud repository.

To learn more about backup copy in the Veeam Cloud Connect Backup scenario, see Backup Copy to Cloud
Repository.

NOTE

This section describes only basic steps that you must take to create a backup copy job. To get a detailed
description of all backup copy job settings, see the Creating Backup Copy Jobs for VMs and Physical
Machines Using Console section in the Veeam Backup & Replication User Guide.

To create a backup copy job:

1. On the Home tab, click Backup Copy.
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2. At the Job step of the wizard, specify a name and description for the backup copy job and select the
backup copy mode:

o Select Immediate copy tocopy new restore points and, if required, database log backups as soon as
they appearin the source backup repository.

o Select Periodic copy tocopy the most recent restore points according to a specified schedule.

Mewy Backup Copy lab x
Marne Name
Oibiact Backup copy job efficiently creates local and rermote copies of your backups, making it easy to maintain multiple
Jects copies of wour data, Type in a narme and description for the job, and specify backup copy interval,
Target

Marne:

Data Transter
DB Backup Copy

Schedule Description:

Surnrmary Daily backup copy job for DB backup

Copy mode:

® Immediate copy (mirating)
Copies every restore point as soon as it appears in the primary backup repositony, This mode will copy all
backups created by selected backup jobs, including transaction log backups,
Periodic copy (pruning)

Periodically copies the latest available restare point anly, This mode also allows for selecting which backups to
process, enabling you to further reduce banduidth usage.

3. At the Objects step of the wizard, specify what data Veeam Backup & Replication will copy to the cloud
repository.

o Click Add and select From jobs to select backup jobs that contain VMs or physical machines whose
restore points you want to copy from the local backup repository to the cloud repository.

To quickly find the necessary object, use the search field at the bottom of the Select Jobs window.

o Click Add and select From repositories to select backup repositories that contain backups of VMs or
physical machines that you want to copy to the cloud repository.

To quickly find the necessary object, use the search field at the bottom of the Select Repository
window.
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4. [For the immediate copy mode] If you enabled database log backup for the source backup jobs and want
to copy log backups to the cloud repository, select the Include database transaction log backups check

box.
Mew Backup Copy Job X
w Objects
Ig Add backups that should be mirrored to the target repositary. Backup Copy job will process image-level backups and
transaction log backups.
Job Objects to process:
Mame Type Size Add...
_ {é} LB Backup Viware Backup Job 20,0 GB Remove
Target
Data Transfer
Exclusions...
Schedule
Summary
Recalculate
Total size:
20.0 GB
Include database transaction log backups (increases bandwidth usage)
< Previous Mext = Finish Cancel

5. If you want to exclude specific VMs from a backup job or backup repository added to the job, click
Exclusions and specify what objects you want to exclude.

6. At the Target step of the wizard, from the Backup repository list, select the cloud repository to which you
want to copy the backup.

7. To use the GFS (Grandfather-Father-Son) retention scheme, select the Keep certain full backups longer
for archival purposes check box and click Configure. Inthe Configure GFS window, define when to create
full backups for archival purposes and how long to keep these backups.

Itis recommended that you enable GFS retention settings for the backup copy job if the SP has enabled
the deleted backups protection option in the properties of your tenant account. This way, Veeam Backup
& Replication will be able to protect backups created by the job against an attack when a hacker reduces
the job retention policy and creates a few incremental backups to remove backed -up data from the backup
chain.
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If you do not enable GFS retention settings for the backup copy job, the job will complete with a warning.
In the job statistics window, Veeam Backup & Replication will display a notification advising to use the GFS
retention scheme for the job.

Mew Backup Copy Job X
w Target
Ig Specify the target backup repositary, number of recent restore points to keep, and the retention policy for full backups. You
IZI can use map backup functionality to seed backup files.
Job Backup repository:
| ABC Company Cloud Repository (Cloud repository) ~ |
Objects £ 57.8 GB free of 100 GB Map backup

_ Retention policy:‘ 7 : ‘ | restore points ¥
Data Transfer Keep certain full backups longer for archival purposes

GFS5 retention policy is not configured
R [] Read the entire restore point from source backup instead of synthesizing it from increments

Summary

Advanced settings include health check and compact schedule, notifications settings,
- o _ Advanced...
and automated post-job activity options.

< Previous | | Mext = Finish

458 | Veeam Cloud Connect | Administrator Guide [13.0.1.180



8. To encrypt the resulting backup file on the cloud repository, click Advanced. On the Storagetab, select
the Enable backup file encryption check box. From the Password field, select a password that you want to
use to encrypt the backup file. If you have not created a password beforehand, click Add or use the
Manage passwords link to specify a new password.

You can select a Key Management System (KMS) server in the Password field. The KMS server must be
added to Veeam Backup & Replication in advance. If you choose to use KMS keys for backup file
encryption at this step of the wizard, Veeam Backup & Replication immediately starts communication with
the KMS server to retrieve the encryption keys. To learn more, see the Key Management System Keys
section in the Veeam Backup & Replication User Guide.

Advanced Settings X
Mew Backup Capy Job - - - - = =
Maintenance | Storage | RPO Manitar | Notifications | Scripts | Advanced
Target
_w argl Data reduction
Specify ths pr full backups. You
IZI 3N usE m Enable inline data deduplication (recommended)
Compression lewvel:
Job ‘ Auto (recommended) w ‘
Use this opticn to keep the existing compression level. ~
Objects
Encryption e i
_ Enable backup file encrypticn
Passweard:
LSl R | My password (Last edited: 4 days ago) w H Add... ‘
Lo tecti bled
Schedule © Loss protection enable Manage passwords t from increments

Summary

Cancel

o ][ o

9. At the Data Transfer step of the wizard, specify a data transfer path for the backup copy job:

o If the cloud repository does not use WAN accelerators, select Direct.
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o If the cloud repository uses WAN accelerators, select Through built-in WAN accelerators. Inthe
Source WAN accelerator field, select the WAN accelerator that you have configured on your side.

Mew Backup Copy Job X

w Data Transfer
Ig Choose how object data should be transferred from socurce to target backup repository.

lob O Direct
Object data will be sent directly from source to target repesitory. This mede is recommended for

Objects copying backups on-site, and off-site over a fast connection.

(® Through built-in WAN accelerators
Target Object data will be sent to target repository through WAN accelerators that must be deployed in

_ both source and target sites. This mode provides for significant bandwidth savings.

Source WAN accelerator:

Schedule | srvl2 (ABC Company WAN Accelerator) ~

Summary Target WAMN acceleratar:

< Previous MNext = Finish Cancel
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10. At the Schedule step of the wizard, specify schedule settings for the backup copy job.

o [For the immediate copy mode] Define the time span in which the backup copy job must not transport
data over the network. You can use this option, for example, to disable the backup copy job during

production hours to avoid producing workload on the production environment.

Mew Backup Copy lob
w Schedule
% Specify the backup copy job schedule,

Job This job can transfer data:
O Any time (continucusly)

Objects
(®) During the following time periods only:

Target

q AM P [ {
Data Transfer All None 12 2 4 6 8 W0 12 2 4 6 8 W 12
1 3 5 7 El 11 1 3 5 7 El 11
e e EEENSEEEENNEEEEENNEEEEEN

Summary Monday llll llll
Tuesday llll llll
Wednesday llll llll
Thursday llll llll
riy (R ]
woey [ EHTHEIIEEEEEEEEEEREER

B Enabled Disabled
< Previous Apply Fin Cancel
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o [For the periodic copy mode] Select the Run the job automatically check box and specify the

necessary scheduling settings for the job. If you do not select this check box, you will have to run the
backup copy job manually to create a copy of your datain the cloud.

Mew Backup Copy lob X

Schedule

Igl Specify the backup copy job schedule,

Job Run the job automatically
(®) Daily at this time: 10:00 PM 7 || Everyday ~ Days..
Objects =
(0 Monthly at this time: Months...
Target
. () Periodically every: Schedule...
Cata Transfer (O After this job:

Retry failed items processing: times

Wait before each retry attermpt for: minutes

Backup window

Summary

[] Terminate the job cutside of the allowed backup window Window...

Long running or accidentally started jobs will be terminated to prevent impact
on your production infrastructure during busy hours,

< Previous Apply Finish Cancel

11. At the Summary step of the wizard, select the Enable the job when | click Finish check box (for the
immediate copy mode) or Run the job when | click Finish check box (for the periodic copy mode) if you
want to start the created job right after you complete working with the wizard.

12. Click Finish.
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Performing Restore

You can perform the following data recovery tasks with backups that reside in the cloud repository:

e Restore:

(o]

O

O

Entire VM restore

VMware Cloud Director restore (for VMware vSphere platform)

VM files restore

VM disks restore (for VMware vSphere platform)

VM guest OS files restore (Microsoft Windows FS only. Multi-OS restore is not supported.)
Application items restore

Volume restore (for Veeam Agent backups)

Disk export (for Veeam Agent backups)

Guest OS files restore (for Veeam Agent backups)

Disk publishing

e Backup export

e File copy (manual operations)

NOTE

Backups created on the cloud repository are displayed under the Backups > Cloud nodein the inventory pane of

the Hom

Consider the following:

If you allowed the SP to manage the tenant backup server, the SP can use the SP backup console to
perform selected data recovery operations from tenant backups. To learn more, see Restoring Data
from Tenant Backups.

If you create Veeam Agent backups in the cloud repository, you can also restore data from such
backups using Veeam Recovery Media. To learn more, see the Restoring from Veeam Recovery
Medlia sections in the Veeam Agent for Microsoft Windows User Guide and Veeam Agent for Linux
User Guide.

If Nutanix AHV Plug-in is installed and a Nutanix AHV cluster is added in Veeam Backup &
Replication, you can perform instant recovery to Nutanix AHV from backups that reside in the cloud
repository. For more information, see the Instant Recovery section in the Veeam Backup for Nutanix
AHV User Guide.

eview.
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Backups created by Veeam Agent operating in the
working area of the Backups > Cloud node.

standalone mode are displayed under the Agents nodein the

= Home Backup Veeam Intelligence =5 @
+ N E fut N
Instant Entire  \irtual Restore  Export  Publish Restore Application Maove Copy Export Scan Rernove Properties
Recovery VM Disks Wolurnes Disks Disks Guest Files Itarns v Backup  Backup  Backup  Backup  RecoveryToken  from
Restore Actions Properties
Home
Type in an object name ta search for
> 3 Jobs
W [Ez Backups Job Name 4 Creation Time Restore Points  Repositary Platform
-
=) Gl > =4 Fileserver Backup 04,11.2025 12:09 Cloud Wal 01 Whware
> Replicas v =4 ServerBackup 04,11.2025 18:43 Cloud Val 1 Windaws
= -
> [EG Last 4 Hours [ sri2techiacal 07.11.2025 15:47 4 Windows
> =4 Servers Backu Instant recovery., 51230 Cloud Val 01 Whtware
> =4 Windows Sery [T Restore entirs Wi 5 31249 Cloud Wal 01 Windows
2 Restore virtual disks >
£ Restare volures..
. Export cantent as virtual disks..
2 Publish disks...
T Restore guest files...
4| Restore application items >
G_u\ Horme Mowe backup...
Capy backup...
[ tnventory 4, Export backup..
Scan backup..
EE Backup Infrastructure Create recovery token...
Create recovery media...
ZLJ\ Histary < Remove fram >
= Properties
1 backup selected

Performing Entire VM Restore

You can restore one VM or several VMs from the backup, both to the original location or to a new location. A VM
can be recovered to the latest state or to any good to know point in time.

NOTE

This section describes only basic steps that you must take to restore the VM. To get a detailed description
of all settings of the restore process, see the Restoring Entire VMs Using Console section in the Veeam
Backup & Replication User Guide.

To restore one or several VMs from the backup:
1. Open the Home view.

2. Select the Backupsnodein the inventory pane. Expand the backup job in the working area, right-click the
necessary VM in the backup job and select Restore entire VM.
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3. At the Virtual Machines step of the wizard, select the VM in the list, click Point onthe right and select the
necessary restore point.

Entire VM Restore x

Yirtual Machines

| Select virtual machines to be restored, You can add individual virtual machines from backup files, or containers from live environment (containers will
% be automatically expanded into plain Wk list),

Q Type ina VM name for instant lookup

Festare Mode

Marne Size Restore point Add..
Secure Restore -
Cidcrmi 20GE  lessthan a day ago (T0:09 PM Sund... Paint
Reasan
Rermowe
Surnmary

< Previous Finish Cancel

4. At the Restore Mode step of the wizard, choose to restore the VM to its original location or to a new
location.
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5. [For VM restore to the original location] Select the Quick rollback check box if you want to use
incremental restore for the VM. Veeam Backup & Replication will query CBT to get data blocks that are
necessary to revert the VM to an earlier point in time, and will restore only these data blocks from the
backup. Incremental restore significantly reduces the restore time and has little impact on the production
environment.

Entire VM Restore x

Restore Mode
ml Specify whether selected Wiz should be restored back to the ariginal location, or to a new lacation orwith different settings,

Wirtual hachines () Restore to the original location
Quickly initiate the restore of selected Wh to its original location, with the original name and settings, This option

© Restore to a new location, or with different settings
Custamize the restored WM location, and change its settings, The wizard will automatically populate all controls with
the ariginal Wi settings as the defaults,

Huost
Resource Pool
Datastore Pick prowy to use
Folder

Tetuork

Secure Restore

Reasan

Surnpmary

Quick rallback (restore changed blocks anly)
Allos for quick Whi recovery in case of guest OS software problern, or user error, Do not use this option when
recovering from disaster caused by hardware or storage issue, or power loss,

< Previous Finish Cancel

6. If you have selected to restore the VM to another location, at the next steps of the wizard, define the
host, resource pool, datastore and folder to which the VM must be restored and specify to which networks
the VM must be connected.

7. If you want to scan VM data with antivirus software before restoring the VM to the production
environment, at the Secure Restore step of the wizard, specify secure restore settings.

You can instruct Veeam Backup & Replication to scan machine data with YARA rules before restoring the
machine to the production environment.
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For details on secure restore settings for this operation, see the Specify Secure Restore Settings section in
the Veeam Backup & Replication User Guide.

Entire VM Restore x

Secure Restore

| Scan the selected backup for malware, such as computer viruses or ransormvare, priorto performing the restore, This requires a compatible antivirus
| ¢I installed on the mount server specified for the corresponding backup repositary,

Wirtual Machines Caontent scan

B can restare point with your existing antivirus software Change..,
Restore Mode ) . )
B Scanthe restore point with the following VAR rule:

Host Select 3 VAR rule to use >

Copy WARA rules location to clipboard
Resource Pool

Scan options:

Datastore If ralware is found
© Proceed with recovery but disable network adapters
Folder () Abort W recovery
Metwark [] Continue scanning all remaining files after the first occurrence

Secure Restore
Reasan

Surnpmary

< Previous Cancel

8. At the Reason step of the wizard, specify the reason for restoring the VM.

Entire VM Restore x

Reason

EI Il Type in the reason for performing this restore operation, This information will be logged in the restore sessions history for later reference,

Virtual Machings Restare reason:

Restoring a failed served
Restare Mode

Host

Resource Pool
Datastore
Folder
Metiork
Secure Restore
Reasan

Surnpmary

) Do not show me this page again

< Pravious Cancel
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9. At the Summary step of the wizard, select the Power on target VM after restoring check box if necessary.

10. Click Finish.

Performing Restore of VMware Cloud Director VMs

The VMware Cloud Director VM restore is practically the same as a regular VM restore. You can restore separate
VMs to vApps, as well as VM data.

For restore, Veeam Backup & Replication uses VM metadata saved to a backup file and restores specific VM
attributes. As a result, you get a fully-functioning VM in VMware Cloud Director, do not need to import the
restored VM to VMware Cloud Director and adjust the settings manually.

Backed up objects can be restored to the same VMware Cloud Director hierarchy or to a different Cloud Director
environment. For restore or Cloud Director objects from the cloud repository, the following options are
supported:

e  Full restore for vApps and VMs
e Restore of VM disks

e Restore of VM files

e Guest OS file-level restore for VMs (Microsoft Windows FS only. Multi-OS restore is not supported.)

Restoring VM Files

You can restore specific VM files from the backup: VMDK, VMX and others (for VMware VMs) and VHD/VHDX,
XML and others for Microsoft Hyper-V VMs. This scenario can be used, for example, if one of your VM files is
missing or is corrupted and you need to bring it back.

VM files can be recovered to the latest state or to any good to know point in time. You can restore them to the
original location or to a new location.

NOTE

This section describes only basic steps that you must take to restore VM files. To get a detailed description
of all settings of the restore process, see the Restoring VM Files section in the Veeam Backup & Replication
User Guide.

To restore VM files:
1. Open the Home view.

2. Select the Backupsnodein the inventory pane. Expand the backup job in the working area, right-click the
necessary VM in the backup job and select Restore VM files.
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3. At the Restore Point step of the wizard, select the necessary restore point.

Wirtual Machine Files Restore

Virtual Marhine Restore point

. Select the restore point to restare WA frorm,
Restore point

Destination
R Wh name: crm@1
8ason
Wha sizer 20,0 GB
Surntnany

HPusailable restore points:

Created

(31 less than a day ago (10:09 PM Sunday 10/26/20...

Original host: weenterl 1.techdocal

Type Backup
Full Backup lob 1
| < Previous | | Mext » | Finish

Cancel

4. At the Destination step of the wizard, select the server to which you want to restore the VM files.

5. Specify a path to a folder on the selected host where VM files must be restored, for examp le:

C:\backup\restored.
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6. Inthe VM files to restore section, select a check box next to the necessary VM files.

Wirtual Machine Files Restore x

Virtusl Maching Destination

. Choose server and folder where WA files should be restored, and pick files to restore,
Restore point

Destination
Server:
Reason )
prgtuesxi.tech.local v | Details
Surnmary Path to folder:
Cihbackuphrestored Browse..,
Wh files to restore:
Mame Size
errm0vrne 2.60 KB Select Al
cemdl rvram 848 KB @ Clear Al
cermndT_1wrndk 5296
crm01_1-flatwmdk 20,0 6B

| < Previous || Mext = | Finish

7. At the Reason step of the wizard, specify the reason for future reference and click Next.

8. At the Summary step of the wizard, click Finish torestore the VM files.

Restoring VM Disks

You can restore virtual hard disks of VMware VMs from the backup. The restored disks can be attached to the
original VM (for example, if you need to replace a corrupted disk) or mapped to any other VM.

NOTE

This section describes only basic steps that you must take to restore virtual disks of a VM. To get a detailed

description of all settings of the restore process, see the Restoring Virtual Disks section in the Veeam
Backup & Replication User Guide.

To restore virtual hard disks:

1. Open the Home view.

2. Select the Backupsnodein the inventory pane. Expand the backup job in the working area, right-click the
necessary VM in the backup job and select Restore virtual disks.
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3. At the Restore Point step of the wizard, select the necessary restore point.

‘irtual Disk Restore x

Virtual Marhine Restore point

Restore point Select the desired restore paint,

Disk Mapping

Whl name: crm® Original host: weenterl1.techdocal
Secure Restore

Wha sizer 20,0 GB

Reason
Fesailable restore points:
Surnrmary
Created Type Backup
(31 less than a day ago (10:09 PM Sunday 10/26/20..  Full Backup lob 1

| < Previous || Mext = | Finish

4. At the Disk Mapping step of the wizard, click Browse and select the VM to which the restored hard disks
must be attached.

5. Select check boxes next to the virtual hard disks that you want to restore.

6. To change the disk format, select the required option from the Restore disks list: same as on the original
VM, force thin or force thick.

7. Select the VM disk in the list and click Change. Inthe Virtual Disk Properties section, select a datastore
where the restored hard disk must be located and select a virtual device node.

o If you want to replace an existing virtual disk, select an occupied virtual node.

o If you want to attach the restored disk to the VM as a new drive, select a node that is not yet
occupied.
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8. [For hard disk restore to the original location and with original format] Select the Quick rollback check box
if you want to use incremental restore for the VM disk. Veeam Backup & Replication will query CBT to get
data blocks that are necessary to revert the VM disk to an earlier point in time, and will restore only these
data blocks from the backup. Incremental restore significantly reduces the restore time and has little
impact on the production environment.

Virtual Disk Restore %
Wirtual Machine Disk Mapping
Resiarapali Map wirtual disks from backup to wirtual device nodes on target Wi,
Disk Mapping
Wirtual rnachine narme:
Secure Restore
crmQl Choose..,
Hezcen Disk mapping:
Surntnarny Yirtual disk Yirtual Device Node Datastore
crm01_1wmdk SCE o prabovesx03-ds 0l Change..,

Restored disk type:

Same as source ~

CQuick rollback (restare changed blocks only)

Allowws for quick WA recovery in case of guest OF software problern, or user errar, Do not use this option when
recovering from disaster caused by hardware or storage issue, or power loss,

Fick prozy to use.

| < Previous || et = | Finizh

9. If you want to scan VM disk data with antivirus software before restoring VM disks to the production
environment, at the Secure Restore step of the wizard, specify secure restore settings.

You can instruct Veeam Backup & Replication to scan machine data with YARA rules before restoring the
machine to the production environment.
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For details on secure restore settings for this operation, see the Specify Secure Restore Settings section in
the Veeam Backup & Replication User Guide.

Virtual Disk Restore X

Virtual Machine Secure Restore

Resiarapali Scan the selected backup for rmalaware prior to performing the restore,

Disk Mapping

Content scan
Secure Restore

R Scan the backup content with wour antivirus softuare prior to performing a recovery Change..,
2ason

Scan the backup with the following YARA rule:
Surntnarny

Select a WARL rule to use ~

Copy WORA rules location to cliphoard

Sean options

The disk you are about to restore will be scanned by antivirus software installed on the mount sereer to prevent the
tisk of bringing rmalaware into wour environment

If ralware is detected:

® Proceed with recovery but do not attach infected disks to the target Wi
Abort disk recovery

Scan the entire image

Continue scanning all remaining files after the first occurrence,

| < Previous || et = Finizh

10. At the Reason step of the wizard, specify the reason for future reference.
11. At the Summary step of the wizard, select the Power on target VM after restoring check box if necessary.

12. Click Finish.

Restoring VM Guest OS Files

You can restore individual Microsoft Windows guest OS files from backups of Microsoft Windows VMs.

During file-level recovery, Veeam Backup & Replication does not extract the VM image from the backup file.
Virtual disks files from the backup are published directly into the Veeam backup server file system with the help
of Veeam's proprietary driver. After VM disks are mounted, you can use the Veeam Backup Browser or Microsoft
Windows Explorer to copy necessary files and folders to the local machine drive, savethem in a network shared
folder or point any applications to restored files and work with them as usual.

NOTE

This section describes only basic steps that you must take to restore VM guest OS files. To get a detailed
description of all settings of the restore process, see the Guest OS File Restore section in the Veeam
Backup & Replication User Guide.

To restore VM guest OS files of a Microsoft Windows VM from the backup:

1. Open the Home view.
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2. Select the Backupsnodein the inventory pane. Expand the backup job in the working area, right-click the
necessary VM in the backup job and select Restore guest files > Microsoft Windows.

3. At the Restore Point step of the wizard, select the necessary restore point.

File Level Restore x
Restare point Restore point
Select the restore point to restore guest O3 files fram,
Reason
Surmnmary
Whl name: 12 Original host: weenterd tech.local
Wh size:  20.0GB Fount server: Automatic selection (indows)

HAusailable restore points:
Created Type Backup

(91 lessthan a day ago (10:09 PM Sunday 1072620, Full Backup lob 1

< Previous Browsse

4. At the Reason step of the wizard, specify the reason for future reference.

5. Click Nextand then click Browse tofinish working with the File Level Restore wizard. Veeam Backup &

Replication will mount VM disks from the backup to the backup server file system, and display the Veeam
Backup Browser.

6. Inthe Veeam Backup Browser, Veeam Backup & Replication will display the file system tree of the VM.
Right-click the necessary file or folder and select the necessary option.

o To restore a file or folder to its original location on the original VM:

= Select Restore > Qverwriteif you want to overwrite the original file or folder on the VM guest
0S with the file or folder restored from the backup.

= Select Restore > Keep if you want to save a file or folder restored from the backup next to the
original file or folder. Veeam Backup & Replication will add the
_RESTORED YYYYMMDD HHMMSS postfix to the original file or folder name and save the
restored file or folder in the same location where the original file or folder resides.

o To restore a file or folder to another VM in the Veeam backup infrastructure:

= Select Restore to > QOverwriteif you want to overwrite the file or folder on the VM guest OS with

the file or folder restored from the backup in case the file or folder with the same name resides
on the target VM.
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= Select Restore to > Keep if you want to save a file or folder restored from the backup next to the
file or folder on the VM guest OS in case the file or folder with the same name resides on the
target VM. Veeam Backup & Replication will add the _RESTORED_YYYYMMDD HHMMSS postfix

to the original file or folder name and save the restored file or folder in the specified location.

If you select one of this options, select the target VM and target path for the restored file or folder,
and click OK.

o To restore to the original location only those files or folders that have changed on the original VM
since the restore point for the backup was created, select Compare > Compare. Then right-click the
file or folder and select one of the following options:

= Select Restore changed only > Overwrite if you want to overwrite the original file or folder on
the VM guest OS with the file or folder restored from the backup.

= Select Restore changed only > Keep if you want to save a file or folder restored from the backup
next to the original file or folder. Veeam Backup & Replication will add the

_RESTORED_ YYYYMMDD_HHMMSS postfix to the original file or folder name and save the
restored file or folder in the same location where the original file or folder resides.

o To savea file or folder on the local machine or in a network shared folder, select Copy to, specify a
path to the destination location and click OK.

To learn more, see the Finalize Restore section in the Veeam Backup & Replication User Guide.

17.11.2025) - Bac

Home File (]
N~ B R =
Restare Restare Copy Cornpare with Sho Compare
to v to Froduction Changes Only Attributes
Actian Compare
A4 |_—|‘:| sl Type in an ohject name to search for O\
o= O
> System Volume Information Mame Type Size Creation date Modified date Item State
> W invoices 2021 Folder 60020251459 26.00.2005 14:59
2022 Folder 08.05.2021 10:34 08.05.2021 10:34
“T* Restore >
E?" Restore to >
||§| Copyto...
& Compare >
— Explorer...
=l Properties...
1 ohject selected

Restoring Application Items

You can use Veeam Explorers to restore application items from backups created in the cloud repository.
Veeam Backup & Replication lets you restore items of the following applications:

e Microsoft Active Directory
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e Microsoft Exchange

e Microsoft SharePoint

e Microsoft SQL Server

e Microsoft OneDrive for Business
e Microsoft Teams

e Oracle

e PostgreSQL

For backups in the cloud repository created by backup jobs with guest processing options enabled, the
procedure of application-item restore does not differ from the regular one. To perform application-item restore,
do either of the following:

e Open the Home view, in the inventory pane select Backups > Cloud. Inthe working area, select the
necessary machine and click Application Items > <Application> on the ribbon.

e Open the Home view, in the inventory pane select Backups > Cloud. Inthe working area, right-click the
necessary machine and select Restore applicationitems > <Application>.

Then follow instructions in the procedure for the required application. For details, see the Application Item
Restore section in the Veeam Backup & Replication User Guide.

The list of available datarecovery operations differs depending on what Veeam Explorer you use. To learn more,
see the Veeam Explorers Overview section in the Veeam Backup & Replication User Guide.

= Home Backup veeam Intelligence =, @
+ N 2 fud N
Instant Entire  Virtual Festare  Export  Publish Restare Spplication Mave Copy Export Sean Create Remove Properties
Recovery WM Disks Volumes  Disks Disks Guest Files tems Backup  Backip  Backup  Backup  RecoveryToken  from
Restare Bctions Properties
Home
Type in an object name to search for O
S 6 Jobs
v Bk Backups Job Name 4 Creation Time Restore Points  Repository Platform
) ] > =4 Fileserver Backup 04112025 12:00 Cloud Vol 01 Yhdware
> Bl Replicas v =4 Server Backup 0411205 1643 Cloud Val 01 Windows
=2
> [ Last2dHours B snl2techilocal 07.11.2025 1547 4 Windows
5 =h ServersBack [ |t recovery., 25 12:30 Claud Yol 01 Yhtware
> Windows Sel [ g | 251248 Claud Vol 01 Windows
A Restore wirtual disks >

2 Restore volumes...
2 Export content as virtual disks...

2, Publish disks...

0 Restore guestfiles...
4 Restore application items 3| B Microsaft Active Directary objects..
fm\ Horme Move backup... [, Microsoft Exchange mailbo iterns...
Copy backup. E. Microsoft SharePaint content..
[ tmventery . Export backup.. B Microsoft SOL Server databases.
Sean backup. &y Microsoft OneDrive far Business files...

—= Backup Infrastructure B Microsoft Tearns files..

Create recovery token...
Create recovery media,., S5 Oracle databases...

—
C) History % Remove from >

[= Properties

1 backup selected

Restoring Volumes from Veeam Agent Backups

You can use Veeam Backup & Replication to restore a specific computer volume or all volumes from a volume -
level backup created with Veeam Agent for Microsoft Windows.
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A volume can be restored to its original location or a new location. If you restore the volume to its original
location, Veeam Backup & Replication overwrites data on the original volume. If you restore the volume to a
new location, and the target disk contains any data, Veeam Backup & Replication overwrites data in the target
location with data retrieved from the backup.

NOTE

To restore volumes from a Veeam Agent backup:

1. Open the Home view.

This section describes only basic steps that you must take to restore volumes from a Veeam Agent backup.
To get a detailed description of all settings of the volume restore process, see the Restoring Volumes
section in the Veeam Backup & Replication User Guide.

2. Select the Backupsnodein the inventory pane. Expand the Agents nodein the working area, right-click
the necessary Veeam Agent backup and select Volume restore.

3. At the Restore Point step of the wizard, select the necessary restore point.

Waolurne Restore

Backup
Restore point
Disk Mapping
Secure Restore
Reason

Surnrnary

Restore point

Select the desired restore point

Cornputer name: srv12.tech.local

Data size: 57.2GB

Hsailable restore points:

Created

E:'- less than a day ago (15:47 patek 07.11.2025)
E:'- 1 day ago (2:05 Ehertek 06,11,2025)
E:'- 2 days ago (2:0d stfeda 05,11.2045)
E:'. 2 days ago (1544 dtery (04.11,2025)

Type Backup
Increrment Server Backup
Increment Server Backup
Increrment Server Backup
Full Server Backup
| < Previous || Mext » | Finish

Cancel

4. At the Disk Mapping step of the wizard, select what volumes you want to restore and map volumes from
the backup to volumes on the target computer:

a. Click Choose nextto the Destination hosts field and select the target machine where you want to
restore volumes. You can restore volumes only to machines that are added to the Veeam Backup &
Replication inventory and run Veeam Agent for Microsoft Windows operating in the managed mode.
To learn more, see the Creating Protection Groups section in the Veeam Backup & Replication User

Guide.
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b. In the Disk mapping section, select check boxes next to volumes that you want to restore from the
backup. By default, Veeam Backup & Replication restores volumes to their initial location and maps
the restored volumes automatically. If the initial location is unavailable, Veeam Backup & Replication
offers to map volumes manually. You can also map volumes manually, for example, if you want to
map the restored volume to another computer disk. To do this, at the bottom of the window click the
Customize disk mapping link.

c. Inthe Disk Mapping window, specify how volumes must be restored. To do this, right-click the target
disk on the left and select the necessary disk layout:

= Apply Backup Layout — select this option if you want to apply to disk the settings that were
used on your computer at the moment when you performed backup.

= Apply Disk Layout — select this option if you want to apply to the current disk settings of
another disk.

= Erase — select this option if you want to discard the current disk settings.

Alternatively, you can right-click unallocated disk space in the disk area on the right and select what
volume from the backup you want to place on this computer disk.

If you want to change disk layout configured by Veeam Backup & Replication, right-click an
automatically mapped volume and select Remove. You will be able to use the released space for
mapping volumes in your own order.

Waolurne Restare x
g Dizk Mapping x
1 fdap volurmes frorm the backup to available disks, Vou can manage disk layout, volurmes or unallocated space by right-clicking the

corresponding object and selecting a required operation from the shortcut menu, [fyou don't see some of wour disks, you may need to load a
L driver for your hardware RAID contraller,
4 Disks:
4 = Disk 0

90 GE [C:]
q Basic 100 MEB 89,9 GB NTFS
Healthy (EFI partition) Healthy (Boot, Primary Partition, PageFile)
B E:zisting volume Restored volume B Unallocated
B Extended volurme B Unknown partition Extended wolurme free space | OK | | Cance| |

< Previous | | MNext > | Finish
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5. At the Disk Mapping step of the wizard, you can set the necessary size for the restored volumes. To do
this, right-click the volume in the Disk Mapping window and select Resize. Inthe Volume Resize window,
select the volume size unit and specify the desired size for the restored volume.

‘alume Restare x
g Disk Mapping x
i tap wolumes from the backup to available disks, You can manage disk layout, wolumes or unallocated space by right-clicking the

corresponding object and selecting a requited oneration from the shortrut rer funy don't see sorme of your disks, you may need to load a
d driveer forwour hardware BAID controller, Wew Valurne Yolurme Resize »
4 Disks:
! = Disk 0 Size in: kB ~
o0 GB )
q Beste 100 ME Current volurne size: 71662
Healthy (EFI partition) -
Mammum volure 71663
size:
M|n|mum wolurre 3123
size:
Desired wolurne size: | 51000 v oA
':i:' You cannot shrink a volurme beyond the
paintwhere any unmovable blocks are
located
QK | | Cancel
B Existing volume Restored volume B Unallocated
W Extended volurme Bl Unknown partition Extended volume free space | 0K | | Cancel |

| < Previous || Mext = | Finish

6. If you want to scanrestored volume data with antivirus software before restoring volumes to the
production environment, at the Secure Restore step of the wizard, specify secure restore settings.

o To use antivirus software as a scan engine, select the Scan the restore point with an antivirus engine
check box. For more information on antivirus scan, see Secure Restore.

o You can instruct Veeam Backup & Replication to scan machine data with YARA rules before restoring
the machine to the production environment. For a YARA rule to appearin the drop-down list, it must
be placed in the YaraRules folderin the Veeam Backup & Replication product folder. The default
pathis C:\Program Files\Veeam\Backup and Replication\Backup\YaraRules. For more
information on how to create a YARA rule, see YARA Documentation.

TIP

To copy the path to the folder with YARA rules, click Copy YARA rules location to clipboard.
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o Select the Continue scanning all remaining files after the first occurrence (Scan the entire image - for

version Veeam Backup & Replication 12.1 (build 12.1.0.2131) or later) check box if you want to
continue the virtual disk scan after a virus threat is detected. For information on how to view results
of the malware scan, see the Viewing Antivirus Scan Results section in the Veeam Backup &

Replication User Guide.

Walurne Restore X
Virtual Machine Secure Restore

FemEraEa: Scan the selected backup for malware prior to performing the restore,

Drisk Mapping

Content
Secure Restore entent sean
R Scan the backup content with wour antivirus softuware prior to performing a recovery Change...
sa500
Scan the backup with the following YRS rule:
Surninarny
Select a YARA rule to use v

Copy YORA rules location to clipboard

Scan options

The disk you are about to restore will be scanned by antivirus software installed on the mount sercer to prevent the
tisk of bringing rmalaware into wour environment

If malware is detected:

® Proceed with recovery
Abhort disk recovery

Scan the entire image

Continue scanning all remaining files after the first occurrence,

| < Previous || [Next = | Finish

7. At the Reason step of the wizard, enter a reason for restoring computer volumes.

8. At the Summary step of the wizard, click Finish.

Exporting Disks from Veeam Agent Backups

You can export computer disks included in volume-level Veeam Agent backups as virtual disks. The resulting
virtual disks can be attached to a virtual machine. Thus, you canrecover subtenant data that was originally
stored on a physical device to the virtual environment.

NOTE

This section describes only basic steps that you must take to export disks contained in a Veeam Agent
backup. To get a detailed description of all settings of the export process, see the Exporting Disks section
in the Veeam Agent for Microsoft Windows User Guide.

To export disks included in a Veeam Agent backup:

1. Open the Home view.
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2. Select the Backupsnodein the inventory pane. Expand the Agents nodein the working area, right-click
the necessary Veeam Agent backup and select Export content as virtual disks.

3. At the Restore Point step of the wizard, select the necessary restore point.

Export Disks x

Backup Restore point

Resiaramali Select the restore point to export disks fram,

Disks

Target Computer narne: sry12.tech.local

Data size: 57,9 GB
Serure Restore

Fusailable restore points:

Reason
Created Type
Summary E- less than a day ago (2:03 sobota 08.11,2025) Full
E:'- less than a day ago (15:47 patek 07,11.2045) Increment
E:'- 2 days ago (2105 Shertek 06,17,2025) Increment
E:'- 3 days ago (2:0M stfeda 05.11,2025) Increment
E:'- 3 days ago (1844 Gtery 04,11,2025) Full

< Previous | | Mext > Finish
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4. At the Disks step of the wizard, select check boxes next to the disks that you want to export.

Export Disks x

Backup Disks

Restore point Select one or more disks to export

Disks

Target Disk name Size

Serure Restore Wl 90 Ge Select &l
Reason @ Clear &ll
Surnrnary

| < Previous || Mext > | Finish

5. At the Target step of the wizard, select the destination for disk export and format in which you want to
save the resulting virtual disk:

a. From the Server list, select a server on which the resulting virtual disks must be saved. If you plan to
save the disks in the VMDK format on a datastore, select an ESXi host to which this datastore is
connected.

b. In the Pathto folder field, specify a folder on the server or datastore where the virtual disks must be
placed.

c. Select the export format for disks:

= VMDK — select this option if you want to save the resulting virtual disk in the VMware VMDK
format.

= VHD — select this option if you want to save the resulting virtual disk in the Microsoft Hyper-V
VHD format.

= VHDX — select this option if you want to save the resulting virtual disk in the Microsoft Hyper-V
VHDX format (supported by Microsoft Windows Server 2012 and later).

d. [For export of a VMDK disk to an ESXi host] Click the Pick proxy to use link to select backup proxies
over which backup data must be transported to the target datastore.
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e. [For export of a VMDK disk to an ESXi host] From the Disk Type drop-down list, select how the
resulting disk must be saved: in the thin provisioned or thick provisioned format.

Export Disks %

Backup Target

\ Specify the destination server and folder, and a wirtual disk format to export disk content to.
Restare point
Diisks

Server:
Target

prgtuesx 01 tech.local v

SRR Path to folder:

Reason [pratares: 0-ds01] ABC Carmpary e
Surnrnary Export format:
(®) YMDK

This wirtual disk type is used by Whbaare products such as Whtware Workstation or Wikvbaare wSphere, Maximum
WADK disk size is 62 TB.

Pick proxy to use..

YHD

This wirtual disk type is used by Microsoft products such as Microsoft Hyper- or Microsoft &zure, Maximum
WHD disk size is 2 TB,

YHDX

This wirtual disk type is used by more recent versions of Microsoft products such as Microsoft Hyper-W,
Mlaxirmurm WHDG disk size is 64 TB,

Disk type: | Thick {lazy zeroed)

< Previous || Mext = Finizh
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6. If you want to scanrestored disk data with antivirus software before exporting disks, at the Secure
Restore step of the wizard, specify secure restore settings.

Export Disks %

Backup Secure Restore

Resiarapali Scan the selected backup for rmalaare prior to performing the restore,

Disks

Content scan
Target

bl Scanthe backup content with Weeam Threat Hunter prior to performing a recove
Serure Restore . P P P g v

Ressan Scan the backup with the following YARA rule:
Select a VARA rule to use ~

Surnrna
v Copy WORA rules location to cliphoard

Sean options

The disk wou are about to restore will be scanned by antivirus softoware installed on the mount server to prevent the
tisk of bringing rmalaware into wour environment,

If ralware is detected:

® Proceed with recovery
Abort disk recovery

Scan the entire image

Continue scanning all remaining files after the first occurrence,

| < Previous || Mext = Finizh

7. At the Reason step of the wizard, specify the reason for future reference.

8. At the Summary step of the wizard, click Finish.

Restoring Guest OS Files from Veeam Agent Backups

You can restore individual Microsoft Windows guest OS files from backups of machines created with Veeam
Agent for Microsoft Windows.

File-level restore from Veeam Agent backups is performed in the same way as for VM backups. Veeam Backup &
Replication publishes computer disks from the backup directly into the Veeam backup server file system. After
disks are mounted, you can use the Veeam Backup Browser or Microsoft Windows Explorer to copy necessary
files and folders to the local machine drive, save them in a network shared folder or point any application to
restored files and work with them as usual.

NOTE

This section describes only basic steps that you must take to restore guest OS files from a Veeam Agent
backup. To get a detailed description of all settings of the restore process, see the Recovering Guest 0OS
Files Using Console section in the Veeam Backup & Replication User Guide.

To restore Microsoft Windows guest OS files from a Veeam Agent backup:

1. Open the Home view.
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2. Click the Backups > Cloud nodein the inventory pane and do either of the following:

o If you want to restore files from a backup created with a standalone version of Veeam Agent, expand
the Agents nodein the working area, right-click the necessary backup and select Restore guest files >

Microsoft Windows.

o If you want to restore files from a backup created with Veeam Agent managed by Veeam Backup &
Replication, expand the Veeam Agent backup job in the working area, right-click the necessary

machine in the job and select Restore guest files > Microsoft Windows.

3. At the Restore Point step of the wizard, select the necessary restore point.

File Lewel Restare

Computer narner srel2dech.local
Diata size: 57,9168

Auwsailable restore points:

Created

E:'- less than a day ago (2:03 sobota 08.11,2025)
E:'- less than a day ago (15:47 patek 07.11,2025)
= 2 days ago (2:05 Ebertek 06.17.2025)
= 3 days ago (2:04 stfeda 05.11.2025)

= 3 days ago (1544 dtery (4.17,2025)

Restare point Restore point

Select the restore point to restore guest O files fram,
Reason
Surnmmary

Fount sercers Automatic selection QVindowws)

Type

Full
Increment
Increrment

Incrernent

Full

Backup

Server Backup
Server Backup
Server Backup
Server Backup

Server Backup

< Previous Browse

Cancel

4. At the Reason step of the wizard, specify the reason for future reference.

5. Click Nextand then click Browse tofinish working with the File Level Restore wizard. Veeam Backup &
Replication will mount Veeam Agent machine disks from the backup to the backup server file system and

display the Veeam Backup Browser.

6. Inthe Veeam Backup Browser, Veeam Backup & Replication will display the file system tree of the backed-
up machine. Right-click the necessary file or folder and select one of the following options:

o To restore a file or folder to its original location on the Veeam Agent machine:

= Select Restore > Overwriteif you want to overwrite the original file or folder on the backed-up
machine file system with the file or folder restored from the backup.

= Select Restore > Keep if you want to save a file or folder restored from the backup next to the

original file or folder. Veeam Backup & Replication will add the

_RESTORED_ YYYYMMDD_HHMMSS postfix to the original file or folder name and save the
restored file or folder in the same location where the original file or folder resides.
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o To restore to the original location only those files or folders that have changed on the original VM

since the restore point for the backup was created, select Compare > Compare. Then right-click the
file or folder and select one of the following options:

= Select Restore changed only > Overwrite if you want to overwrite the original file or folder on
the backed-up machine file system with the file or folder restored from the backup.

= Select Restore changed only > Keep if you want to save a file or folder restored from the backup
next to the original file or folder. Veeam Backup & Replication will add the
_RESTORED YYYYMMDD _HHMMSS postfix to the original file or folder name and save the
restored file or folder in the same location where the original file or folder resides.

o To savea file or folder on the local machine or in a network shared folder, select Copy to, specify a
path to the destination location and click OK.

tek 06.11.202

Home File (7]
T~ B el ==
Restare Restore Copy Compare with Shaw Compare
hd to v to Production Changes Only Attributes
Action Compare
A E': stil2tech.local Type inan abject nare to search for O\
Vo= O
> Fystern Wolume Information Mame Type Size Creation date Modified date Item State
<7 || UaE 20 Falder 260020551450 26.00.2025 1450
> 20 2021 Folder 08.05.2021 10:34 08.05.2021 10:34
> 204 T Restore >
[I" Restore to >
|E| Copy to.,
&y Compare >
— Explorer.,
= Propetties...
1 object selected

To learn more, see the Finalize Recovery section in the Veeam Backup & Replication User Guide.

7. [For restore to the original location] If you restore a file or folder from a backup created with a standalone
version of Veeam Agent, Veeam Backup & Replication will prompt you to specify an account to connect to
the Veeam Agent machine. Inthe Credentials window, select a user account that has administrative
permissions on the target machine. If you have not set up credentials beforehand, click the Manage
accounts link or click Add on the right to add credentials. For more information, see the Credentials
Manager section in the Veeam Backup & Replication User Guide.

If you restore a file or folder from a backup created with Veeam Agent managed by Veeam Backup &
Replication, Veeam Backup & Replication will connect to the Veeam Agent machine using credentials of
the account specified for the machine in the protection group settings.

8. Click OK to restore selected files and folders.

Publishing Disks

You can publish disks to get the backup contents of one or more disks instead of all disks in a backup.
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NOTE

This section describes only basic steps that you must take to publish disks. To get a detailed description of
all settings of the disk publishing process, see the Publishing Disks section in the Veeam Backup &
Replication User Guide.

In Veeam Cloud Connect, disk publishing is supported for the following types of backups in cloud repositories.
e Backups of VMware vSphere VMs created by Veeam Backup & Replication
e Backups of Microsoft Hyper-V VMs created by Veeam Backup & Replication
e Backups of Microsoft Windows machines created by Veeam Agent for Microsoft Windows

This operation is not supported for VM replicas and backups of Linux, Mac or Unix machines.

In Veeam Cloud Connect, disk publishing operation for backups in the cloud repository is similar to disk
publishing within regular backup repositories. To learn more about disk publishing in the regular Veeam Backup
& Replication environment, see the Disk Publishing (Data Integration API) section in the Veeam Backup &
Replication User Guide.

To publish disks, complete the following steps:
1. Open the Home view.

2. Select the Backups nodein the inventory pane. Expand the necessary backup in the working area, select a
backup whose disks you want to publish and click Publish Disks onthe ribbon.

Alternatively, you can right-click the backup and select Publish disks.
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3. At the Restore Point step of the wizard, select the necessary restore point.

Publish Disks

Machine
Restore point
Diisks

Target
Reason

Surmnrmary

Restore point

Select a restore point to publish disks fram,

Whl name: crm®
Wi sizer 2000 GB
HPsailable restore points:

Created

(31 less than a day ago (10:09 PM Sunday 10/26/20...

Original host: weenterl1.techdocal

Type Backup
Full Backup lob 1
| < Previous | | Mext » | Finish

Cancel

4. At the Disks step of the wizard, select check boxes next to the disks that you want to publish.

o For VM backups, you can see Disk name and Size.
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o For Veeam Agent backups, Volumes are displayed as well as Disk name and Size.

Publish Disks x

Machine Disks

Restore point Select one or more disks to publish,

Drisks

Target Disk name Size Yolumes

REmdtt crm1_1-flatwrndk 20.0GB Select Al
Surmmary (=] Clear il

| < Previous || et = | Finizh

5. At the Target step of the wizard, select a server to which the disk content will be published. You can
select one of the following types of servers:

o A server added to the backup infrastructure.

o A temporary server. In this case, select Specify a different host from the drop-down list. In the Target
Server window, specify a server name or IP and credentials to the server.
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o The original server if you publish disks from a backup created by Veeam Agent for Microsoft Windows.
In this case, select Original serverfrom the drop-down list.

If prompted, specify credentials of the user account to connect to.

Publish Disks x

Machine Target

Resiara el Select a target server to mount disks to,

Disks
Target server
Target
srvtddtech local (Backup server) w | Add,,
Reason
Surnmmary

| < Previous || Mext = | Finish

6. At the Reason step of the wizard, enter a reason for publishing disks for future reference.

TIP

If you do not want to show this step of the wizard, select the Do not show me this page again check
box. If you further will want to return this page, follow the instructions described in this Veeam KB
article.

7. At the Summary step of the wizard, review the configured settings and click Finish.

What You Do Next

The disk content will become availablein the c:\veeamFLR\ folder on the target server. For disks of Microsoft
Windows machines, the disk content is availablein the read-only state. You can perform the necessary
operations with the published disk data, for example, find specific documents, copy files or perform antivirus
scan of the backed-up data.

When you are finished, you can stop the disk publish session.

For details, see the Managing Published Disks section in the Veeam Backup & Replication Guide.
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Exporting Backups

You can export datarelated to a specific restore point in the backup and save it to a standalone full backup
(VBK) file. A standalone full backup is not associated with the existing backup chain and subsequent incremental
backups. You can use a standalone full backup as anindependent restore point for data recovery.

You can export data to a standalone full backup from VM backups and Veeam Agent backups created in a cloud
repository. When you export a backup that resides in a cloud repository, the resulting VBK file is saved to the
same cloud repository. The backup is saved in a separate subfolder of the folder that contains tenant backups.

After you export a restore point to a full backup, the resulting full backup becomes availablein the tenant
Veeam backup console. The tenant can perform the same operations with the standalone full backup as with a
regular backup created in a cloud repository.

NOTE

This section describes only basic steps that you must take to export a restore point to a full backup file. To
get a detailed description of all settings of the export process, see the Exporting Backups section in the
Veeam Backup & Replication User Guide.

To export a restore point to a full backup file:
1. Open the Home view.

2. Select the Backupsnodein the inventory pane. Expand the backup job in the working area, right-click the
necessary VM or Veeam Agent computer in the backup job and select Export backup.

3. At the Restore Point step of the wizard, click Point and select the necessary restore point.

Export Backup x

Restore Paint Restore Point

Restore Paints x

Lusailable restore points for crmdT:
Job Type

~ =4 Backup Job 1 - wm-1408 (ABC Campary Cl..
[31 less than a day ago {10:09 PM Sunday 10.. Full

| oK | | Cancel |
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4. If you want to specify the retention policy for the exported backup, select the Delete exported backup file
automatically check box and select the desired time period from the drop-down list. After the specified
time period expires, Veeam Backup & Replication will automatically delete the exported backup from the

cloud repository.

5. At the Reason step of the wizard, specify the reason for future reference.

6. At the Summary step of the wizard, click Finish.
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Managing Backups

You can perform the following operations with backups created with backup and backup copy jobs on the cloud
repository:

e View properties

e Delete from disk

Viewing Properties

You can view summary information about created backups. The summary information provides the following
data: availablerestore points, date of restore points creation, data size and backup size. For VM backupsand

backups created by Veeam Agent in the managed mode, Veeam Backup & Replication also displays compression
and deduplication ratios.

NOTE

If you enabled data encryption in the backup job settings, and the size of backup files in the Backup Size
column is larger than the size of the original datain the Original Size column, this can mean that your SP
configured the cloud repository using Dell Data Domain. Contact the SP, ask him to check the repository
settings and clear the Decompress backup data blocks before storing check box.

To view summary information for backups:
1. Open the Home view.
2. Inthe inventory pane, click Cloud under the Backups node.
3. Do either of the following:

o To view summary information for a VM backup, in the working area, right-click the necessary backup
job and select Properties.

o To view summary information for an entire backup related to a Veeam Agent backup job configured in

Veeam Backup & Replication (parent backup), in the working area, right-click the necessary backup
job and select Properties.

o To view summary information for a backup related to a specific machine in a Veeam Agent backup job

configured in Veeam Backup & Replication (child backup), in the working area, expand the necessary
backup job, right-click the machine and select Properties.

o To view summary information for a backup created by Veeam Agent operating in the standalone

mode, in the working area, right-click the necessary backup under the Agentsnode and select
Properties.
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For VM backups and parent backups created by Veeam Agent in the managed mode, summary information looks
in the following way:

Backup Properties Backup lob 1 (ABC Company Cloud Repository) x
Type in an object name to search for O\ |§| Copy path @< Malaware Showe issues anly
Mame Original Size File Name Data Size Backup Size Data Reduction Date
51 crmi 20,0 GB =5 wrn-1404,80c802025-10-26T214818.., 20.0GB 1.58 MB 38 1072
Total size: 2000 GE Backup size: 1.58 MB  Restore points: 1

For backups created by Veeam Agent in the standalone mode and child backups created by Veeam Agent in the
managed mode, summary information looks in the following way:

Agent Backup Properties Server Backup - srel2.tech.local x
Object: Repository:
srel12tech.local Cloud Vol 0
et Folder:

Weearmndgentl serdYad2542-1b8f-2b99-832f-effdcl  srl2tech.local

Files:
MName Data Size Backup Size  Date
=41 Zerver Backup - srel2.tech.localD2025-17-08T020... 20,0 GE 2,60ME  08.171,2025 2:03:M
=% Server Backup - srelZtech.localD2025-11-07T154.., 4,03 MEB 2,08ME 07172025 154719
=% Server Backup - snl2tech localD2025-11-06T020... 3,03 B 2,00ME  06.11.2025 2:05:09
=% Serwer Backup - srvl2.tech lacalD2025-11-05T020... 4,03 MB 2,00ME  0511.2025 2:04:40
=51 Zerwer Backup - snel2.tech. localD2025-17-04T184... 90,0168 LTTMEB 04112025 18:4d:27

Backup size: 11,5 ME
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Deleting from Disk

You can use the Delete from disk operation if you want to delete records about backups from the Veeam Backup
& Replication console and database and, additionally, delete actual backup files from the cloud repository.

Do not delete backup files from the cloud repository manually. Use the Delete from disk option instead. If you
delete backup files manually, subsequent backup job sessions will be failing.

To remove backup files from the cloud repository:
1. Open the Home view.

2. Inthe inventory pane, click Cloud under the Backups node.

3. Inthe working area, right-click the necessary backup job (or necessary Veeam Agent backup under the
Agents node), clik Remove from and select Disk.

vVeeam Intelligence =, @

= Home Backup

E

Fermove  Properties
from

Backup

Home

> (5 Jobs
v [k Backups Job Name 4 Creation Time Restore Points  Repository

Type in an object name to search far  Q

Platform

.
&5 Cloud wv =4 Backup Job 1 10/26/2025 S48 P ABC Carnpany Cloud Repositol Whiware
P pany pository
Replicas = 3 Remove from > Jab
F1 cmot 1 Yihhware
=2 .
> B3 Last24Hours =4 Fileserver Back (=] Properties =5 Disk ABC Campany Cloud Repository Yhware

() Home
[ Inventory
E% Backup Infrastructure

b
L) History

1 backup selected
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Copying Backups from Cloud Repositories

You can manually copy backup files from the cloud repository to any host or server in your backup
infrastructure.

Before you begin the copying operation, make sure that the target host or server is added to the backup
infrastructure.

To copy backup files:
1. Open the Filesview.
2. Inthe inventory pane, expand the file tree of the cloud repository under the Service Providers node.
3. Right-click backup files that you want to copy and select Copy.
4. Inthe inventory pane, expand the file tree of the target server or host.
5. Right-click a destination folder and select Paste.

You can also use a drag-n-drop operation to copy backup files from the cloud repository.

NOTE

You cannot copy backup files from a cloud repository that uses a scale-out backup repository as a back end.
To learn more, see Scale-Out Backup Repositories Used as Cloud Repositories.

= Home File veearn Intelligence =, @
Copy  FPaste Fenzrne  Delets Open  Edit  Properties
Clipboard File Edit.
Files Mame 4 Type Size  Modified
[ Whhware vSphere @Y wm-1404_1E35Fwbm  wbm 105KE  10/26/2025 10...
=
> [By ventertzchlocal @Y wm-1404.80c8D202... Open BMB  10/26/2025 10..
N [ Microsoft Windows -
> snatddtech local
2 =l Copy
B Service Providers
s B 1722426114 O Delete
“/ [0 ABC Company Cloud Repasitary Fename
/1 Backup Job 1 Properties
> Fileserver Backup B Add to File Copylob >

{13} Home

[ mwentory

[EE Backup Infrsstructure

Files

o
5) History

1 object selected
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Using Cloud Hosts

After you have set up the Veeam Cloud Connect infrastructure, you can proceed to performing data protection
and disaster recovery tasks using the cloud host provided to you by the SP.

You can perform the following tasks targeted at the cloud host:
e Create areplication job
e Create a CDP policy for VMware vSphere
e Create a universal CDP policy
e Perform failover:
o Full site failover
o Partial site failover
e Perform failback
e Perform data restore:
o VM guest OS files restore (Microsoft Windows file system only. Multi-OS restore is not supported.)

This operation is supported for both snapshot-based replicas and CDP replicas. In previous versions of
Veeam Backup & Replication, this operation was supported only for snapshot-based replicas.

o Application items restore
This operation is supported for snapshot-based replicas only.

VM replicas created on the cloud host are displayed under the Replicas nodein the inventory pane of the Home
view along with regular VM replicas. To identify the replica type, consider the following:

e For snapshot-based replicas registered on the cloud host, Veeam Backup & Replication displaysthe Cloud
value in the Type column of the working area.
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e For CDP replicas registered on the cloud host, Veeam Backup & Replication displays the CDPvalue in the
Type column of the working area.

x
veeam Intelligence =5 @)

= Home =)
+ (5 na g = a N
Backup  Replication cop Backup SureBackup Restore  Failover Import Export Security &
Job Job v Policy Copy Job ~ Plan Backup  Backup  Compliance
Primary Jabs Secondary Jobs Restars Actions
Home Type in an object name to search far QL
S (5 lobs
> [ Backups Name 4 Job Name T 5. Creation Time R.. Original Loc... Replica Location Platform
v Replicas 51 filesra03 HVT Replication to Cloud  Cloud  Ready  11/1#2085 1011, 2 weenterQltechdo..  smi2ltechlocalCDP..  Yhare
=
Bo Ready 71 filesredd HV¥Z Replication to Cloud  Cloud Ready  11/18/2025 1011, 2 veenterQltechdon,  snl2ltechloca\COP.. Whhiare
-
2 [ Last2dHours 51 websn03... Universal COPto Cloud  CDP Ready  11/19/2025 805 AM 3 websrvOtechlocal  snvi2ltechlocalCOP..  Server
(91 websr0d, Universal COP to Cloud cop Reachy  11/19/2025 05 aM 3 websre0dtech.local  sn121techlocal\CDP.., Server
(51 winsrdd..  Universal COP Policy cop Ready  11/19/2025 2004M 14 winsri2techlocal  veenterOl.tech.ocalpr..  Server

(1] Home

[ mwentory
[BL Backup infrostructure

ey
D) Histary

5 replicas
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Creating Replication Jobs

In Veeam Backup & Replication, replication is a job-driven process. To create VM replicas, you must configure a
replication job. The replication job defines how, where and when to replicate VM data. One job can be used to
process one VM or several VMs.

NOTE

This section describes only basic steps that you must take to create a replication job targeted at the cloud
host. To get a detailed description of all replication job settings, see the Creating Replication Jobs section
in the Veeam Backup & Replication User Guide.

To create a replication job:

1. On the Home tab, click Replication Job and select Virtual machine > VMware vSphere or Virtual machine >
Microsoft Hyper-V.

2. At the Name step of the wizard, specify a name and description for the replication job.
3. If you want to use advanced settings for the job:
o Select the Replica seeding check box to enable the Seeding step in the wizard.

o Select the Network remapping check box to enable the Network step in the wizard. Veeam Backup &
Replication does not currently support automatic connection of a Linux-based VM replica to the
network on the cloud host. You must use the Network step of the wizard to manually select source
and target networks for such replicas.
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o Veeam Backup & Replication does not support re-IP rules for VM replicas on the cloud host. Do not
select the Replica re-IP check box for the replication job targeted at the cloud host. If you select the
Replica re-IP option, this option will be disabled when you select the cloud host at the Destination
step of the wizard.

Mewi Replication Job x

Narne Name

Virtual Marhines Specify the narme and description for this policy, and provide information on ywour DR site,

Destination
Marme:
MNetwrork T
ompany Servers Replication

ABC Company 5 Replicat
Juth Seittinge Description:
Data Transfer lob for ABC Cornpary servers replication to the cloud
Seeding
Guest Processing Shiow advanced contrals:
Schedule Replica seeding (For low bandwidth DR sites)
< Metwark rermapping (for DR sites with different virtual networks)

urnmany

|:| Replica re-IP (for DR sites with different [P addressing scherme)

[ High priority
Backup infrastructure resources are offered to high priority jobs first, Use this option for jobs sensitive to the start
tirme, or jobs with strict RPO requirernents,
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4. At the Virtual Machines step of the wizard, click Add and select VMs and VM containers that you want to
replicate. To quickly find the necessary object, use the search field at the bottom of the Add Objects

window.
Mews Replication lab x
Narne Vir| Select Wirtual Machines x
A i Sele and wirtual disks frorm replication,
Yirtual Machines —
Selectwirtual machines: % ml & @
Dz ~ Hosts and Clusters
Metwrork N4 ~ Elil wienterdl.tech.local
~ Prague +) &dd...
Job Settings 3 CI
> pd ctwresxJatech.local Rrernove
s Theree > pdcturesx07 tech.local
Seeding > prgtuvesx0ltech.local
. > prgtuesx02.tech.local Felusions..
Guest Processing
W prgbuvesx03tech.local G]_ Sources,.
Schedule S (D Services
Surnmary w (%) Ternporary !
P
G crmdl
Drovivr
3 Recalculate
| * '  Typeinan object name to search for O\ |
Total size:
. Ewverythin
yning | 01 || Cancel | 0B
Falder
&l Cluster | % Presious || Mewxt » | Finish
E Host
(2 Resource poal

o owhpp

(7 Wirtual machine

5. If you want to specify the source from which VM data must be read, click Sources and select one of the
following options:

o From production storage. Inthis case, Veeam Backup & Replication will retrieve VM data from the
production storage connected to the source virtualization host.

o From backup files. Inthis case, Veeam Backup & Replication will read VM data from a backup chain
already existing in the regular backup repository or cloud repository.

6. If you want to exclude VMs from the VM container or replicate only specific VM disks, click Exclusions and
specify what objects you want to exclude.

7. If you want to define the order in which the replication job must process VMs, select a VM or VM container
added to the job and use the Up and Down buttons on the right to move the VM or VM container up or
down in the list.
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8. At the Destination step of the wizard, in the Host or cluster section, click Choose and select Cloud host.
Then select the cloud host allocated to you by the SP:

o If the SP allocated to you replication resources on a VMware vSphere or Microsoft Hyper-V host,
select the cloud host provided to you through a hardware plan.

Mewr Replication Job

Marne

Virtual Machines
Destination
Metweark

Joh Settings
Data Transfer
Seeding

Guest Processing
Schedule

Surmmary

Whi

fior

[atd

Pick

Select Host x

Select host: &
A Service Providers

w0 172,24.26.114 (ABC Campany)
WhAwrare Silkver
Of ~  Type in an object narme to search for O\ |
| (818 | | Cancel |
| < Previous || Mext = |

Finish

Choose..,

Choose..,
Choose,.,

Choose..,

Cancel

o If the SP allocated to you replication resources in VMware Cloud Director, select the cloud host
provided to you through an organization VDC.

NOTE

After you select an organization VDC, the name of the Host or cluster section will change to

Organization VDC.
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MWew Replication Job x

Marne Def SelectHost ®
Virtual Machines Spe e
Select host: =
Eesination ~ Service Providers
Hos
i o 13tech.local hiz al dministrat
Joh Settings stvldtechulocal (TechComparyOrghadministrator) Choose..,
Techis OrgDC
Data Transfer - TiCemper O
Res
Guest Processing Choose..,
for
Schedule
Whd
SR Choose...
faor
Datd
Choose,.,
Pick]
Cf ~  Typein an object name to search for Q\ |
| [a]8 | | Cancel |

| < Previous | | Mext » | Finish

Note that after the replication job is performed for the first time, you will not be able to change the target
host for the job.
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9. At the Destination step of the wizard, select storage resources allocated to you by the SP:

o [For a VMware replication job] If you want to specify a datastore on which to store VM replicas, in the
Datastore section, click Choose and select the necessary datastore.

Mew Replication Job x

Name Destination

Virtual Machinas Specify uhere replicas should be created in the DR site,

Destination
Huost or cluster
GBI Whlwware Silver Choose..
Job Settings
Datastore:
Drata Transfer Cloud Replicas [300 GB free] Choose,.,
far selected wirtual disks
Seeding

Guest Processing
Schedule

Surnrnary

£ Previous | | Mext = Finish
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o [For a Hyper-V replication job] If you want to specify a path to the storage on which to store VM
replicas, in the Path section, click Choose and select the necessary storage.

Mew Replication Job

Narme Destination

Wirtual Machines Specify where replicas should be created in the DR site,

Destination
Host or cluster
Mt Hyper- Bronze
Job Settings
Data Transfer Path:
Seeding Cloud Replicas [300 GB free]

Guest Processing
Schedule

Surnrnary

Choose..,

Choose..,

| < Previous ||

Nest> | Finish

o [For areplication job targeted at VMware Cloud Director] If you want to specify a vApp or storage

policy for VM replicas, do the following:

i. Inthe vApp section, click Choose and select the necessary vApp.

Note that you must not use the same vApp as a target for both a snapshot-based replication job

and a CDP policy.
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ii. Inthe Storage policy section, click Choose and select the necessary storage policy.

Mewr Replication Job b

Name Destination

Virtual Machinas Specify where replicas should be created in the DR site,

Destination
Organization WD C:
Metwerk TechCompanyQrgDio Choose..,
Job Settings
whpp:
Data Transfer Cloud Connect 22 (Default) Chaoase...
fior selected replicas
Seeding

Storage policy:
*(rnd [193 GB free] Choaose...,

Seheelule for selected wirtual disks

Guest Processing

Surnrmary

| < Previous | | Mext = | Finish

10. At the Network step of the wizard, in the Network mapping section, click Add and select the production
network to which VMs in the job are connected and network on the cloud host to which VM replicas must
be connected. Repeat this step for every network to which Linux VM replicas must be connected —
automatic network mapping for non-Windows VMs is not currently supported in Veeam Cloud Connect
Replication.

Specifying network mapping settings may be also required, for example, if the cloud host has fewer
networks than the number of networks in the production infrastructure. To learn more, see Network
Mapping for Cloud Replicas.

TIP

Because Veeam Cloud Connect Replication does not support automatic network mapping for non-
Windows VMs, during the job performance, in the list of operations for such VMs included in the job,
Veeam Backup & Replication will display a warning that no static IP addresses are detected for the
VM. If in fact the VM has a static IP address and network mapping settings are specified for the VM,
this warning can be ignored.

You can instruct Veeam Backup & Replication to suppressthe warning. To remove the warning from

the job session statistics, on the tenant Veeam backup server, create the registry value
HKEY LOCAL MACHINE\SOFTWARE\Veeam\Veeam Backup and

Replication\CloudReplicaNoStaticIpSDetectedWarning = 0 (DWORD) and restart
Veeam Backup Service.
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NOTE

[For a replication job targeted at VMware Cloud Director] You cannot map a production network to
an isolated vApp network in VMware Cloud Director.
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Mewv Replication lab x

Marme Network

Virtual Machines Specify how virtual networks map to each other betweeen production and DR sites,

Diestination
Netwrark Source network Target network

+) Add..
Job Settings C

Edit...
Diata Transfer
Metwark Mapping x Flermove
Seeding
Buest Processing Source network: Wk Netawork Browse..
Srhedule Target netweark:  Whiweare Silver netweark 1 Browrse,.,
Surnrnary
0K | | Cancel

| < Previous || Mext = | Finish

11. At the Job Settings step of the wizard, from the Repository for replica metadata list, select a regular
backup repository that is configured in your backup infrastructure. Veeam Backup & Replication will store
in the selected backup repository metadata for VM replicas — checksums of read data blocks required to
streamline incremental runs of the replication job.
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Mewy Replication Job %

Narne Job Settings
Wirtual Machines EE:;;?Hiz:cakduvir:iizsji;ir};elstic:;e;‘ifi?;hj::;rce site to host metadata in, replica suffiz and retention palicy, and
Destination

Repository for replica metadata:
Network | Default Backup Repository (Created by Weearn Backup) A
Job Settings B 35.9GE free of 89.1 GB

Data Transfer Replica settings

Seeding Replica narme suffix: _replica

Guest P i .
Hest Frocessing Restore points to keep: | 7 VoA

Schedule

Surntnarny

f_-; Advvanced job settings..,

| < Previous || et = | Finizh

12. In the Replica name suffix field, enter a suffix for the name of VM replicas. To register a VM replica on the

target host in the SP site, Veeam Backup & Replication appends the specified suffix to the name of the
source VMs.

13. In the Restore points to keep field, specify the number of restore points that should be maintained by the
replication job. If this number is exceeded, the earliest restore point will be deleted.

14. At the Data Transfer step of the wizard, select backup infrastructure components that must be used for
the replication process and choose a path for VM data transfer:

o Click Choose nextto the Source proxy field to select a source backup proxy for the job. You can
choose automatic backup proxy selection or assign the source backup proxy explicitly.

You cannot specify a target backup proxy for the replication job targeted at the cloud host. During the
replication job run, Veeam Backup & Replication will automatically select the target backup proxy
configured by the SP in the SP Veeam Backup & Replication infrastructure.

o To transport VM datadirectly through one or more backup proxies to the cloud host, select Direct.
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o To transport VM data through WAN accelerators, select Through built-in WAN accelerators. Inthe
Source WAN accelerator field, select the WAN accelerator that you have configured on your side.

Meww Replication Job X

Marne Data Transfer

Virtual Machines Choose howe Wk data should be transferred to the target site,

Destination

When replicating between rernote sites, we highly recormmended that you deploy at least one backup prosy
Network server locally in both sites to allow for direct access to storage,
Job Settings Source proxy:

Autornatic selection Choose..,

Data Transfer

Target prowg
Seeding Service provider's prowy Choose..,
Guest Processing Direct
Srhedule Best for local and off-site replication over fast links,

®  Through built-in ¥WAM accelerators

Best for off-site replication ower slow links due to significant bandwidth savings,

Surntnarny
Source WAN accelerator:
srvl2 (ABC Company WAN Accelerator) w

Target Wil accelerator

Service Provider's WA Accelerator (feailable) w

| < Previous || MNext = | Finish

15. At the Seeding step of the wizard, configure replica seeding and mapping for the replication job.

o In the Initial seeding section, select the Get seed from the following backup repository check box.
From the list of backup repositories, select the regular backup repository or cloud repository where
the seed (the full backup) resides. When you start the replication job, Veeam Backup & Replication
will attempt to restore all VMs added to the job from the seed that you have specified. If a VM is not
found in the seed, the VM will be skipped from replication.
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o In the Replica mapping section, select the Map replicas to existing VMs check box, select a production

VM from the list, click Editand choose an existing VM replica. Replica mapping will reduce the
amount of VM data transferred over the network during the first session of the replication job.

Mewv Replicatian lab »

Narme Seeding

Virtual Machines Specify the backup repository with backup files of production Whs, The backup repositony must be located in the DR

site,
Destination
Network Initial seeding
Job Settings Get seed from the following backup repositony:

Default Backup Repository (Created by Weearm Backup) v

R B 35.0GE free of 82,1 GB

Seeding
Replica mapping

Guest Processing
Map replica to existing Whis

Schedule Original YM Replica ¥M

Surnrnary 1 crmdl ha mapping Edit...
Rernove
Detect

If wou already have replicas in the target site, replication job can reuse therm, This way, only differences will be
transferred over WAN by the first job run,

< Previous | | Mext = Finish
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16. At the Guest Processing step of the wizard, select the Enable application-aware processing check box to
create transactionally consistent VM replicas. With application-aware processing enabled, Veeam Backup
& Replication can detect network settings of replicated VMs in the most efficient way and use the
detected settings for configuring network extension appliances. To learn more, see Network Mapping for
Cloud Replicas.

Mewy Replication Job %

Narne Guest Processing

Wirtual Marhines Choose guest 0% processing options available for running YWhis,

Destination
bl Enable application-aware processin
Netwrark H PP p . 3 . . . )
Detects and prepares applications for consistent backup, performs transaction logs processing, and configures
Job Settings the 0% to perform required application restore steps upon first boot,

Application handling options for individual machines

[ata Transfer . .
Guest interaction proxy:

Seeding Autormatic selection Choose..,
Guest Processing Guest 0% credentials:

& techisusan.rjames {tech\susan.rjames, last edited: less than a day ago) v | Add.,
Schedule

Manage accounts

Surnmmary
O Guest OF credentials for individual machines

Q\g Werify network connectivity and credentials

| < Previous || et = | Finizh

17. Click Add nextto the Credentials listand specify credentials for a user account with local administrator
privileges on the VM guest OS. By default, Veeam Backup & Replication uses the same credentials for all
VMs added to the job. If some VM requires a different user account, click Guest OS credentials for
individual machines and enter custom credentials for the necessary VM.

18. Click Application handling options for individual machines, select the necessary VM and click Edit. On the
General tab, in the Ap plications section, specify the VSS behavior scenario:

o Select Require successful processing if you want Veeam Backup & Replication to stop the backup
process if any VSS errors occur.

o Select Try application processing, but ignore failures if you want to continue the backup process even
if VSS errors occur. This option is recommended to guarantee completion of the job. The created
backup image will not be transactionally consistent, but crash consistent.

o Select Disable application processing if you do not want to enable quiescence for the VM at all.

19. [For Microsoft SQL, Oracle and PostgreSQL VMs] Inthe VSS Settings section, specify how Veeam Backup &
Replication must handle transaction logs.

o Select Process transaction logs with this job if you want Veeam Backup & Replication to handle
transaction logs. If you enable this option, for Microsoft SQL and Oracle VMs Veeam Backup &
Replication will offer a choice of transaction log processing options on the SQL and Oracle tabs.
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o Select Perform copyonly if you use native application means or a third-party tool to process
transaction logs. Veeam Backup & Replication will create a copy-only backup for the selected VM. The
copy-only backup preserves a chain of full/differential backup files and transaction logs. To learn
more, see Microsoft documentation.

Mews Replication Job x
Processing Settings x

Narne
General SOL  Oracle  PostgreSQOL Bxclusions  Seripts

Wirtual Machines

Applications
Destination )
£pplicd Application-aware processing detects and prepares applications for consistent backup using x
Metwrork application-specific methods, and configures the Q% to perform required application restore )
Specif STERS upan first boot, configures
) pecif]
Job Settings ol @ Require successful processing (recommended)
je
Data Transfer Try application processing, but ignore failures
&t dd...
. o Dizable application processing
Seeding it Choose..,
VES Setti
Guest Process lnys ove |
Schedule Choose whether this job should process transaction logs upon successful backup, Logs 1 v Add..
pruning is supported for Microsoft Exchange, Microsoft 300 Server, and other applications Lounts
that support Microsoft W3S, 1
Surnmmary
@ Process transaction logs with this job (recormmended)
Perform copy only {lets another application use logs)
Persistent guest agent
By default, application-aware processing on Windows is performed by a non-persistent |
tuntirne process, Deploying a persistent agent removes security and port requirernents of the

runtirme process injection,

Use persistent quest agent

[0]:4 | | Cancel |
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20. At the Schedule step of the wizard, select the Run the job automatically check box and specify the
necessary scheduling settings for the job. If you do not select this check box, you will have to run the
replication job manually to create restore points for VM replicas in the cloud.

Mews Replication lab x

Narne Schedule

Virtual Machines Specify the job scheduling options, If you do not set the schedule, the job will need to be controlled manually,

Destination
Network Run the job autormatically
@ Daily at this time: 100 PR v A | | Eweryday w [ Days.,

Job Settings

Monthly at this tirme:  10:00 PR~ - Fourth v Saturday v Manths.,
Data Transfer

Periodically evens 1 v Hours v  Schedule...
Seeding

After this job: Backup Job 1 (Created by \Administrator at 1072672025 9:36 PM.) v
Guest Processing
Sehedule Autornatic retry

Ao Retry failed iterns processing: u tirnes

Wait before each retry attemptfor: | 10~ & | minutes

Backup window

[ Terminate the job outside of the allowed backup windou

Long running or accidentally started jobs will be terminated to prevent impact on your production infrastructure
during busy hours,

Wi ind o,

| < Previous || Mext = | Finish

21. At the Summary step of the wizard, select the Run the job when I click Finish check box if you want to
start the created job right after you complete working with the wizard.

22. Click Finish.
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Creating CDP Policies for VMware vSphere

To create CDP replicas, you must configure a CDP policy. The CDP policy defines which VMs to protect, where to
store replicas, how often to create short-term and long-term restore points, and so on. One CDP policy can
process one or multiple VMs.

NOTE

This section describes only basic steps that you must take to create a CDP policy for VMware vSphere
targeted at the cloud host. To get a detailed description of all CDP for VMware vSphere policy settings, see
the Creating CDP Policies section in the Veeam Backup & Replication User Guide.

To create a CDP policy:
1. Onthe Home tab, click CDP Policy and select VMware vSphere.
2. At the Name step of the wizard, specify a name and description for the CDP policy.
3. If you want to use advanced settings for the CDP policy:
o Select the Replica seeding check box to enable the Seeding step in the wizard.

o Select the Network remapping check box to enable the Network step in the wizard. Veeam Backup &
Replication does not currently support automatic connection of a Linux-based VM replica to the
network on the cloud host. You must use the Network step of the wizard to manually select source
and target networks for such replicas.

o Veeam Backup & Replication does not support re-IP rules for VM replicas on the cloud host. Do not
select the Replica re-IP check box for the CDP policy targeted at the cloud host. If you select the
Replica re-IP option, this option will be disabled when you select the cloud host at the Destination
step of the wizard.

Mew COP Policy x

| Name Name

Virtual Machines Specify the narme and description for this policy, and provide information onyour DR site,

Destination
Mame:

Metwark -

HFZ Company COP Policy
Szl Description:
Policy Settings Created by MAdrninistrator
Schedule
Guest Processing Showe advanced controls:
Surnmary Replica seeding (for low bandwidth DR sites)

Metwork rernapping (for DR sites with different virtual networks)

D Replica re-IP {for DR sites with different IP addressing scheme)
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4. At the Virtual Machines step of the wizard, click Add and select VMs and VM containers that you want to
replicate. To quickly find the necessary object, use the search field at the bottom of the Add Objects
window.

IMPORTANT
Consider the following:

e You can replicate only VMs that are turned on, the turned off VMs will be skipped from

processing.
e You cannot add to a CDP policy VMs that were already added to other CDP policies created on

the same backup server.

Mew COP Policy x
Nems Vi Select Virtual Machines x

f f Sele and wirtual disks from replication,
WYirtual Machines —

Select virtual machines: &= ml ¢R ¢,

Destination v Hosts and Clusters

Netwark Ma N % veenterdltech.local

A Frague +) Add...
Seeding 3 O
v esx(l.tech.local Rernove

Palicy Settings v (2 Backup

Gelhcdlullz [ filesre03

[ filesre05 Exclusions..,

Guest Processing
I filesr07

Surnrary
Up

Doy

3 Recalculate

| *  Type in an object narme to search for O\ |
¥ hi Total size:
wverythin
ehing | Ok || Cancel | a8
Folder
T E Cluster

| < Previous || Mesxt » | Firish

E Host

@

Resource poal

Lo wbpp

(1 Wirkual machine

5. If you want to exclude VMs from the VM container or replicate only specific VM disks, click Exclusions and
specify what objects you want to exclude.

6. If you want to define the order in which the CDP policy must process VMs, select a VM or VM container
added to the policy and use the Up and Down buttons on the right to move the VM or VM container up or

down in the list.
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7. At the Destination step of the wizard, in the Host or cluster section, click Choose and select Cloud host.
Then select the cloud host allocated to you by the SP:

o If the SP allocated to you replication resources on a VMware vSphere host, select the cloud host

provided to you through a hardware plan.

Mew COP Palicy

Marne

WVirtual Machines
Destination
Metwark
Seeding

Palicy Settings
Schedule

Guest Processing

Surmnrnary

De

Spe

Pick

b

Pick

Datg

Pick

x
Select Host x
Select host: 4]
A Service Providers
w0 snl P techlocal (OVZ Carmpany) Choose
CDP Silver
Choose..,
Choose..,
Choose..,
O v Typein an ohject name to search for O\ |
| Ok | | Cancel |

| % Previous || Mext » | Finish

o If the SP allocated to you replication resources in VMware Cloud Director, select the cloud host

provided to you through an organization VDC.

NOTE

After you select an organization VDC, the name of the Host or cluster section will change to
Organization VDC.
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Mews COP Policy xX
Narne Del Select Host x
Wirtual Machines spe .ﬂ'
Select host: [
Destination v Service Providers
Hos
Metwark > & srel2ltech.local O Company)
Choose..,
. w0 snl21tech local (O Dadministrator)
Seeding
Res of ¥YZOrghidc
Palicy Settings Choose..,
Pick
Schedule
Guest Processing i
Choose.,
Surmrmary Pick
[ratd
Choose..,
Pick
5 v Typeinan object name to search for O\ |
| oK | | Cancel |
| < Previous || Mext » | Finish

Note that after the CDP policy is performed for the first time, you will not be able to change the target
host for the CDP policy.
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8. At the Destination step of the wizard, select storage resources allocated to you by the SP:

o [For a CDP policy targeted at VMware vSphere] If you want to specify a datastore on which to store
VM replicas, in the Datastore section, click Choose and select the necessary datastore.

MNew CDP Policy x

N Destination

Virtual Machines Specify where replicas should be created in the DR site,

Destination
Host or cluster:
e CDP Silver Choose..
Seading
Datastore:
Paolicy Settings CDP Replicas [500 GB free] Chooge..
for selected wirtual disks
Schedule

Guest Processing

Surmmary

| < Previous || Mext = | Finish

o [For a CDP policy targeted at VMware Cloud Director] If you want to specify a vApp or storage policy
for VM replicas, do the following:

i. Inthe vApp section, click Choose and select the necessary vApp.

Note that you must not use the same vApp as a target for both a CDP policy and a snapshot-
based replication job.
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ii. Inthe Storage policy section, click Choose and select the necessary storage policy.

Mewr COP Palicy o

Narne Destination

Virtual Machines Specify where replicas should be created in the DR site,

Destination
Organization WDC:
Metwark WY ZOrghide Choose...
Seeding
whpp
Paolicy Settings Cloud Connect (Default) Choose.,

for selected replicas
Schedule

Storage policy:
Weearn COP Replication (Default) [300 GB free] Chooze..

for selected wirtual disks

Guest Processing

Surmnrmary

| < Previous || Mext = | Finish

9. At the Network step of the wizard, in the Network mapping section, click Add and select the production
network to which VMs added to the CDP policy are connected and network on the cloud host to which VM
replicas must be connected.

You must specify network mapping settings in the following cases:

o If you added Microsoft Windows VMs to the CDP policy and do not plan to enable application-aware
processing for these VMs at the Guest Processing step of the wizard.

o If you added Linux VMs to the CDP policy. Automatic network mapping for non-Windows VMs is not
currently supported in Veeam Cloud Connect Replication.

o If the cloud host has fewer networks than the number of networks in the production infrastructure.

Itis also recommended to specify network mapping settings if IPv6 communication is enabled in the
Veeam Cloud Connect infrastructure.

To learn more, see Network Mapping for Cloud Replicas.

NOTE

[For a CDP policy targeted at VMware Cloud Director] You cannot map a production network to an
isolated vApp network in VMware Cloud Director.
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TIP

Because Veeam Cloud Connect Replication does not support automatic network mapping for non-
Windows VMs, during the CDP policy performance, in the list of operations for such VMs in the CDP
policy, Veeam Backup & Replication will display a warning that no static IP addresses are detected
for the VM. If in fact the VM has a static IP address and network mapping settings are specified for
the VM, this warning can be ignored.

You can instruct Veeam Backup & Replication to suppress the warning. To remove the warning from
the CDP policy session statistics, on the tenant Veeam backup server, create the registry value
HKEY LOCAL MACHINE\SOFTWARE\Veeam\Veeam Backup and

Replication\CloudReplicaNoStaticIpSDetectedWarning = 0 (DWORD) and restart
Veeam Backup Service.

Mews COP Palicy o

Name MNetwork

Virtual Machines Specify how virtual networks map to each other between production and DR sites,

Destination
Meimaiz Source network Target network

+) Add,.
Seeding O

Edit...
Palicy Settings
MNetwark Mapping x =) Rernove
Schedule
Guest Pracessing Source network: W Network Browse..,
Surnrmary Target netuvork:  COP Silver network 1 Browvse...
Ok | | Cancel

| < Previous | | Mext = | Finish

10. At the Seeding step of the wizard, configure replica seeding and mapping for the CDP policy.

o In the Initial seeding section, select the Get seed from the following backup repository check box.

From the list of backup repositories, select the regular backup repository or cloud repository where
the seed (the full backup) resides. When you start the CDP policy, Veeam Backup & Replication will
attempt to restore all VMs added to the CDP policy from the seed that you have specified. If a VM is
not found in the seed, the VM will be skipped from replication.
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o In the Replica mapping section, select the Map replicas to existing VMs check box, select a production

VM from the list, click Editand choose an existing VM replica. Replica mapping will reduce the
amount of VM data transferred over the network during the first session of the CDP policy.

Keep in mind that only CDP replicas can be used for replica mapping.

Mew COP Policy x

MNarne Seeding

Specify the backup repository with backup files of production WMz, The backup repository must be located in the DR

Virtual Machines b
site,

Destination
Netwark Initial seeding
Sexdling Get seed from the following backup repositany:
Default Backup Repositony (Created by Veearn Backup) v
Palicy Settings

El 18.6GE free of 89.5 GB

Schedule
Replica mapping

Guest Processing
Mdap replica to existing Wis

Summary

Original Y Replica ¥M
E_‘D‘ filesre0S no mapping Edit...
E_[‘;, filesreOy no rapping ) Remove

Detect

If you already have replicas in the target site, replication job can reuse them, This way, only differences will be
transferred owver WAAN by the first job run,

| < Previous || Mext = | Finish

11. At the Policy Settings step of the wizard, click Choose nextto the Source proxy field to select a source
CDP proxy for the CDP policy. You can choose automatic proxy selection or assign the source proxy
explicitly.

You cannot specify a target proxy for the CDP policy targeted at the cloud host. During the CDP policy
run, Veeam Backup & Replication will automatically select the target CDP proxy configured by the SP in
the SP backup infrastructure.

12. To test whether CDP proxies available in the source backup infrastructure can handle replication, click
Verify whether currently available resource can handle CDP activity.

Veeam Backup & Replication will analyze available CPU on all source CDP proxies, the maximum disk write
speed during the last hour, and will calculate approximate requirements for CDP proxies. Inthe CDP
Infrastructure Assessment window, you will see the calculated values:

o The Proxy CPUrowsshow CPU cores available on all source proxies.

o The Proxy RAMrowsshow RAM required for CDP and, in parenthesis, RAM available on all source
proxies. If values in the parentheses and near the paranthesis are the same, you need to upgrade
proxies for which values coincide to provide more resources. For example, you can double up the
amount of RAM.
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o The Proxy Bandwidth rows show the maximum disk write speed during the last hour and, in
parenthesis, available bandwidth based on available cores of source or target proxies.

Meww COF Paolicy

Marne

Wirtual Machines
Destination
Metwrork
Seeding

Policy Settings
Schedule

Guest Processing

Surmnrmary

523 | VeeamCloud Connect | Administrator Guide | 13.0.1.180

COP Infrastructure Assessment

COP proxy requirements;

X

Mame

Required

‘Source Proxy CPU

1 wCPU (4 vCPU available)

Source Proxy RAM
Source Proxy Bandwidth

T WMB {6 GB available)
242 KB/s (800 MEB/s available )

Target Proxy CPU M/
Target Proxy RAM MN/A (N/A)
Target Proxy Bandwidth M/A (N A
Bandwidth requirements:

Wi Name Required
(I filesns05 163 KB/s
(filesrv07 79 KB/s

d custormize advanced

b proxy server locally in

Choase..,

Choose..,

Finish Cancel




13. In the Replica name suffix field, enter a suffix for the name of VM replicas. To register a VM replica on the
target host in the SP site, Veeam Backup & Replication appends the specified suffix to the name of the
source VMs.

Mew COP Policy x

Mame Policy Settings

Choose how Whi data should be transferred to the target site, specify replica name suffix and customize advanced

litalidach ey palicy settings if required.

Destination
Data transfer
Netwaork
Wehen replicating between sites, we highly recornrmend thatyou deploy at least one backup proxy server locally in
Seeding both sites to allow direct access to storage,

Palicy Settings Source proxy:

Autoratic selection LChoose..,
Schedule
Target proxy:
Guest Processing Service provider's proxy Choose..
Surnmary Werify whether currently available resource can handle COP activity

Replica settings

Replica name suffie: | _replica

Use advanced policy settings to set notification options

| < Previous || Mext = | Finish

14. At the Schedule step of the wizard, configure schedule and retention policy settings for the CDP policy:

a. In the Recovery Point Objective field, specify the necessary RPO in seconds or minutes, that is, how
often to create short-term restore points. The minimum RPO is 2 seconds, however it can be not
optimal if your CDP policy contains many VMs with high workload. The optimal RPO is not less than 15
seconds. The maximum RPO is 60 minutes.

During every specified period, Veeam Backup & Replication will prepare data for short-term restore
points for VM replicas and send this datato the target destination. Note that short-term restore
points are crash-consistent.

b. To instruct the CDP policy to display a warning or error if a newly created restore points are not
transferred to the target within the set RPO, click RPO Reporting. Then specify when the policy must
display error and warning. If you configured email notification settings, Veeam Backup & Replication
will mark the policy with the Warning or Errorstatus and will also send email notifications.

c. Inthe Short-term retention section, configure the short-term retention policy, that is, specify for how
long to store short-term restore points.

d. In the Long-term retention section, specify when to create long-term restore points and for how long
to store them.
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e. To specify time periods when Veeam Backup & Replication must create application-consistent and
crash-consistent long-term restore points, click Schedule, then click Crash-consistent or Application-
consistent and select the necessary time area. By default, Veeam Backup & Replication creates
application-consistent backups if you enable application-aware processing at the Guest Processing
step of the wizard. If you do not enable application-aware processing, Veeam Backup & Replication
will create crash-consistent long-term restore points.

Mew COP Policy x

Mame Schedule

Virtual Machines Specify policy scheduling and retention options,

Destination

Network Recovery Point Objective (RPO): 15w - Seconds v | Schedule..
RPO reparting...

Seeding - P g

Palicy Settings Short-terrm retention
Schedule Enable point-in-tirme recovery within: a v A Hours -

Defines how far back you can go from the latest state for a point-in-time recowvery, The bigger this interval is, the

B [PaEEssiig raare disk space is required on the target datastore to store the 170 journal,

Surnrna
& Long-term retention

Create additional restore points every: 8 ~ | hours Schedule..
Keep these restore points for 7 VoA days

Defines how granular and how far back you can roll your replica Wi state,

< Previous | | Mext = Finish
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15. At the Guest Processing step of the wizard, select the Enable application-aware processing check box to
create transactionally consistent VM replicas. With application-aware processing enabled, Veeam Backup
& Replication can detect network settings of replicated VMs in the most efficient way and use the

detected settings for configuring network extension appliances. To learn more, see Network Mapping for
Cloud Replicas.

Mew COP Policy x

Name Guest Processing

Virtual Machines Choose guest O3 processing options available for running YWhis,

Destination
Neturork Enable application-aware Fro.cessing . . . .

Detects and prepares applications for consistent backup, performs transaction logs processing, and configures
Seeding the 0% to perform required application restore steps upon first boot,

Application handling options for individual rmachines
Policy Settings . .

Guest interaction prosxy:
Schedule Autornatic selection LChoose..,
Guest Processing Guest OF credentials:
& techbilliam fox ftechbilliarm.fox, last edited: less than a day ago) v | Add.,

Summary

Manage accounts
O Guest 0% credentials for individual machines

Q% Werify network connectivity and credentials

| % Previous || Mext = Finizh

16. Click Add nextto the Credentials listand specify credentials for a user account with local administrator
privileges on the VM guest OS. By default, Veeam Backup & Replication uses the same credentials for all
VMs added to the CDP policy. If some VM requires a different user account, click Credentials and enter
custom credentials for the necessary VM.

17. Click Applications, select the necessary VM and click Edit. Onthe Generaltab, in the Applications section,
specify the VSS behavior scenario:

o Select Require successful processing if you want Veeam Backup & Replication to stop the backup
process if any VSS errors occur.

o Select Try application processing, but ignore failures if you want to continue the backup process even
if VSS errors occur. This option is recommended to guarantee completion of the CDP policy. The
created backup image will not be transactionally consistent, but crash consistent.

o Select Disable application processing if you do not want to enable quiescence for the VM at all.

18. [For Microsoft SQL and Oracle VMs] In the VSS Settings section, specify how Veeam Backup & Replication
must handle transaction logs.

o Select Process transaction logs with this job if you want Veeam Backup & Replication to handle
transaction logs. With this option enabled, Veeam Backup & Replication will offer a choice of
transaction log processing options on the SQL and Oracle tabs.
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o Select Perform copyonly if you use native application means or a third-party tool to process

transaction logs. Veeam Backup & Replication will create a copy-only backup for the selected VM. The
copy-only backup preserves a chain of full/differential backup files and transaction logs. To learn
more, see Microsoft documentation.

NOTE
CDP policies targeted at the cloud host do not support application-aware processing of PostgreSQL
VMs.
Mews COP Palicy x
Processing Settings x
MNarne
General  SOL Oracle  PostgreSOL Scripts
Virtual Machines
Applications
Destination )
Applicd Application-aware processing detects and prepares applications for consistent backup using x
Metwrark application-specific methods, and configures the 05 to perform required application restore )
Specif|  StEPs Upon first boot, configures
. pecif]
Seeding ® Require successful processing (recormmended)
Obije
Policy Setting Try application processing, butignore failures
R dd...
L Disable application processing
Schedule & it Choose,.,
WES Setti
Guest Process s S |
Sumrma Choose whether this job should process transaction logs upon successful backup, Logs i Add..
¥ pruning is supported for Microsoft Exchange, Microsoft SOL Server, and other applications Lounts
that support Microsoft W35, i
@ Process transaction logs with this job (recommended)
Performm copy only (lets another application use logs)
Persistent guest agent
By default, application-aware processing on Windowes is performed by a non-persistent ol
runtime process, Deploying a persistent agent rermoves security and port requirernents of the
runtime process injection,
Use persistent guest agent
| QK | | Cancel |
h

19. At the Summary step of the wizard, select the Enable the policy when | click Finish check box if you want
to start the created CDP policy right after you complete working with the wizard.

20. Click Finish.
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Creating Universal CDP Policies

To protect workloads with universal CDP, you must configure a CDP policy. The CDP policy defines which
workloads to protect, where to store replicas, how often create short-term and long-term restore points, and so

on. One CDP policy can process one or multiple workloads.

NOTE

To create a universal CDP policy:

1. On the Home tab, click CDP Policy and select Universal CDP.

This section describes only basic steps that you must take to create a universal CDP policy targeted at the
cloud host. To get a detailed description of all universal CDP policy settings, see the Creating Universal
CDP Policies section in the Veeam Backup & Replication User Guide.

2. At the Name step of the wizard, specify a name and description for the CDP policy.

3. If you want to use advanced settings for the CDP policy, select the Network remapping check box to

enable the Network step in the wizard.

Mew Universal COP Palicy

Marne
Machines
Destination
Metwark
Palicy Settings
Schedule

Surnrary

Name

Specify the name and description for this policy, and provide information about your DR site,

Mame:

CDP to Cloud

Description:

Created by M\Administrator

Showe advanced controls:

Metwark rernapping (for DR sites with different virtual networks)

< Prewious Finish

Cancel

4. At the Machines step of the wizard, click Add and select workloads or protection groups that contain
workloads you want to replicate. To quickly find the necessary object, use the search field at the bottom

of the Select Objects window.
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IMPORTANT

Consider the following:

e You can replicate only workloads that are turned on, the turned off workloads will be skipped

from processing.

e You cannot add to a universal CDP policy workloads that were already added to other

universal CDP policies created on the same backup server.

Mews Universal COP Palicy x
Narme Ma Select Objects x
f Sele cific machines and disks from
Machines | e
rep Select objects: =t
Destination P
A4 Physical infrastructure
Policy Settings Na > CDP Protection Group
A Wieh Servers Add..,
Schedule @
[2= websre03.techlocal R
= Emove
Surnrmary [2= websrdtechlocal
Exclusions..,
Up
Doy
HC ~ Typein an object name ta search for O\ |
| oK I | Cancel |
| < Prewvious | | Mext » |

If you want to exclude workloads from the CDP policy, click Exclusions and specify what objects you want

to exclude.

If you want to define the order in which the CDP policy must process workloads or protection groups,
select a workload or protection group added to the policy and use the Up and Down buttons on the right

to move the object up or down in the list.
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7. At the Destination step of the wizard, in the Host or cluster section, click Choose and select Cloud host.
Then select the cloud host allocated to you by the SP:

o If the SP allocated to you replication resources on a VMware vSphere host, select the cloud host
provided to you through a hardware plan.

Mews Universal COP Policy x
Marne Dey Select Host x
Machines Spe .f'='
Select host: [ )
Destination v Service Providers
Hos
Metwork w0 snl P techlocal (OVZ Carmpany) h
oo3e,.,
CDP Silver
Paolicy Settings
Res
Schedule Choose..,
Pick
Surmmary
1A
Choose..,
Pick
Datg
Choose..,
Pick
8~ Typeinan ohject name to search for O\ |
| Ok | | Cancel |

| % Previous | | Mext » | Finish

o If the SP allocated to you replication resources in VMware Cloud Director, select the cloud host
provided to you through an organization VDC.

NOTE

After you select an organization VDC, the name of the Host or cluster section will change to
Organization VDC.
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Mew Universal COP Policy xX
Narne Del Select Host x
f Spe
Machines
Select host: 6
Destination v Service Providers
Hos
Metwark > & srel2ltech.local O Company)
Choose..,
. . w0 sne2tech.local (Y Dvadministrator)
Palicy Settings
Res of ¥YZOrghidc
Schedule Choose..,
Pick
Surmnrnary
Wh
Choose.,
Pick
[ratd
Choose..,
Pick
5 v Typeinan object name to search for O\ |
| oK | | Cancel |
| < Previous || Mext » | Finish

Note that after the CDP policy is performed for the first time, you will not be able to change the target
host for the CDP policy.
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8. At the Destination step of the wizard, select storage resources allocated to you by the SP:

o [For a CDP policy targeted at VMware vSphere] If you want to specify a datastore on which to store
VM replicas, in the Datastore section, click Choose and select the necessary datastore.

Mew Universal COP Policy x

N Destination

Machines Specify where replicas should be created in the DR site,
Destination
Host or cluster:
Policy Settings COP Sikver Choose...
Schedule
Datastore:
Surmmary CDP Replicas [500 GB free] Choosze...

for selected wirtual disks

| < Previous || Mext = | Finish

o [For a CDP policy targeted at VMware Cloud Director] If you want to specify a vApp or storage policy
for VM replicas, do the following:

i. Inthe vApp section, click Choose and select the necessary vApp.

Note that you must not use the same vApp as a target for both a CDP policy and a snapshot-
based replication job.
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ii. Inthe Storage policy section, click Choose and select the necessary storage policy.

Meswr Universal COP Palicy o
N Destination

Machines Specify where replicas should be created in the DR site,

Destination

Organization WDC:
Metwark WY ZOrghide Choose...
Policy Settings
Y ? whpp
Schedule Cloud Connect (Default) Choose.,

for selected replicas
Surmnrnary

Storage policy:
Weearn COP Replication (Default) [300 GB free] Chooze..

for selected wirtual disks

| < Previous || Mext = | Finish

9. At the Network step of the wizard, click Network and select the network on the cloud host to which CDP
replicas must be connected.

NOTE

[For a CDP policy targeted at VMware Cloud Director] You cannot map a production network to an
isolated vApp network in VMware Cloud Director.
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Mews Universal COP Policy x

Narne Network
Machines Specify how virtual networks map to each other between production and DR sites,
Destination
Network Name Target Network
i i +) Ldd..,
Py Seibiings ?;l Other rnachines CDP Silver netuvork 1 O A
Rermuowe
Schedule
(H) Metwork..,
Surnrary

| < Prewious | | Mext = | Finish

10. At the Policy Settings step of the wizard, click Choose nextto the Source proxy field to select a source
CDP proxy for the CDP policy. You can choose automatic proxy selection or assign the source proxy
explicitly.

You cannot specify a target proxy for the CDP policy targeted at the cloud host. During the CDP policy
run, Veeam Backup & Replication will automatically select the target CDP proxy configured by the SP in
the SP backup infrastructure.
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11. In the Replica name suffix field, enter a suffix for the name of CDP replicas. To register a CDP replica on
the target host in the SP site, Veeam Backup & Replication appends the specified suffix to the name of the
source workload.

Mew Universal COP Palicy x
e Policy Settings
f Choose howe machine data should be transferred to the target site, specify the replica name suffix, and customize
Machines - P )
advanced policy settings if required,
Destination
Network Data transfer
Wehen replicating between sites, we highly recornrmend thatyou deploy at least one backup proxy server locally in
Policy Settings bath sites to allow direct access to storage.
Schedule SOUFCe proxyt
Autoratic selection LChoose..,
Summary
Target proxy:
Service provider's proxy Choose..,

Replica settings

Replica name suffi: | _replica

Use advanced policy settings to configure notification aptions

| < Previous || Mext = | Finish

12. At the Schedule step of the wizard, configure schedule and retention policy settings for the CDP policy:

a. In the Recovery Point Objective field, specify the necessary RPO in seconds or minutes, that is, how
often to create short-term restore points. The minimum RPO is 2 seconds, however it can be not
optimal if your CDP policy contains many machines with high workload. The optimal RPO is not less
than 15 seconds. The maximum RPO is 60 minutes.

During every specified period, Veeam Backup & Replication will prepare data for short-term restore
points for CDP replicas and send this data to the target destination. Note that short-term restore
points are crash-consistent.

b. To instruct the CDP policy to display a warning or error if a newly created restore points are not
transferred to the target within the set RPO, click RPO reporting. Then specify when the policy must
display error and warning. If you configured email notification settings, Veeam Backup & Replication
will mark the policy with the Warning or Errorstatus and will also send email notifications.

c. In the Short-term retention section, configure the short-term retention policy, that is, specify for how
long to store short-term restore points.

d. In the Long-term retention section, specify when to create long-term restore points and for how long
to store them.
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e. To specify time periods when Veeam Backup & Replication must create application-consistent and
crash-consistent long-term restore points, click Schedule, then click Crash-consistent or Application-
consistent and select the necessary time area.

Mew Universal COP Palicy x
Name Schedule
Machines Specify policy scheduling and retention options,
Destination
Network Recovery Point Objective (RPO): 15w - Seconds v | Schedule..

. . RPO repotting...
Faolicy Settings

Schedule Short-terrm retention
Surnrnary Enable point-in-tirme recovery within: a v A Haurs -

Defines how far back you can go from the latest state for a point-in-time recowvery, The bigger this interval is, the
raare disk space is required on the target datastore to store the 170 journal,

Long-term retention

Create additional restore points every: 8 ~ | hours Schedule..
Keep these restore points for 7 VoA days

Defines how granular and how far back you can rall your replica machine state,

| < Previous || Mext = | Finish

13. At the Summary step of the wizard, select the Enable the policy when | click Finish check box if you want
to start the created CDP policy right after you complete working with the wizard.

14. Click Finish.
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Performing Full Site Failover

You can preset scenarios for one-click failover for a group of interdependent production VMs to the cloud host
— full site failover. To do this, you must create a cloud failover plan. You must create the cloud failover planin
advance, for example, right after you created VM replicas on a cloud host. In case the whole production site
goes offline for any reason, you can run the cloud failover planto perform full site failover.

Creating Cloud Failover Plans

If you have a number of VMs running interdependent applications, you need to fail over them one by one, as a
group. To do this automatically, you can prepare a cloud failover plan.

Before You Begin

Before you create a cloud failover plan, check the following prerequisites and limitations:
e VMs that you plan to include in the failover plan must be successfully replicated at least once.

e You cannot select to use pre-failover and post-failover scripts for the cloud failover plan. As tenant cloud
failover plans and VM replicas are stored on the SP side, the responsibility to create and manage scripts
lays on the SP. To use pre-failover and post-failover scripts, the SP must create those scripts in advance
and select them in the cloud failover plan settings before you run the cloud failover plan. Veeam Backup &
Replication supports script files in BAT and CMD formats and executable files in the EXE format.

e You cannot use the same cloud failover plan for full site failover of snapshot-based replicas and CDP
replicas.
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Step 1. Launch Cloud Failover Plan Wizard

To launch the Cloud Failover Plan wizard, do one of the following:
e Onthe Home tab, click Failover Plan and select Cloud Connect (vSphere) or Cloud Connect (Hyper-V).

e Open the Home view, click the Replicas nodein the inventory pane, right-click the Failover Plans node and
click Failover plan > Cloud Connect (vSphere) or Cloud Connect (Hyper-V). This option is available if you
have already configured at least one failover plan.

e Open the Home view, click the Replicas nodein the inventory pane, select one or several VMs in the
working area, click Add to Failover Plan > New cloud failover plan on the ribbon or right-click one or
several VMs in the working area and select Add to failover plan > New cloud failover plan. Inthis case, the
selected VMs will be automatically included into the failover plan. You can add other VMs to the failover
plan when passing through the wizard steps.

=  Home Replica veearn Intelligence =5 @
= =3 =
E I3 X
Failover  Planned Unda Permanent Failbackto  Switchoverto  Switchover Unda Commit Restore Bpplication Add to Properties  Remowe
How Failover  Fallover Failower Production Production Time Failback  Failback Guest Files Iterns Failover Plan ~ from
Failower Failback Restare Wanage Replica
Home Type in an object name to search for O
S 6 Jobs
> [= Backups Name 4 Job Name T 5. Creation Time R.. Original Loc... Replica Location Platform
> feplce (31 filesru03 ¥VZ Replicationto Cloud  Cloud  Ready 117182025 10:11... 2 weenter0ltechlo..  sniZltechlocal\CDP..  Whiware
=2
> [ Last24Hours 51 filesrtd XVZ Replicationto Cloud  Cloud  Resdy  11/18/202510:71... 2 weenterQltechlo..  sn12ltechlocal\COP..  Whhaare
51 websnQ3... [ Failover now.. Ready  11/19/2025 2054M 3 webs03techlocal  sreiZltechlocalCDP.  Server
51 websre... [ Planned failover... Ready — 11/13/2095 058M 3 websruMtechlocal  srel?ltechlocalCDPL.  Server
51 winsneii... Unda failover Ready  11/19/2025 %0040 14 winsrei2techlocal  veenterOl.tech.ocalpr..  Server
Permanent failover
[Z, Addto failover plan > Mew Vivlware Cloud Director failover plan..

Failback to praduction.. New cloud failover plan...

Switchaver to production ..
Change switchover tirme..,
Undo failback
Horme Commit failback
Restare guest files...
|_—I‘;I Inwentory Rernove from configuration
=3 Delets from disk

=L Backup Infrastructure
=8 P Propertis...

T
L) History

2 replicas selected
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Step 2. Specify Failover Plan Name and Description

At the Failover Plan step of the wizard, specify a name and description for the failover plan.
1. In the Name field, enter a name for the failover plan.

2. Inthe Description field, provide a description for future reference. The default description contains
information about the user who created a failover plan, date and time when the plan was created.

Cloud Failower Plan X
[ a Failover Plan
) Type ina harme and description for this failowver plan,

‘@

|ABC Company Failower Plan

Machines Description:

Cloud failover plan for ABC Cornpary full site failouer{
Default Gateuwrays

Public IP &ddresses

Surmmary

% Previous Finish Cancel
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Step 3. Select Virtual Machines

At the Virtual Machines step of the wizard, select VMs that you want to add to the cloud failover plan. You can
add separate VMs from the list of VMs that are added to the replication jobs targeted at the cloud host.

To add VMs:
1. Click Add VM.

2. Browse existing replication jobs targeted at the cloud host and select all VMs or specific VMs from
replication jobs.

To quickly find VMs, you can use the search field at the bottom of the Select Replica window. Enter a VM
name or a part of itin the search field and click Start search or press [ENTER].

3. [Optional] If you want to set a time delay for VM start during failover, select the VM, click Set Delay and
specify the necessary delay in the Boot Delay window. This option may be helpful if you want to make sure
that some VMs are already running at the moment dependent VMs start. If you do not specify the time
delay, VMs will be started simultaneously.

Claud Failover Plan X
e Machines
= Add rnachines to be failed ower as a part of this plan, Use machine order and delays to ensure all application dependencies are met,
'm
Failower Plan Rlachies
Mame Delay Replica state Add..,
_ |L__‘|—_|Fi|esr\f03 o sec less than a day ago (1011 P, Remove
Ejfilesrvﬂdl 60 sec less than a day ago (10:11P...
Default Gateuways
Set Delay...
Public [P &ddresses
Surnrmary
+ Up
+ Down
< Previous Finish Cancel
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Step 4. Specify Default Gateways

At the Default Gateways step of the wizard, check and, if necessary, specify default gatewaysin every IP

network in the production site that are used by VMs added to the cloud failover plan. The network extension
appliance on the cloud host will use network settings of the specified gateways to route traffic between VM

replica networks and external networks after full site failover.

Veeam Backup & Replication automatically specifies default gateways in detected production networks during
the first run of the replication job targeted at the cloud host. If, for some reason, the list of default gateways at

the Default Gateways step of the wizard is empty, you should specify default gateways manually.

To specify default gateways, click Manage default gateways at the bottom of the Cloud Failover Plan wizard

window. Then use the Default Gateways window to specify default gateway settings. To learn more, see
Managing Default Gateways.

Cloud Failower Plan X

[ a Default Gateways
= Specify default gatewsys for all production [P nebwarks, This information is used by network extension appliance during the full site failowver,

Failower Plan Default gateways:

Cloud netaork IP netuvork Default gateway
Machines £ COP Sikver network 1 ..,

Cnomens

Public IP &ddresses

Surmmary

Manage default gateways

< Previous Finish Cancel
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Step 5. Specify Public IP Addressing Rules

At the Public IP Addresses step of the wizard, specify IP addressing settings for VM replicas. You can create one
or several public IP addressing rules to make a VM replica accessible over the internet by a public IP address that
the SP has provided to you through the hardware plan.

When your production VM fails over to its replica during full site failover, Veeam Backup & Replication assigns
the public IP address that is specified in the rule to the network extension appliance on the cloud host. The
network extension appliance redirects traffic from this public IP addressto the IP address of a VM replica in the
internal VM replica network. As a result, a VM replica for which you have created the public IP addressing rule
can be accessed over the internet like a production VM without interrupting the production site operation.

To create a public IP address mapping rule:

1.

2.

Select the Assign public IP addresses to use during full site failover option and click Add.

In the Public IP Address Mapping Rule window, in the Replica VM field, click Add VM and select a VM
replica that you want to make accessible over the internet.

In the Public IP address field, select a public IPv4 or IPv6 address from the list of IP addresses allocated to
you by the SP. In the Port field, specify the number of the port on the SP network extension appliance
from which Veeam Backup & Replication will redirect traffic to the VM replica.

You cannot specify port 22 as a port for the public IP address that is assigned to the network extension
appliance. Veeam Backup & Replication uses this port for communication with the network extension
appliance.

In the Internal IP address of replica VM field, select the IP address of the VM replica in the internal
network. Inthe Portfield, specify the number of the network port on the VM replica to which Veeam
Backup & Replication will redirect traffic from the network extension appliance.

For Linux-based VM replicas, you must specify the internal IP address manually, because Veeam Backup &
Replication cannot detect an IP address of a Linux-based VM in the tenant production network.

In the Description field, provide a description for future reference.
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6. Click OK.

Cloud Failower Plan x

[ a Public IP Addresses
o Assign public IP addresses supplied by wour serdice provider to Whs in the failowver plan, Public IP address enables connecting to a Wk from the
[J internet after full site failower,

Public IP Address Mapping Rule x
Failower Plan Assigh pub }
Replica Whi: —
Machines Machine |fi|esrv03 | | Add... | Add..,
Edit...

Public IP address:

Part:
156,51,1001 v| Remove

Default Gateuways

Internal IP address of replica Whi:

Part:
SUIFFIFREIR 172.24.26.134 NEEERE

Cescription:

Public IP address for filesred3

Ok || Cancel

< Previous | | Mext = Finish
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Step 6. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of a cloud failover plan creation.
1. Review the configuration information on the created cloud failover plan.

2. Click Finish toexit the wizard.

Cloud Failawer Plan ®
s Sum mary

Failower Plan

Reviewr and copy user settings, and click Finish to exit the wizard,

Surnmary

l'\lame: ABC Cornpany Failower Plan

iR Descriptiqn: Cloud failover plan for ABC Company full site failowver
WS to failower:

- filesrw03 60 sec

Default Gateways _filesrs0d B0 sec

Public IP &ddresses

% Previous Mext > Cancel

Creating Cloud Failover Plans for Replicas in VMware Cloud
Director

If you have a number of VMs running interdependent applications, you need to fail over them one by one, as a
group. To do this automatically, you can prepare a cloud failover plan.

The process of creating a cloud failover plan for VMs whose replicas reside in VMware Cloud Director differs
from the regular one. The difference is that you do not need to specify default gateway settings and public IP
addressing rules for such VMs. Network resources required to provide access to VM replicas from the internet
after full site failover are managed by the SP in VMware Cloud Director.

Before You Begin

Before you create a cloud failover plan, check the following prerequisites and limitations:

e VMs that you plan to include in the failover plan must be successfully replicated at least once.
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e You cannot select to use pre-failover and post-failover scripts for the cloud failover plan. As tenant cloud
failover plans and VM replicas are stored on the SP side, the responsibility to create and manage scripts
lays on the SP. To use pre-failover and post-failover scripts, the SP must create those scripts in advance
and select them in the cloud failover plan settings before you run the cloud failover plan. Veeam Backup &
Replication supports script files in BAT and CMD formats and executable files in the EXE format.

e You cannot use the same cloud failover plan for full site failover of snapshot-based replicas and CDP
replicas.
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Step 1. Launch Cloud Failover Plan Wizard

To launch the Cloud Failover Plan wizard, do one of the following:

On the Home tab, click Failover Plan and select Cloud Connect (vCloud).

Open the Home view, click the Replicas nodein the inventory pane, right-click the Failover Plans node and
click Failover plan > Cloud Connect (vCloud). This option is available if you have already configured at
least one failover plan.

Open the Home view, click the Replicas nodein the inventory pane, select one or several VMs in the
working area, click Add to Failover Plan > New VMware Cloud Director failover plan onthe ribbon or right-
click one or several VMs in the working area and select Add to failover plan > New VMware Cloud Director
failover plan. Inthis case, the selected VMs will be automatically included into the failover plan. You can
add other VMs to the failover plan when passing through the wizard steps.
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Step 2. Specify Failover Plan Name and Description

At the Failover Plan step of the wizard, specify a name and description for the cloud failover plan.
1. In the Name field, enter a name for the cloud failover plan.

2. Inthe Description field, provide a description for future reference. The default description contains
information about the user who created a failover plan, date and time when the plan was created.

Cloud Failover Plan X

[ a General
Eﬂ Type in name and description for this failower plan, and optionally specify scripts to trigger before and after the failowver,

TechCompany Failover Plan

Wirtual Machines -
Description:

Surmmary Cloud failower plan for TechComparny full site failower to Whdware Cloud Director{

< Previous Finizh Cancel
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Step 3. Select Virtual Machines

At the Virtual Machines step of the wizard, select VMs that you want to add to the cloud failover plan. You can
add to a cloud failover plan separate VMs for which a replication job created at least one restore point on a
cloud host.

To add VMs:
1. Click Add VM.

2. Browse existing replication jobs targeted at the cloud host and select all VMs or specific VMs from
replication jobs.

To quickly find VMs, you can use the search field at the bottom of the Select Replica window. Enter a VM
name or a part of itin the search field and click Start search or press [ENTER].

3. [Optional] If you want to set a time delay for VM start during failover, select the VM, click Set Delay and
specify the necessary delay in the Boot Delay window. This option may be helpful if you want to make sure
that some VMs are already running at the moment dependent VMs start. If you do not specify the time
delay, VMs will be started simultaneously.
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Step 4. Finish Working with Wizard

At the Summary step of the wizard, complete the procedure of a cloud failover plan creation.

1. Review the configuration information on the created cloud failover plan.

2. Click Finish toexit the wizard.

Cloud Failover Plan
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= Reviewr and copy user settings, and click Finish to exit the wizard,
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Running Cloud Failover Plan

With a cloud failover plan, you can perform full site failover at any time. During full site failover, tenant VMs fail
over to their replicas on the cloud host one byone, as a group. You can fail over to the most recent VM state or

select the necessary restore point for VMs in the cloud failover plan.
To fail over to the VM replicas latest restore point:

1. Open the Home view.

2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

3. Inthe working area, right-click the necessary cloud failover planand select Start.
To fail over to a certain restore point:

1. Open the Home view.

2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

3. Inthe working area, right-click the necessary cloud failover planand select Start to.
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4. Inthe Choose Restore Point window, select the backup date and time. Veeam Backup & Replication will
find the closest restore point prior to the entered value for each VM and fail over to it.
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Testing Cloud Failover Plan

You can test a cloud failover plan to ensure replicated VMs on the cloud host successfully start and can be
accessed from external network after failover. When you test a cloud failover plan, Veeam Backup & Replication
does not switch from a production VM to its replica. Instead, it reverts every VM replica in the cloud failover
plan to the latest restore point, boots the replica operation system, waits for the VM replica to reach a
"stabilization point" using the Stabilization by /P algorithm and checks if the VM replica responds to ping
requests.

When the test operation is started by the tenant, Veeam Backup & Replication running on the tenant backup
server does not communicate with VM replicas on the cloud host directly. Instead, Veeam Backup & Replication
passes the command to start the test to the SP backup server, and performs operations with tenant VM replicas
from the SP backup server.

This operation is supported for cloud failover plans that contain snapshot-based replicas and failover plans that
contain CDP replicas.

NOTE
Consider the following limitations:

e Veeam Backup & Replication does not support this operation for failover plans that contain CDP
replicas with I/O filters older than version 12.1 installed on the cluster where the VMs that you plan
to protect reside and where replicas will reside. To learn more about updating 1/0 filters, see the
Updating and Uninstalling 1/O Filter section in the Veeam Backup & Replication User Guide.

e If the SP starts the cloud failover plan test for CDP replicas created with VBR version 12.2 (or
earlier), long-term retention policy creation will be stopped while testing.
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TIP

To keep CDP replica VMs running, for example, to reach data from the VM or from an application installed
on the VM, you can use Veeam PowerShell cmdlets. To perform the operation, use the KeepAlive
parameter. For detailed instructions, see the Start-VBRFailoverPlan section in the Veeam PowerShell
Reference.

The following limitations apply to the operation:

e You can use the keep alive mode only for cloud failover plans that contain CDP replicas. This
operation is not supported for cloud failover plans that contain snapshot-based replicas.

e By default, this operation is available only for the SP. The SP can use a registry key to allow this
operation to the tenant. The SP must configure the allowed keep alive time for their tenants by a
registry key CdpTenantTestFailoverKeepAliveDurationLimitMin. For details, see Allowing
Tenants to Keep CDP Replicas Running.

To test a cloud failover plan:
1. Open the Home view.

2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

3. Inthe working area, right-click the necessary cloud failover planand select Test.
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Retrying Cloud Failover Plan

You can retry a cloud failover plan if one or several VMs fail to failover properly. Veeam Backup & Replication
retries the failover operation only for those VMs that do not succeed to failover to their replicas on the cloud
host.

To retry a cloud failover plan:

1. Open the Home view.
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2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

3. Inthe working area, right-click the necessary cloud failover planand select Retry.
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Undoing Failover by Cloud Failover Plan

You can undo failover for all VMs added to the cloud failover plan at once. When you undo failover, you switch
the workload back to original VMs and discard all changes that were made to VM replicas during failover.

To undo failover by a cloud failover plan:
1. Open the Home view.
2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

3. In the working area, right-click the necessary cloud failover plan and select Undo.
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4. In the displayed window, click Yes toconfirm the operation.
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Performing Permanent Failover

To finalize the full site failover process, you can perform permanent failover. With permanent failover, you can
permanently switch from the original VM to a VM replica and use the VM replica on the cloud host as the
original VM.

To perform permanent failover, do either of the following:

e Open the Home view, in the inventory pane select Replicas. Inthe working area, select the necessary VM
and click Permanent Failover on the ribbon.

e Open the Home view, in the inventory pane select Replicas. Inthe working area, right-click the necessary
VM and select Permanent failover.

In the displayed window, click Yes toconfirm the operation.
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After the permanent failover operation completes, the VM replica is put to the Permanent failover state. To
protect the VM replica from corruption after performing permanent failover, Veeam Backup & Replication
reconfigures the replication job and adds the original VM to the list of exclusions. When the replication job that
processes the original VM starts, the VM will be skipped from processing, and no data will be written to the
working VM replica.
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Editing Cloud Failover Plan Settings

You can edit settings of cloud failover plans that you configured.
To edit cloud failover plan settings:
1. Launch the Edit Cloud Failover Plan wizard:
a. Open the Home view and click Replicas > Failover Plans inthe inventory pane.

b. In the working area, click the necessary cloud failover plan and click Edit onthe ribbon or right-click
the necessary cloud failover planand select Edit.
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2. Editcloud failover plan settings as required.
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Deleting Cloud Failover Plan

You can delete a cloud failover plan, for example, if you do not planto use it any longer.

To delete a cloud failover plan:

1. Open the Home view.

2. Inthe inventory pane, expand the Replicas node and click Failover Plans.

3. Inthe working area, right-click the necessary cloud failover planand select Delete.
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4. In the displayed window, click Yes toconfirm the operation.
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Performing Partial Site Failover

You can quickly recover one or several corrupted VMs by failing over to their replicas on the cloud host.

For regular, snapshot-based replicas on the cloud host, the partial site failover operation is similar to the regular
failover for the off-site replication scenario. To learn more, see the following sections of the Veeam Backup &
Replication documentation:

e Failover section in the Veeam Backup & Replication User Guide for VMware vSphere

e Failover section in the Veeam Backup & Replication User Guide for Microsoft Hyper-V

For CDP replicas on the cloud host, the partial site failover operation is similar to failover for reqular CDP
replicas. To learn more, see the Failover section in the Veeam Backup & Replication User Guide.

Performing Failover

If one or several production VMs become corrupted, but the rest of production site, including the most critical
VMs and Veeam Backup & Replication infrastructure, remain operative, you can perform partial site failover.
With partial site failover, you can quickly recover a corrupted VM by failing over to its replica on the cloud host.

IMPORTANT

You can perform partial site failover only for those VMs that have a static IP address. If a VM receives an IP
address from DHCP, the failover operation will succeed but the VM replica will not be accessible over the
network.

To perform partial-site failover, do the following:
1. Launch the failover wizard in one of the following ways:

o Open the Home view and select the Replicas node. In the working area, select the necessary VM and
click Failover Now onthe ribbon.

o Open the Home view and select the Replicas node. In the working area, right-click the necessary VM
and select Failover now.

o Open the Home view and select Ready under the Replicas node. In the working area, select the
necessary replica and click Failover Now onthe ribbon or right-click the replica and select Failover
now.

NOTE

If you have not deployed the network extension appliance for the network to which the corrupted
VM is connected, Veeam Backup & Replication will display a warning. You can proceed to the
Network Extension step of the Service Provider wizard to configure and deploy the missing network
extension appliance. To learn more, see Configure Network Extension Appliances.

After the network extension appliance is deployed, you can launch the Failover wizard to start the
partial site failover operation.

2. At the Machines step of the wizard, select one or more VMs for which you want to perform failover.
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3. By default, Veeam Backup & Replication uses the latest valid restore point of the VM replica. If you want
to fail over to an earlier state of the VM, select the VM in the Virtual machines to failover listand click

Point.
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4. In the Restore Points window, expand the replication job that contains the VM you plan to fail over, select
the necessary restore point, and click OK.
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5. At the Reason step of the wizard, specify the reason for failing over to the VM replicas for future

reference.
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6. At the Summary step of the wizard, review details of the failover task and click Finish toexit the wizard.
When the failover process is complete, the VM replicas will be started on the cloud host.

Performing Failover for CDP Replicas

If one or several production VMs become corrupted, but the rest of production site, including the most critical
VMs and Veeam Backup & Replication infrastructure, remain operative, you can perform partial site failover.
With partial site failover, you can quickly recover a corrupted VM by failing over to its CDP replica on the cloud
host.

IMPORTANT

You can perform partial site failover only for those VMs that have a static IP address. If a VM receives an IP
address from DHCP, the failover operation will succeed but the VM replica will not be accessible over the

network.

To perform partial-site failover to a CDP replica, do the following:
1. Launch the failover wizard in one of the following ways:

o Open the Home view and select the Replicas node. In the working area, select the necessary VM and
click Failover Now onthe ribbon.
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o Open the Home view and select the Replicas node. In the working area, right-click the necessary VM
and select Failover now.

o Open the Home view and select Ready under the Replicas node. In the working area, select the
necessary replica and click Failover Now onthe ribbon or right-click the replica and select Failover
now.

NOTE

If you have not deployed the network extension appliance for the network to which the corrupted
VM is connected, Veeam Backup & Replication will display a warning. You can proceed to the
Network Extension step of the Service Provider wizard to configure and deploy the missing network
extension appliance. To learn more, see Configure Network Extension Appliances.

After the network extension appliance is deployed, you can launch the Failover wizard to start the
partial site failover operation.

2. At the Machines step of the wizard, select one or more VMs for which you want to perform failover.

3. By default, Veeam Backup & Replication uses the latest valid restore point of the VM replica. If you want
to fail over to an earlier state of the VM, select the VM in the Virtual machines to failover listand click

Point.
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4. In the Restore Points window, select whether you want to fail over to the latest available crash-consistent
restore point, to the latest long-term application-consistent restore point or to a specific point in time.

If you fail over to a specific point in time, use the right and left arrows on the keyboard to select the
required restore point.
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To quickly find a long-term restore point, in the Restore pointfield click a link that shows a date. In the
displayed window, use the calendar to select the necessary day, and then select a long-term restore point
created during the selected day. The colour indicates the amount of data traffic for each time point.
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5. At the Reason step of the wizard, specify the reason for failing over to the VM replicas for future

reference.
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6. At the Summary step of the wizard, review details of the failover task and click Finish toexit the wizard.
When the failover process is complete, the VM replicas will be started on the cloud host.

Performing Planned Failover

Within the partial site failover scenario, you can perform planned failover for replicas on the cloud host. This
operation is supported for both snapshot-based replicas and CDP replicas. This operation is helpful if you know
that your production VMs are about to go offline and you need to proactively switch the workload from source
VMs to their replicas on the cloud host.

During planned failover, Veeam Backup & Replication triggers the replication job to fully synchronize the replica
with the source VM, shuts down the source VM and fails over the VM to its replica. To learn more, see the
Planned Failover section in the Veeam Backup & Replication User Guide.

To launch the Planed Failover wizard, do one of the following:

e Open the Home view and select the Replicas node. In the working area, select the necessary VM and click
Planned Failover onthe ribbon.

e Open the Home view and select the Replicas node. In the working area, right-click the necessary VM and
select Planned failover.

e Open the Home view and select Ready under the Replicas node. In the working area, select the necessary
replica and click Planned Failover onthe ribbon or right-click the replica and select Planned failover.
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Re-establishing VPN Tunnel

When you perform partial site failover, production VMs and VM replicas on the cloud host communicate through
the secure VPN tunnel that is set between the pair of network extension appliances. You can monitor the VPN
connection state and re-establish the VPN tunnel in case the VPN connection breaks.

To view the VPN connection state:
1. Open the Home view.

2. Inthe inventory pane, click the Replicasnode. VPN connection state will be displayed in the Connectivity
column of the working area.

To re-establish a VPN tunnel:
1. Open the Home view.

2. Inthe inventory pane, click the Replicas node.
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3. Inthe working area, right-click the necessary VM replica in the Failed connectivity state and select
Reconnect. Veeam Backup & Replication will restart the VPN daemon on the network extension appliances
that are used for connecting production VMs and VM replicas on the cloud host.
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Undoing Partial Site Failover

To switch back to a production VM and revert a VM replica on the cloud host to its pre-failover state, you can
undo partialsite failover. When you undo the failover operation, Veeam Backup & Replication powers off a
running VM replica on the cloud host and rolls back to initial state of a VM replica.

To undo partial site failover, do either of the following:

e Open the Home view and select the Replicas node. In the working area, select the necessary VM and click
Undo Failover onthe ribbon.

e Open the Home view and select the Replicas node. In the working area, right-click the necessary VM and
select Undo failover.

e Open the Home view and select Active under the Replicas node. In the working area, select the necessary
replica and click Undo Failover on the ribbon or right-click the replica and select Undo failover.
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In the displayed dialog box, click Yes toconfirm the operation.
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Performing Failback

You can resume operation of a production VM by failing back to it from a VM replica on the cloud host.
Performing failback for VM replicas on the cloud host is similar to performing failback for reqular VM replicas.
To learn more, see the Performing Failback section in the Veeam Backup & Replication User Guide.

To launch the Failback wizard, do one of the following:

e Open the Home view and select the Replicas node. In the working area, select the necessary VM and click
Failback to Production on the ribbon.

e Open the Home view and select the Replicas node. In the working area, right-click the necessary VM and
select Failback to production.
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Committing Failback

The Commit failback operationfinalizes failback from the VM replica to the original VM.
To commit failback, do one of the following:

e Open the Home view, in the inventory pane select Replicas. Inthe working area, select the necessary
replica and click Commit Failback onthe ribbon.

e Open the Home view, in the inventory pane select Replicas. Inthe working area, right-click the necessary
replica and select Commit failback.

e Onthe Home tab, click Restore. Inthe Restore from replica section, select Commit failback.

In the displayed window, click Yes toconfirm the operation.
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Restoring VM Guest OS Files

You can restore individual Microsoft Windows guest OS files from replicas of Microsoft Windows VMs on the
cloud host. This operation is supported for both snapshot-based replicas and CDP replicas.

During file-level recovery, Veeam Backup & Replication publishes VM replica virtual disk files directly into the
Veeam backup server file system with the help of Veeam's proprietary driver. After VM disks are mounted, you
can use the Veeam Backup Browser or Microsoft Windows Explorer to copy necessary files and folders to the
local machine drive, save them in a network shared folder or point any applications to restored files and work

with them as usual.

NOTE

To restore VM guest OS files of a Microsoft Windows VM replica:

1. Open the Home view.

This section describes only basic steps that you must take to restore VM guest OS files. To get a detailed
description of all settings of the restore process, see the Guest OS File Restore section in the Veeam
Backup & Replication User Guide.

2. Click the Replicas node in the inventory pane. Right-click the necessary VM replica and select Restore
guest files > Microsoft Windows.

3. At the Restore Point step of the wizard, select the necessary restore point.

o [For snapshot-based replicas] Select the necessary restore point from the list.

File Lewel Restare

| Restore point
Reason

Surnrnary

Restore point

Select the restore point to restore guest OF files fram,

Wh narme: spel?
Whi size: 496 H

Awailable restore points:

Created

(31 less than a day ago (11:45 A Tuesday 11/18¢2...

Original host wcenterd techulocal

Mount server; Sutomatic selection (Windows)

Type Backup

Shapshot Replication Job 1

< Previous Browse
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o [For CDP replicas] Select the necessary point in time to restore to. The colour indicates the amount of

data traffic for each time point.

File Lewel Restare

| Restore pairt Restore point

Select the restore point to restore guest O35 files frorm.,
Reason
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Restore to a point in time:

19 Movember 2025
A0PR 1250PM TOOPRY TIOPM 120PM 130PM T40PM 1:50PM 200 PR

s 2

I/0 journal available  ® &pplication-consistent point  ® Crash-consistent point

Mo data (keep scrolling)

Restore point (5) ‘Wednesday, Movernber 19, 2025 2:00:52 PM

% Previous Browsse

Wh name: websre0dtech.local Mount server Automatic selection (Mindowss)

2Z10PM

® 2:00:52 PM

Cancel

4. At the Reason step of the wizard, specify the reason for future reference.

5. Click Next. Then click Browse.

6. Veeam Backup & Replication will display a file browser with the file system tree of the VM. Right-click the

necessary file or folder and select the necessary option.

o To restore a file or folder to its original location on the original VM:

= Select Restore > Overwriteif you want to overwrite the original file or folder on the VM guest

0S with the file or folder restored from the replica.

= Select Restore > Keep if you want to save a file or folder restored from the replica next to the

original file or folder. Veeam Backup & Replication will add the

_RESTORED_ YYYYMMDD_HHMMSS postfix to the original file or folder name and save the

restored file or folder in the same location where the original file or folder resides.

o To restore a file or folder to another VM in the Veeam backup infrastructure:

= Select Restore to > Overwrite if you want to overwrite the file or folder on the VM guest OS with
the file or folder restored from the replica in case the file or folder with the same name resides

on the target VM.
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= Select Restore to > Keep if you want to save a file or folder restored from the replica next to the
file or folder on the VM guest OS in case the file or folder with the same name resides on the
target VM. Veeam Backup & Replication will add the _RESTORED_YYYYMMDD HHMMSS postfix
to the original file or folder name and save the restored file or folder in the specified location.

If you select one of this options, select the target VM and target path for the restored file or folder,
and click OK.

o To restore to the original location only those files or folders that have changed on the original VM
since the restore point for the replica was created, select Compare > Compare. Then right-click the
file or folder and select one of the following options:

= Select Restore changed only > Overwrite if you want to overwrite the original file or folder on
the VM guest OS with the file or folder restored from the replica.

= Select Restore changed only > Keep if you want to save a file or folder restored from the replica
next to the original file or folder. Veeam Backup & Replication will add the
_RESTORED_ YYYYMMDD_HHMMSS postfix to the original file or folder name and save the
restored file or folder in the same location where the original file or folder resides.

o To savea file or folder on the local machine or in a network shared folder, select Copy to, specify a
path to the destination location and click OK.

To learn more, see the Finalize Restore section in the Veeam Backup & Replication User Guide.
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Restoring Application Items

You can use Veeam Explorers to restore application items from snapshot-based replicas on the cloud host.
Veeam Backup & Replication lets you restore items of the following applications:

e Microsoft Active Directory

e Microsoft Exchange

e  Microsoft SharePoint

e Microsoft SQL Server

e Microsoft OneDrive for Business

e Microsoft Teams

e Oracle

e PostgreSQL

For replicas on the cloud host created by replication jobs with guest processing options enabled, the procedure
of application-item restore does not differ from the regular one. To perform application-item restore, do either
of the following:

e Open the Home view, in the inventory pane select Replicas. Inthe working area, select the necessary VM
and click Application Items > <Application> on the ribbon.

e Open the Home view, in the inventory pane select Replicas. Inthe working area, right-click the necessary
VM and select Restore application items > <Application>.

Then follow instructions in the procedure for the required application. For details, see the Application Item
Restore section in the Veeam Backup & Replication User Guide.
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The list of available datarecovery operations differs depending on what Veeam Explorer you use. To learn more,
see the Veeam Explorers Overview section in the Veeam Backup & Replication User Guide.
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Viewing Replicas and Failover Plans

After replication job targeted at the cloud host or a cloud failover operation completes, it takes some time for
Veeam Backup & Replication to retrieve changes from the database and display those changes in the Veeam
Backup & Replication console on the tenant side. For example, when you perform a failover operation, VM
replicas and cloud failover plans may be not displayed or displayed with a wrong status.

To refresh the view in the Veeam Backup & Replication console:

1. Open the Home view.

2. Expand the Replicas node and press [F5] torefresh the view.
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Managing Replicas

The tenant can perform the following operations with VM replicas created with replication jobs and CDP policies
targeted at the cloud host:

e View properties

e Delete from disk

NOTE

The tenant cannot perform the Remove from configuration operation with VM replicas on the cloud host.
Such VM replicas are actually stored on the remote DR site in the SP virtualization environment. As a result,
they could become permanently inaccessible for a tenant. The tenant may also be unable to delete replica
files from the cloud host.

The Remove from configuration operation is availableonly for the SP in the SP Veeam Backup & Replication
console. To learn more, see Removing from Configuration.

Viewing Properties

You can view summary information about created VM replicas. The summary information provides the following
data: availablerestore points, date of restore points creation, datasize, restore point size and replica status. For
CDP replicas, Veeam Backup & Replication additionally displays the journal size.

To view summary information for replicas:
1. Open the Home view.

2. Inthe inventory pane, click the Replicas node.
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3. Right-click the necessary VM replica in the working areaand select Properties.

Zervers Replication Replica Properties

Wirtual machine: Criginal location:

weenter0ltech. localy,

Files:
Date Restore Point Size  Status
=4 2 days ago (22:26 pondéli 03.11.2025) IT09KRE  OK
=% 3 days ago (22126 nedéle 02,11,2025) F09KE Ok

Total size: 2709 KB

Ok

Deleting from Disk

You can use the Delete from disk operation if you want to delete records about VM replicas from the Veeam
Backup & Replication console and databaseand, additionally, delete actual replica files from the cloud host.

NOTE

The Delete from disk option is the only way for a tenant to delete replica files from the cloud host. The
Remove from configuration operation is not availablein the tenant Veeam Backup & Replication console.

To delete replica files from the cloud host:
1. Open the Home view.

2. Inthe inventory pane, click the Replicas node.

575 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180



3.

Home

Backup
Job

Replication
Jab

Primary labs

Home

> 53 Jobs
Replicas
> B3 Last 24 Hours

FAN
L

Home
[ tnwentory

[BL Backup nfrostructure

-
5) History

1 replica

Right-click the necessary VM replica

i na 1+ g A N .
i} B & & [B ol ®
cop Backup Copy SureBackup Restore  Failover Import Export Security &
Ralicy ~ Copy ™~ Job v lob ~ Plan Backup  Backup  Compliance
Secondary Jobs Restare Actions
Type in an object name to search for - O
Name 4 JobName T.. S.. C. Creation Time Restore Poi..  Original Loc...
(51 fil.. Replication Jo.. Cloud  Ready  NfA 1171872025 11:45... 1 veenterQl tech.lo...
& il [ Fallover now.. B/ 11718/2025 11:45.., 1 veenterl tech.lo...
[ Planned failover..
Undo failover
Permanent failover
), Add to failover plan >

=]

and select Delete from disk.

Failback to praduction..
Switchover to production..,
Change switchaver tirme. .
Undo failback

Coramit failback

Restore guestfiles...

Remave from configuration

=

Delete from disk

=

Properties..

Replica Loca...

weenterQltech.lo..,

weenterQltech.lo..,

Yeeam Intelligence =

Platform

Whdnvare
Whdnare

576 | Veeam Cloud Connect | Administrator Guide | 13.0.1.180




	Contacting Veeam Software
	About This Document
	About Veeam Cloud Connect
	Veeam Cloud Connect Infrastructure
	SP Veeam Backup Server
	Maintenance Mode

	Tenant Veeam Backup Server
	Cloud Gateway
	Cloud Gateway Pool
	Cloud Repository
	Backup Proxies
	Hardware Plan
	Network Extension Appliance
	WAN Accelerators

	SP and Tenant Roles
	Tenant Account Types
	Tenant Account Credentials

	Veeam Cloud Connect Backup
	Getting Started with Veeam Cloud Connect Backup
	How Veeam Cloud Connect Backup Works
	Tasks with Cloud Repository
	Insider Protection
	How Insider Protection Works
	Data Restore from Deleted Backups

	Support for Capacity Tier
	Support for Archive Tier
	Backup to Object Storage
	How Backup to Object Storage Works
	Access Permissions for Direct Connection to Object Storage

	Backup Copy to Cloud Repository
	Background Retention for Tenant Backups
	Instant Recovery from Tenant Backups

	Veeam Cloud Connect Replication
	Getting Started with Veeam Cloud Connect Replication
	How Veeam Cloud Connect Replication Works
	Tasks with Cloud Host
	Cloud Replica Failover and Failback
	Full Site Failover
	Cloud Failover Plan

	Partial Site Failover
	Network Mapping for Cloud Replicas

	Permanent Failover
	Failback


	Continuous Data Protection (CDP) with Veeam Cloud Connect
	Veeam Cloud Connect CDP Scenarios
	CDP Infrastructure in Veeam Cloud Connect
	Getting Started with CDP
	Failover and Failback for CDP

	VMware Cloud Director Support
	Getting Started with Replication to VMware Cloud Director
	VMware Cloud Director Tenant Account
	Network Resources for VMware Cloud Director Replicas
	Partial Site Failover for VMware Cloud Director Replicas
	Full Site Failover for VMware Cloud Director Replicas

	TLS Certificates
	Types of TLS Certificates
	TLS Certificates Handshake
	TLS Certificate Thumbprint Verification
	Rights and Permissions to Access TLS Certificates

	Tenant Lease and Quota
	Subtenants
	Subtenant Account
	Subtenant Quota

	Data Encryption and Throttling
	Remote Connection to Tenant Backup Server
	Network Redirectors
	Remote Access Console
	Deployment Scenarios for Remote Access Console
	How Remote Access Console Works
	Limitations for Remote Access Console

	Remote Desktop Connection to Tenant
	How Remote Desktop Connection to Tenant Works


	Tenant Backup to Tape
	Getting Started with Tenant Backup to Tape
	Tenant Backup to Tape Job
	Data Restore from Tenant Backups on Tape

	IPv6 Support

	Planning and Preparation
	System Requirements
	Ports
	Veeam Product Versions
	Considerations and Limitations
	Veeam Cloud Connect Backup
	Veeam Cloud Connect Replication

	Naming Conventions

	Licensing for Service Providers
	Veeam Cloud Connect License
	Rental Machines Licensing

	Rental Veeam Backup & Replication License
	Installing License
	Updating License
	Viewing License Information
	Reducing Number of Used Points
	Viewing Tenant Machine Count
	Resetting Tenant Machine Count
	License Usage Reporting
	Automatic License Usage Reporting
	Manual License Usage Reporting
	Managing License Usage Reports
	Submitting License Usage Report
	Reviewing License Usage Report
	Saving License Usage Report
	Adjusting License Usage Report
	Adjusting Usage Report for Veeam Cloud Connect License
	Adjusting Usage Report for Rental License

	Postponing License Usage Report Review
	Generating License Usage Report



	Guide for Service Providers
	Setting Up SP Veeam Cloud Connect Infrastructure
	Deploying SP Veeam Backup Server
	Managing TLS Certificates
	Generating Self-Signed Certificates
	Importing Certificates from Certificate Store
	Importing Certificates from Files
	What You Do Next

	Adding Cloud Gateways
	Before You Begin
	Step 1. Launch New Gateway Wizard
	Step 2. Choose Server
	Step 3. Specify Network Settings
	Step 4. Review Cloud Gateway Settings
	Step 5. Assess Results
	Step 6. Finish Working with Wizard

	Configuring Cloud Gateway Pools
	Before You Begin
	Step 1. Launch New Gateway Pool Wizard
	Step 2. Specify Cloud Gateway Pool Name and Description
	Step 3. Select Cloud Gateways
	Step 4. Finish Working with Wizard
	What You Do Next

	Configuring Cloud Repositories
	Configuring Hardware Plans
	Adding Hardware Plans
	Before You Begin
	Step 1. Launch New Hardware Plan Wizard
	Step 2. Specify Hardware Plan Name and Description
	Step 3. Specify Host or Cluster
	Step 4. Specify Storage Settings
	Step 5. Specify Network Settings
	Step 6. Assess Results
	Step 7. Finish Working with Wizard

	Managing Hardware Plans
	Editing Hardware Plan Settings
	Removing Hardware Plans


	Managing VLANs
	Managing Public IP Addresses
	Managing IPv4 Addresses
	Managing IPv6 Addresses

	Managing Network Extension Appliance Credentials
	Creating Tenant Accounts
	Configuring Standalone Tenant Account
	Before You Begin
	Step 1. Launch New Tenant Wizard
	Step 2. Specify Tenant Settings
	Step 3. Specify Bandwidth Settings
	Step 4. Allocate Backup Resources
	Step 5. Allocate Replication Resources
	Step 6. Specify Network Extension Settings
	Step 7. Assess Results
	Step 8. Finish Working with Wizard
	What You Do Next

	Configuring VMware Cloud Director Tenant Account
	Before You Begin
	Step 1. Launch New Tenant Wizard
	Step 2. Specify Organization Settings
	Step 3. Specify Bandwidth Settings
	Step 4. Allocate Backup Resources
	Step 5. Allocate Replication Resources
	Step 6. Specify Network Extension Settings
	Step 7. Assess Results
	Step 8. Finish Working with Wizard
	What You Do Next


	Configuring Target WAN Accelerators

	Managing Tenant Accounts
	Disabling and Enabling Tenant Accounts
	Renaming Tenant Accounts
	Changing Password for Tenant Account on SP Side
	Changing Resource Allocation for Tenant Account
	Redeploying Network Extension Appliance
	Viewing Tenant Account Information
	Deleting Tenant Accounts

	Managing Subtenant Accounts on SP Side
	Creating Subtenant Account for Standalone Tenant
	Step 1. Launch New Subtenant Wizard
	Step 2. Specify Subtenant Settings
	Step 3. Allocate Subtenant Quota
	Step 4. Finish Working with Wizard

	Creating Subtenant Account for VMware Cloud Director Tenant
	Before You Begin
	Step 1. Launch New Subtenant Wizard
	Step 2. Select Cloud Director User
	Step 3. Allocate Subtenant Quota
	Step 4. Finish Working with Wizard

	Editing Subtenant Account
	Deleting Subtenant Account

	Restoring Data from Tenant Backups
	Performing Instant Recovery from Tenant Backups
	Restoring Tenant Backups to Amazon EC2
	Restoring Tenant Backups to Microsoft Azure
	Restoring Disks from Tenant Backups
	Publishing Disks from Tenant Backups

	Managing Tenant Data
	Moving Tenant Backups to Another Cloud Repository
	Migrating Tenant Data Between Performance Tier Extents
	Switching from Linux Repository to Hardened Repository
	Downloading Tenant Data from Capacity Tier
	Retrieving Tenant Data from Archive Tier
	Managing Tenant VM Replicas
	Viewing Properties
	Removing from Configuration
	Deleting from Disk
	Moving Replica Files to Another Location


	Managing Tenant Cloud Failover Plans
	Running Cloud Failover Plan
	Testing Cloud Failover Plan
	Retrying Cloud Failover Plan
	Undoing Failover by Cloud Failover Plan
	Editing Cloud Failover Plan Settings
	Performing Permanent Failover

	Using Remote Access Console
	Connecting to Tenant with Remote Access Console
	Before You Begin
	Step 1. Open Remote Access Console
	Step 2. Connect to SP Backup Server
	Step 3. Connect to Tenant Backup Server

	Launching Remote Desktop Session to Tenant
	Enabling Access to Cloud Gateway
	Adjusting Remote Desktop Connection Settings

	Managing SP Backup Server
	Switching to Maintenance Mode
	Creating Custom Maintenance Mode Notification

	Working with Tapes
	Creating Tenant Backup to Tape Job
	Restoring Tenant Data from Tape

	Reporting
	Viewing Veeam Cloud Connect Report
	Viewing Tenant Job Statistics
	Viewing Real-Time Statistics
	Viewing Job Session Results


	Support for Veeam Backup for Public Clouds

	Guide for Tenants
	Setting Up Tenant Veeam Cloud Connect Infrastructure
	Deploying Tenant Veeam Backup Server
	Connecting Source Virtualization Hosts
	Finding Service Providers
	Connecting to Service Providers
	Before You Begin
	Step 1. Launch Service Provider Wizard
	Step 2. Specify Cloud Gateway Settings
	Step 3. Verify TLS Certificate and Specify User Account Settings
	Step 4. Enumerate Cloud Repository Resources
	Step 5. Enumerate Cloud Replication Resources
	Step 6. Configure Network Extension Appliances
	Step 7. Assess Results
	Step 8. Finish Working with Wizard

	Changing Password for Tenant Account
	Managing Subtenant Accounts on Tenant Side
	Creating Subtenant Account for Standalone Tenant
	Before You Begin
	Step 1. Launch New Subtenant Wizard
	Step 2. Specify Subtenant Settings
	Step 3. Allocate Subtenant Quota
	Step 4. Finish Working with Wizard

	Creating Subtenant Account for VMware Cloud Director Tenant
	Before You Begin
	Step 1. Launch New Subtenant Wizard
	Step 2. Select Cloud Director User
	Step 3. Allocate Subtenant Quota
	Step 4. Finish Working with Wizard

	Editing Subtenant Account
	Deleting Subtenant Account

	Managing Network Extension Appliance
	Managing Credentials
	Redeploying Network Extension Appliance

	Managing Default Gateways
	Configuring Source WAN Accelerators
	Viewing Cloud Hosts

	Using Cloud Repositories
	Performing Backup
	Creating VM Backup Jobs
	Creating VMware Cloud Director Backup Jobs
	Creating Veeam Agent Backup Jobs
	Creating Backup Copy Jobs

	Performing Restore
	Performing Entire VM Restore
	Performing Restore of VMware Cloud Director VMs
	Restoring VM Files
	Restoring VM Disks
	Restoring VM Guest OS Files
	Restoring Application Items
	Restoring Volumes from Veeam Agent Backups
	Exporting Disks from Veeam Agent Backups
	Restoring Guest OS Files from Veeam Agent Backups
	Publishing Disks
	Exporting Backups

	Managing Backups
	Viewing Properties
	Deleting from Disk

	Copying Backups from Cloud Repositories

	Using Cloud Hosts
	Creating Replication Jobs
	Creating CDP Policies for VMware vSphere
	Creating Universal CDP Policies
	Performing Full Site Failover
	Creating Cloud Failover Plans
	Before You Begin
	Step 1. Launch Cloud Failover Plan Wizard
	Step 2. Specify Failover Plan Name and Description
	Step 3. Select Virtual Machines
	Step 4. Specify Default Gateways
	Step 5. Specify Public IP Addressing Rules
	Step 6. Finish Working with Wizard

	Creating Cloud Failover Plans for Replicas in VMware Cloud Director
	Before You Begin
	Step 1. Launch Cloud Failover Plan Wizard
	Step 2. Specify Failover Plan Name and Description
	Step 3. Select Virtual Machines
	Step 4. Finish Working with Wizard

	Running Cloud Failover Plan
	Testing Cloud Failover Plan
	Retrying Cloud Failover Plan
	Undoing Failover by Cloud Failover Plan
	Performing Permanent Failover
	Editing Cloud Failover Plan Settings
	Deleting Cloud Failover Plan

	Performing Partial Site Failover
	Performing Failover
	Performing Failover for CDP Replicas
	Performing Planned Failover
	Re-establishing VPN Tunnel
	Undoing Partial Site Failover

	Performing Failback
	Restoring VM Guest OS Files
	Restoring Application Items
	Viewing Replicas and Failover Plans
	Managing Replicas
	Viewing Properties
	Deleting from Disk




